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1 Reason for Change

This CR resolves the comments raised in OMA-BCAST-v1_1-2009-0334 against TS Services, and related to Coupons (A002, A007, A008, A016, A017):
	A002
	2009.12.22
	E
	2.1
	Source: Alcatel-Lucent

Form: OMA-BCAST-v1_1-2009-0334

Comment: The reference [BCAST11-XMLSchema-Coupons] / OMA-SUP-XSD_bcast_coupons-V1_1 is so far invalid. The Coupon Document defined in the XML schema defining the service provisioning messages (OMA-SUP-XSD_bcast_pr_orderqueries-V1_1).

Proposed Change: Remove this reference from section 2.1.
	Status: OPEN

	A007
	2009.12.22
	E
	5.1.5.2.1
	Source: Alcatel-Lucent
Form: OMA-BCAST-v1_1-2009-0334
Comment: In the ServiceRequest, the new BCAST 1.1 E2 elements “Coupon” and “CouponID” are not at the end of the content model, which may affect backward compatibility.

Proposed Change: Move these elements at the end of <PurchaseItem> content model (after the E2 Service element). And change PurchaseItem description accordingly.
	Status: OPEN

	A008
	2009.12.22
	E
	5.1.5.2.1, 5.1.5.2.2, 5.1.5.5.1, 5.1.5.5.2, I.10
	Source: Alcatel-Lucent
Form: OMA-BCAST-v1_1-2009-0334
Comment: The section 5.22 ‘Coupon Documents’ is incorrectly referenced as section 5.16 throughout the document.

Proposed Change: Correct “section 5.16” to “section 5.22”.
	Status: OPEN

	A016
	2009.12.22
	T
	5.22
	Source: Alcatel-Lucent
Form: OMA-BCAST-v1_1-2009-0334
Comment: In which namespace the Coupon documents are defined is not specified.

Proposed Change: After figure 5, replace the sentence:

Coupon documents are defined as XML documents in the table below: 

With:

Coupon documents are XML documents with a top-level Coupon element defined in "urn:oma:xml:bcast:pr:orderqueries:1.1" namespace [BCAST11-XMLSchema-orderqueries], with the following structure:
	Status: OPEN

	A017
	2009.12.22
	T
	5.22
	Source: Alcatel-Lucent
Form: OMA-BCAST-v1_1-2009-0334
Comment: In the Coupon element, the E2 element “subscriptionType” is not capitalized.

Proposed Change: Rename “subscriptionType” to “SubscriptionType”.
	Status: OPEN


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To BCAST group, to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Resolve A002
2.1
Normative References
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Change 2:  Resolve A007 and A008

5.1.5.2.1
Service Request

This message is sent by the terminal to the BSM to request the subscription to, or purchase of, the associated purchase item. 

If the price is specified in the request message and it differs from the price calculated by the BSM for one or more of the purchase items included in the request, the BSM SHALL respond with Pricing Information Response message (5.1.5.1.2). 

Also, if the price is not specified for one or more of the purchase items in the request message, the BSM SHALL respond with Pricing Information Response message (5.1.5.1.2). Otherwise, the BSM SHALL respond with Service Response message (5.1.5.2.2).

In a similar fashion, in case the ServiceRequest message does not contain an instance of the ‘UserConsentAnswer’ element for a ‘PurchaseItem’ element, while it is expected that the user agrees to terms of use at the time of subscription for the said ‘PurchaseItem’, the BSM MAY respond with a PricingInformationResponse message that contains the ‘TermsOfUse’ element for the PurchaseItem(s) requiring it, or return the error code ‘31’ in the itemwiseStatusCode indicating that BSM rejected the subscription because the user did not agree to the terms of use. In the latter case the terminal MAY issue a PrincingInformationRequest to obtain the terms of use. 

In case the BSM answers a Service Request with a Pricing Information Response, the latter SHALL list at least all those purchase items requested in the related Service Request for which subscription-related information (e.g. pricing, terms of use, subscription type) is absent or incorrect. The terminal SHALL consider it has accurate subscription-related information for those purchase items provided in the Service Request but not present in the Princing Information Response.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	ServiceRequest
	E
	
	
	Service Request Message to subscribe or purchase PurchaseItem

Contains the following attributes:

   requestID

Contains the following elements:

   UserID

   DeviceID

   ServiceEncryptionProtocol

   PurchaseItem

   DrmProfileSpecificPart

   BroadcastRoamingSpecificPart
   ParentalControl
The Service Request message MAY contain an instance of  the DrmProfileSpecificPart element.  
	

	requestID
	A
	O
	0..1
	Identifier for the Service request message.
	unsignedInt

	UserID
	E1
	O
	0..N
	The user identity known to the BSM. 

For the DRM profile, this element SHALL be included.

For the Smartcard profile, this element SHALL be omitted, and the user identity SHALL be provided by the network with HTTP DIGEST authentication procedure defined in section 6.6

 Contains the following attributes:

   type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI

3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E1
	O
	0..N
	A unique device identification known to the BSM. For the DRM profile this element SHALL be included if the device supports IMEI or MEID. A device supporting the DRM profile. SHALL NOT allow the user to modify the DeviceID.

Contains the following attributes:

   type
	string

	type
	A
	M
	1
	Specifies the type of Device ID.  Allowed values are

0 – reserved for future use

1 – IMEI [3GPP TS 23.003]

2 – MEID [3GPP2 C.S0072]

3-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	ServiceEncryptionProtocol
	E1
	O
	0..N
	Lists each service encryption protocol supported by the device, including the mandatory ones. Defined values: “ipsec”, “srtp”, and “ISMACryp”. The device is allowed to include more identifiers, however depending on the protocols supported by the network they may be ignored.

Note: This element is only included in the message if a service is to be delivered over Interaction channel.
	string

	Purchase
Item
	E1
	M
	1..N
	Contains the list and price of items the user wants to order and the list of services the user wants to subscribe notification.

Contains the following attributes:

   globalIDRef

Contains the following elements:

   PurchaseDataReference


   UserConsentAnswer

   Service
   CouponID

   Coupon
	

	globalIDRef
	A
	M
	1
	The identifier of the Purchase Item.  The Purchase Item identifier is advertised in the PurchaseItem fragment of the Service Guide as GlobalPurchaseItemID and is inserted in this message in the same format.
	anyURI

	PurchaseDataReference
	E2
	O
	0..1
	Contains the price information.

This specifies the PurchaseData fragment in the Service Guide which is to be used for this subscription.

Contains the following attribute

idRef

Contains the following Element:

   Price
	

	idRef
	A
	M
	1
	References the identifiers of PurchaseData Fragment advertised in Service Guide.
	anyURI

	Price
	E3
	O
	0..1
	The price of the Purchase Item known to the user from Service Guide.  If PurchaseData in the Service Guide contains multiple price entries by currency, this element should be specified to indicate to the BSM the entry desired by the user.  

Contains the following attribute:

   currency
	decimal

	currency
	A
	O
	0..1
	Specifies the currency codes defined in ISO 4217 international currency codes.
	string

	
	
	
	
	
	

	
	
	
	
	
	

	UserConsentAnswer
	E2
	O
	0..1
	Signals whether user agreed to the Terms of Use as represented by id of the related TermsOfUse element.

true:
User agrees the terms of the 
Terms of Use.

false:
User disagrees the terms of the 
Terms of Use.

If this element is not present the interpretation is that the user has not read or understood the Terms of Use.
Contains the following attribute:

   id
	boolean

	id
	A
	M
	1
	The URI uniquely identifying the Terms of Use this ‘UserConsentAnswer’ relates to, which is declared either in a PurchaseData fragment, or a PurchaseChannel fragment. Said otherwise, the ‘UserConsentAnswer’ parent element relates to Terms of Use applicable to a PurchaseData-PurchaseItem pair.
	anyURI

	Service
	E2
	O
	0..N
	Reference of the Service. This element is only used for subscribing service-specific Notification. As of this version of the specification, it is assumed that service-specific Notifications delivered over the Broadcast Channel do not require subscription as they are sent in the clear. Hence, this element only applies for subscription to service-specific Notification delivered over the Interaction Channel.

Contains the following attributes:

   globalIDRef

   notification

Note: This element is only used for the purpose of subscribing to service-specific Notification.  In addition, this element should not be confused with the MBMS User Service ID (the latter is the equivalent MBMS designation for the concatenation of the attributes ‘PurchaseItemID.@gobalIDRef’ and ‘PurchaseData.@idRef’ in BCAST.
	

	globalIDRef
	A
	M
	1
	Unique ID of the Service, as represented by the GlobalServiceID of the ‘Service’ fragment. It is used to identify the Service to which the service-specific Notification relates.. 


	anyURI

	notification
	A
	M
	1
	This attribute declares whether subscription to receive service-specific Notification message over the Interaction Channel  is required.  If set to ”true”, the terminal wishes to subscribe to delivery of the service-specific Notification over the Interaction Channel.

If  set to ”false”, the terminal does not wish to subscribe to delivery of service-specific Notification over Interaction Channel. 
	boolean

	CouponID
	E2
	O
	0..N
	Zero or more Coupon ID’s referencing valid Coupon documents (see Section 5.22) to reduce the cost of the PurchaseItem.
	anyURI

	Coupon
	E2
	O
	0..N
	Zero or more Coupon documents (see Section 5.22) to reduce the cost of the PurchaseItem.
	Coupon 


	DrmProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection DRM-profile specific part. This part is MANDATORY to support for the DRM Profile, and is not applicable to the Smartcard Profile.

Contains the following attributes:

   rightsIssuerURI

Contains the following element:

   BroadcastMode
	

	rightsIssuerURI
	A
	O
	0..1
	ID of the rights issuer associated with the BSM. 
	anyURI

	Broadcast
Mode
	E2
	O
	0..1
	Indicates whether or not the device supports the optional broadcast mode of operation for rights acquisition, in addition to the interactive mode of operation.
	boolean

	BroadcastRoamingSpecificPart
	E1
	O
	0..1
	This element provides information to help processing the Service Request  in case of roaming. For rules on how to use this element, see section 5.7.3.

If the BSM support Broadcast Roaming, it SHALL support this element.

If the Terminal support Broadcast Roaming, it SHALL support this element.
	

	HomeBSM
	E2
	M
	0..1
	In case the Service Provisioning request is issued against the Visited BSM, this element indicates the Home BSM of the terminal in the context of this request.
	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	VisitedBSM
	E2
	M
	0..1
	In case the Service Provisioning request is issued against the Home BSM, this element indicates the Visited BSM from which the user wishes to purchase service.
	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	ParentalControl
	E1
	O
	0..1
	This element contains information used for enforcement of Parental Control for Service Ordering.

Contains the following elements:

ParentalControlPinCode

MAC

D.3.51 Only one of the above two elements SHALL be instantiated at the same time. Implementation in XML schema using <choice>.
	

	ParentalControlPinCode
	E2
	O
	0..1
	The string representation of the PINCODE used during the PINCODE verification phase in the BSM when enforcing Parental Control for Service Ordering. As an example, a parental control PINCODE equal to 020579 is encoded as “020579”.

The PINCODE provided in this element applies to all the purchase items included in the service request.

For information on how to use this element, see section 5.1.10.
	string

	MAC
	E2
	O
	0..1
	Message Authentication Code computes by the Smartcard on the client side in case a parental protection is applied to the service provisioning message. This MAC is used by the BSM to verify that the service request message has been controlled by the parental control service provisioning function on the client side. This MAC is present in the service request following a service response containing a Challenge for the same RequestID..

The MAC is coded in 32 bytes.

D.3.52 For information on how to use this element, see section 5.1.10.1.
	 string


Table 7: Structure of Service Request in General Service Provisioning Message 
5.1.5.2.2
Service Response

This message is sent to the terminal from the BSM in response to the request for subscription to the Service Request message.  This message is applicable to both the DRM Profile and Smartcard Profile.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	ServiceResponse
	E
	
	
	Service Response Message

Contains the following attributes:

   requestID

   globalStatusCode

   adaptationMode
KeyMaterialAvailableFrom
Contains the following elements:

   PurchaseItem

   DrmProfileSpecificPart

   SmartcardProfileSpecificPart

   BonusCoupon
	

	requestID
	A
	O
	0..1
	Identifier for the corresponding Service request message.
	unsignedInt

	global
Status
Code
	A
	M
	0..1
	The overall outcome of the request, according to the return codes defined in section 5.11.

This attribute also governs the way the ‘itemwiseStatusCode’ attribute is instantiated in this response:

If this attribute is present and set to value “0”, the request was completed successfully. In this case the ‘itemwiseStatusCode’ SHALL NOT be given per each requested ‘PurchaseItem’. 

If this attribute is present and set to some other value than “0”, there was a generic error concerning the entire request. In this case the ‘itemwiseStatusCode’ SHALL NOT be given per each requested ‘PurchaseItem’.

If this attribute is not present, there was an error concerning one or more ‘PurchaseItem’ elements associated with the request. Further, the ‘itemwiseStatusCode’ SHALL be given per each requested ‘PurchaseItem’. 
	unsignedByte

	adaptationMode
	A
	O
	0..1
	Informs the terminal of the operational adaptation mode: Generic or BDS-specific adaptation

false – indicates Generic adaptation mode

true – indicates BDS-specific adaptation mode

Note: this attribute SHALL be present only if the ‘globalStatusCode’ indicates “Success”, and the underlying BDS is BCMCS.
	boolean

	KeyMaterialAvailableFrom
	A
	O
	0..1
	The first moment in time when the terminal can start to acquire key material for the purchased service.  This attribute shall be instantiated if the key material is not available for the terminal immediately after service provisioning. 

For the smartcard profile this attribute specifies the time when the terminal can register to network according to section 5.1.6.7 to receive the key material if the network has not delivered the keys earlier.

For the DRM profile this is the time when the included ‘roapTrigger’ element becomes valid and can be used to initiate Long-Term Key Message acquisition.

This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	PurchaseItem
	E1
	M
	0..N
	Describes the results of the request message of subscribing to or purchasing the PurchaseItem.  For the DRM Profile, if subscription or purchase is successful, rightsValidityEndTime of PurchaseItem will be present.  For either the DRM Profile or Smartcard Profile, in the case of subscription/purchase failure,  itemwiseStatusCode MAY be present to indicate the reason why the request is not accepted by BSM.

This element SHALL NOT be instantiated in case the ‘globalStatusCode’ attribute is present and set to a value different from ‘0’. In any other condition of the ‘globalStatusCode’ attribute, it SHALL be instantiated.

Contains the following attributes:

   globalDRef

   itemwiseStatusCode

Contains the following element:

   SubscriptionWindow
	

	globalIDRef
	A
	M
	1
	The ID of the Purchase Item. A purchase item is identified by the GlobalPurchaseItemID found in the PurchaseItem fragment.
	anyURI

	itemwiseStatusCode
	A
	M
	0..1
	Specifies a status code of each PurchaseItems using GlobalStatusCode defined in the section 5.11.  
	unsignedByte

	SubscriptionWindow
	E2
	O
	0..1
	The time interval during which the subscription is valid.

The network SHOULD include this element for time-based subscriptions and MAY include it for pay-per-view. 

The terminal MAY use this information to determine the validity period of a subscription.

Contains the following attributes:


startTime


endTime


	

	startTime
	A
	M
	1
	NTP timestamp expressing the start of subscription. 
	unsignedInt

	endTime
	A
	O
	0..1
	NTP timestamp expressing the end of subscription. This attribute SHALL NOT be present for open-ended subscriptions.
	unsignedInt

	DrmProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection DRM-profile specific part. This part is MANDATORY to support for the DRM Profile, and is not applicable to the Smartcard Profile.

This element SHALL NOT be instantiated in case the ‘globalStatusCode’ attribute is present and set to a value different from ‘0’. In any other case, it MAY be instantiated.

Contains the following attributes:

   rightsValidityEndTime

Contains the following elements:

   roap Trigger
	

	rights
Validity
EndTime
	A
	O
	0..1
	The last time and date of validity of the Long-Term Key Message, after which it has to be renewed.  This attribute will be present when BSM accept the request message. This field is expressed as the first 32bits integer part of NTP time stamps. 

Note: this element is validated if RO is broadcasted. Otherwise, this element is not necessary.
	unsignedInt

	roap Trigger
	E2
	O
	0..1
	ROAP RO Acquisition Trigger**. The device is expected to use the trigger to initiate one or more Long-Term Key Message acquisitions. 
	reference to “roapTrigger” element as defined in OMA DRM 2.0 XML namespace

	SmartcardProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection Smartcard-profile specific part. This part is MANDATORY to support for the Smartcard Profile, and is not applicable to the DRM Profile.

Contains the following elements:

LTKM

Challenge


	

	LTKM
	E2
	O
	0..N
	Smartcard profile BCAST LTKM (base64-encoded MIKEY message). This element MAY be present -  if the terminal and the BSM have agreed on “HTTP” as a LTKM delivery mechanism during the registration procedure (see section 5.1.6.10), and the BSM wishes to deliver LTKM to the terminal at the moment the ServiceResponse is done.
	base64Binary

	Challenge
	E2
	O
	0..1
	This element corresponds to a challenge sent for the authentication of the user when the service ordering has been determined by the BSM to be protected. This challenge is sent to Smartcard supporting the Parental Control for Service Ordering protection (see [BCAST11-ServContProt ]).  This element in this case is present in the first service response of the transaction described in (section 5.1.10.1). 

The Challenge is coded in 32 bytes.

This element SHALL only be used for the Smartcard Profile extension of Parental Control for Service Ordering as described in section 5.1.10.1.

The challenge is any value of 32 bytes and is BSM implementation dependant.
	String

	BonusCoupon
	E1
	O
	0..N
	Zero or more Coupon documents (see section 5.22) that represent unique (not given to other users) coupons for bonus services or content or tokens that result from this transaction. 
	Coupon


Table 8: Structure of Service Response in General Service Provisioning Message 

** These (ROAP Messages) are DRM profile specific. They are defined in [DRMDRM-v2.0].
…
5.1.5.5 Token Purchase Request Messages

5.1.5.5.1 Token Purchase Request

This message is sent by the terminal to the BSM to request the purchase of tokens, or credits, to enable future consumption of broadcast services/content. The quantity of which is identified by the requested token amount.  This message is applicable to both the DRM Profile and Smartcard Profile.

In the case of the (U)SIM Smartcard Profile, the terminal SHALL handle the PDP context used by this procedure as specified in section 5.1.6.12.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	TokenPurchaseRequest
	E
	
	
	Token Purchase Request Message

Contains the following attributes:

   requestID

Contains the following elements:

   UserID

   DeviceID

   PermissionsIssuerURI

   TokensRequested

   BroadcastRoamingSpecificPart
ParentalControl
	

	requestID
	A
	O
	0..1
	Identifier for the Token Purchase request message.
	unsignedInt

	UserID
	E1
	O
	0..N
	The user identity known to the BSM.

For the DRM profile, this element SHALL be included.

For the Smartcard profile, this element SHALL be omitted, and the user identity SHALL be provided by the network with HTTP DIGEST authentication procedure defined in section 6.6

Contains the following attribute:

   type
	string

	type
	A
	M
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	DeviceID
	E1
	O
	0..N
	A unique device identification known to the BSM. For the DRM profile this element SHALL be included if the device supports IMEI or MEID. A device supporting the DRM profile SHALL NOT allow the user to modify the DeviceID.
Contains the following attribute:

   type
	string

	type
	A
	M
	1
	Specifies the type of Device ID.  Allowed values are

0 –  reserved for future use
1 – IMEI [3GPP TS 23.003]
2 – MEID [3GPP2 C.S0072]
3-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	PermissionsIssuerURI
	E1
	O
	0..1
	The identification of the Permissions Issuer depending on the Profile.

For the DRM Profile, this element is MANDATORY.  It identifies the Rights Issuer from which the BSM can retrieve the ROAP Trigger**.

For the Smartcard Profile, this element SHALL NOT be instantiated as only the BSM can grant tokens in the case of the Smartcard Profile. 

Contains the following attribute:

   type
	anyURI

	type
	A
	M
	1
	The type of the Permissions Issuer identified by the PermissionsIssuerURI.  Allowed values are:

false – DRM Profile

true – Reserved for future use 

As of this version of the specification, this attribute SHALL be set to “false” when instantiated.
	boolean

	TokensRequested
	E1
	O
	0..1
	Purchase request for tokens

Contains the following attributes:

  type

  amount

  chargingType

   purchaseUnitNum

Contains the following elements:

   PurchaseItem

   SmartCardProfileSpecificPart
	

	type
	A
	M
	1
	Specifies the type of tokens requested

Allowed values are:

0 - unspecified

1 – tokens for the DRM Profile

2 – service tokens for the Smartcard Profile, added to the live_ppt_purse of the specified SEK/PEK key group

3 – service tokens for the Smartcard Profile, to the playback_ppt_purse of the specified SEK/PEK key group

4 – user tokens for the Smartcard Profile added to the user purse associated to the BSM ID

5 - 127 reserved for future use

128-255 reserved for proprietary use

Note: type 1 tokens are applicable only to DRM Profile, whereas types 2-4 are applicable only to Smartcard Profile

For a definition of user tokens and service tokens, see Sections 6.6.4.2 and 6.6.7 of [BCAST10-ServContProt].
	unsignedByte

	amount
	A
	M
	1
	For types 0 and 1, this value corresponds to the number of tokens requested in this Token Purchase Request message.

For types 2 and 3, this value corresponds to the number of service tokens contained in a single service token-based credit package.  These tokens are valid for any LTKM using service tokens associated to the given SEK/PEK key group.

For type 4, this value corresponds to the requested number of user tokens, valid for any LTKM using user tokens associated to the ID of the BSM.


	unsignedInt

	charging
Type
	A
	O
	0..1
	The type of charging (pre-paid or post-paid) the user wishes to use. The BSM will verify that the requested charging type is available for this user.  The following values are defined:

0 – undefined

1 – prepaid 

2 – postpaid

3-127 – reserved for future use

128-255 – reserved for proprietary use

If this attribute is not present, the default value is 0.
	unsignedByte

	purchaseUnitNum
	A
	O
	0..1
	The number of token-based credit packages  requested by the terminal, where the number of tokens in one package is indicated by ‘amount’ attribute above.   If this field is absent, then the request is for one package only (i.e. the default value is 1.)

The value of the ‘amount’ attribute SHALL be identical to the value of ‘TotalNumberCredits’ element specified in the associated ‘PurchaseData’ fragment in the SG. Therefore the actual number of tokens requested by the terminal is ‘purchaseUnitNum’ times ‘amount’. 

Note that ‘PurchaseUnitNum’ SHOULD be limited in accordance to the Purchase Data fragment associated with the Purchase Item of concern in the SG.  For example, in the case of play-based tokens, its maximum value SHOULD equal that of the attribute ‘maxReplay’ under ‘TotalNumberTokenCredits’, assuming the attribute ‘extraTokensPurchaseable’ of ‘CreditPackageType’ has value = 1.
	unsignedShort

	PurchaseItem
	E2
	O
	0..1
	Identifier of the purchase item to which the type of tokens in the token purchase request corresponds, if the information comes from the Service Guide and the request relates to a PurchaseItem.

This is given by the globalPurchaseItemID as defined in [BCAST10-SG].

Contains the following attributes:

  globalIDRef

  purchaseDataIDRef
Contains the following element:

CouponID
Coupon
  For Smartcard profile this field MAY be present if the request is for user tokens and MAY be present if the request is for service tokens.  This field MAY be absent if the request is for DRM profile tokens.
	

	globalIDRef
	A
	M
	1
	Identifier of PurchaseItem. GlobalPurchaseItemID found in the PurchaseItem fragment will be used.
	anyURI

	purchaseDataIDRef
	A
	O
	0..1
	Identifies the associated ‘PurchaseData’ fragment to which the requested credit package belongs.
	anyURI

	CouponID
	E3
	O
	0..N
	Zero or more Coupon ID’s referencing valid Coupon documents (see Section 5.22) to reduce the cost of the PurchaseItem.
	anyURI

	Coupon
	E3
	O
	0..N
	Zero or more Coupon documents (see Section 5.22) to reduce the cost of the PurchaseItem.
	Coupon

	SmartcardProfileSpecificPart
	E2
	O
	0..1
	Service & Content Protection Smartcard Profile specific part. This part is MANDATORY to support for the Smartcard Profile, and is not applicable to the DRM Profile.

Contains the following elements:

   ProtectionKeyID
	

	ProtectionKeyID
	E3
	M
	0..1
	The 5-byte long concatenation of the Key Domain ID with the Key group part of the SEK/PEK ID, where both values are as specified in the Smartcard Profile [BCAST10-ServContProt].

The ProtectionKeyID corresponds to the SEK/PEK ID for which service tokens are requested.

The element is only present when service tokens are requested AND the PurchaseItem element is absent.
When user tokens are requested, ‘ProtectionKeyID’ SHOULD be absent, since the received user tokens in a subsequent LTKM are deposited into the user purse.
	base64Binary

	BroadcastRoamingSpecificPart
	E1
	O
	0..1
	This element provides information to help processing the Service Request  in case of roaming. For rules on how to use this element, see section 5.7.3.

If the BSM support Broadcast Roaming, it SHALL support this element.

If the Terminal support Broadcast Roaming, it SHALL support this element.
	

	HomeBSM
	E2
	M
	0..1
	In case the Service Provisioning request is issued against the Visited BSM, this element indicates the Home BSM of the terminal in the context of this request.
	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	VisitedBSM
	E2
	M
	0..1
	In case the Service Provisioning request is issued against the Home BSM, this element indicates the Visited BSM from which the user wishes to purchase service.
	complexType as defined for ‘BSMFilterCode’ in section  5.4.1.5.2 of [BCAST10-SG]

	ParentalControl
	E1
	O
	0..1
	This element contains information used for enforcement of Parental Control for Service Ordering.

Contains the following elements:

ParentalControlPinCode

MAC

Only one of the above two elements SHALL be instantiated at the same time. Implementation in XML schema using <choice>.
	

	ParentalControlPinCode
	E2
	O
	0..1
	The string representation of the PINCODE used during the PINCODE verification phase in the BSM when enforcing Parental Control for Service Ordering. As an example, a parental control PINCODE equal to 020579 is encoded as “020579”.

For information on how to use this element, see section 5.1.10.
	string

	MAC
	E2
	O
	0..1
	Message Authentication Code computes by the Smartcard on the client side in case a parental protection is applied to the service provisioning message. This MAC is used by the BSM to verify that the token purchase request message has been controlled by the parental control service provisioning function on the client side. This MAC is present in the token purchase request following a token purchase response containing a Challenge for the same RequestID..

 The MAC is coded in 32 bytes.

 For information on how to use this element, see section 5.1.10.1.
	 string


Table 19: Structure of Token Purchase Request in General Service Provisioning Message 

** These (ROAP Messages) are DRM profile specific
5.1.5.5.2 Token Purchase Response
This message, sent from the BSM to the terminal, represents a successful outcome, either unconditional or conditional in nature, in response to the Token Purchase Request. This message is applicable to both the DRM Profile and Smartcard Profile. 
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	TokenPurchaseResponse
	E
	
	
	Token Purchase Response

Contains the following attributes:

   requestID

   globalStatusCode

Contains the following elements:

   TokensGranted

   DrmProfileSpecificPart

   SmartcardProfileSpecificPart
   BonusCoupon
Note: DrmProfileSpecificPart and SmartcardProfileSpecificPart are mutually exclusive – TokenPurchaseResponse SHALL contain either the DrmProfileSpecificPart or SmartcardProfileSpecificPart.
	

	requestID
	A
	O
	0..1
	Identifier for the corresponding Token Purchase request message.
	unsignedInt

	globalStatusCode
	A
	M
	1
	The outcome of the request, according to the return codes defined in section 5.11.
	unsignedByte

	TokensGranted
	E1
	O
	0..1
	Granted tokens in response to the token purchase request.

It contains the following attributes:

  type

  amount

  chargingType

Note: The element TokensGranted simply represents the information on the outcome of the token purchase request. The actual token delivery is fulfilled by a LTKM.
	

	type
	A
	M
	1
	Specifies the type of tokens granted in the token purchase transaction.

Allowed values are:

0 – reserved

1- tokens for DRM Profile

2 –  service tokens for the Smartcard Profile, added to the live_ppt_purse of the specified SEK/PEK key group

3 – service tokens for the Smartcard Profile added to the playback_ppt_purse purse of the specified SEK/PEK key group

4 – user tokens for the Smartcard Profile added to the user purse associated to the BSM ID

5-127 reserved for future use

128-255 reserved for proprietary use

	unsignedByte

	amount
	A
	M
	1
	Specifies the number of tokens granted in the token purchase transaction.

For type 0, 1, 2, 3 and 4, the value corresponds to the number of tokens granted.

Note that this value is not equal to the attribute ‘amount’ given in the Token Purchase Request message.  In the Token Purchase Response, ‘amount’ represents the total number of tokens sought by the terminal in the associated token purchase request, i.e. it equals the product  (amount) x (PurchaseUnitNum) in that request.

	unsignedInt

	charging
Type
	A
	O
	0..1
	The type of charging to be associated with the token purchase transaction.  The following values are defined:

0 – unspecified

1 – prepaid 

2 – postpaid

3-127 – reserved for future use

128-255 – reserved for proprietary use

If this attribute is not present, the default value is 0.
	unsignedByte

	DrmProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection DRM-profile specific part. This part is MANDATORY to support for the DRM Profile, and is not applicable to the Smartcard Profile..

Contains the following elements: 
roap Trigger
	

	roap Trigger
	E2
	O
	0..1
	If the token purchase succeeded, the response SHALL include a ROAP Trigger** as an additional payload. The device is expected to use the trigger to initiate one or more token acquisitions.  
If the token purchase failed because the device was unregistered, the response includes a ROAP Registration Trigger** as an additional payload. The device is expected to use the trigger to initiate a registration and repeat the token purchase once it is successfully registered.
	reference to “roapTrigger” element as defined in OMA DRM 2.0  XML namespace

	SmartcardProfileSpecificPart
	E1
	O
	0..1
	Service & Content Protection Smartcard Profile specific part. This part is MANDATORY to support for the Smartcard Profile, and is not applicable to the DRM Profile.

Contains the following element:

      LTKM
Challenge
	

	LTKM
	E2
	O
	0..N
	Smartcard profile BCAST LTKM (base64-encoded MIKEY message). This element is present if the terminal and the BSM have agreed on “HTTP” as a LTKM delivery mechanism during the registration procedure (see section 5.1.6.10)
	base64Binary

	Challenge
	E2
	O
	0..1
	This element corresponds to a challenge sent for the authentication of the user when the service ordering has been determined by the BSM to be protected. This challenge is sent to Smartcard supporting the Parental Control for Service Ordering protection (see [BCAST11-ServContProt ]).  This element in this case is present in the first token purchase response of the transaction described in (section 5.1.10.1). 

The Challenge is coded in 32 bytes.

This element SHALL only be used for the Smartcard Profile extension of Parental Control for Service Ordering as described in section 5.1.10.1.

The challenge is any value of 32 bytes and is BSM implementation dependant.
	String

	BonusCoupon
	E1
	O
	0..N
	Zero or more Coupon fragments (see section 5.22) that represent unique (not given to other users) coupons for bonus services or content or tokens that result from this transaction. 
	Coupon


Table 20: Structure of Token Purchase Response in General Service Provisioning Message 

**These (ROAP messages) are OMA DRMv2.0 specific. They are defined in [DRMDRM-v2.0]. Implementation in XML schema will be done by referenceing the “RoapTrigger element from the OMA DRM2.0 ROAP protocol schema. Other service protection mechanisms will map their own respective messages to the corresponding fields.
…
I.10
Media-Type Registration Request for application/vnd.oma.bcast.coupon+xml
This section provides the registration request, as per [RFC 2048], to be submitted to IANA.

Type name: 

application

Subtype name: 

vnd.oma.bcast.coupon+xml 

Required parameters: 
none

Optional parameters: 
none

Encoding considerations: 
binary

Security considerations: 

BCAST coupon documents are passive, meaning they do not contain executable or active content which may represent a security threat. The format does not include confidential fields. However, the information present in this media format is used to configure the receiving application. Thus, the usage of the format may be vulnerable to attacks modifying or spoofing the content of this format. Depending on the system architecture, it is recommended to use source authentication and integrity protection.

Interoperability considerations: 

This content type carries coupon information within the scope of the OMA BCAST enabler. The OMA BCAST enabler specification includes static conformance requirements and interoperability test cases for this content.

Published specification: 

OMA BCAST 1.1 Enabler Specification – Mobile Broadcast Services, especially section 5.22. Available from http://www.openmobilealliance.org    

Applications, which use this media type: 

OMA BCAST Services

Additional information:

       Magic number(s): 

none

       File extension(s): 

none

       Macintosh File Type Code(s): 
none

Person & email address to contact for further information: 

Donald Gillies

dgillies@qualcomm.com

Intended usage: Unlimited use.

For usage with the BCAST Service provisioning messages, which meet the semantics given in the mentioned specification.  Coupon documents are also for delivery via BCAST broadcast file delivery.  Coupon documents are also for delivery via SMTP email, HTTP, SMS, and other message transports,

Author/Change controller: OMNA – Open Mobile Naming Authority, OMA-OMNA@mail.openmobilealliance.org
Change 3:  Resolve A016 and A017

5.22
Coupon Documents

The Coupon document is used to express a relative discount to some PurchaseData fragment.  Thus, the Coupon document meets a number of contrasting goals in BCAST.  Examples of these goals are:

· A Coupon document can be awarded as a result of a purchase transaction (as a premium, bonus, or ‘frequent user’ reward).  As such, it can be awarded as a result of BCAST service provisioning.

· A Coupon can be broadcast to the terminal to attract new customers, i.e. delivered via BCAST broadcast file delivery in an electronic newspaper, or unicast via email or mms, or downloaded from a web page.  All the non-BCAST delivery methods require integrity protection (digital signatures) to prevent coupon forgery.

· A Coupon can be specific to a particular user, or can be usable by any user.  A coupon can be single-use, or can allow multiple uses by the same user.

· A Coupon can be issued by a service provider, or by a content producer.  In the latter case, a service provider needs a method to securely verify the authenticity of a coupon via digital signing, so that the service provider can be assured of being compensated for the coupon.

· A Coupon can be used to produce a discount on a Service subscription.  However, a service subscription can be available in several different lengths (a day, a week, a month, a year.)  Thus, the coupon can be specific to a certain length of subscription (e.g. half-off for a monthly or yearly subscription only.  To meet this goal, a coupon must be able to identify not only a PurchaseItem, but also a specific PurchaseData associated with the PurchaseItem, because the PurchaseData contains the subscription term.

· A Coupon can be issued by one of many purchase channels.  In that case, the coupon's scope can be narrowed to refer to a specific PurchaseChannel associated with the PurchaseData.

There are many similarities between a coupon document and a PurchaseData fragment in the service guide [BCAST11-SG]. However, most fragments in the service guide change often, whereas coupon documents are long-lived, and so coupons are managed outside of the service guide.  Nevertheless, the last three use cases require coupons to point to fragments in the service guide.  This is done using globally unique pointers (globalPurchaseItemID, globalPurchaseDataID, and globalPurchaseChannelID), which do not change as the service guide is refreshed.  Figure 5shows the relationship between Coupon documents and service guide fragments.

This specification makes use of digital signatures and message authentication codes (MACs) to ensure integrity and authenticity of coupon documents.  Coupon document generators MUST generate the coupon in “pre-canonicalized” form and MUST NOT rewrite coupons when transmitting or copying coupons.  This means that coupons MUST NOT use namespace prefixes and MUST use Exclusive Canonicalization without comments, as specified in [XC14N]. The InclusiveNamespaces PrefixList of a coupon MUST be empty.  
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Figure 5:  Coupon document and its pointers to Service Guide fragments.

Coupon documents are XML documents with a top-level Coupon element defined in "urn:oma:xml:bcast:pr:orderqueries:1.1" namespace [BCAST11-XMLSchema-orderqueries], with the following structure:
	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Coupon
	E
	O
	
	‘Coupon’ fragment

Contains the following attributes:

id
version
validFrom
validTo

mustVerify


Contains the following elements:

GlobalPurchaseItemID

GlobalPurchaseDataID

GlobalPurchaseChannelID

Description

Provider

MultiUserWeight

ReuseDelay

PriceInfo

CouponImage

AuthorityURI

UserID

AuthoritySignature


	

	id
	A
	NM/
TM 
	1
	ID of the ‘Coupon’ fragment. The value of this attribute SHALL be globally unique.
	anyURI

	version
	A
	NM/
TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the ‘validFrom’ attribute, or as soon as it has been received if no ‘validFrom’ attribute is given.
	unsignedInt 

	validFrom
	A
	NM/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	validTo
	A
	NM/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future. This field contains the 32bits integer part of an NTP time stamp.
	unsignedInt

	mustVerify
	A
	NM/
TM
	0..1
	Set to true if the coupon must be verified with the Authority listed in the AuthorityURI.
	boolean

	GlobalPurchaseItemID
	E1
	NM/
TM
	0..N
	The globalPurchaseItemID to which this coupon applies.
	anyURI

	GlobalPurchaseDataID
	E1
	NM/
TM
	0..N
	The globalPurchaseDataID to which this coupon applies.  This element is included when there are several PurchaseDatas pointing to a PurchaseItem, e.g. to indicate a minimum subscription time period for this coupon to apply.
	anyURI

	GlobalPurchaseChannelID
	E1
	NM/
TM
	0..N
	The globalPurchaseChannelID of the PurchaseChannel fragment which this coupon document is associated with.  This field is used to narrow the scope of this coupon to only those Purchase Channels that are specified here.
	anyURI

	Description
	E1
	NM/

TM
	0..N
	Description of the coupon, possibly in multiple languages. The language is expressed using built-in XML attribute ‘xml:lang’ with this element.

The information is expected to indicate the valid start and end times of a given purchase offer (during which the user could make the corresponding purchase).  This time interval is expected to be bounded within the period spanned by the attributes ‘validFrom’ and ‘validTo’.
	string

	Provider
	E1
	NM/
TM
	1
	Indicates the coupon provider type.  Numeric values are:

0 - coupon is from a content originator (i.e. manufacturer or rights owner.)

1 - coupon is from the service provider (i.e. retailer or system operator.)

2-127 – reserved

128-255 – reserved for proprietary use
	unsignedByte

	MultiUseWeight
	E1
	NM/
TM
	0..1
	A weight (a number between 0.0 and 1.0) which indicates whether the coupon can be used together with another coupon.  Two coupons from the same type of Provider cannot be combined.  Two coupons whose weight sums to a value larger than 1.0 cannot be combined.   If this field is absent it is presumed to be 1.0.
	decimal

	ReuseDelay
	E1
	NM/
TM
	0..1
	If the coupon is reusable, then this field contains the minimum delay (in seconds) before the coupon can be reused.  If this field is absent the system remembers the couponID and authorityURI until the ‘validTo’ time and does not allow reuse.
	unsignedInt

	PriceInfo
	E1
	NM/
TM
	1
	Specifies the relative price information of the Coupon, typically as a negative number.

Contains the following elements:

SubscriptionType

MonetaryPrice
	

	SubscriptionType
	E2
	NM/
TM
	1..N
	The intended type of PurchaseItem referenced by this coupon.  One subscriptionType in the Coupon must match the subscriptionType in the PurchaseData for the coupon to be used.  See the subscriptionType attribute of the PurchaseItem fragment for numeric definitions.  When multiple subscriptTypes are provided, the type in the PurchaseItem must match ONE type in subscriptType field.
	unsignedByte

	MonetaryPrice
	E2
	NM/
TM
	0..N
	Specifies the monetary discount of the price for the associated purchase, typically as a negative number.  If the MonetaryPrice is zero then the item is free.

Only one ‘MonetaryPrice’ per currency SHALL be defined.

Contains the following attribute:

currency
	decimal

	currency
	A
	NM/
TM
	1
	Specifies the monetary currency codes defined in ISO 4217 international currency codes. 
	string

	CouponImage
	E1
	NM/
TM
	1
	URL that will display a printable image of this coupon. 
	anyURI

	AuthorityURI
	E1
	NM/
TM
	1
	A URI describing the Authority that signed this coupon and that will redeem this coupon.   The coupon redeemer SHALL issue an HTTP GET to this URI with the argument “&getCertficiate” to retrieve the X.509 certificate for coupon signing.  Once retrieved, the X.509 certificate MAY be cached according to HTTP caching rules.  The coupon redeemer SHALL HTTP POST to this URI with the argument “&getConsent” and place the contents of the coupon in the body of the message if consent is required before redeeming a coupon.
	anyURI

	UserID
	E1
	NM/
TM
	0..1
	If present, contains the user identity type and value known to the BSM for a user-specific coupon.  This element is ONLY included for a user-specific (vs. general-use) coupon.

Contains the following attributes:

   type
	string

	type
	A
	NM/
TM
	1
	Specifies the type of User ID.  Allowed values are:

0 – username defined in [RFC 2865] 

1 – IMSI

2 – URI
3 – IMPI

4 – MSISDN

5 – MIN 

6-127 reserved for future use

128-255 reserved for proprietary use  
	unsignedByte

	AuthoritySignature
	E1
	NM/
TM
	1
	An XML digital signature from the issuing authority which is presented to the issuing authority to authenticate the coupon.  The signature is calculated according to the XML Signature methods as described in section 5.3.3. of [DRMDRM-v2.0].  The MAC is defined by the coupon issuing authority, over all of the previous attributes and elements.  The signature algorithm is specified in the X.509 certificate.
	base64binary
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