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1 Reason for Change

This CR is the resolution of comment A016, A017 and A018 from Gemalto against Services spec. 
A016: 03.40 Packet Format should be defined in this section 3.2.

A017: 03.40 packet format should be changed to 03.40 Packet Format in section 5.19.4.1.
A018: High Speed Protocol should be replaced by High Speed Protocol (HSP) in section 5.19.4.2
2 Impact on Backward Compatibility

There is no impact on backward compatibility
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Please discuss and agree the CR.
6 Detailed Change Proposal

Change 1:  Section 3.2 Definitions (note for editor: add the following definition)

	03.40 Packet Format
	SMS format as described in [3GPP TS 23.040 v8] including the concatenation of SMS messages.


Change 2:  Section 5.19.4

5.19.4 Transmission of files to the Smartcard

Two types of technology are defined in this version of specification to transmit the files from the terminal to the Smartcard. The type of Smartcard Access is signalled in the SmartcardAccess element in the Access fragment.

· When the Technology attribute of the SmartcardAccess element is “0 – Envelope”, the file SHALL contain command in the format of SMS. The class of this SMS message SHALL be class 2 indicating that the destination of the SMS is the Smartcard (as defined in [3GPP TS 23.040 v8])
· When the Technology attribute of the SmartcardAccess element is “1 – SCWS”, the file SHALL contain HTTP commands.

5.19.4.1 Envelope Technology

In this mode, a Command Packet is encapsulated in a secured packet (as defined in [3GPP TS 31.115 v8] for 3GPP or [ 3GPP2 C.S0078-0] for 3GPP2) which is generally secured to provide either or both of source authentication, data protection and data integrity. The definition of the key used for this security process is out of scope of this specification.

A Command Packet can be longer than what can be carried into a single SMS. In this case it is split into several pieces concatenated together using the 03.40 Packet Format (as defined in [3GPP TS 23.040 v8]). The resulting pieces are called Envelopes. They are all the same size, the maximum size of an SMS, except the last one. 

In this mode, the terminal SHALL use the ENVELOPE COMMAND defined in [ETSI TS 102.221] to transmit the file to the Smartcard.

5.19.4.2 SCWS Technology

In this mode, the terminal will transfer it to SCWS as defined in [OMA SCWS11]. The local transport protocol between terminal and SCWS can be Bearer Independent Protocol (BIP) in case the Smartcard uses ISO APDU defined in [ETSI TS 102.221] or TCP/IP in case the Smartcard uses High Speed Protocol (HSP) defined in [ETSI TS 102.600].

When the terminal receives a file targeting a Smartcard and the Technology for the Smartcard Broadcast Provisioning service signalled in the Access fragment of the service guide is SCWS,

· if the terminal does not support SCWS, the terminal SHALL discard message

· if the terminal supports SCWS, but Smartcard does not support SCWS, the terminal SHALL discard the message

· if the terminal supports SCWS, and Smartcard supports SCWS, the terminal SHALL transfer the message to Smart Card Web Server (SCWS). 

Terminal will choose to send message to localhost (loopback address 127.0.0.1), or localuicc (TCP/IP), depending on the underlying transport protocol that is implemented in the terminal. 

HTTP request type specified in the service guide in the SmartcardAccess element of the Access fragment SHALL be used to transfer the file to SCWS.

URL of the application SHALL be the URL defined in the URL element of the SmartcardAccess Element in Access fragment.

Data body contains the file transported on FLUTE.
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