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1 Reason for Change

To solve the TS Service Guide part of consistency review comment L001 by adding values for the different MBMS bearer realizations to the ‘Version’ attribute of

1. ‘BDSType’ E3 element in Access fragment

2. ‘BroadcastServiceDeliveryType’ E2 element in SGDD (under ‘TerminalCapability’ E1 element)

3. ‘BDSType’ E4 element in SGDD (under ‘SGEntryPoints’ E1 element)

This will allow terminals to derive the type of MBMS bearer realization directly from the Service Guide.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into BCAST 1.1

6 Detailed Change Proposal

5.1.2.4      Access

An ‘Access’ fragment describes to the terminal how it can access a service or a schedule during the lifespan of the ‘Access’ fragment. If the service or content is protected, the fragment also contains service and content protection information.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	Access
	E
	
	
	‘Access’ fragment

Contains the following attributes:

id
version
validFrom
validTo

Contains the following elements:

AccessType

KeyManagementSystem

EncryptionType

ServiceReference

ScheduleReference

TerminalCapabilityRequirement

BandwidthRequirement

ServiceClass

ReferredSGInfo

PreviewDataReference

NotificationReception

SmartcardProvisioningReception

PrivateExt
	

	...
	...
	...
	...
	...
	...

	AccessType
	E1
	NM/
TM
	1
	Defines the type of access.

Note: Either one of ‘BroadcastServiceDelivery’ or ‘UnicastServiceDelivery’ but not both SHALL be instantiated. Implementation in XML Schema should use <choice>.

Contains the following elements:

BroadcastServiceDelivery

UnicastServiceDelivery
	

	BroadcastServiceDelivery
	E2
	NM/
TM
	0..1
	This element is used for the indication of IP transmission.

Contains the following elements:

BDSType

SessionDescription

FileDescription
	

	BDSType
	E3
	NM/

TM
	0..1
	Identifier of the type of underlying distribution system that this ‘Access’ fragment relates to.

Contains the following element:

Type

Version 
	

	Type
	E4
	NM/

TM
	0..1
	Type of underlying BDS, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS

2. 3GPP2 BCMCS 

3. IPDC over DVB-SH

4 Forward Link Only

5 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E4
	NM/

TM
	0..N
	Version of underlying BDS. Possible values for MBMS is specified according to the following syntax in ABNF [RFC4234]:
version = “3GPP.” release “.” bearer
release = “R6” / “R7” / “R8”

bearer = “GERAN” / “UTRAN” / “MBSFN-FDD” / ” MBSFN-TDD” / ”MBSFN-IMB”

By applying these rules, string such as 3GPP.R6.UTRAN and 3GPP.R8.MBSFN-IMB can be constructed.
Other possible values include, e.g., 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	...
	...
	...
	...
	...
	...


5.4.1.5.2          Service Guide Delivery Descriptor

The following structure SHALL be used for declaring availability, metadata and grouping of the fragments of Service Guide, and for delivery of the SG to point to the actual delivery channel and the delivery unit where the declared fragments are to be delivered. The terminal SHALL support the Service Guide Delivery Descriptor syntax as defined by XML Schema in [BCAST11-Schema-sg-sgdd]. For delivery, the Service Guide Delivery Descriptor SHALL be instantiated as an XML document. 

The network is provided with means of reducing the size of the SGDDs being delivered to terminals by compressing SGDDs. For the algorithms and their respective signalling there are the following rules and constraints:

· the network MAY compress the SGDDs with the GZIP algorithm,

· terminals SHALL support both plain SGDDs and GZIP compressed SGDDs,

In the case of broadcast delivery of SGDDs, the network SHALL signal GZIP compression of SGDDs by setting the ‘content-encoding’ attribute of the FLUTE FDT instances listing the SGDDs. In the case of interactive delivery of SGDDs and SGDUs using HTTP, the network SHALL signal GZIP compression setting the ‘Content-Encoding’ attribute of the HTTP response.

	Name
	Type
	Category
	Cardinality
	Description
	Data Type

	ServiceGuideDeliveryDescriptor
	E
	
	
	The Service Guide Delivery Descriptor

Contains the following attributes:

id

version

Contains the following elements:

NotificationReception

BSMList

DescriptorEntry

TerminalCapability

SGEntryPoints

RMS

AudienceMeasurement
PrivateExt
	

	...
	...
	...
	...
	...
	...

	TerminalCapability
	E1
	NO/TM
	0..N
	Specifies the required terminal capabilities associated with the fragments in this Service Guide Delivery Unit 

This element provides the information to the terminal what is needed to consume the services declared by the SGDU’s in this SGDD DescriptorEntry – among the SGDU’s that are announced in various DescriptorEntries in various SGDD’s.

Based on this information the terminal can process the service guide fragments in dependence of the terminal capabilities. If the terminal can find a single match among the various distribution types under BroadcastServiceDeliveryType or UnicastServiceDeliveryType the terminal can decide to process the service guide fragments. In case the terminal cannot meet any of the specified capabilities requirements, the terminals can decide to acquire the service guide fragments declared by the SGDU's in this SGDD and just store them, or it can choose not to acquire them at all. In any case the terminal SHOULD NOT render the fragments associated with the service to the user, for which it cannot meet any of the specified terminal capability requirements. It has to be noted that terminal capabilities are not dependent on the local network coverage aspects, i.e. a terminal MAY decide to render the fragments associated to a given broadcast (resp. unicast) delivery system for which it is temporarily out of radio coverage.

Contains the following elements:

BroadcastServiceDeliveryType

UnicastServiceDeliveryType
	

	id
	A
	NM/TM
	1
	Identifier of the TerminalCapability. This ‘id’ is unique within network.
	anyURI

	BroadcastServiceDeliveryType
	E2
	NM/

TM
	0..N
	Identifier of the type of underlying broadcast distribution system that is required to consume the content and services. When multiple BroadcastServiceDeliveryType elements are instantiated, the terminal only requires support for one of the types in order to be able to consume the service.

Contains the following element:

Type

Version 
	

	Type
	E3
	NM/

TM
	0..1
	Type of underlying broadcast distribution system, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS

2. 3GPP2 BCMCS

3. DVB-SH

4. WiMax

5. FLO 

6 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E3
	NM/

TM
	0..N
	Version of underlying broadcast distribution system. Possible values for MBMS is specified according to the following syntax in ABNF [RFC4234]:
version = “3GPP.” release “.” bearer
release = “R6” / “R7” / “R8”

bearer = “GERAN” / “UTRAN” / “MBSFN-FDD” / ” MBSFN-TDD” / ”MBSFN-IMB”

By applying these rules, string such as 3GPP.R6.UTRAN and 3GPP.R8.MBSFN-IMB can be constructed.

Other possible values include, e.g., 1x or HRPD or Enhanced HRPD for BCMCS.
	string

	UnicastDeliveryType
	E2
	NM/TM 
	0..N
	Identifier of the type of underlying unicast distribution system that is required to consume the content and services. When multiple UnicastServiceDeliveryType elements are instantiated, the terminal only requires support for one of the types in order to be able to consume the service.

Contains the following element:

Type

Version
	

	Type
	E3
	NM/

TM
	0..1
	Type of underlying unicast delivery system, possible values:

0. 3GPP unicast 

1 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	Version
	E3
	NM/

TM
	0..N
	Version of underlying unicast delivery system. For instance, possible values are Rel-6 or Rel-7 for 3GPP.
	string

	SGEntryPoints
	E1
	NO/TM
	0..N
	Each SGEntryPoints element declares entry points which are associated with one BSM selector or independent from any BSM selector.  

The SGDDs that are signalled in a given FLUTE FDT instance from a SG Announcement Channel SHALL contain the same set of SGEntryPoints elements.

In the same SGDD, at most once SGEntryPoints element including a given BSMselector SHALL be instantiated

In the same SGDD, at most once SGEntryPoints element including no BSMselector SHALL be instantiated 

This element SHALL not be instantiated in a response of a terminal request over the interaction channel, if the key “SGEntryPointsOnly” (see section 5.4.3.3) is not present in the request.

Contains the following attribute:

id

Contains the following elements:

BSMSelector

SGEntryPoint

Note that the support of the SGEntryPoints element is not mandated for non connected terminals 
	

	id
	A
	NM/TM
	0..1
	Identifies this particular "SGEntryPoints" element. This attribute is scoped by the announcement channel (resp. interactive bootstrap URL) from which the "SGEntryPoints" element is fetched. A given SGEntryPoints SHALL have a different id when it has been updated and SHALL not reuse the same id, except for “id” wrap-around case. 
	unsignedInt 

	BSMSelector
	E2
	NM/

TM
	0..1
	Specifies the BSM associated with the entry point by referencing a BSMSelector structure declared above.

Note that if this element is not instantiated, then any terminal that fetches this given SGDD SHALL consider that the related SGEntryPoint applies to its affiliated BSM. 

Contains the following attribute:

idRef
	

	idRef
	A
	NM/TM
	1
	Reference to the identifier of the BSMSelector declared within the ‘BSMList’ above.
	anyURI

	SGEntryPoint
	E2
	NM/TM
	1..N
	This element gives the SG entry points that relate to a given BSM over interaction and/or broadcast channels.

Contains the following elements:

BroadcastServerSession

UnicastServerURL

For each declared SGEntryPoint, BroadcastServerSession and/or UnicastServerURL(s) can be instantiated. When both are instantiated in a given SGEntryPoint, the list of UnicastServerURLs is the set of SG entry points over the interaction channel that are associated to the declared Broadcast Entry Point, bearing different possible relationships (see the attribute relationOfICWithBC of UnicastServerURL for more details). The terminal can select among the available and applicable entry points. The selection process (e.g., can depend on factors such as user or service provider preference) is out-of-scope of the current specification.
	

	BroadcastServerSession
	E3
	NM/TM
	0..1
	This element gives the SG entry point over broadcast channel. 

“BroadcastServerSession” SHALL not be instantiated when it is intended to refer to the actual entry point (i.e. Announcement Channel) over which the current SGDD has been delivered. When the declared unicast entry point(s) are independent from any broadcast entry point, i.e., the "relationOfICWithBC" attribute of UnicastServerURL is set to value “0”, “BroadcastServerSession” SHALL not be instantiated either.

Contains the following attributes:

ipAddress

port

srcIpAddress

transmissionSessionID

contains the following element:

BDSType
	

	ipAddress
	A
	NM/
TM
	1
	Destination IP address of the target delivery session
	string

	port
	A
	NM/
TM
	1
	Destination port of target delivery session
	unsignedShort

	srcIpAddress
	A
	NM/
TM
	0..1
	Source IP address of the delivery session

In case source specific multicast scheme is applied in the transmission, then the 'srcIpAddress' attribute SHALL have as its value the IP address found in the IP-packets belonging to the IP-stream in question.

In case this attribute is omitted, there SHALL only be one source IP address from which the file delivery session originates which is defined by the combination of destination IP address, port and transmission session ID given.
	string

	transmissionSessionID
	A
	NM/
TM
	1
	This is the Transmission Session Identifier (TSI) of the FLUTE session
	unsignedShort 

	BDSType
	E4
	NM/

TM
	1
	Information about the underlying broadcast distribution system for SG delivery

Contains the following attributes:

Type

Version

Contains the following element:

BDSSpecificEntryPointInfo
	complexType

	type
	A
	NM/TM
	1
	Type of underlying broadcast distribution system for SG delivery, possible values:

0. IPDC over DVB-H 

1. 3GPP MBMS

2. 3GPP2 BCMCS

3. DVB-SH

4. WiMax

5. FLO 

6 -127. reserved for future use

128 -255. reserved for proprietary use
	unsignedByte

	version
	A
	NM/

TM
	0..1
	Version of underlying broadcast distribution system. Possible values for MBMS is specified according to the following syntax in ABNF [RFC4234]:
version = “3GPP.” release “.” bearer
release = “R6” / “R7” / “R8”

bearer = “GERAN” / “UTRAN” / “MBSFN-FDD” / ” MBSFN-TDD” / ”MBSFN-IMB”

By applying these rules, string such as 3GPP.R6.UTRAN and 3GPP.R8.MBSFN-IMB can be constructed.

Other possible values include, e.g., 1x or HRPD or Enhanced HRPD for BCMCS. When this attribute is omitted, it means that it applies to all versions.
	string

	...
	...
	...
	...
	...
	...
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