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1 Reason for Contribution

This contribution suggests a methodology for analyzing OMA enablers to determine what changes are required so that their implementations can be incorporated into a Cloud Computing deployment. 
2 Summary of Contribution

This contribution proposes the functions that Cloud Computing enablers must provide, and suggests OMA WGs determine if such functions should be added to existing OMA enablers.
3 Detailed Proposal

The definition of Cloud Computing in current white paper reuses the NIST definition as “a model for enabling convenient, on-demand network access to a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction.”
The same NIST description of Cloud Computing further identifies 3 service models [NIST]:

· Infrastructure as a Service (IaaS)
· Platform as a Service (PaaS)
· Software as a Service (SaaS)
Since OMA specifies service Enablers,  we should  be most interested in the third SaaS model since the first one IaaS deals with infrastructure aspects such as servers (compute cycles), network and storage, while the second one PaaS deals with platform aspects such as operating systems, solution stacks, and exposure of networking and database capabilities, etc.
In traditional computing deployments, the hardware and software is installed to support a single organization.  The customer’s administrators configure the system, often at installation time, to meet the needs of that customer (e.g., a single IP domain name, service parameters, firewall settings). 

 The NIST definition of Cloud Computing identifies several deployment models: 
· Private cloud. The cloud infrastructure is operated solely for an organization. It may be managed by the organization or a third party and may exist on premise or off premise.

· Community cloud. The cloud infrastructure is shared by several organizations and supports a specific community that has shared concerns (e.g., mission, security requirements, policy, and compliance considerations). It may be managed by the organizations or a third party and may exist on premise or off premise.
· Public cloud. The cloud infrastructure is made available to the general public or a large industry group and is owned by an organization selling cloud services.

· Hybrid cloud. The cloud infrastructure is a composition of two or more clouds (private, community, or public) that remain unique entities but are bound together by standardized or proprietary technology that enables data and application portability (e.g., cloud bursting for load-balancing between clouds).

For Software as a Service (SaaS), the provider (e.g., an operator) allows a customer (e.g., a small business) to rent the use of a service / application / enabler implementation by its end-users (clients or employees).  The last three deployment models above differ from the traditional customer deployments in that multiple customers make use of the same software / application instantiation.  The SaaS applications still function the same to an end-user as in a traditional (non-Cloud Computing) deployment.   However, these applications must provide greater flexibility in terms of their configuration and management because these operations are now not being performed by a single owner (i.e., the organization that deploys a traditional computing system), but rather, by all the customers who rent use of the application.  Each of these customers may want to set various operational parameters or monitor the activity associated with its end-users.
For example, for a payment service, each customer might want to set limits on the number of transactions permitted per day/week/month by end-users, or on the amount of each transaction.  The customer might then want to be able to find out how many transactions are being processed, and then perhaps change the operational parameters.   Similarly for a presence service, each customer might want to be able to set different limits on the number of watchers per end-user.  Also each customer might want the ability to start/stop the availability of the service to their end-users.
These types of customization/configuration, reporting, and operational management are much simplified when a single organization operates and controls an application’s deployment; therefore, many OMA Enablers have not standardized (i.e., defined APIs) how one configures or operates an Enabler.  However, in the Cloud Computing environment, such functions need to be programmatically exposed to customers (outside of the provider’s environment) otherwise the provider will be saddled with significant costs.  Without such programmatic interfaces, the provider will need to (manually) support the various configuration, reporting, and operational aspects needed by the customers.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the approach of analyzing the gaps of OMA Enablers focuses on identifying the type of configuration, reporting, and operational functions that Cloud Computing enablers must provide through their defined APIs.
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