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Add Section 6.2 Mobile Cloud based Applications
6.2 Mobile Cloud based Applications
The fundamental benefit of mobile cloud computing is to access the applications and services over mobile Internet in order to bypass the challenge of application portability and achieve the goal of outreaching more mobile users. There are many different technologies to enable mobile cloud based applications as surveyed in [MCA-DK].
Currently most of the applications are still available in the way of “native applications” on mobile devices. The business logic, data, and presentation layers are handled locally on devices. Some may download data objects from backend system initially, and / or synchronize the data objects with backend systems periodically during the lifecycle of the applications. The pros of native applications are obvious, i.e. seamless integration with device and easy access to the resources and functions on device, performance optimization and always available without network connection. However, the cons are also more apparent, such as portability challenge, coding complexibility, longer time-to-market and higher skillset requirement for developers.
6.2.1 [bookmark: _Toc297094884]Augmented Execution
There are many research work of new application models for mobile cloud computing as presented in [MCA-DK]. One is Augmented Execution technique [AE-BGC] to stretch the limitations of smartphones in terms of computation, memory and battery by seamlessly offloading execution from the phone to computational infrastructure (cloud) where cloned replica of the smartphone’s software is running. At first, the mobile phone hosts its computational intensive and memory demanding applications. However, some or all of the tasks are offloaded in the cloud where a cloned system image of the device is running. The results from the augmented execution are reintegrated upon completion [MCA-DK]. There are five types of Augmented Executions:
· Primary Functionality Outsourcing – which is similar to designing an application as a client-server service where the infrastructure provides the service (e.g. speech recognition), or as a thin client environment
· Background Augmentation – where entire process can be marked or automatically inferred as “background process” and migrated to the cloud for asynchronous operations such as virus scan, search indexing, web crawling etc.
· Mainline Augmentation – which sits between primary functionality outsourcing and background augmentation where the user may opt to run a particular application in a wrapped fashion changing its method of execution while keeping its semantics, for example private-data leak detection, fault-tolerance, debugging etc.
· Hardware Augmentation – which addresses the weakness of hardware platform such as memory cap or other constraints or hardware particulars. For example, running Android on a QEMU-emulated single-core VM in cloud.
· Augmentation through Multiplicity – a quite unique method that uses multiple copies of the system image executed in different ways in paralle, e.g. for data parallel applications.
Similar approach of using VM technologies is described in [VMC-MS]. Instead of relying on a distant cloud, the augmentation is performed on Cloudlets, which is a trusted, resource-rich computer or a cluster of computers that is connected to the Internet and available for use by nearby mobile devices. The advantage is its low-latency, one-hop and high bandwidth wireless access to cloudlets.
6.2.2 Elastic Partitioned / Modularized Application
The second technique is called “Elastic Partitioned / Modularized Application” where an application middleware can automatically distribute different layers of an application between the device and the server while optimizing several parameters such as latency, data transfer, cost etc [EPA-IG]. The core of this approach is a distributed module management that automatically and dynamically determines when and which application modules should be offloaded in order to achieve the optimal performance or the minimum cost of the overall application. Elasticity, i.e. the ability to acquire and release resources on demand, can be enabled with this approach [EPA-JSR].
6.2.3 Application Mobility
The third approach is called Application Mobility which is the act of moving application between hosts during their execution, i.e. migrating running application states from one device to another to which the user has an immediate access [AM-AA]. Application mobility is very similar to process migration which is an operationg system capability to allow a running process to be paused, relocated to another physical machine and continued there. However, application mobility involves more functionality such as migrating tasks to different architectures or UI adaptation.
6.2.4 MCOS enabled Web Application
The most popular and de-facto approach in industry is the web application and widget enabled by Mobile Cloud Operating System. Introducing web applications, especially Web Desktop to mobile devices not only brings a whole new user experience, but also enables third-party mobile software developers to use Internet technology such as HTML5 and JavaScript to reduce the complexity in the application development. The advantages include cross-platform, accessibility from anywhere, and minimum development cost with widely spread web technologies. With the generic device capabilities such as telephony, communication, location, PIM etc. being accessible through extended JavaScript APIs, the features and functions of mobile cloud applications and services are greatly enhanced.
6.2.5 Summary
There are numerous research work in academia to enable mobile cloud based applications, while the industry is moving towards the simple web technology of applications over mobile cloud operating system. It is interesting to observe those different application models with the following considerations:
· Underlying Technology
· Application Portability – to all devices
· Cost of Development – learning curve and skillset required
· Implementation Complexity – how easy or difficult to implement an application
· Supported Applications – support all types of applications or only a few
· Network Impact – bandwidth requirement, traffic load and latency
· Scalability
With the above metrics, the mobile cloud based application models are summarized as follows:
	
	Native Applications
	Augmented Execution
	Elastic Partitioning / Modularization
	Application Mobility
	Web Applications / Widgets

	Underlying Technologies
	Platform SDK
	VM
	OSGi, Java
	P2P
	HTML5, XML, JavaScript and extended resource APIs

	Application Portability
	Low
	Medium
	Medium
	Low
	High

	Cost of Development
	High
	Medium
	Low
	High
	Low

	Implementation Complexity
	Low
	High
	Low
	Medium
	Low

	Supported Applications
	Medium
	Low
	Medium
	Low
	Medium High

	Network Impact
	High
	Low
	Low 
	Medium
	Medium

	Scalability
	Low
	Medium
	Medium 
	Low
	High


[bookmark: _Toc293913707]Table 1: Summary of Mobile Cloud based Application Models
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