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1 Reason for Change

Data protection is a mature practice, and existing solutions are well optimized for fast, reliable backup, typically to local disk, tape, or virtual tape libraries (VTLs). However, traditional backup strategies are always limited by an IT organization’s ability to accurately size, trend, source, budget for and manage multiple disks, tapes, and libraries, in different locations around the globe, and often on different platforms. Moreover, backup data often needs to be restored to a new location or a distant one, straining corporate WAN links.  
Cloud storage promises an elastic pay-as-you-go storage pool for backups and archives, which not only reduces expensive up-front backup disk and tape costs, but eliminates the need to maintain secondary sites for off-site disk or tape storage.
The need for a bridge between cloud storage systems and enterprise applications arose because of an incompatibility between public cloud technologies and legacy applications. Most public cloud providers rely on Internet protocols, usually a REST API over HTTP, rather than a conventional storage area network (SAN) or network-attached storage (NAS) protocol. That method is useful for programmers creating new applications but not compatible with legacy systems.
A cloud storage gateway provides basic protocol translation and simple connectivity to allow the incompatible technologies to communicate transparently. The gateway can make cloud storage appear to be a NAS filer, a block storage array, a backup target or even an extension of the application itself. Local storage is generally used as a cache for improved performance.
This contribution describes the conception of Cloud Storage Gateway  and its functions.  
2 Impact on Backward Compatibility

No impact

3 Impact on Other Specifications

No other specifications are affected.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that changes be accepted and incorporated into the white paper.

6 Detailed Change Proposal

Change 1:  Add Chapter 6 Cloud Storage Gateway
.

6.4.X  Cloud Storage Gateway
Cloud storage promises an elastic pay-as-you-go storage pool for backups and archives, which not only reduces expensive up-front backup disk and tape costs, but eliminates the need to maintain secondary sites for off-site disk or tape storage.
The need for a bridge between cloud storage systems and enterprise applications arose because of an incompatibility between public cloud technologies and legacy applications. Most public cloud providers rely on Internet protocols, usually a REST API over HTTP, rather than a conventional storage area network (SAN) or network-attached storage (NAS) protocol. That method is useful for programmers creating new applications but not compatible with legacy systems
A cloud storage gateway is a network appliance or server which resides at the customer premises and translates cloud storage APIs such as SOAP or REST to block-based storage protocols such as iSCSI or Fibre Channel or file-based interfaces such as NFS or CIFS.
Cloud storage gateway features may include:

· Encryption technology to safeguard data. 

· Compression
· Deduplication. 

· WAN optimization for faster performance. 

· Snapshots. 
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