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1 Reason for Change

The intention of this CR is to propose modifications and additions to 7.2 to add information concerning the choices for OMA M2M work and the method of analysis of those choices to determine their priority. In addition, there is text added to section 7.3, summarizing the recommendation to the board. 
2 Impact on Backward Compatibility

none
3 Impact on Other Specifications

none
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree the modifications. 
6 Detailed Change Proposal

Change 1:  Rewriting of section 7.2 to include logic of work selection and prioritization
Change 2:  Text for recommendations to the Board of Directors
7.2  Potential for future work
 The process of analyzing which efforts would make the most sense for OMA to pursue was divided into three steps:
· Face to Face brainstorming session to capture the ideas of a wide cross section of OMA members

· Creation and agreement on a decision model context composed of a goal, criteria and the alternative work items in the form of a value tree appropriate for AHP analysis

· Judgment of the model by 18 OMA participants from both vendor and Service Provider constituencies and final calculation of work item priorities based on AHP methodology
The formal decision model that was agreed to by the taskforce can be found below:
· Goal of the decision was to establish a priority of potential M2M work items to recommend to the OMA Board of Directors

· Objectives and Criteria
· Work item Leverages OMA technical strengths

· Work item Targets a well defined M2M Standards Gap

· Work item Meets an urgent market need

· Work item is within the Scope of the OMA Charter

· Alternative Work Items from Brainstorming Session 

· Extend OMA DM to support M2M devices

The current assumption about OMA DM devices is that they have significant  memory and processing power, and are in fact connected to a fixed or cellular network.  OMA DM should be extended in terms (protocol, Manangement  Objects, other network bearers etc. to support restricted capability devices. 

· M2M Device Management using a lightweight DM Protocol
Many of the devices currently being deployed in M2M solutions are  microcontrollers with limited capabilities. Define a work item to introduce a new lightweight DM to support M2M capability-limited devices.
· Introduction of an OMA DM gateway to related to M2M networks
OMA DM has already introduced the concept of a Gateway Management Object that aims to enable remote operations for the DM Gateway and end Devices behind the DM Gateway. The Gateway Management Object provides capabilities of processing management actions such as fan-out of DM commands from a DM Server to multiple end Devices and aggregation of responses from multiple end Devices. Continue developing this work item to support M2M devices and their networks.

· Address OMA DM security related issues
Many of the devicesd that will be deployed in M2M applications will have a considerably longer lifetime then traditional mobile devices. Considering the expected life span of many of these systems and best industry practice OMA DM does not have the security strength needed to manage these devices. 

· Address security for M2M devices that might last over 20+ years
Many of the environments in which these new embedded systems are being deployed have a life expectancy of 20+ years. This requires the selection of key lifecycle management mechanisms at a security level adequate to deliver the desired security services for the lifespan of the system.
· Network APIs addressing M2M service capabilities
Based on OMA expertise in developing APIs, a work item to develop a set of Network APIs that address the service capabilities defined in the ETSI M2M architecture. These are capabilities SC1 through SC8 and are referenced throught the mId interface. 
· Collaboration with ETSI over a joint workshop
Formulate a liasson and cooperations agreement between OMA DM and OMA CPNS with ETSI to cooperate on M2M work items.
· Address the issue of a charging standard for M2M

Since M2M devices will behave quite differently on Operator Networks, the current charging standards cannot be used.  Many of the existing applications use proprietary charging mechanisms.  Based on existing work on Charging in OMA, develop a charging standard that can be used for M2M applications

· Address the issue of M2M devices that do not have MSISDN addresses

Restricted capability devices that will be found in many of the M2M applications will not have MSISDN addresses for use in message based communication. Define a work item that will address this issue. 
· IETF work on Internet of Things & assigning IP addresses

In a new world of billions of IP addresses being assigned to M2M devices, who assigns the identifiers.  Cooperate with IETF to solve this problem.
· IP address issues for devices (IPV6)

In order to support Billions of small M2M devices, the industry will have to transition to IPV6. Cooperate with IETF and other standards bodies to address this problem. 

· Messaging to M2M devices that are sleeping

Many of the M2M devices will not be required to transmit or receive data more then a few times per month or possibly less.  In order to save energy, these devices may remain in the sleep mode for quite some time.  This is a work item to solve the problem of sending messages to devices that are sleeping. 

· Look at vertical applications like smart grids
There are a number of proposed vertical M2M application domains that might have different requirements for operation and management (i.e. smart grids ).  This is a work item to understand the different requirments that might be imposed on M2M devices in these different vertical applications and possibly addaress them with different enablers
· M2M Location for mobile M2M applications
A number of mobile M2M applications will require locations information. The current definition of OMA LOC is not sufficient to address these requirements. This is a work item to address the additional requirements in OMA LOC .
Analysis by AHP (Analytical Hierarchical Methodolgy for calculating Priorities

The methodology allows for Pair wise comparisons among n criteria / objectives (in each level of the value tree) in order to establish the weights of the criteria. This leads to an approximation of each aij=wi/wj which is the ratio of the weight of element i to element j. The estimated weight vector w is found by solving the following eigenvector problem: Aw=λmaxw, where the matrix A consists of aij ’s, and λmax is the principal eigenvalue of A. If there is no inconsistency between a pair of elements, then aij is equal to 1/ aij for any i and j. The result is that λmax = n and we have, Aw=nw, where n is the number of elements in each row. Written out more fully this matrix equation looks as follows:
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The M2M judgement matrix that resulted from taking the geometric mean of all ratings against the weighted criteria looked as follows:
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The resulting potential work item priorities (alternatives) and the calculated weights of the objectives/criteria can be found in the graphs below:
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Further analysis of the results by Operator and Vendor constituencies showed very little variation in terms of perceived priorities of potential work items:
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7.1 7.3 Recommendations to the Board of Directors

Based on the detailed analysis of existing efforts in SDOs and other fora, and the capabilities and expertise  that currently exist in OMA, it is the recommendation of this whitepaper that the OMA  Technical Plenary and its members create Work Items to address the following M2M activities:
· Extend OMA DM to support M2M devices

The current assumption about OMA DM devices is that they have significant memory and processing power, and are in fact connected to a fixed or cellular network.  Define a WID in OMA DM   to support M2M devices and their associated networks. 

· M2M Device Management using a lightweight DM Protocol

Many of the devices currently being deployed in M2M solutions are  microcontrollers with limited capabilities. Define a WID to introduce a new lightweight DM to support M2M capability-limited devices.
· Continue work on the OMA DM gateway and extend the requirements necessary to address M2M Networks
OMA DM has already introduced the concept of a Gateway Management Object that aims to enable remote operations for the DM Gateway and end Devices behind the DM Gateway. The Gateway Management Object provides capabilities of processing management actions such as fan-out of DM commands from a DM Server to multiple end Devices and aggregation of responses from multiple end Devices. Continue developing this work item to support M2M devices and their networks.
· Network APIs addressing M2M service capabilities

Based on OMA expertise in developing APIs, introduce a WID to develop a set of Network APIs that address the service capabilities defined in the ETSI M2M architecture. These are capabilities SC1 through SC8 and are referenced throught the mId interface. 
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