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1 Reason for Change

This CR elaborates further how the population of the CAB contact type (CAB/non-CAB) with help of the Presence Enabler works, as requested and already done in S-CAB (see OMA-COM-S-CAB-2011-0035R01-CR_A072_Contact_Type).
Two different non-exclusive alternatives are foreseen to implement the subscription to the CAB contact type (CAB/non-CAB) information. The choice of one or the other is an implementation issue:
Option 1: Presence Watcher Function performs individual Presence subscriptions to each of the contacts in the address book of each of the users it serves, on behalf of these users. The regular Presence Authorization Rules apply, and thus the presentity has to give access to the address book owner to subscribe to Presence data. More than one subscription to a specific contact may occur if that contact is included in the address books of more than one user.
Option 2: Presence Watcher Function performs a single anonymous Presence subscription for each contact included in at least one address book of the users it serves. As the information received as the result of an anonymous Presence subscription is deemed public, there is no security issue associated to the fact that the CAB Server updates the contact type in every address books that includes that specific contact
2 Impact on Backward Compatibility

None identified
3 Impact on Other Specifications

None identified 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to agree the proposal and incorporate it into the corresponding document.

6 Detailed Change Proposal
5.8.2
Population of CAB Capability based on the Presence Enabler

If CAB Server populates the CAB capability (i.e. CAB / non-CAB) through Presence Enabler [OMA Pres] then the following procedures SHALL be followed.

The CAB tuple in the presence document is defined according to [OMA PDE], using the <service-description> registered by OMNA:

<tuple >
(<status>(<basic>(open/closed


(<willingness>(<basic>(open/closed

(<service-description>(<service-id>(org.openmobilealliance:CAB


            (<version>(1.0

(<contact>( tel:+1-123-456-7890
When a user becomes a CAB user then the <status><basic> and <willingness><basic> elements in the CAB tuple SHALL be set to “open” and the <contact> element to the CAB XUI. This can be done either as a SIP Publish by the Presence Source or by modification of the Permanent Presence State by the XDM Agent.

When a user unsubscribes from CAB then the <status><basic> and <willingness><basic> elements in the CAB tuple SHALL be set to “closed”. This can be done either as a SIP Publish by the Presence Source or by modification of the Permanent Presence State by the XDM Agent.

The Presence Watcher SHALL subscribe to the Presence information of the CAB Users’ contacts served by the CAB Server by either of the following procedures:
· Individual Presence subscriptions to each of the contacts in the address book of each of the CAB Users, on behalf of these users. Multiple subscriptions to a specific contact may be performed if that contact is included in the address books of more than one CAB User.
· Single anonymous Presence subscription for each contact included in at least one address book of the CAB Users served by that CAB server.

When the Presence Watcher receives a presence notification then it will check the changes in the CAB tuple and update the <contact-type> element in the AB Application Usage as detailed below. Notifications associated to an anonymous subscription will result in updates to the AB Application Usage of all CAB Users with that contact in their address books. Notifications associated to an individual Presence subscription will result in updates to the AB Application Usage of the specific CAB User on which behalf that subscription was issued.

Upon reception of a Presence notification with the <status><basic> element in a contact’s CAB tuple with value “open” and in case that contact’s <contact-type> in the AB Application Usage was not present (meaning a non-CAB user) then the <contact-type> SHALL be set to “CAB”, the element <contact-type-source> SHALL be set to “presence” (reflecting that this information has been obtained through the Presence Enabler) and the address received in the <contact> element in the CAB tuple SHALL be marked as the CAB XUI in the AB Application Usage by setting the corresponding “xui-type” attribute to “CAB”.

Upon reception of a Presence notification with no CAB tuple for a contact or with the <status><basic> element in a contact’s CAB tuple with value “closed” and provided that contact’s <contact-type> was set to “CAB” and the <contact-type-source> was set to “presence” (meaning that this information was obtained through the Presence Enabler), then the <contact-type> SHALL be removed (meaning that the user is no longer a CAB user). In case that the <contact-type-source> is not set to “Presence” then no action is performed as the <contact-type> information may have been obtained from other sources and the absence of the CAB tuple may mean that the Presence Server has no information about the CAB capability of its users.
C.7.3
CAB Server subscribes to CAB Capability of its user’s contacts
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Step 1: CAB server (Presence Watcher Function) subscribes to the Presence (CAB service tuple) of the contacts in the address book of each user it serves. This can be also incremental subscriptions (e.g. when a user adds a new contact). The subscription is performed by either of the following procedures:

Step 1a: individual subscriptions to each of the contacts in the address book of each of the users (with multiple subscriptions to a specific contact if included in the address books of more than one user)

Step 1b: single anonymous subscription for each contact included in at least one address book of the users served by that CAB server.
Step 2: The response is sent back to the CAB Server.

Step 3: A notification is received from the Presence Enabler, informing of a change in the CAB Service tuple of asubscribed contact. Multiple notifications for a single contact may be received if Step 1a was followed
Step 4: The response is sent back to the Presence Enabler.

Step 5: The CAB server (XDM Agent) updates the CAB XDMS, by updating the “contact type” (CAB/non-CAB) of the corresponding contact in the address book of the user with that specific contact in his/her address book, and subject to the information received in the notifications in Step 3 (e.g. if Step 1a was followed no update will be performed in those users’ address book for which no notification was received, meaning the contact did not grant access to his/her Presence data)..

Step 6: The response is sent back to the CAB Server.

The SIP requests (steps 1, 2, 3 and 4) are exchanged through the SIP/IP Core, which is not shown for simplicity
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