Doc# OMA-MWG-CAB-2009-0141R01-CR_ADRR_resolution_to_CAB_Server_Comments.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-MWG-CAB-2009-0141R01-CR_ADRR_resolution_to_CAB_Server_Comments.doc
Change Request



Change Request

	Title:
	ADRR_resolution_to_CAB_Server_Comments
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	MWG-CAB

	Doc to Change:
	OMA-AD-CAB-V1_0-20090405-D

	Submission Date:
	13 Apr 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Mike Parsel, Sprint, Mike.M.Parsel@Sprint.com

	Replaces:
	OMA-MWG-CAB-2009-0141-CR_ADRR_resolution_to_CAB_Server_Comments.doc


1 Reason for Change

Address the following comments against the CAB AD:
	A00285 
	2009.03.08
	T
	5.3.1.2
	Source: Acision

Form: ARC doc #0062
Comment: I’m sure the CAB Server provides a lot more functionality then what is described here, judged by the contents of the CAB RD.

Proposed Change: Describe the full set of functionalities provided by the CAB Server.
	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A00287 
	2009.03.08
	T
	5.3.1.2
	Source: Thinh Nguyenphu, NSN

Form: ARC Doc #0059
Comment:

The bullet is not clear of the mutual authentication end point. “Perform mutual authentication” – who with whom?

And, the usage of “Converged Address Book with the network repository” is not consistence with the usage of “Address Book XDMS”.

There is no description of how CAB Server interacts with Address Book XDMS.

Assuming that CAB Server stores also actual CAB data for synchronization purposes it should be mentioned as a function of CAB Server.

Add details how and where CAB data is stored in the network (within CAB Server). Also there should be clear indication if same data is stored also in CAB XDMS that who is master and how these two data repositories are synchronized.

Proposed Change: 

OLD TEXT:

· Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
NEW TEXT:

· Perform mutual authentication between CAB Client and CAB Server, as specified in on the [OMA DS], with the support of OMA DS Server.

· Performs management (e.g. add, delete, modify) and synchronization of the network-based address book repository, as specified in [OMA DS], with the support of OMA DS Server.

· Stores, resolves conflict and updates of Address Book XML documents in the Address Book XDMS, as specified in [OMA XDM], with the support of XDM Client.


	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00291 
	2009.03.06
	T
	5.3.1.2
	Source: Ericsson

Form: RC doc: ARC-0057

Comment: The address book synchronized with the CAB Client is stored by the CAB Server in the Address Book XDMS. A clarification on this should be added in the CAB Server text.
 Proposed Change: Update as follows:

The CAB Server is a network entity.  It supports the following functions:

· Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS]. The Address Book data is stored and managed by the CAB Server in the Address Book XDMS.

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00298 
	2009.03.03
	T
	5.3.1.2
	Source: Orange

Form: ARC Doc #0056R01

Comment: The architecture document today specifies that the Address Book must be an Address Book XDM as part of the OMA XDMS enabler : this architecture implies more complexity in terms of call flows. Having the ability for the CAB server to host the Address Book component instead of using an Address Book XDMS will simplify the overall architecture.

Proposed Change: At the end of section 5.3.1.2, to add the following statement :

The CAB server SHOULD be able to host the converged Address Book data instead of managing them through OMA XDM towards an Address Book XDMS.

	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A00299 
	2009.03.03
	T
	5.3.1.2
	Source: Orange

Form: ARC Doc #0056R01

Comment: For synchronization of the address book, vCard format must be supported by the CAB server.

Proposed Change: To add a statement in :

Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS] and shall support synchronization with vCard format.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00300 
	2009.03.06
	E
	5.3.1.2
	Source: Nokia

Form: ARC Doc #0055

Comment: The CAB Server is described in terms of 3 functions under 3 separate bullets. The first function does not have any name, while the others have name (i.e., Subscription Function, and Interworking Function) 

Proposed Change: Consider naming the first function. “DS Server” can be considered as the name, as the architecture diagram already uses it.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.
to Sprint.



	A00303 
	2009.03.06
	E
	5.3.1.2
	Source: Nokia

Form: ARC Doc #0055

Comment: 

Proposed Change: Consider the following change:

Perform mutual authentication and synchronisationze of the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
	Status: CLOSED

 
[2009.03.13 email]

Resolution assigned to Sprint.


	A00304 
	2009.03.06
	T
	5.3.1.2
	Source: Samsung Electronics
Form: ARC Doc #0054
Comment: Revise the texts to have the corresponding functional description approaches as in CAB client. 

Proposed Change: 

	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A00305 
	2009.03.06
	T
	5.3.1.2
	Source: Samsung Electronics
Form: ARC Doc #0054
Comment: The functional description on how the AB information gets synchronized between CAB Server and CAB AB XDMS is missing.

Proposed Change: 

	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A00311 
	2009.02.25
	T
	5.3.1.2
	A001 Source: T-Mobile

A002 Form: ARC Doc #0053

A003 Comment: •
Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].

A004 Proposed Change: 

1. Remove “Perform mutual authentication” – it is no CAB intrinsic functionality

2. Synchronizes the address book on the device with the one in the network using the CAB-1 and CAB-2 interface

A005 ( say what to synchronize with whom

3. remove the sentence  “CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].” ( OMA DS specifies a protocol, which is added in the interface section

Add: The CAB Server can initiate synchronization using the CAB-3 interface.
	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A00318 
	2009.03.02
	T
	5.3.1.2

(CAB Server)
	Source: RIM

Form: ARC Doc #0050
Comment: Align first bullet to be consistent with the description of CAB Client on synchronization.

Proposed Change: Reword the first bullet to the following:

Perform mutual authentication, provide support for data management and synchronization of the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00322 
	2009.03.08
	T
	5.3.1.2
	Source: Mike Parsel, Sprint Nextel

Form: ARC Doc #0063
Comment: Text in first bullet is not in alignment with the use of the word “supports”.  

Proposed Change: 
Perform mMutual authentication and synchronize synchronization of the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].


	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.



ADD’d missed comments to this CR.

Issues:
A0298 – Optional storage of CAB content in other than a CAB XML document is for further discussion
A0285, A0304 – Comments span CAB server text that is not covered by this CR.  These comments will have to remain open until we reach resolution of other ADRR comments which were assigned to other companies.
A0305 – Detail on how DS is converted to XDM is for the TS.  I do not feel it is necessary to add this level of detail to the AD. However, XDMS handling was added in an attempt to further clarify this interaction.
A0311 – Comment regarding CAB-3 notification needs to be resolved.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB (AHG) is recommended to review and agree on the detailed proposed changes in Section 5.4, apply them to the AD, and close the associated ADRR comments as shown in Section 1 of this CR.
6 Detailed Change Proposal

Change 1:  Change the opening sentences to make it more descriptive and normative
The CAB Server is a network entity.  The CAB Server SHALL support the following function:

Change 2:  List out the intrinsic functions the CAB Server will perform
· For synchronization handling: 

· Manage address book modification interactions (e.g. add, delete, modify) with the contact information stored in the network-based CAB repository  

· Create and send address book related notification messages to appropriate CAB client(s)   

· Allow authorized CAB clients to Synchronize with the network-based CAB repository in vCard format.
· Perform address book conflict resolution between the address book XDMS and authorized CAB client(s) 
· Maintain a synchronization mapping table for contact data
· Reply to request(s) for server credential and/or other server information
· For XDMS handling:

· Search, retrieve, create, modify, delete, restore, forward contact information stored in the CAB XML document
· Subscribe to PCC, CAB User preference, CAB User access policy XML document changes
· Receive a modification notification from the PCC, CAB User preference, CAB User access policy XDMS
· Retrieve and forward XML document information stored in the PCC XDMS
· Retrieve XML document information stored in the CAB User preference and CAB User access policy XDMS
· For Contact Subscription handling:

· Generates Contact Subscriptionsto the contacts’ PCC selected by the CAB User and which are retrieved from CAB User Preferences XDMS.Retrieves from the CAB User Preference XDMS the CAB User Preference XML documents (e.g. personalization preferences).

· Apply the personalization preferences to the data received from Contact Subscription and store the resulting data in the CAB User’s Converged Address Book in the CAB Address Book XDMS;

The functionalities of Contact Subscription and XDM document management related to Contact Subscription Function are based on the on the XDM Enabler [OMA XDM].

· For interworking handling:
· Imports contact(s) information from non-CAB systems into CAB system in CAB format.

· Performs Contact Search towards external directories;

· Provides format adaptation between CAB format and Legacy Formats;

· Allows data exchange with non-CAB based address book services.
· For Contact Share handling:
· For external component handling:

· Search non-CAB address book systems
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