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 Public       FORMCHECKBOX 
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	To:
	OMA MWG CPM

	Doc to Change:
	OMA-AD-CPM-V1_0-20080604-D

	Submission Date:
	06 June 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Micel Houde, Ericsson, michel.houde@ericsson.com

	Replaces:
	n/a


1 Reason for Change

R01: 2008/06/06  Un-did changes to “Non-CPM Communication Service” (change unmarked as it would be confusing)
Follow up as champions of:

1) Mississauga’s discussion on “OMA-MWG-CPM-2008-0308-INP_ADRR_A0054_VariousServiceDeclinations”

2) Having been designated volunteers to resolve: 

	A0054
	2008.05.12
	T
	1, 3.2, 4, 4.1, 4.2.1, 5, 5.1, 5.2, 5.3.1.1, 5.3.1.3.1, …, 5.3.1.5, …
	Source: Ericsson
Form: <INPdoc>

Comment: The terms “service” (1, 4, 4.1, 5, …), “CPM-based Service” (3.2, 4, 5.3.1.3.1), “Non-CPM Communication Service” (3.2, 4.1, 5.2, 5.3.1.4), “Service” (3.2: point to OMA-DICT, then used as composite ), “CPM Communication Service” (not defined, but used as it had been in 4.2.1, 5.3.1.3.1), “CPM service provider” (5.1), “CPM service” (5.2, 5.3.1.1), “VAS new services” (5.2), “CPM User service” subscription (5.3.1.3.1), “CPM Service” (only once in 5.3.1.5) are all used. While some seem to be used interchangeably, others seem to be used as complementary.

Proposed Change: Question: should we attempt to bring order or just leave as is? If option 2, as a minimum it appears to us that we should as a minimum review sections 4 & 5.3.
	Status: 
CLOSED per Mississauga MOMs (OMA-MWG-CPM-2008-0298-MINUTES_19May2008_Mississauga) for “service”, “Service” (see OMA-MWG-CPM-2008-0323-CR_ADRR_A0054_A0287)

	A0094
	2008.05.09
	E
	3.2
	Source: Samsung Electronics

Form: INP
Comment: 
The definition of CPM-based Service needs to be modified.
Proposed Change: A Service that uses the functionalities of the CPM Enabler through the CPM framework to fulfill its communication needs.
	Status: OPEN
RIM Closed at RIM’s satisfaction?

	A0287
	2008.05.09
	T
	4.2.1
	Source: NSN

Form: INP doc

Comment: Difference between "CPM service" and "CPM Communication Service" is not clear

Proposed Change: "CPM Communication Service" -> "CPM service", see OMA-MWG-CPM-2008-0229
	Status: 
 CLOSED per Mississauga MOMs (OMA-MWG-CPM-2008-0298-MINUTES_19May2008_Mississauga) for “Non-CPM Communication Service“ (see OMA-MWG-CPM-2008-0323-CR_ADRR_A0054_A0287)

	A0302
	2008.05.13
	E
	4.2.1
	Source: Nortel

Form: document #0263

Comment: What is the “CPM Communication Service”?

Proposed Change: Consider clarifying or rewording.
	Status: OPEN
Alcatel-Lucent (with SEC's help)
Closed at Alcatel Lucent satisfaction?

	
	
	
	
	


	




With ripple effect on:

	A0134
	2008.05.09
	T
	4
	Source: Nokia

Form: INP doc

Comment: The second sentence in paragraph two is not good enough: there is no CPM Enabler on figure 1, and it is not easy to understand.

Proposed Change: New sentence: “The CPM-based Services communicate via the features and functions exposed by the CPM framework.”
	Status: OPEN
Nokia

	A0399
	2008.04.30
	E
	5.2
	Source: Jerry Shih (AT&T)

Form: INP

Comment: editorial

Proposed Change: 

Change following text as marked:

Supporting Enablers: Other OMA Enablers being used to support CPM based services.


	Status: OPEN 

Acision


Methodology: 

1) “service” -> “CPM-based Service” (when applies)

2) “Service” -> “CPM-based Service” (when applies)

3) “CPM-Communication Service” -> “CPM-based Service” (when applies)

4) Kept “service provider” as is

Information:  Quote from OMA-ORG-Dictionary-V2_7-20080527-D.doc
Service: A selection from the portfolio of offerings made available by a service provider, which the user may subscribe to and be optionally charged for.  A service may utilize one or more service enablers.

NB: I yellow highlighted some “service” occurrences that I left untouched. Group’s feedbacks welcome WRT change/no change.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and accept this change request.
6 Detailed Change Proposal

3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Charging Event
	See [OMA-DICT].

	Communication Capabilities
	See [OMA-CPM-RD].

	CPM-based Service
	A Service that uses the functionalities of the CPM framework to fulfil its communication needs.  Question to the group: the author’s opinion is that there is no need to define “Non-CPM-based Service”. Any different opinion?

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session History
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM Thread
	See [OMA-CPM-RD].

	Device
	See [OMA-DICT].

	Discrete Media
	See [OMA-CPM-RD].

	Enabler
	See [OMA-DICT].

	Large Message Mode
	This mode is used to send a single large CPM Message using MSRP.

	Media
	See [OMA-CPM-RD].

	Media Type
	See [OMA-DICT].

	Media Object
	A piece of Discrete Media that can be referenced by a URL, or included directly in a CPM Message. 

	Non-CPM Communication Service
	See [OMA-CPM-RD].

	Offline Charging
	See [OMA-DICT].

	Online Charging
	See [OMA-DICT].

	Pager Mode
	Sending a single CPM Message of limited size without requiring the establishment of an MSRP session.

	Participant
	See [OMA-DICT].

	Presence Information
	See [OMA-PRS-RD].

	Presentity
	See [OMA-PRS-RD].

	Principal
	See [OMA-DICT].

	Pseudonym
	See [OMA-CPM-RD].

	Pull
	See [OMA-DICT].

	Push
	See [OMA-DICT].

	Service
	See [OMA-DICT].

	User Communication Preferences
	See [OMA-CPM-RD].

	User Plane
	A specification of the Media and Media control signalling (e.g. floor control) between a CPM Client and the CPM Conversation Server, or between two CPM Clients.

	User Preferences Profile
	See [OMA-CPM-RD].


3.3 Abbreviations

	3GPP
	Third Generation Partnership Project

	3GPP2
	Third Generation Partnership Project 2

	CAB
	Converged Address Book

	CPM
	Converged IP Messaging

	DM
	Device Management

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMPS
	Instant Messaging and Presence Service

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	IP-SM-GW
	IP-SMS Gateway

	ISF
	Interworking Selection Function

	ISIM
	IP Multimedia Services Identity Module

	MGCF
	Media Gateway Control Function

	MMD
	3GPP2 Multimedia Domain

	MMS
	Multimedia Messaging Service

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	PoC
	Push to talk over Cellular

	RFC
	Request For Comments

	RTCP
	RTP Control Protocol

	RTP
	Real-Time Transport Protocol

	SDP
	Session Description Protocol

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	SMS
	Short Message Service

	UIM
	User Identity Module

	URL
	Uniform Resource Locator

	USIM
	Universal Subscriber Identity Module

	VAS
	Value Added Services

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMS
	XML Document Management Server

	XML
	eXtensible Mark-up Language


4. Introduction
(Informative)

The Converged IP Messaging (CPM) enabler provides the convergence of multi-media communication services while  leveraging  standardized service functionalities from existing communication enablers like Instant Messaging [OMA-SIMPLE-IM] or Push to talk over Cellular [OMA-POC].
The CPM Enabler provides building blocks, by reuse of existing blocks and by defining new ones, to allow for both the consolidation of present and the creation of future interpersonal interactive multimedia communication services which accommodate different user experiences such as deferred and Immediate Messaging, session-based messaging, and half duplex/full duplex conferencing.

Figure 1 shows a schematic, in which the CPM framework is composed of the set of building blocks, and in which the CPM-based Services (the top-level boxes) are the Services that are built on top of the CPM framework. These Services use the functionalities of the CPM Enabler through the CPM framework to satisfy their communication needs. One particular example of a CPM-based Service is an inter-personal messaging Service. Another example of a CPM-based Service is a game Service that requires communication between specific game-clients using messages or continuous Media.
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Figure 1: Schematic overview of the CPM framework architecture

The CPM Enabler supports one-to-one, one-to-many personal communications, and also communication with Applications.

The CPM Enabler enables the creation of CPM-based Services that allow users to:

· communicate without knowing what network access technology is being used, 

· have parallel conversations,
· concurrently associate several Devices with themselves,

· personalise their CPM-based Services by setting preferences to indicate, for example, which Device(s) messages should be sent to,
· store any type of message and Media in the network.

The CPM Enabler is designed to support interworking with legacy messaging, voice and video services (e.g., SMS, MMS and email) as well as communicating with VAS.
The efficient use of resources (e.g. radio bandwidth) by all of the CPM Enabler’s features will be taken into consideration in the design of the CPM Enabler.
The CPM Enabler will provide the functions identified in [OMA-CPM-RD].

4.1 Version 1.0

This document provides the architecture for the CPM Enabler Version 1.0, which provides the following main functionalities:

· Conversation Handling: The CPM Enabler supports the following conversation requirements:

· Immediate and Deferred Messaging (with temporary server storage of CPM Conversation and subsequent delivery; with mailbox storage, notification, and subsequent retrieval). 

· One-to-one, one-to-many, and one-to-Application CPM Conversation with the selection of any kind of Media (single or multiple). 

· Add or remove Media at the invocation and any time during a CPM Conversation. 

· Add or remove users at the invocation and any time during a CPM Conversation.

· Start a CPM Conversation by sending a CPM Message or establishing a CPM Session.

· Change of Device during a CPM Conversation without disrupting the conversation.

· Media Support: the CPM Enabler supports discrete (text, images, video clip, audio clip, voice clip, binary files) and continuous (e.g. bidirectional voice, streaming video) Media. 

· Group Communication and Management: The CPM Enabler supports the invocation of CPM Group Conversation for CPM Pre-defined and Ad-hoc Groups, which can be modified during CPM Conversations. 

· User Preferences: The CPM Enablers supports several user preferences profiles per user like Office, Home, Meeting etc.. Those are provided for the configuration of user’s Communication Preferences and associate it to the User Preference Profile(s). They are also a way to provide for address/Device/access point selection. 

· User Addressing and environment supporting multiple Devices (N:M scenario): Aiming for best user experience in today's heterogeneous world for services, networks and Devices, the CPM Enabler provides an environment supporting multiple addresses and multiple Devices. Therefore the CPM Enabler supports the following addressing scenarios: 

· Handling of single or multiple addresses on a single Device. 

· Handling of single or multiple addresses on multiple Devices. 

· Support for receiving different Media Types over different Devices on a per user basis.

· Presence Support: The CPM Enabler provides a flexible interaction with the Presence Enabler. While CPM has to provide the needed support for presence, the invocation of the CPM-based Service itself does not require the presence service, and does not mandate an always-on condition for the CPM Users.
· Interworking with Non-CPM Communication Services: The CPM Enabler defines interworking with Non-CPM Communication Services. 

· Network-based Storage: CPM aims to provide a consistent user experience and it therefore includes a network-based storage for the Media as well as the CPM Messages and CPM Session Histories (e.g. stored with contact, time, messages, and shared Media to allow filtering of histories to user's views).  All these data can be synchronized to all the Devices of the CPM User. The storage capabilities are subject to user preferences and service provider policies.

· Application Support: The CPM Enabler supports a generalized interface for VAS to communicate with.

4.2 Security Considerations

The following security aspects are considered in this document:

· SIP signalling security,

· User Plane security,

· Interworking Function security.

The CPM security SHALL be at least as secure as existing OMA Enablers (MMS, SIMPLE IM, IMPS, PoC).

4.2.1 SIP signalling security

The CPM Client SHALL be authenticated prior to accessing the CPM-based Service. The CPM Conversation Server SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core, for securing the service environments e.g. authentication of the Service usage. It is assumed that the access level security is provided by the SIP/IP Core as defined in [RFC3261] to support the integrity and confidentiality protection of SIP signalling.

The SIP/IP Core needs to ensure during registration that the registered CPM Address is allocated and authorised to be used by that CPM User in order to prevent spoofing attacks. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the Device contains USIM/ISIM or UIM/R-UIM/ISIM, the mutual authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

For further SIP signalling, an integrity protection mechanism SHALL be used as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

NOTE:  [RFC3261] mandates the support for HTTP digest authentication [RFC2617], if authentication is performed.

4.2.2 User Plane security

In order to protect user communication against eavesdropping, modification and spoofing, CPM user plane communication between CPM Client and CPM Conversation Server SHOULD be protected to support the integrity and confidentiality, if requested by the CPM User and subject to service provider policies. A suitable mechanism for integrity and confidentiality protection is specified in [OMA SEC_CF].

4.2.3 CPM Interworking Function security

The CPM network SHALL apply the same security measures to the signalling received from non-CPM networks as it would to the signalling received from CPM networks. The CPM network SHOULD apply the same security measures to the user plane communication received from non-CPM networks as it would to the user plane communication received from CPM networks. Subsections 4.2.1 "SIP signalling security", and 4.2.2 "User Plane security" apply.

5. Architectural Model

The CPM Enabler is realized as an enabling framework for communication services building over a client - server architecture concept. It interacts with other network elements and re-uses functions or technologies specified by other OMA Enablers and non-OMA specifications. The proposed architecture is based on the requirements in [OMA-CPM-RD].

5.1 Dependencies

The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA Enablers, it does so under the Enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external Enablers, a policy enforcement step may be required.

The CPM Enabler depends on at least the following technologies:
· SIP session handling as described in [RFC3261]

· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]
· Session Description Protocol  (SDP) as described in [RFC4566]
· Message Session Relay Protocol (MSRP) as described in [RFC4975]
· Real-Time Transport Protocol (RTP) and RTP Control Protocol (RTCP) as described in [RFC3550]
The CPM Enabler depends on technologies provided by external OMA Enablers, including the following:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]

· XML document management technology: XDM Enabler as described in  [OMA-XDM-AD]

· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]

· Charging technology : Charging Enabler as described in [OMA-CHRG-AD]

· Address book technology: Converged Address Book Enabler as described in [OMA-CAB-AD]

· Notification delivery technology: Push Enabler as described in [OMA-PUSH-AD]

Furthermore, the CPM Enabler is dependent on an underlying SIP/IP Core infrastructure to transport SIP messages between CPM entities. A particular instantiation of the SIP/IP Core infrastructure is the IP Multimedia Subsystem as specified in either [3GPP TS23.228] or [3GPP2 X.S0013-002].
5.2 Architectural Diagram
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Figure 2: Detailed View of CPM Architecture
Figure 2 gives a representation of the CPM architecture model, depicting the CPM Enabler components and their interactions with external entities.  

The CPM Enabler consists of the following CPM components: 

· CPM Conversation Server.

· Message and Media Storage Server.

· CPM User Preferences.

· Interworking Selection Function

· Interworking Function(s).

· Notification Entity
· CPM Client.

· Message and Media Storage Client.

The CPM components interact and communicate both directly and indirectly with supporting Enablers (e.g., Presence, XDM, DM, and CBCS) and with the SIP/IP Core as shown in Figure 2 to provide a CPM-based Service.

CPM Client: allows the end user to initiate and access a CPM-based Service by interacting with other CPM components such as the CPM Conversation Server.

Message and Media Storage Client: manages resources stored at Message and Media Storage Server in the network

CPM Conversation Server: acts as the main logic and control unit of the CPM Enabler. The CPM Conversation Server uses Services both from other CPM components and external entities for the realisation of a CPM-based Service.
Message and Media Storage Server: is the network storage for messages and media which includes both management and storage functionalities. It can be accessed both directly and indirectly by other CPM components such as Message and Media Storage Client and CPM Conversation Server.
CPM User Preference: provides functions such as storing, modifying and retrieving of user preferences relating to the CPM-based Services. It can be accessed by other CPM components such as CPM Client and CPM Conversation Server.
Interworking Selection Function: selects the Interworking Function that should perform the actual interworking for a CPM Message or CPM Session.
Interworking Function: provides the communication with external Non-CPM Communication Services.
Notification Entity: provides the delivery of requested notifications.
VAS new services: Applications using CPM to deliver value added services.
Remote CPM Environment: is the CPM environment residing in another (remote) network.

SIP/IP Core: is the underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the CPM Enabler.

Supporting Enablers: Other OMA Enablers being used to support CPM.
Non-CPM Communication Services: Other Services CPM connects to via the Interworking Function.

5.3 Functional Components and Interfaces definition

5.3.1 CPM Functional Entities

5.3.1.1 CPM Client

The CPM Client resides in a Device. It is used to access CPM network entities and includes both core functionality, and service logic related functionality. The other entities in the Device in the CPM architecture supplement the CPM Client functionality; see descriptions of such entities from 5.3.2 External Entities.

The CPM Client involves in the following high level functions: 

· SIP/IP Core related communication

· User Plane communication

· Client side CPM service logic execution

· Communication internal to the Device with the Supporting Enablers clients and the Message and Media Storage Client.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.

The CPM Client SHALL be able to perform the following client-side CPM service logic related functions:

· Generating and receiving CPM Messages within and outside CPM Sessions

· Sending a CPM Message

· Requesting to forward without download a CPM Message

· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects to a CPM Message:

· from the local storage of the Device
· or by providing references to to their location on the Message and Media Storage Server (without requiring their download to the Device)
· Attaching CPM Messages, CPM Session Histories or CPM Threads to a CPM Message:

· from the local storage of the Device
· or by providing references to to their location on the Message and Media Storage Server (without requiring their download to the Device)
· Activating/de-activating storing of CPM Messages during a CPM Session
· Perform CPM Session handling  related functions 
· CPM Session initiation, joining and termination

· Negotiating the Media Types
· Indicating the preferred Media Types

· CPM Session parameter negotiation

· Dynamically adding/modifying/removing media during a CPM Session
· Activating/de-activating storage of CPM Sessions for a CPM User

· CPM Session information request and reception

· Requesting information such as the Media  types currently being used in ongoing CPM Sessions of the CPM User and receiving this information
· Perform CPM Group Session related functions within the limits of group policy

· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Receiving invitations to CPM Group Sessions

· Initiating ad-hoc type of CPM Group Sessions

· Requesting Participant and CPM Group Session state information, and notifications of changes of the Participant and state information

· Setting and modifying own SIP session parameters

· Terminating own participation

· Setting and modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

· Providing the CPM User to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session

· Providing user privacy through use of Pseudonyms for Participants to hide their identity in a group session 

· Be able to hide from the user the selection of the underlying functions required for conveying messages and communication. 

The CPM Client MAY be able to perform the following client-side CPM service logic related functions:

· Usage of multiple Devices

· Activating splitting and merging and transferring CPM Sessions between Devices

· Allowing the CPM User to create/modify a Device name

· Communicating the Device name to the CPM Conversation Server (e.g. as part of the Device information)
· Accessing the list of the registered Devices (i.e. the list of names of his/her Devices)

· Providing view of stored CPM Threads 
The CPM Client is responsible for the following functions related to internal communication within a Device:

· Communicating with Presence Source, Presence Watcher, XDM Client , Message and Media Storage Client and CAB Client

· Communicating with Device Management Client for getting CPM service provisioning and other Device configuration information

The CPM Client is responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections

· Generating and receiving User Plane requests and responses

· User Plane floor control requests when applicable 

5.3.1.2 Message and Media Storage Client

The Message and Media Storage Client manages resources stored at Message and Media Storage Server in the network. The Message and Media Storage Client SHALL be responsible for the following data management functions:

· Managing and consuming resources stored at the user’s own Message & Media Storage

· Retrieving and deleting CPM Messages, CPM Session Histories, CPM Threads and Media Objects (or previews) from the Message and Media Storage Server

· Uploading CPM Messages, CPM Session Histories, CPM Threads and Media Objects to the Message and Media Storage Server

· Creating (and deleting) folders and subfolders

· Moving and copying CPM Messages, CPM Session Histories, CPM Threads and Media Objects between folders

· Creating and updating metadata of CPM Messages, CPM Session Histories, CPM Threads, Media Objects and folders, including access policy settings

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, Media Objects and folders residing in the Message and Media Storage Server, with or without filtering criteria
· Synchronizing (e.g. periodically and/or partially) with the local storage on the Device(s) of a CPM User, including proper handling of locally deleted items
· Managing and consuming (e.g. retrieving, previewing, viewing) resources from other CPM User’s Message and Media Storage Server based on received information and access right to that data.

The Message and Media Storage Client also supports local deletion, i.e. deletion of CPM Messages, CPM Session Histories, CPM Threads and Media Objects from the local storage of the Device of a CPM User while retaining them on the Message and Media Storage Server in the network.
5.3.1.3 CPM Conversation Server

5.3.1.3.1 Overview
The CPM Conversation Server handles CPM Sessions, CPM Messages, and Media and enforces CPM User Preferences and service provider policies.

The CPM Conversation Server comprises functions specific to a CPM User and a common controlling function.

The following are the functions specific to a CPM User:

· CPM Participating Function.

· CPM Conversation History Function.

· CPM Deferred Messaging Function. 
These functions specific to a CPM User are provided when the CPM User initiates an originating request or receives a terminating request.
The common controlling function is:

· CPM Controlling Function.

When providing the CPM Controlling Function, the CPM Conversation Server terminates the incoming requests, and is typically able to distribute requests to multiple recipients and handle group communication. The CPM Controlling Function is provided for any authorized CPM User in a CPM group communication.

5.3.1.3.2 CPM Participating Function

The CPM Participating Function is a user-specific function performed in the user’s home network.

The CPM Conversation Server performing the Participating Function SHALL:

· Enforce policies when handling originating and terminating CPM Session requests and CPM Messages according to the user preferences/service provider’s policies as follows:
· Validate CPM User’s service subscription, if the subscription to a CPM-based Service is managed by the CPM service provider.

· Give precedence to service provider policies over user preferences, when applicable.

· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages via the Charging Enabler
· For CPM Session handling:

· Manage CPM Session initiation, modification and termination for originating or terminating users.

· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the involved CPM Client.

· Provide SDP negotiation support.

· Support for multiple SIP sessions handling in a single CPM Conversation.

· Support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.

· Support content adaptation and provide content adaptation notifications.

· For CPM Message handling:

· Provide sending and receiving of CPM Messages for originating and terminating CPM Users.

· Provide support for delivery notifications and read reports.
· Involve the CPM Deferred Messaging Function for storage and delivery of CPM Messages to be deferred when the recipient is offline or not willing to receive them, based on user preferences.

· Support content adaptation and provide content adaptation notifications.

· Interact with the Message and Media Storage Server to handle a request from a CPM Client to send a CPM Messages with referenced stored resources without prior download of the resource to the Device.

· Interact with the Message and Media Storage Server to handle a request from a CPM Client to forward the referenced stored CPM Messages or CPM Session Histories without prior download.
· For multiple Device handling:

· Support multiple Device handling based on Media characteristics, Communication Capabilities, user preferences and/or service provider’s policies:

· Support delivery of CPM Session Invitations and CPM Session modification requests to more than one Device for a CPM User.

· Support delivery of CPM Messages to more than one Device for a CPM User.

· Support delivery of continuous Media to more than one Device for a CPM User.

· Support sending delivery notification and read report to more than one Device for a CPM User.

· Support notification of a deferred CPM Message to more than one Device.

· Ensure that only one delivery notification or read report is sent to the originator of the CPM Message in case the CPM Message was delivered to multiple devices.
· Support routing of a CPM Session with identical media characteristics to multiple registered Devices.
· Support routing of a CPM Session with a different subset of the media characteristics to multiple registered Devices.
· Provide information such as the Media types used in ongoing CPM Sessions involving multiple Devices

· Support same CPM Session for multiple registered Devices.

· Support the transfer of a CPM Session between Devices of a CPM User.

· Support the transfer of a subset of Media Types of a CPM Session to a different device of a CPM User.
· Support request from the CPM Client to access information related to the Devices of the CPM User e.g. to determine the list of CPM Sessions per registered Device.

· Involve the Interworking Selection Function for CPM Sessions and CPM Messages that are to be routed towards Non-CPM Communication Services, based on recipient’s user preferences and service provider policies.

· For storage of CPM Conversations:

· Involve the CPM Conversation History Function for the storing of CPM Conversations to the Message and Media Storage Server based on either a CPM Client’s request or user preferences.

The CPM Conversation Server performing the Participating Function MAY:

· Support capabilities for lawful interception

· Act as Presence Source and Presence Watcher.

The capabilities of the CPM Participating Function are based on existing Enablers and their further evolution to meet CPM requirements when necessary.
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