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1 Reason for Contribution

This contribution requests clarification about several CPM V1.0 requirements that were identified as potentially impacting the XDM enabler.
2 Summary of Contribution

The list of CPM requirements from OMA-MWG-CPM-2008-0171R04 were analyzed, and section 3 presents the CPM V1.0 requirements that need additional clarification.
3 Detailed Proposal

General Notes:

The CPM RD makes frequent use of the term “preferences”, and PAG is examining all such requirements for potential XDM impacts. 

In general, a user’s communication capabilities / preferences may be enforced in a variety of ways, such as:

a. A device setting (e.g. ring style set to vibrate).
b. A capability reported to the core network (e.g. including “+g.poc.talkburst” feature tag in SIP REGISTER). 
c. A preference reported directly to an application server (e.g. Do-Not-Disturb indication published to the PoC Server). 
d. A preference that is shared with other users/entities (e.g. “willingness to communicate via PoC” published to the Presence Server). 
e. A preference that is stored in the network by the user and 
i. accessed by an application server (e.g. automatically reject incoming communication request based on blacklist).
ii. accessed by devices (e.g. to have common settings across all or subset of user’s devices)

NOTE: XDM is only concerned with case (e). 
	CPM-HLF-002
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:

· his addresses

· his devices

· the message type

· the Media Types
· the message priority
	CPM V1.0


PAG’s current working assumption is that there are only two types of CPM “preferences” that have PAG impacts:

· CPM-HLF-002: Preferred handling of incoming communication requests and media (e.g. reject messages from black-listed users, route message to network-based storage, etc); and

· CPM-HLF-019: Preferred communication means (e.g. based user’s communication preferences and communication capabilities).

Question 1) Is this above assumption correct?  For example, are there any preferences that do not fall under the above categories (such as preferences related to outgoing communication requests or media)? 

PAG’s current working assumption is that there are no per-device preferences that fall under case (e) in section 3 above (i.e. no XDM-based per-device preferences).  Also, it is unclear whether a device identifier exists which would be known to both the device (which creates and manages the XDM-based preferences) and the application server (which enforces the XDM-based preferences).
Question 2) Are there any per-device preferences that fall under case (e) in section 3 above? If so, can MWG-CAB provide a list of per-device preferences that must be supported by XDM?
Question 3) What is a message type (see CPM-HLF-002)?

Question 4) What is a message priority (see CPM-HLF-002)?
	CPM-HLF-014
	For each of his devices, the CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile, even if the profile was created using a different device.
	CPM V1.0

	CPM-HLF-014a
	The CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile for address and device combinations.
	CPM V1.1


Question 5) In CPM V1.0, is it sufficient that there be one active profile per address (irrespective of device)? 
	CPM-HLF-015
	The CPM Enabler SHALL allow the CPM User to set his User Communication Preferences.

Examples of scope of settings:
· Settings applying to all the devices that he chooses
· Individual settings per device
· Per contact or category of contacts
The settings can be grouped inside the User Preferences Profiles.
	CPM V1.0


Question 6) Can MWG-CPM provide a complete list of User Communication Preferences? 

Question 7) Do we need to store in the network the User Communication Preferences for a given User Preference Profile (e.g. so that Presence Sources learn what user communication preferences to publish).

Question 8) What entities “use” the User Communication Capabilities / Preferences:

a. Other users?

b. CPM Server?
NOTE: PAG’s current working assumption is that communication capabilities / preferences will be conveyed via presence, and the Presence Sources determine the user communication preferences by some out-of-scope means.  If so, then CPM-HLF-015 has no XDM impact.

	CPM-CONV-006
	The CPM Enabler SHOULD allow CPM User to set preferences for storing the CPM Messages based on the Media forms (e.g. store text and voice messages but delete video messages or streams).
	CPM V1.0


XDM V2.0 supports a preference to route to network-based storage based on media type (e.g. pager mode message, session-based message, audio, video, etc).  It is PAG’s current working assumption that actual storage of CPM messages is a CPM-only issue.  For example, a message can be routed to network-based storage based on XDM-based preferences (i.e. user access policy), but it is out of scope of XDM whether the network-based storage actually stores the message, discards it, stores the message and sends notification to user, etc.
Question 9) Is the above assumption correct? (If so, then CPM-CONV-006 has no XDM impact). 
	CPM-CONV-033
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants.

The CPM Session SHALL be modified based on the group and provider’s policies, e.g.:

· CPM Session is only modified if all Participants accepted the request (group policy).
· CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0


Question 10) Please provide additional details about CPM-CONV-033. 
	CPM-DEF-003
	When the expiry time associated with a Deferred Message is reached the CPM Enabler SHALL take one of the following actions according to user preferences and/or service provider’s policy:

· Discard the CPM Message
· Store the CPM Message in the network-based storage
· Extend the expiry time of the CPM Message
	CPM V1.0


Question 11) CPM-DEF-003 states “… according to user preferences and/or service provider’s policy”.  Is the action to take following the expiry time based on user preference or not (i.e. SP policy only)?
	CPM-MLD-001
	The CPM Enabler SHALL be able to deliver either the entire CPM Message or a notification of an available CPM Message to all or a subset of the devices of the CPM User based on message characteristics, Communication Capabilities, user preferences and/or service provider's policy. 
	CPM V1.0

	CPM-MLD-002
	The CPM Enabler SHALL be able to deliver continuous Media to all or a subset of the devices with which the CPM User is registered based on Media characteristics, Communication Capabilities, user preferences and/or service provider’s policy.
	CPM V1.0

	CPM-MLD-003
	The CPM Enabler SHALL send delivery notification and/or read reports to all or a subset of the devices of the CPM User dependent upon the user preferences and/or service provider's policy.
	CPM V1.0

	CPM-MLD-006
	The CPM Enabler SHALL be able to deliver a CPM Session Invitation to all or a subset of the devices of the CPM User dependent upon the user's preferences, device capabilities and/or service provider's policy.
	CPM V1.0

	CPM-MLD-xxx
	The CPM Enabler SHALL be able to, when the CPM User has accepted the CPM Session Invitation on one of his/her devices, based on CPM User settings and service provider's policy, keep the outstanding CPM Session Invitations pending on the other devices left pending until acceptance, rejection, or expiration (instead of cancelling these outstanding CPM Session Invitations immediately).
	CPM V1.1

	CPM-MLD-yyy
	The CPM Enabler SHALL be able to, when the CPM User has rejected the CPM Session Invitation on one of his/her devices, based on CPM User settings and service provider's policy, keep the outstanding CPM Session Invitations pending on the other devices until acceptance, rejection, or expiration (instead of cancelling these outstanding CPM Session Invitations immediately).
	CPM V1.1

	CPM-MLD-016
	The CPM Enabler SHALL keep all CPM Threads, a subset of the CPM Threads, or a subset of stored CPM Messages / CPM Session Histories, the whole folder hierarchy (where CPM Messages, CPM Session Histories and/or CPM Threads are stored) or a subset of the folder hierarchy up-to-date on all of the end-user’s devices, irrespective of on which device these messages are created (e.g. drafts) and/or received, depending on service provider's policy and/or end-user preferences and filtering-rules.
	CPM V1.0

	CPM-MLD-017
	The CPM Enabler SHALL keep all stored CPM Messages-states (e.g. “read-indications”, “reply-indications”, etc) up-to-date on all of the end-user’s devices, irrespective of on which device changes to these CPM Messages-states occur, depending on service provider's policy and/or end-user preferences and filtering-rules.
	CPM V1.0


Question 12) It is PAG’s working assumption that the CPM requirements categorized as “multi-devices environment items” do not require any special XDM support.  Can MWG-CPM please confirm? 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the above questions, so that PAG can finish preparing the XDM 2.1 RD for formal review.
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