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1 Reason for Change

This contribution proposes to resolve the following comments. The comments are on the interworking TS and CR 264 has been submitted to close those comments. But there is also impact on the Conv TS which are handled in this CR.
	E307
	2010.01.22
	T
	5.2.3.1.1.3
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: We do not seem to respect IMDN rules with this table. E.g. the IMDN request could contain specific instructions we have to adhere to.

Proposed Change: Explain and update table.
	Status: OPEN


	E319
	2010.01.22
	T
	5.2.3.1.1.4
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: We do not seem to respect IMDN rules with this table. E.g. the IMDN request could contain specific instructions we have to adhere to.

Proposed Change: Explain and update table.
	Status: OPEN


As well, the CR takes into account latest IETF advice on IMDN construction. 
Clarifying text from one of the RFC 5438 IMDN authors (see http://www.ietf.org/mail-archive/web/simple/current/msg08759.html ):
==========
If a endpoint or intermediary wants to send an IMDN that contains IMDN-Route, it sends the IMDN to the first IMDN-Route entry. In SIP terms, that means the R-URI will be the first IMDN-Route entry.

Section 7.1.1, paragraph 4, and section 8 paragraph 5 each say that the IMDN is sent to the topmost IMDN-Route header. It doesn't go into details on how one constructs the R-URI. But that's pretty much what "send to a URI" means in SIP.
Section 12.1, paragraph 1 says that SIP proxies MUST NOT generate IMDNs but MUST forward them like they would any other SIP request.
===========
The consequence of this is that when either the CPM Client, or the IWF acting as a CPM Client, constructs the IMDN, it must take into account the IMDN-Route header (which is built based on the IMDN-Record-Route header of the related CPM Message as per RFC5438), and use the topmost IMDN-Route header value as the value to put in the Request-URI.
R01: Updated with R&A comments
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be discussed and agreed.
6 Detailed Change Proposal
Change 1: update to section 7.2.7.1
7.2.7.1 Generate Delivery Notification

1. On receipt of a SIP MESSAGE or MSRP SEND request, the CPM Client SHALL check whether the message contains the request for a successful delivery notification element in a CPIM header as described in [RFC5438];
2. If true, the CPM Client SHALL construct a successful delivery notification (IMDN) according to the rules and procedures of [RFC5438] and with the following additional clarifications. Otherwise, no further steps are required;
a. If an IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the topmost entry from the IMDN-Route header;
b. If no IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request; 
c. SHALL set the CPIM To header to the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;


d. The CPM Client SHALL send the SIP MESSAGE request carrying a successful delivery notification.
Change 2: update to section 7.2.7.2
7.2.7.2 Generate Read Report

On receipt of a CPM Message by the CPM Client:

1. The CPM Client SHALL check whether the message contains the request for display notification element in CPIM header as described in [RFC5438] to generate a read report;
2. If true, when the CPM Client determines that the CPM User has read the message (e.g. by user confirmation), the CPM Client SHALL construct a read report according to the rules and procedures of [RFC5438] and with following additional clarifications.  Otherwise, no further steps are required;
a. If an IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the topmost entry from the IMDN-Route header; 
b. If no IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of received SIP MESSAGE request;
c. SHALL set the CPIM To header to the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;
d. SHALL send the SIP MESSAGE request carrying a read report.
Change 3: update section 8.3.2.1.1
8.3.2.1.1 Deliver CPM Pager Mode Message to a CPM Client
Upon receiving a SIP MESSAGE request destined to a terminating CPM User, the CPM Participating Function:
1. SHALL check that  the authenticated originator's CPM Address of the sender in the CPM message is not rejected according to the Access Policy as follows: 

a. Check for rules where the <conditions> element  evaluates to true for the CPM service by evaluating the <service-list> elements and  <service> elements with the attribute “featuretag” set to the value ‘3gpp-service.ims.icsi.oma.cpm.msg ’ as described in [OMA-XDM-Policy]. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

Editor's note: It is assumed that the [OMA-XDM-Policy] will be updated to store the user preferences related to access policy for CPM. 

Editor's note: The parameters used in this procedure are the same as those already defined in [OMA-XDM-Policy].

b. Check for rules where the <conditions> child element <media-list> evaluates to true for the defined CPM media pager-mode-message. If such rules exist, continue to evaluate the rules in the next step, otherwise continue in step 2.

c. Check for rules where the <conditions> element evaluates to true for the sending CPM User. If such rules exist continue to evaluate the rules in the next step, otherwise continue in step 2.

d. Check for rules that evaluates to true for the CPM media pager mode message with the value “true”  in the <allow-reject-invite > action element defined in [OMA-XDM-Policy] 

· If a rule in step d) has been evaluated to true, the incoming CPM message SHALL be rejected, and the CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to  “122 Function not allowed” Otherwise, continue with the rest of the steps;

2. Shall apply service provider policies on message size and content as follows: 

a. SHALL check the message content against the service provider policies specified for the service and for the CPM User. If the content does not conform to the policies, the CPM Participating Function SHALL respond with a SIP 415 “Unsupported Media Type” response with the list of supported formats and/or media types to the originating client. Otherwise, continue with the rest of the steps; 

3. If the “Expires” header is included, it SHALL check if the CPM Message is still valid. If not, the CPM Message is handled based on local policy (e.g. discard the CPM Message);

4. SHALL check the Active User Preference Profile for the user’s instruction on how to handle the incoming message 

a. If the user is not registered or has set his availability status to “not available” and his preferences are to

i. Reject the message

a) if the incoming message has requested the disposition-state of the CPM Message defined in [RFC5438], the CPM Participating Function SHALL generate a disposition notification for negative-delivery as per section 8.3.2.2.1 “Handling Disposition Notification”;
b) The CPM Participating Function SHALL respond with a SIP 403 Forbidden response as specified in [RFC3261]. The CPM Participating Function SHOULD include a Warning header with the warning text set to “122 Function not allowed”. Otherwise, continue with the rest of the steps;
ii. Defer the message

· The CPM Participating Function SHALL put the message in the Deferred CPM Messages queue and SHALL respond with a SIP 202 “Accepted” response.

iii. Store the message

c) If the incoming message has requested the disposition-state of the CPM Message defined in [RFC5438], the CPM Participating Function SHALL perform the procedures specified in section 8.3.2.2.2 “Handling Disposition Notification for Delivering CPM Message to Message Storage Server”. Otherwise, continue with rest of steps;
d) The CPM Participating Function SHALL store the message in the user’s message store. The CPM Participating Function SHALL respond with a SIP 200 “OK” response.

iv. Forward the message

e) The CPM Participating Function SHALL set the Request-URI to the value of the “Forward-To” address stored in the user’s preferences and SHALL send the incoming message to that address;

v. Deliver the message as a non-CPM message

· The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in xxx.
vi. Deliver the message as both CPM Message and non-CPM message

· The CPM Participating Function SHALL execute step 6 below to deliver the message as a CPM Message to all CPM devices expected to receive the message, and;

· The CPM Participating Function SHALL invoke the Interworking Selection Function by sending the message to the ISF as described in 8.3.2.5 “Interworking on Terminating Side ”.

How to set the availability status of the CPM user is TBD

The actual names of the parameters in step 1 used to check the user preferences will be included once they are defined by PAG in XDM 2.1

b. If the user is registered, continue with the rest of the steps. 
Editor’s note: align this set of options with the SD
5. SHALL check if the CPM User’s preference for history recording is set to active and if set to “active”, it SHALL execute the processing described in 8.6 “Record CPM Conversation History”.
6. SHALL check the user preferences, device capabilities, device connectivity and server provider policies of the user to determine which CPM Clients should receive the request, the CPM Participating Function:
a. SHALL duplicate the request for each selected CPM Client;
b. SHALL set Request-URI in each request to each selected CPM Client’s public GRUU obtained in the registration NOTIFY request as specified in the section 8.1.3 “Handling Registration Event Information ”;
c. if the CPM Message was recorded on step 5, it SHALL include the UID information retrieved in section 8.6 “Record CPM Conversation History” in the xxx header of CPIM header of the request;
Editor’s note:  Detailed schema in xxx header of CPIM header is FFS
d. SHALL send the request via the SIP/IP core towards each of the user’s selected CPM Clients.
Upon receiving the first SIP 2xx final response from one of the selected CPM Clients, the CPM Participating Function SHALL send the SIP final response along the signalling path towards the originating CPM Client according to the rules and procedures of [RFC3261]; Any further 2xx, 3xx or error SIP final responses received from other CPM Clients SHALL NOT be sent back towards the originating CPM Client..
Change 4: update sections 8.3.2.2, 8.3.2.2.1 and 8.3.2.2.2
8.3.2.2   Handling Disposition Notification

8.3.2.2.1   Handling Disposition Notification
When failing to deliver a CPM Message, the CPM Participating Function SHALL generate a disposition notification for a negative-delivery according to the rules and procedures of [RFC5438] and with these clarifications, if the originating CPM Client has requested a “negative-delivery” notification, the CPM Participating Function:
1. If an IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the topmost entry from the IMDN-Route header; 
2. If no IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of received SIP MESSAGE request;
3. SHALL set the CPIM To header to the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;
4. SHALL send the SIP MESSAGE request carrying the disposition notification.
When receiving a SIP MESSAGE request carrying a delivery notification or a read report -, the CPM Participating Function:

1. SHALL extract the message-id and disposition type from the IMDN in the SIP MESSAGE request;
2. If there are cached message-ids, SHALL check whether the extracted messsage-id is the same as one of the cached message-ids.  
a. If the value is the same, the CPM Participating Function SHALL check whether the extracted disposition type is the same as the cached disposition type:
· if it is the same that a disposition of this type was already sent, the CPM Participating Function SHALL NOT forward the SIP MESSAGE request towards the originating CPM Client;
· otherwise, the CPM Participating Function SHALL cache the message-id and the disposition type and SHALL forward SIP MESSAGE request to the originating CPM Client.
b. Otherwise, the CPM Participating Function SHALL cache the extracted message-id and the disposition type and SHALL forward the SIP MESSAGE request to the originating CPM Client
3. If there are no cached message-ids, the CPM Participating Function SHALL cache the extracted message-id and the disposition type and SHALL forward SIP MESSAGE request to the originating CPM Client.

8.3.2.2.2Handling Disposition Notification for Delivering CPM Message to Message Storage Server
The CPM Participating Function; 
1. SHALL remove the Disposition-Notification Header Field in CPIM header of original MSRP SEND or SIP MESSAGE request as defined in [RFC5438];
Note: if present, the request for read report is not removed by the CPM Participating Function. 
2. The CPM Participating Function SHALL store the message in the user’s message store and SHALL determine whether specific content needs to be stored in the content store as described in yyy.
3. The CPM Participating Function SHALL respond with a SIP 200 “OK” response
4. SHALL generate  a successful delivery notification to the originating CPM Client according to the rules and procedures of [RFC5438] with the following clarifications:
a. If an IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the topmost entry from the IMDN-Route header; 
b. If no IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;
c. SHALL set the CPIM To header to the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;
5. SHALL send the SIP MESSAGE request carrying the disposition notification;

Editor’s note: yyy is ffs. 
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