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1 Reason for Change

The following two CONRR comments against the Conversation Functions TS are still open:

	D663
	2010.01.24
	T
	9.1.1
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Step 5: Instead of pointing to another section, include the information in that section here, for better readability.

Proposed Change: 
	Status: CLOSED
Closed by OMA-COM-CPM-2010-0697.

	D686
	2010.01.24
	T
	9.1.3
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Step 5: Instead of pointing to another section, include the information in that section here, for better readability.

Proposed Change: 
	Status:  CLOSED
Closed by OMA-COM-CPM-2010-0697.


This change request handles these two comments by first integrating the procedures for handling a Pager Mode CPM Message to a CPM Ad-hoc Group and for handling a Pager Mode CPM Message to a CPM Pre-defined Group, and then integrating the section for sending out a Pager Mode CPM Message in this procedure. 

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update section 9.1.1 (integrate sections 9.1.3 and 9.1.5)
9.1.1 Pager Mode CPM Message Handling
Upon receiving a SIP MESSAGE request containing the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.msg’ the CPM Controlling Function:

1. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:

a. SHALL check if the authenticated originator's CPM Address contained in the P-Asserted-Identity header is an authorized address to use functionalities of the CPM Controlling Function.

i. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to 127 Service not authorised”.

ii. Otherwise, continue with the rest of the steps;

b. SHALL check if the SIP MESSAGE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed for the authenticated originator’s CPM Address.

i. If not allowed, the CPM Controlling Function SHALL return with a SIP 403 "Forbidden" error response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “119 Anonymity not allowed”.

ii. Otherwise, continue with the rest of the steps.

c. SHALL check if the number of recipients exceeds the maximum allowed by local policy.

i. If it does, then the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “102 Too many recipients”.

ii. Otherwise, continue with the rest of the steps;

d. SHALL check if the MIME resource-list body includes an empty URI list 

i. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to“129 No destinations”.
ii. Otherwise, continue with the rest of the steps;
e. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5365];
2. Otherwise, the CPM Controlling Function:

a. SHALL check if the authenticated originator's CPM Address contained in the P-Asserted-Identity header is authorized to send a CPM Message to the Pre-defined Group by the group policy.
i. If not authorized the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “127Service not authorised”.

ii. Otherwise, continue with the rest of the steps;

b. SHALL check if the CPM Pre-defined Group address in the Request-URI exists in [OMA-XDM-Group].
i. If the CPM Pre-defined Group address does not exist, then the CPM Controlling Function SHALL return a SIP 404 "Not found" response.
ii. Otherwise, continue with the rest of the steps;
c. SHALL check if the CPM Pre-defined Group address in the Request-URI is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service.
i. If the CPM Pre-defined Group address does not support CPM service, then the CPM Controlling Function SHALL return a SIP 488 "Not Acceptable" response.

ii. Otherwise, continue with the rest of the steps;
d. SHALL check if the SIP MESSAGE request received for a CPM Pre-defined Group has anonymity requested
and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group].

i. If not allowed, the CPM Controlling Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. The CPM Controlling Function SHOULD include a Warning header with the warning text set to “Anonymity not allowed”.

ii. Otherwise, continue with the rest of the steps;

e. SHALL check if the Request-URI identifies a CPM Pre-defined Group with empty Group List 

i. If the Group List is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response. The CPM Controlling Function SHOULD include a Warning header with the warning text set to ”129 No destinations”.

ii. Otherwise, continue with the rest of the steps;

f. SHALL retrieve the members belonging to the CPM Pre-defined Group by interacting with [OMA-XDM-Group];
3. SHALL send a SIP MESSAGE request towards each CPM Group member, the CPM Controlling Function; 

a. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428];

b. SHALL copy the values in Accept-Contact header from the received SIP MESSAGE request in the outgoing SIP MESSAGE request, if any Accept-Contact header was received;

c. SHALL set the Request-URI to the CPM Address or non-CPM Address of the CPM Group member;

d. If the received SIP MESSAGE request was sent to a CPM Ad-hoc Group, the CPM Controlling Function SHALL include authenticated originator's ‘CPM Address of the sending CPM User;

e. If the received SIP MESSAGE request was sent to a CPM Pre-defined Group, the CPM Controlling Function SHALL include authenticated originator’s CPM Address with the following clarification:

i. Set the P-Asserted-Identity header to the CPM Pre-defined Group address;

ii. If privacy was requested by the sending CPM User, the CPM Controlling Function SHALL include a Referred-By header with anonymous URI;

iii. Otherwise, SHALL include a Referred-By header with the authenticated originator's CPM Address contained in the P-Asserted-Identity header of the received SIP INVITE request.

f. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Server as specified in Appendix D ”Release Version in User-agent and Server headers”;
g. SHALL include all the other received SIP headers as well as the body of the received SIP MESSAGE request in each outgoing SIP MESSAGE request;
h. SHALL send the SIP MESSAGE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.

Editor’s note: It is FFS how to handle disposition notification requests in an incoming request towards the CPM CF.

4. SHALL send a SIP 202 "Accepted" response to the received SIP MESSAGE request along the Signalling Path according to [RFC3261].

Change 2:  Remove section 9.1.3
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