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1 Reason for Change

This CR proposes the resolution for following CONRR comments:
	D231
	2010.01.22
	Q
	7.2.7
	Source: Alcatel-Lucent

Form: OMA-CONR-2010-0016-CPM_V1_0_Comments_ALU

Comment: Assuming the intent of this section is to specify Message Disposition Notification for large message mode as well as SIP pager mode, there is a missing description of where the IMDN header fields are packaged in the originating side for the large message mode.  

Proposed Change: Needs to add the missing requirement that the same IMDN trace fields defined for SIP Message be present in the SIP invite of the MSRP session as a CPIM header of original MSRP SEND or SIP MESSAGE as defined in [RFC5438].
CR to be prepared.
	Status: CLOSED
Already addressed by previous CR.

	D232
	2010.01.22
	T
	7.2.7
	Source: NSN

Form: OMA-CONR-2010-0017-CPM_V1_0_Comments_NSN_Nokia

Comment:  sending of delivery reports and read reports should also be dependent on target user settings.

Proposed Change: rewrite 7.2.7 and subsections such that “SHALL” on these features is being made conditional on target user’s permission.
	Status: CLOSED by OMA-COM-CPM-2010-0771-CR_CONV_TS_CONRR_D231_to_D234

	D233
	2010.01.22
	T
	7.2.7
	Source: Christophe Le Thierry D’ennequin
Form: OMA-CONR-2010-0019-CPM_V1_0_Comments_LGE
Comment: following is not fulfilled yet.

“ the originating user MAY receive aggregated disposition notifications.”
CPM Client sets the Request-URI to the address included in Referred-By header of SIP MESSAGE or SIP INVITE, which makes impossible for the aggregation.

Also, there is no procedure description for the aggregation at the server side.

Proposed Change: find a solution.
	Status: CLOSED by OMA-COM-CPM-2010-0771-CR_CONV_TS_CONRR_D231_to_D234

	D234
	2010.01.22
	T
	7.2.7
	Source: Basavaraj

Form: doc #CONR-2010-0023

Comment: Clarify handling of Read Report and Delivery report handling when message is stored in the MSS 

Proposed Change: Update proposal as in OMA-MWG-CPM-2009-0539R01 addressing R&A comments
	Status: CLOSED by OMA-COM-CPM-2010-0771-CR_CONV_TS_CONRR_D231_to_D234


Note, the CONRR comments were originally for section 7.2.7 but the corresponding section in the latest version of TS is 7.2.9.2.

Further details of CONRR comment D234:

The changes that were proposed in 2009-539R01 are adopted to the new text in the section and also addressing the below R&A comments

	
	Miss Lee Hyeonsoo
	LG Electronics Inc.
	No
	1. I am not clear what the "Handle-read-report" is. If it is new, we need a definition like that. 2. In step 2-d, instead of explanation, I think to include a step of checking this flag can be better.
[Samsung] “Handle-read-report” is now “\generate-read-report” in this CR. It is as described in Message Storage TS CR.

	 
	Mr. Hong Joo Choi
	Hansol Inticube
	Yes
	Question for clarification in step#1: where is the "Handle-Read-report" flag stored? If message storage, what if the user has set his/her user preference not to store the message? there seems no way to check the flag. So, isn''t it sufficient to leave it as an implementation issue?
[Samsung] The proposed flag is stored in MSS. If message is not stored in MSS then there are procedures already described for PF to suppress duplicate read-reports. 
In step#2-d: How can the CPM Client access Message Storage Server? If the author means it can do via the Message Client, it needs to be clarified. In addition to it, I''d like to raise again the same question, What if the message is not supposed to be stored in the storage? This step doesn''t seem working in that case. 
[Samsung] We do not describe internal communication between components on the device e.g., CPM Client accessing XDM Client. So this is ok.

	 
	Mr. van Wingerde Gertjan
	Acision
	No
	Acision accepts the explanation given by Samsung on the use of the /Seen flag and the introduction of the new flag.
However, this also means that this new flag needs to be described in the Message Storage TS.
[Samsung] Described in another Message Storage TS CR
P.S. Acision is not thrilled about the name and semantics of this flag, but this can be handled later (i.e. when the flag is formally introduced in the Message Storage TS).
[Samsung]  Renamed from “Handle-read-report” to “\generate-read-report”. We do not have any strong opinion on the naming.


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-CPM is recommended to agree on the proposal.
6 Detailed Change Proposal

Change 1: Read Report handling when message is stored in MSS
7.2.9 Disposition Notification

The disposition notification mechanism in CPM is an extension to the specification in [RFC5438] as follows:

1. An original message requesting disposition notification can be sent using a MSRP SEND request in case of Large Message Mode CPM Message.

When a CPM User requests to obtain the disposition-state of the sent CPM Message, the CPM Client SHALL include a disposition notification request in a CPIM header field of the sent CPM Message. Disposition notifications for CPM are delivery notification and read report. 

In the case where a terminating CPM Client receives a CPM Message with the disposition notification request, if allowed by the local device’s settings, the terminating CPM Client SHALL reply to the disposition notification request by sending a disposition notification message.  The disposition notification message is sent using a SIP MESSAGE request.

In the case that a CPM Message containing a disposition notification request is targeted at multiple recipients (i.e. pre-defined/ad-hoc group) or multiple different types of disposition notifications are requested for the same CPM Message, the originating user MAY receive aggregated disposition notifications.

7.2.9.1 Generate Delivery Notification

On receipt of a CPM Standalone Message, the CPM Client: 
1. SHALL check whether the message contains the request for a successful delivery notification element in a CPIM header as described in [RFC5438];

2. If true and allowed by local device’s settings, the CPM Client SHALL construct a successful delivery notification (IMDN) according to the rules and procedures of [RFC5438] with the following additional clarifications. Otherwise, no further steps are required;

a. If an IMDN-Record-Route header was received in the corresponding CPM Message, the CPM Client SHALL include in the Request-URI the topmost entry from the IMDN-Route header;

b. If no IMDN-Record-Route header was received in the corresponding CPM Message, the CPM Client SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;

c. The CPM Client SHALL set the CPIM To header to the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;
d. The CPM Client SHALL include in the Conversation-ID header the value received in the original CPM Standalone Message and a Contribution-ID header with a newly generated value;
e. The CPM Client SHALL send the SIP MESSAGE request carrying a successful delivery notification.

7.2.9.2 Generate Read Report

On receipt of a CPM Message by the CPM Client:

1. The CPM Client SHALL check whether the message contains the request for display notification element in CPIM header as described in [RFC5438] to generate a read report;
a. If it contains the request for display notification, the CPM Client SHALL check if the message is stored in the CPM User’s network-based Message Storage.

i. If it’s stored, the CPM Client SHALL check “\generate-Read-Report” status flag attribute as described in [OMA-CPM_TS_MessageStorage]. 

1. If it is false, proceed with step 2; 

2. Otherwise, no further steps are required.

ii. Otherwise, proceed with step 2.

b. Otherwise, no further steps are required.
2. When the CPM Client determines that the CPM User has read the message (e.g. by user confirmation) and allowed by local device’s settings, the CPM Client SHALL construct a read report according to the rules and procedures of [RFC5438] and with following additional clarifications.  Otherwise, no further steps are required;

a. If an IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the topmost entry from the IMDN-Route header;

b. If no IMDN-Record-Route header was received in the corresponding CPM Message, SHALL include in the Request-URI the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of received SIP MESSAGE request;
c. SHALL set the CPIM To header to the public GRUU included in the Contact header of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;

d. The CPM Client SHALL include in the Conversation-ID header the value received in the original CPM Standalone Message and a Contribution-ID header with a newly generated value;
e. SHALL send the SIP MESSAGE request carrying a read report.
f. If the message is stored in the Message Storage Server, the CPM Client SHALL send a request to set “\generate-read-report” status flag attribute to true for the corresponding message in the Message Storage Server as described in section 6.1.3.1 “Metadata Operation” in [OMA-CPM_TS_MessageStorage] to indicate that future retrievals of this message need not generate read report. 
Note: \generate-read-report status flag is visible to the CPM Client but masked to the CPM User.
7.2.9.3 Receive Delivery Notification

On receipt of a delivery notification, the CPM Client SHALL process the notification as specified in [RFC5438]. 

7.2.9.4 Receive Read Report

On receipt of a read report, the CPM Client SHALL process the notification as specified in [RFC5438]. 









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 5 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

