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1 Reason for Change

The procedures for deferred messaging in the Conversation Functions TS are still incomplete, as noted by editor’s notes in the applicable sections, and the agreement to add do-not-disturb functionality to the SD via document 2010-0820R01. The concepts of 2010-0820R01 also have to be added to the detailed procedures in the Conversation Functions TS.
This change request does the following things:
1. Implements the changes for do-not-disturb, aligned with the agreed SD proposals of document 2010-0820R01.

2. Handles the comments listed in NSN contribution 2010-0798R02, as indicated by the first editor’s note of section 8.3.1.6.

3. Further aligns the deferred messaging procedures with the changes to the SD introduced by document 2010-0735R03, as indicated by the first editor’s note of section 8.3.1.6.
R01 aligns this CR with CR 839.
R02 handles feedback received from Ericsson off-line.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update section 8.3.1.1.
Note to the editor: please ensure proper cross-references when incorporating these proposed changes
8.3.1.1 Deliver Pager Mode CPM Standalone Message to a CPM Client

Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.msg’, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. Check if the Authenticated Originator CPM Address of the SIP MESSAGE request is included in the “oma_blockedcontacts” URI-list defined in [OMA-XDM-List]. If it is, then the CPM Participating Function:

a. SHALL return a SIP 403 “Forbidden” response;

b. SHOULD include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps; 
4. Check for if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<pager-mode-message/>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL return a SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps; 
b. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-delivery-and-interwork>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL send the SIP MESSAGE directly to the ISF without routing the SIP request via the SIP/IP core.
c. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL remove the Disposition-Notification Header Field in CPIM header of the received CPM Standalone Message as defined in [RFC5438];
NOTE: If present, the request for read report is not removed by the CPM Participating Function.

ii. SHALL store the message in the user’s message store. 
iii. If the originator of the CPM Standalone Message requested a “positive-delivery” disposition notification as defined in [RFC5438], SHALL generate a “positive-delivery” notification as described in section 8.3.1.5 “Sending a Disposition Notification”. 
iv. SHALL return a SIP 200 “OK” response. 

Otherwise, continue with the rest of the steps; 
d. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL change the address of the recipient to the one provided in the user preferences and send the CPM Standalone Message to that address through the SIP/IP core.
Otherwise, continue with the rest of the steps; 
e. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
Otherwise, continue with the rest of the steps; 
5. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response.
Otherwise, continue with the rest of the steps;
i. 
b. 
i. 
ii. 
c. 
i. 
ii. 
6. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true” or an ‘<allow-interworking>’ sub-element set to “true”, the CPM Participating Function SHALL check if the user’s history recording setting is set to record the CPM Conversation History, it SHALL execute the processing described in section 8.5 “Record CPM Conversation History”.
7. If in step 4 no rule matched or  if the action element of the matching rule included the ‘<allow-deliver-and-interwork>’ sub-element, the CPM Participating Function SHALL check the User Preferences Profile for the registered devices to determine which CPM Clients are expected to receive the request, then the CPM Participating Function:
a. SHALL generate a SIP MESSAGE request for each selected CPM Client according to the rules and procedures of [RFC3428];
b. SHALL include Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.msg’;

c. SHALL include a Request-URI and set its value to the selected CPM Client’s public GRUU obtained in the registration NOTIFY request as specified in the subsection 8.1.3 “Handling Registration Event Information”; 

d. SHALL include the CPM release version in the User-Agent header as specified in Appendix D “Release Version in User-agent and Server headers”;

e. SHALL send the request via the SIP/IP core towards each user’s selected CPM Client.
If no suitable registered CPM Clients are found to receive the request, the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response.
With the exception of message forwarded case upon receiving the first SIP 2xx final response from one of the selected CPM Clients, the CPM Participating Function SHALL send the SIP final response along the signalling path towards the originating CPM Client according to the rules and procedures of [RFC3261]; 

If none of the suitable CPM Clients, nor, if applicable, the ISF return a SIP 200 “OK” response, the CPM Participating Function SHALL check the operator policy about handling undelivered messages. If the operator policy is:

1. To defer the message then the CPM Participating Function
2.  SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
a. 
3. To deliver the message using a non-CPM service, the CPM Participating Function
4.  SHALL send the SIP MESSAGE directly to the ISF without routing the SIP request via the SIP/IP core
5. .
If the CPM Standalone Message was recorded but could not be delivered to any CPM Client nor could be interworked, the CPM Participating Function SHALL delete that CPM Standalone Message as described in section 6.1.3.5 "Object Remove Operation” in [OMA-CPM_TS_MessageStorage].
Change 2:  Update section 8.3.1.2.
8.3.1.2 Deliver Large Message Mode CPM Standalone Message
Upon receiving a SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ corresponding to Large Message Mode CPM Standalone Message, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a  SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps; 
3. If the “Session-Expires” header is included, the CPM Participating Function SHOULD handle the header according to procedures of [RFC4028].
4. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the session;

5. Check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the “oma_blockedcontacts” URI-list defined in [OMA-XDM-List]. If it is, then the CPM Participating Function:

a. SHALL return a SIP 403 “Forbidden” response;

b. SHOULD include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
6. Check for if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<pager-mode-message/>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-delivery-and-interwork>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core.
c. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL establish an MSRP session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ”;

ii. SHALL remove the Disposition-Notification Header Field in CPIM header of the received CPM Standalone Message as defined in [RFC5438];

NOTE: If present, the request for read report is not removed by the CPM Participating Function.

iii. SHALL store the message in the Message Storage Server according to procedures specified in section 6.1.3.1 of [OMA-CPM_TS_MessageStorage] and obtain an UID from the Message Storage Server.
iv. If the originator of the CPM Standalone Message requested a “positive-delivery” disposition notification as defined in [RFC5438], SHALL generate a “positive-delivery” notification as described in section 8.3.1.5 “Sending a Disposition Notification”. 

Otherwise, continue with the rest of the steps;
d. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL change the address of the recipient to the one provided in the user preferences and send the INVITE to that address through the SIP/IP core.

Otherwise, continue with the rest of the steps;
e. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL establish an MSRP Session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ”;

ii. 
f. 
i. 
ii. SHALL defer the message as described in 8.3.1.6 “Defer CPM Standalone Messages”.
Otherwise, continue with the rest of the steps;
7. If in step 6 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL establish an MSRP Session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode” and SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages”.
Otherwise, continue with the rest of the steps;
i. 
b. 
i. 
ii. 
8. If in step 6 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL check the User Preferences Profile for the registered devices to determine which CPM Clients are expected to receive the request, then the CPM Participating Function.
a. SHALL generate a SIP INVITE request for each selected CPM Client according to the rules and procedures of [RFC3261] with the following clarifications: SHALL insert a URI identifying its own address in the Contact header;

b. SHALL include Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ for large message mode;

c. SHALL include a Request-URI header and set its value to the selected CPM Client’s public GRUU obtained in the registration NOTIFY request as specified in the subsection 8.1.3 “Handling Registration Event Information”; 

d. SHALL include the CPM release version in the User-Agent header as specified in Appendix D “Release Version in User-agent and Server headers”;

e. SHALL include the MIME SDP body received in the SIP INVITE request as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [draft-ietf-simple-msrp-acm] and [draft-ietf-simple-msrp-sessmatch] with the following clarification, CPM Participating Function:

i. SHALL include media line proposing MSRP media parameters;

ii. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path: MSRP URI.

iii. SHALL set the SDP directional media attribute to a= sendonly.

iv. SHALL set the size as a= file-selector:size:actual message size;

v. SHALL set the a=setup attribute as “active” if interworking with the Non-CPM Communication Service occurs, and if not SHALL set the a=setup attribute as “passive”.
If no suitable registered CPM Clients are found to receive the request, then the CPM Participating Function SHALL establish an MSRP Session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode” and SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages”.
Otherwise, continue with the rest of the steps;
9. SHALL send the request via the SIP/IP core towards each user’s selected CPM Client.
10. If none of the CPM Clients, nor, if applicable, the ISF return a SIP 200 “OK” response, the CPM Participating Function SHALL check the service provider policy about handling undelivered messages. If the service provider policy is:

a. To defer the message then the CPM Participating Function 
b. SHALL establish an MSRP Session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ” and S
c. HALL defer the message as described in 8.3.1.6 “Defer CPM Standalone Messages”;

d. To deliver the message using a non-CPM service, the CPM Participating Function 
e. SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core.
11. If the message is to be delivered or interworked, the CPM Participating Function 
a. SHALL check if the user’s history recording setting is set to store the message, it SHALL execute the processing described in section 8.5 “Record CPM Conversation History”.
b. SHALL establish an MSRP Session to deliver or interwork the CPM Standalone Message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ”. 

Change 3:  Update Deferred Messaging sections.
8.3.1.6 Defer CPM Standalone Messages 


Each time the CPM Participating Function receives a message to be deferred on behalf of the served CPM User, the CPM Participating Function SHALL check for if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains an ‘<deferred-messages/>’ element. If such a rule exists then the CPM Participating Function SHALL check the value of the ‘<action>’ element of that rule as follows:

1. If the ‘<action>’ element includes an ‘<allow-push>’ sub-element set to “true”, the CPM Participating Function SHALL store the Deferred CPM Message in the Deferred CPM Message queue as described in section 8.3.1.6.1 “Storing a Deferred CPM Message in the Deferred CPM Message Queue” and SHALL handle the Deferred CPM Messages as described in section 8.3.1.6.2 “Pushing Deferred CPM Messages”.
2. If the ‘<action>’ element includes an ‘<allow-pull>’ sub-element set to “true”, the CPM Participating Function store the Deferred CPM Message in the Deferred CPM Message queue as described in section 8.3.1.6.1 “Storing a Deferred CPM Message in the Deferred CPM Message Queue” and SHALL handle the Deferred CPM Messages as described in section 8.3.1.6.3 “Sending Notifications and Awaiting CPM Client Action”.
3. If the ‘<action>’element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function SHALL handle the Deferred CPM Messages as described in section 8.3.1.6.4 “Delivering Deferred CPM Messages to the Message Storage Server”.
8.3.1.6.1 Storing a Deferred CPM Message in the Deferred CPM Message Queue
For each CPM Standalone Message that needs to be stored in the Deferred CPM Message queue, the CPM Participating Function:
1. SHALL, in case of a Pager Mode CPM Standalone Message, store the following information: 

a. The SIP MESSAGE request start-line, as well the following headers of SIP MESSAGE request:

· From

· To

· P-Asserted-Identity, if there is and only if the sending User did not request anonymity

· Subject (if present)

· Date (added with current date and time if not present)

· Accept-Contact

· Content-Type (set to Content-Type of the SIP MESSAGE request message body, or to multipart/mixed if there is a recipient-uri-list as well as SIP MESSAGE request message body)

· Content-Length:<messagesize>

· Conversation-ID

· Contribution-ID

· InReplyTo-Contribution-ID (if present)

NOTE: 
Some of the header fields shall not be stored, in particular header fields related to charging that are expected to be removed by the network.

b. All CPIM headers relevant for IMDN

c. body part consisting of all the recipients carried in recipient-uri-list body of the SIP MESSAGE request if present

d. The complete message body or  bodies of the SIP MESSAGE request;

2. SHALL, in the case of Large Message Mode CPM Standalone Message, store the following information:

a. The SIP INVITE request start-line, as well as the following headers of SIP INVITE request of the Deferred CPM Message: 

· From

· To

· P-Asserted-Identity, if there is and only if the sending User did not request anonymity

· Subject (if present)

· Date (added with current date and time if not present)

· Accept-Contact

· Contact

· Referred-By if present

· Content-Type (set to Content-Type of the MSRP SEND, or to multipart/mixed if there is a recipient-uri-list as well as an MSRP SEND message)

· Content-Length 

· Conversation-ID

· Contribution-ID

· InReplyTo-Contribution-ID (if present)

b. body part consisting of all the recipients carried in recipient-uri-list body of the SIP INVITE request if present

c. The MSRP request start-line, as well as the relevant headers of the MSRP SEND request:

· Message-ID,

· Success-Report and Failure-Report if present, and 

· Content-Type 

· Byte-Range: 1-*/<messagesize>. 

· Content-Disposition

· The complete message body. If the message arrives in more than one MSRP SEND request since it had been sent in chunks as defined in [RFC4975], then the CPM Participating Function shall assemble the message and store it as one message. 

3. SHALL assign a unique message-URI-ID for each Deferred CPM Message whose general format is message-URI-ID =  “sip: String@hostname” with the following clarification:

a. The CPM Participating Function generates the unique string by itself 

4. SHALL store the Deferred CPM Message in the Deferred CPM Message queue;

5. SHALL associate an expiry time value with the Deferred CPM Message:
a. In case of a Pager Mode CPM Standalone Message, 

· If the SIP MESSAGE request contains an Expires header as defined in Appendix C “CPM-defined SIP Headers” [RFC3428], and the value is below the maximum expiry time value per service provider policy, the CPM Participating Function SHALL set the expiry time value to the value contained in the SIP MESSAGE request Expires header field; otherwise the CPM Participating Function SHALL set the expiry time value to the maximum expiry time value per service provider policy.
b. In case of a Large Message Mode CPM Standalone Message,

· If the SIP INVITE request contains a Message-Expires header as defined in Appendix C “CPM-defined SIP Headers” and the value is below the maximum expiry time value per service provider policy, the CPM Participating Function SHALL set the expiry time value to the value contained in the SIP INVITE request Message-Expires header field; otherwise the CPM Participating Function SHALL set the expiry time value to the maximum expiry time value per service provider policy.
When a Deferred CPM Message reaches its associated expiry time value, the CPM Participating Function SHALL handle that Deferred CPM Message as described in section 8.3.1.6.8 “Handling Deferred CPM Messages on Expiry Time”.

6. 
a. 
b. 
8.3.1.6.2 Pushing Deferred CPM Messages

12. The CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<allow-do-not-disturb>’ sub-element set to “true”.

If no such rule exists, then the CPM Participating Function MAY send an out-of-band notification as described in Appendix I.1.1 “Out-of-band Deferred CPM Message Notification Format”.

Otherwise, if such a rule does exist, then the CPM Participating Function SHALL wait for the rule to be no longer present, and MAY then send an out-of-band notification as described in Appendix I.1.1 “Out-of-band Deferred CPM Message Notification Format”.
NOTE:
If more than one Deferred CPM Message awaits delivery, the above mentioned out-of-band notifications may only include summary information, as per Appendix I.1.1 “Out-of-band Deferred CPM Message Notification Format” and Appendix J.1 “Deferred Messages Metadata”.
The CPM Participating Function SHALL wait until at least one CPM Client of the CPM User registers. When that happens, and the do-not-disturb flag in the user preferences is not set (determined as per above check in [OMA-XDM-Policy]), the CPM Participating Function SHALL push the Deferred CPM Messages to the CPM Client(s) that just registered, as follows (for each CPM Client that just registered):

1. If the Deferred CPM Message is a Pager Mode CPM Standalone Message,  the CPM Participating Function

a. SHALL check the active user preference profile to determine if this CPM Client should receive the Deferred CPM Message. If not, the CPM Participating Function keeps the message in the Deferred CPM Message queue. Otherwise continue with the rest of the steps;
b. SHALL send the Deferred CPM Message to the CPM Client as described in section 8.3.1.6.6 “Sending a Pager Mode Deferred CPM Message”.
2. If the deferred message is a Large Message Mode CPM Standalone Message, the CPM Participating Function 
a. SHALL check the active user preference profile to determine if this CPM Client should receive the request. If not, the CPM Participating Function keeps the message in the deferred message queue. Otherwise continue with the rest of the steps;
b. SHALL send the Deferred CPM Message to the CPM Client as described in section 8.3.1.6.7 “Sending Large Message Mode Deferred CPM Message”.
8.3.1.6.3 Sending Notifications and Awaiting CPM Client Action
The CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<allow-do-not-disturb>’ sub-element set to “true”.

If such a rule does exist, then the CPM Participating Function SHALL wait for the rule to be no longer present, and SHALL then send a notification as described below.
When the rule on do-not-disturb does not exist (anymore), the CPM Participating Function SHALL determine which notification method to use based on the CPM Clients registration status as follows:
1. SHALL act according to the active UPP of each registered CPM Client(s) to determine which CPM Client is matching for delivery of the CPM Message:
Note: Following user preference of each registered CPM Client(s) is same as the procedures described in section 8.3.1.1 “Deliver Pager Mode CPM Standalone Message to a CPM Client” and section 8.3.1.2 “Deliver Large Message Mode CPM Standalone Message”.

Editor’s note: The client applicability must be defined and used in alignment with the SD.
2. If at least one of the user’s CPM Clients matching the delivery criteria is registered, the CPM Participating Function:

a. SHALL generate a SIP MESSAGE request per intended recipient according to the rules and procedures of [RFC3428];

b. SHALL include an Accept-Contact header field with the feature-tag set to ‘+g.oma.cpm.system-message’ to indicate that the SIP MESSAGE request is a system message;

c. SHALL set the Request-URI(s) to registered CPM Address(es) of the intended recipient; 

d. SHALL include the address of the CPM Participating Function as the authenticated originator’s CPM Address;

e. SHALL include the User Agent header to indicate the CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”; 

f. SHALL include information about the Deferred CPM Message(s) in the message body, including the unique message-URI-ID assigned to the message when it was deferred;

g. SHALL include metadata about the Deferred CPM Message(s) as described in Appendix I.1.2 “In-band Deferred CPM Message Notification Format”;
h. SHALL send the SIP MESSAGE request towards the CPM Client along the signalling path. 

3. Otherwise, the CPM Participating Function SHALL send an out-of-band notification as described in Appendix I.1.1 “Out-of-band Deferred CPM Message Notification Format” 

NOTE:
If more than one Deferred CPM Message awaits delivery, the above mentioned in-band and out-of-band notifications may only include summary information, as per Appendix I.1.1 “Out-of-band Deferred CPM Message Notification Format” and Appendix J.1 “Deferred Messages Metadata”.

The CPM Participating Function SHALL wait until the CPM Client takes the initiative to decide what to do with the Deferred CPM Messages.

Upon receiving a SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.deferred‘ targeted to Request-URI CPMDeferredMsgMgmt@<hostname>:

1. If the CPM Participating Function determines there are no Deferred CPM Messages to be managed, it SHALL send a SIP 488 “Not Acceptable Here” response and SHALL include a Warning header with the warning text set to “125 No messages” in the response according to the rules and procedures of [RFC3261].

Otherwise continue with the rest of the steps;

2. The CPM Participating Function SHALL send a SIP 200 “OK” response; 

3. For each Deferred CPM Message identified in the URI-list of the SIP INVITE request with the “cpm_action” parameter set to “delete”, the CPM Participating Function SHALL delete the Deferred CPM Message from the Deferred CPM Message queue and SHALL send a delivery notification message as described in section 8.3.1.5 “Sending a Disposition Notification” to inform the sender of the CPM Message that the message was not delivered if a negative delivery notification was requested by the sender.

4. For each Deferred CPM Message identified in the URI-list of the SIP INVITE request with the “cpm_action” parameter set to “interwork”, the CPM Participating Function SHALL send the Deferred CPM Message towards the ISF.

5. For each Deferred CPM Message identified in the URI-list of the SIP INVITE request with the “cpm_action” parameter set to “store”, the  CPM Participating Function SHALL store the message in the CPM User’s message store as described in [OMA-CPM_TS_MessageStorage] and SHALL send a delivery notification message as described in section 8.3.1.5 “Sending a Disposition Notification” to inform the sender of the CPM Message that the message was delivered if a positive deliver notification was requested by the sender.
6. For each Deferred CPM Message identified in the URI-list of the SIP INVITE request with the “cpm_action” parameter set to “deliver”, or for all Deferred CPM Messages if there is no URI-list in the SIP INVITE request at all:
a. If the deferred message is a Pager Mode CPM Standalone Message, the CPM Participating Function S
b. 
c. HALL send the Deferred CPM Message to the CPM Client as described in section 8.3.1.6.6 “Sending a Pager Mode Deferred CPM Message”.
d. If the deferred message is a Large Message Mode CPM Standalone Message, the CPM Participating Function 
e. 
f. SHALL send the Deferred CPM Message to the CPM Client as described in section 8.3.1.6.7 “Sending Large Message Mode Deferred CPM Message”.
7. Any Deferred CPM Message not identified in the URI-list of the SIP INVITE request are left deferred, and will be added to the next Deferred CPM Message notification to the CPM User. 
8.3.1.6.4 Delivering Deferred CPM Messages to the Message Storage Server
Editor’s note: This section needs to be filled based on the agreement of 738R03.

8.3.1.6.5 Deferred Messages Information Request

NOTE: The Deferred Messages Information Request is handled as an originating network service.

Upon receiving a SIP SUBSCRIBE request with the Event header set to ‘deferred-messages’, the CPM Participating Function:
1. SHALL perform the actions to verify the authenticated originator's CPM Address and authorize the request and if it is not authorized the CPM Participating Function SHALL return a SIP 403 "Forbidden" response and SHALL include an Warning header with the  warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261]; 
Otherwise, continue with the rest of the steps;
2.  SHALL generate a SIP 200 "OK" response to the SIP SUBSCRIBE request according to the rules and procedures of [RFC3265];
3. SHALL set the Contact header of the SIP response to the address of the CPM Participating Function;
4. SHALL send the SIP response towards the CPM Client according to the rules and procedures of the SIP/IP core;
5. SHALL generate an initial SIP NOTIFY request according to the rules and procedures of [RFC3265] with the clarifications in this section;
The CPM Participating Function SHALL include a MIME msginfo+xml body as follows:
a. SHALL include a <message-list> element;
b. SHALL include a <message> element for each of the deferred messages:
i. SHALL include the <message> attribute containing the elements defined in Appendix J “Deferred Messages event package definition”.
6. SHALL send the NOTIFY request according to the rules and procedures of the SIP/IP core.
7. SHALL terminate the subscription for this event.
8.3.1.6.6 Sending a Pager Mode Deferred CPM Message

When the CPM Participating Function wants to send a Pager Mode Deferred CPM Message, the CPM Participating Function SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428]. The CPM Participating Function:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.deferred ' according to the rules and procedures of [RFC3841];

2. SHALL include the authenticated originator’s CPM Address in the original SIP MESSAGE request as the authenticated originator’s CPM Address of the Pager Mode Deferred CPM Message; 
3. SHALL include the Request-URI with the recipient CPM Address; 
4. SHALL include a User-Agent header to indicate the OMA CPM release version of the Participating Function as specified in the Appendix D “Release Version in User-agent and Server headers”;
5. SHALL include the stored information of the Deferred CPM Message as defined in section 8.3.1.6 “Defer CPM Standalone Messages” in the SIP MESSAGE request.
6. SHALL check if the CPM User preferences for history recording <allow-offline-storage> is set to “active” and if so, it SHALL execute the processing described in 8.5 “Record CPM Conversation History”;

7. If recording is successful, SHALL include the UID information retrieved in section 8.5 “Record CPM Conversation History” in the Message-UID header of the SIP MESSAGE request;
8. SHALL send the SIP MESSAGE request according to the rules and procedures of the SIP/IP core.
Upon receiving a SIP 200 “OK” response to the sent SIP MESSAGE request, the CPM Participating Function SHALL remove the Deferred CPM Message from the Deferred CPM Message queue.
If an error response is received during the delivery of the Deferred CPM Message and the Deferred CPM Message was recorded to the Message Storage Server in step 6 above, the CPM Participating Function SHALL remove the message from the CPM User’s Message Store as described in [OMA-CPM_TS_MessageStorage] and SHALL keep the message in the Deferred CPM Message queue.
8.3.1.6.7 Sending Large Message Mode Deferred CPM Message 
When the CPM Participating Function wants to send a Deferred Large Message Mode CPM Message, the CPM Participating Function SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. The CPM Participating Function:

1. SHALL include an Accept-Contact header with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.deferred ' according to the rules and procedures of [RFC3841];

2. SHALL include the authenticated originator’s CPM Address in the original SIP INVITE request as the authenticated originator’s CPM Address of the Deferred Large Message Mode CPM Message; 
3. SHALL include the Request-URI with the recipient CPM Address; 
4. SHALL include a User-Agent header to indicate the OMA CPM release version of the Participating Function as specified in the Appendix D “Release Version in User-agent and Server headers”;

5. SHALL include the option tag 'timer' in the Supported header;
6. SHALL include the Session-Expires header with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
7. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566],[RFC4975] ,[draft-ietf-simple-msrp-acm] and [draft-ietf-simple-msrp-sessmatch] with the following clarification:

a. SHALL set the SDP directional media attribute to a=sendonly;

b. SHALL set the content type as a=accept-types: message/cpim;

c. SHALL set MSRP URI for the MSRP connection setup as a=path: MSRP URI;

d. SHALL set the size as a= file-selector:size:actual message size;

e. SHALL set the a=setup attribute as “passive”.
8. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
Upon receiving a SIP 200 “OK” response to the SIP INVITE request, the CPM Participating Function: 

1. SHALL start the SIP session timer using the value received in the Session-Expires header according to the rules and procedures of [RFC4028];

2. SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261];

3. SHALL act as  a “passive” endpoint according to [draft-ietf-simple-msrp-acm] to establish the MSRP connection according to [RFC4975]; 
4. SHALL generate one or more MSRP SEND requests  (depending on whether chunking is used)  according to the rules and procedures of [RFC4975] with the following clarifications:
a. SHALL set To-Path header according to the MSRP URI(s) received in the answer SDP;
b. SHALL set the content type as Content-Type = message/cpim as described in [RFC3862];
c. SHALL set “From” header to the authenticated originator’s CPM Address in the original SIP INVITE request ;
5. SHALL send the MSRP SEND request(s) on the established MSRP connection.
Once the Deferred CPM Message has been successfully transferred via MSRP, the CPM Participating Function:

1. if user preference was set to store the CPM Conversation History, the CPM Participating Function SHALL execute the processing described in section 8.5 “Record CPM Conversation History”;
2. SHALL generate and send a SIP BYE request according to the rules and procedures of [RFC3261] and SHALL include the UID information retrieved in section 8.5 “Record CPM Conversation History” in the Message-UID header of the SIP BYE request;
3. SHALL remove the Deferred CPM Message from the Deferred CPM Message queue.
4. 
8.3.1.6.8 Handling Deferred CPM Messages on Expiry Time

On expiry of a Deferred CPM Message, the CPM Participating Function:

1. SHALL check the user preference <expired> retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences”,

2. SHALL determine which procedure to use based on the user preferences setting. 

a. if set to “discard”, 

i. SHALL discard the expired Deferred CPM Message in the Deferred CPM Message queue;

ii. MAY generate a notification to notify Deferred CPM Message was discarded after expiry.

1. If at least one of the user’s CPM Clients is registered, the CPM Participating Function:

a. SHALL generate a SIP MESSAGE request to each registered CPM Client according to the rules and procedures of [RFC3428]; 

b. SHALL include an Accept-Contact header field with the feature-tag set to ‘+g.oma.cpm.system-message’ to indicate that the SIP MESSAGE request is a system message;
c. SHALL set the Request-URI(s) to registered CPM Address(es) of the intended recipient;
d. SHALL include the address of the CPM Participating Function in the authenticated originator’s CPM Address;
e. SHALL include the User Agent header to indicate the CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
f. SHALL include information  as described in Appendix I.2 “Notification Format of Deferred CPM Message After Expiry”
2. Otherwise, the CPM Participating Function SHALL send an out-of-band notification as described in Appendix I.2 “Notification Format of Deferred CPM Message After Expiry”.

iii. SHALL send a delivery notification message as described in section 8.3.1.5 “Sending a Disposition Notification” to inform the sender of the CPM Standalone Message that the message was not delivered if a negative delivery notification was requested by the sender; 
b. if set to “store”,

i.  SHALL send the request to store the expired message to the Message Storage Server as described in section 6.1.3 “Message and History Operations” in [OMA-CPM_TS_MessageStorage] and retrieve the information (e.g. UID) of stored headers  from Message Storage Server as described in section 6.1.3 “Message and History Operations” in [OMA-CPM_TS_MessageStorage];
ii. MAY generate a notification to notify the Deferred CPM Message was stored to the Message Storage Server after expiry.

1. If at least one of the user’s CPM Clients is registered, the CPM Participating Function:

a. SHALL generate a SIP MESSAGE request to each registered CPM Client according to the rules and procedures of [RFC3428]; 

b. SHALL include an Accept-Contact header field with the feature-tag set to ‘+g.oma.cpm.system-message’ to indicate that the SIP MESSAGE request is a system message;
c. SHALL set the Request-URI(s) to registered CPM Address(es) of the intended recipient;
d. SHALL include the address of the CPM Participating Function in the authenticated originator’s CPM Address;
e. SHALL include the User Agent header to indicate the CPM release version as specified in Appendix D “Release Version in User-agent and Server headers”;
f. SHALL include information as described in Appendix I.2 “Notification Format of Deferred CPM Message After Expiry”. 

2. Otherwise, the CPM Participating Function SHALL send an out-of-band notification as described in Appendix I.2 “Notification Format of Deferred CPM Message After Expiry”.

iii. SHALL send a delivery notification message as described in section 8.3.1.5 “Sending a Disposition Notification” to inform the sender of the CPM Standalone Message that the message was delivered if a positive deliver notification was requested by the sender; 
Change 4:  Update section on CPM Session Invitation Handling.
8.3.2.1 Handling a CPM Session Invitation
Upon receiving a SIP INVITE request of a CPM 1-1 Session or a CPM Group Session, the CPM Participating Function: 

1. SHALL check that there is at least one CPM Client registered for the CPM User, if so continue at step 2, otherwise the CPM Participating Function SHALL check the service provider policy. If the service provider policy is:

a. To reject the  reject the Session Invitation,  then the CPM Participating Function

i. SHALL send a 480 “Temporarily Unavailable”   response;

b. To deliver the session invitation using a non-CPM service

i. The CPM Participating Function SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core;
2. SHALL check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the “oma_blockedcontacts” URI-list defined in [OMA-XDM-List]. If it is, then the CPM Participating Function:

a. SHALL return a SIP 403 “Forbidden” response;

b. SHOULD include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

3. SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains a ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL return a SIP 480 “Temporarily Unavailable” response according to the rules and procedures of [RFC3261].
4. SHALL check the SIP INVITE request SDP attributes against service provider’s policies specified for the service and for the CPM User. If media types of SDP do not conform to the service provider’s policies, the CPM Participating Function SHALL return a SIP 488 “Not Acceptable Here” response. Otherwise, continue with the rest of the steps;
5. If the CPM Participating Function stays in the media path, the CPM Participating Function:

a. SHALL copy the received Request-URI; 

b. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the CPM Session; 

c. SHALL generate a SIP INVITE request with the following details;

i. SHALL insert a URI identifying its own address and include the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ in the Contact-header of the SIP INVITE request; 

ii. SHALL include a  SDP body as a SDP offer in the SIP INVITE request based on the received in the SDP as described in as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”;

iii. if the SIP INVITE request contains a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”), 

· SHALL forward the SIP INVITE request to the CPM Client on which the CPM Session is being extended according to rules and procedures of the SIP/IP core.
iv. If the SIP INVITE request does not contain a Session-Replaces header, SHALL check the offered Media Streams in the request, the capabilities of CPM Clients of the invited CPM User, invited CPM User's preferences and service provider policies to determine which CPM Clients are not expected to receive the request, then the CPM Participating Function:

· if at least one CPM Client is expected to receive the request,

a. SHALL include in the Reject-Contact header the instance ID in the +sip.instance feature tag as described in [RFC3841] and [RFC5626] for those CPM Clients that are not expected to receive the request; and
b. SHALL set in the Request-Disposition header the fork-directive attribute as "fork" and the parallel-directive attribute as "parallel"; and
c. SHALL send the SIP INVITE request to the SIP/IP core which will fork the request to the appropriate user’s registered CPM Clients according to the rules and procedures of the SIP/IP core.
· if none of CPM Clients are expected to receive the request and interworking is determined by user preference and/or service provider policy,

a. SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core..
· Otherwise, SHALL respond to the SIP INVITE with a SIP 480 "Temporarily Unavailable" response.
6. If the CPM Participating Function does not stay in the media path, the CPM Participating Function:

d. SHALL act as a SIP proxy according to the rules and procedures of [RFC3261] for the duration of the CPM Session;

e. SHALL include a Record-Route header containing a URI identifying its own address; and,

i. If the SIP INVITE request contains a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”), SHALL forward the SIP INVITE request to the CPM Client on which the CPM Session is being extended according to rules and procedures of the SIP/IP core.
ii. If the SIP INVITE request does not contain a Session-Replaces header, SHALL check the offered Media Streams in the request, the capabilities of CPM Clients of the invited CPM User, invited CPM User's preferences and service provider policies to determine which CPM Clients are not expected to receive the request, then the CPM Participating Function:

· if at least one CPM Client is expected to receive the request,

a. SHALL include in the Reject-Contact header the instance ID in the +sip.instance feature tag as described in [RFC3841] and [RFC5626] for those CPM Clients that are not expected to receive the request;

b. SHALL set in the Request-Disposition header the fork-directive attribute as "fork" and the parallel-directive attribute as "parallel".

c. SHALL forward the SIP INVITE request to the SIP/IP core which will fork the request to the appropriate user’s registered CPM Clients according to the rules and procedures of [RFC3261] and SIP/IP core.
· otherwise, SHALL respond to the SIP INVITE with a SIP 480 "Temporarily Unavailable" response.
Upon receiving the first SIP 200 "OK" response from one of those appropriate CPM Clients, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 

1. SHALL generate a SIP 200 "OK" response; 

2. SHALL include an SDP body as a SDP answer based on the SDP answer received in the SIP 200 “OK” response as described in as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”;
3. SHALL include a SIP URI in the Contact header that can resolve back to the original SIP URI in the received Contact header;

4. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core;
5. SHALL check the  action element <allow-offline-storage> and if set to true, it SHALL start recording the CPM Conversation as described in section 8.5 “Record CPM Conversation History”.
Upon receiving the first SIP 200 "OK" response from one of those appropriate CPM Clients, and when the CPM Participating Function is acting as a SIP proxy, the CPM Participating Function:

1. SHALL forward the SIP 200 "OK" response toward the initiating CPM Client according to the rules and procedures of [RFC3261] and SIP/IP core; and,

2. SHALL continue to act as a SIP proxy for the duration of the CPM Session.

Upon receiving a SIP final response other than a SIP 200 “OK” response from all the appropriate CPM Clients, the CPM Participating Function SHALL
1. If a SIP 302 “Temporarily Moved” response was received, it SHALL send the CPM Session Invitation towards the address received in the Contact header of the response according to rules and procedures of [RFC3261];
2. Otherwise, the CPM Participating Function SHALL check the service provider policy; 

a. If the service provider policy is to deliver the session invitation using another non-CPM service, the CPM Participating Function SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core;

b. Otherwise, the CPM Participating Function SHALL forward one of the error responses along the signalling path according to [RFC3261].
Upon receiving a SIP ACK request, the CPM Participating Function SHALL forward the SIP ACK request to the SIP/IP core according to the rules and procedures of the SIP/IP core for delivery to the first CPM Client that sent a SIP 200 “OK” response.
Upon receiving a SIP 200 "OK" response from ISF, if the CPM Participating Function is acting as a B2BUA, the CPM Participating Function: 

1. SHALL check whether the all offered Media Streams have been accepted;

2. If not, the CPM Participating Function MAY attempt to establish a new session for the rejected Media Streams. To establish the new session the CPM Participating Function:

a. SHALL check if service provider policy allows to establish a new session for the new Media Stream;

b. If allowed, SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications;

i. SHALL include SDP parameters about the rejected Media Streams in the SDP body according to the rules and procedures of [RFC3264] , [RFC4566] and for MSRP sessions [RFC4975] and information received in the SDP from the originating client; and,
ii. SHALL send the SIP INVITE request directly to the ISF without routing the SIP request via the SIP/IP core.
3. Otherwise, SHALL perform the same procedures as receiving a SIP 200 “OK” response from a CPM Client.
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