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1. Scope

This document provides the technical specifications for the conversation functionality of the CPM Enabler. The document covers the formats and procedures that Principals can use to exchange CPM Standalone Messages, CPM File Transfers and CPM Sessions. Also, it specifies how the CPM Standalone Messages, CPM File Transfers and CPM Sessions are linked to each other in CPM Conversations. The technical specifications are designed to fulfil the requirements, architecture and system concepts that are described in [OMA-CPM-RD], [OMA-CPM-AD] and [OMA-CPM-SD] respectively.

As such, these technical specifications provide the formal definitions of the CPM-PF1, CPM-PF2, and CPM-CF interfaces that have been identified in [OMA-CPM-AD]. Also, these technical specifications formally define the expected behaviour of the CPM Client, CPM Participating Function and CPM Controlling Function functional components that have been identified in [OMA-CPM-AD].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	CPM 1-1 Session
	See [OMA-CPM-SD].

	CPM-based Service
	See [OMA-CPM-AD].

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Client
	See [OMA-CPM-SD].

	CPM Contribution Identity
	See [OMA-CPM-SD].

	CPM Controlling Function
	See [OMA-CPM-AD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation History
	See [OMA-CPM-RD].

	CPM Conversation Identity
	See [OMA-CPM-SD].

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Group Session Identity
	See [OMA-CPM-SD].

	CPM Feature
	A basic feature offered by the CPM Enabler (e.g. Pager Mode messaging, Large Message Mode messaging, session-based messaging, file transfer, deferred messaging, etc).

	CPM Feature Tag
	See [OMA-CPM-SD]

	CPM File Transfer
	See [OMA-CPM-SD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM User
	See [OMA-CPM-RD].

	Deferred CPM Message
	See [OMA-CPM-SD].

	Device
	See [OMADICT].

	Enabler
	See [OMADICT].

	Large Message Mode
	See [OMA-CPM-AD]

	Interworking Function
	See [OMA-CPM-AD].

	Interworking Selection Function
	See [OMA-CPM-AD].

	Group XDMS
	See [OMA-XDM-AD].

	Join-in Group
	See [OMA-XDM-Group].

	Large Message Mode
	See [OMA-CPM-AD].

	Media
	See [OMA-CPM-RD].

	Media Object
	See [OMA-CPM-AD].

	Media Plane
	See [OMA-CPM-AD].

	Media Stream
	As defined in [RFC3264].

	Message Storage Server
	See [OMA-CPM-AD].

	Pager Mode
	See [OMA-CPM-AD]

	Participant
	See [OMADICT].

	Participant Information
	See [OMA-CPM-SD].

	Principal
	See [OMADICT].

	Pseudonym
	See [OMA-CPM-RD].

	Registration Event Information
	See [OMA-CPM-SD].

	Signalling Path
	See [OMA-CPM-SD].

	Unique User Agent Identifier
	See [OMA-CPM-SD].

	User Preferences Profile
	See [OMA-CPM-RD].


3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	Third Generation Partnership Project 2

	ABNF
	Augmented Backus–Naur Form

	B2BUA
	Back to back user agent

	CPIM
	Common Presence and Instant Messaging

	CPM
	Converged IP Messaging

	GRUU
	Globally Routable User Agent URI

	IETF
	Internet Engineering Task Force

	IMAP
	Internet Message Access Protocol

	IMDN
	Instant Message Disposition Notification

	IMS
	IP Multimedia Subsystem

	ISF
	Interworking Selection Function

	IWF
	Interworking Function

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	RFC
	Request For Comments

	RTP
	Real-time Transport Protocol

	RTCP
	RTP Control Protocol

	SCR
	Static Conformance Requirements

	SDP
	Session Description Protocol

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	TCP
	Transmission Control Protocol

	UA
	User Agent

	UAC
	User Agent Client

	UAS
	User Agent Server

	UDP
	User Datagram Protocol

	URI
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4. Introduction

The Converged IP Messaging (CPM) Enabler provides the convergence of multimedia communication services which accommodate different user experiences such as deferred and immediate messaging, session-based messaging, and half duplex/full duplex conferencing, while  leveraging standardized service functionalities from existing communication Enablers like Instant Messaging [OMA-SIMPLE-IM] or Push to talk over Cellular [OMA-POC].
The CPM Enabler provides a framework by defining a horizontal Enabler built on top of a SIP/IP core infrastructure. This framework comprises a set of functional components and interfaces that have been designed to facilitate easy deployment of existing and future communication services. The components of the CPM Enabler are independently reusable. The set of functions interact with one another via the framework provided by the CPM Enabler. The CPM Enabler offers multimedia communication functionalities and can be used to build services, a.k.a. CPM-based Services. An instantiation of a CPM communication can have one or more media types.
All CPM-based Services will use the functional components and interfaces provided by the framework. Non-CPM Communication Services require Interworking Functions that provide adaptation/mapping between the CPM Enabler and the different technologies of these Non-CPM Communication Services to communicate with the framework.
4.1 Version 1.0

CPM Enabler version 1.0 Conversation Function offers:

· Registration

· handling 3rd party CPM service registrations

· handling Registration Event Information

· CPM Client function, CPM Participating Function, CPM Controlling Function 

· CPM Standalone Message handling

· sending/receiving Pager Mode CPM Standalone Message, Large Message Mode CPM Standalone Message 

· with/without disposition notifications

· immediate/deferred delivery of CPM Standalone Message
· CPM 1-1 Session handling

· initiating/receiving/modifying/closing CPM 1-1 Session

· media plane handling

· extending CPM 1-1 Session to CPM Group Session

· CPM Group Session handling 

· initiating/receiving/modifying/closing CPM Group Session for CPM Ad-hoc Groups and CPM Pre-defined Groups

· media plane handling

· adding/removing users at any time during a CPM Session

· receiving participant information

· CPM File Transfer

· initiating/receiving/rejecting CPM File Transfer

· supports discrete (e.g. text, image, video clip, audio clip, voice clip, binary file) Media Types and continuous (e.g. bidirectional voice, streaming video) Media Stream Types

· supports multiple device environment
· applying appropriate User Preferences Profiles among several User Preferences Profiles like Office, Home, Meeting, etc. to which the preferences of the CPM User are associated for message delivery
· supports if interworking decision with Non-CPM Communication Services is required or not
· recording of CPM Standalone Messages, CPM File Transfers and CPM Sessions, including any Media Objects attached to them in a network-based storage subject to the preferences of the CPM User and service provider policies
5. Format of CPM Conversation Items
5.1 CPM Standalone Message

A CPM Standalone Message is either a Pager Mode CPM Standalone Message carried in a SIP MESSAGE request as described in [RFC3428] or a Large Message Mode CPM Standalone Message. The size of a Pager Mode CPM Standalone Message should not exceed 1300 bytes. If a CPM Standalone Message is larger than 1300 bytes, the contents of the message are not inserted into the SIP MESSAGE request but are carried via MSRP as defined in [RFC4975]. In that case, a SIP session is established between the interested parties (sender and all receivers) with MSRP as the Media Stream. The CPM Standalone Message contents are then transmitted via MSRP, using chunking if necessary. This SIP session should not be confused with a CPM Session as no CPM Session is established. The SIP session is only used to transmit exactly one Large Message Mode CPM Standalone Message after which the SIP session is torn down. The CPM Standalone Message contents are contained in a CPIM wrapper as defined in [RFC3862].
5.2 CPM Session

A CPM Session uses SIP session functionality as defined by [RFC3261] to exchange multimedia content as well as CPM Chat Messages between two or more CPM Principals or between CPM Principals and non-CPM Principals. A CPM Session can be established between two Principals as a CPM 1-1 Session or between several Principals as a CPM Group Session. In the latter case, a CPM Controlling Function acts as a conference focus as defined by [RFC4353]. 

A CPM 1-1 Session can be extended by one of the Participants to a CPM Group Session as described in section 7.3.3 “Extending a CPM 1-1 Session to a CPM Group Session”.
A CPM User can invite other CPM and non-CPM Principals to a CPM Session. The invitees are either members of a CPM Pre-defined Group or a number of ad-hoc recipients that the CPM User selects dynamically. A CPM Pre-defined Group is a “Shared Group” as described in [OMA-XDM-Group]. Ad-hoc recipients are carried as a 'recipient-list' body in the SIP INVITE request as described in [RFC5366]. 

The duration of a CPM Session depends on whether it is a CPM 1-1 Session or a CPM Group Session. In the case of a CPM 1-1 Session, the session is terminated when one of the two Participants leaves the session. In the case of a CPM Group Session for a CPM Ad-hoc Group, the session usually ends when the session initiator leaves the session. In the case of a CPM Group Session for a CPM Pre-defined Group, the ending of the session depends on the conditions set in the policy of that group as described in [OMA-XDM-Group].  
5.2.1 SDP Contents for CPM Sessions

5.2.1.1 SDP Contents when Initiating or Modifying a CPM Session

An initiating entity (e.g. a CPM Client or an IWF) SHALL populate the SDP of a CPM Session Invitation or a CPM Session modification request to match the Media Streams that are needed to be set up, deleted or modified. Therefore the initiating entity SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams according to the following clarifications:

· When including an offer for a Media Stream for CPM Chat Messages, using MSRP, the initiating entity SHALL include a media description according to the rules and procedures of [RFC4975].

· When including an offer for a Media Stream for real-time continuous Media, using RTP/RTCP, the initiating entity SHALL include a media description according to the rules and procedures of [RFC3264] and [RFC3550]. 
· When including an offer for a Media Stream of another Media Stream Type, the initiating entity SHALL follow the respective standard for that Media Stream Type.

In the case of CPM Session modification, the modified SDP SHALL follow the rules and procedures for modifying a session described in [RFC3264].
When the SIP/IP core corresponds with 3GPP/3GPP2 IMS, the SDP offer SHALL also adhere to the rules and procedures described in [3GPP TS 24.229] / [3GPP2 X.S0013.004] and described in [GSMA IR.92].
5.2.1.2 SDP Handling at Intermediate Nodes

Intermediate nodes (e.g. a CPM Participating Function, a CPM Controlling Function or an ISF) SHALL include the contents of the SDP they received in the SDP they send out, in accordance with the rules and procedures of [RFC3264]. Specific attributes in the SDP MAY be modified for the following reasons:

· To remove or modify media descriptions that are not allowed according to service provider policies or CPM Group policy or user preferences.

· To modify IP-address and port information to insert the intermediate entity in the media path of the session.

All modifications SHALL be according to the rules and procedures of [RFC3264] and the respective Media Stream standards (i.e. [RFC4975] for MSRP-based media description and [RFC3264] and [RFC3550] for RCP/RTCP-based media descriptions).
5.2.1.3 SDP Handling at Terminating Nodes

A terminating entity (e.g. a CPM Client or an IWF) SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264]. The terminating entity SHALL handle the media descriptions according to the following clarifications:

· Media descriptions for a Media Stream for CPM Chat Messages, using MSRP, SHALL be handled and responded to according to the rules and procedures of [RFC4975].

· Media descriptions for a Media Stream for real-time continuous Media, using RTP/RTCP, SHALL be handled and responded to according to the rules and procedures of [RFC3264] and [RFC3550].

· Media descriptions for a Media Stream of another Media Stream Type SHALL be handled and responded to according to the respective standard for that Media Stream Type.
5.3 CPM Conversation Identification

In order to support the concept of CPM Conversations and a threaded view of a CPM Conversation History, three new SIP headers have been defined:

· Conversation-ID: this is a header that identifies the CPM Conversation Identity that is associated with CPM Standalone Messages, CPM File Transfers and CPM Sessions. All CPM Standalone Messages, CPM File Transfers and CPM Sessions belonging to the same CPM Conversation carry the same value for the Conversation-ID header.

· Contribution-ID: this is a header that identifies the CPM Contribution Identity of an individual CPM Standalone Message, CPM File Transfer or CPM Session that is part of a CPM Conversation.

· InReplyTo-Contribution-ID: this is a header that, in case of a reply to an earlier received CPM Standalone Message, CPM File Transfer or CPM Session, identifies the Contribution-ID of the CPM Standalone Message, CPM File Transfer or CPM Session that is being replied to.

Appendix C “CPM-defined SIP Headers” contains a formal definition of these three SIP headers.

These three SIP headers are end-to-end SIP headers. They SHALL NOT be modified or deleted by any intermediate node in any CPM communication.

The three headers SHALL be carried in Pager Mode CPM Standalone Messages (SIP MESSAGE request) and the session invitations of Large Message Mode CPM Standalone Messages, CPM File Transfers and CPM Sessions (SIP INVITE request). All CPM functional components SHALL support these SIP headers.
6. Common Procedures
6.1 Authenticated Originator’s CPM Address

The authenticated originator's CPM Address is: 
· the CPM Address of the originating CPM Client that has been authenticated by the SIP/IP core; or 
· the CPM Pre-defined Group address when the CPM Controlling Function sends a CPM Standalone Message, CPM Session Invitation or CPM File Transfer request to CPM Pre-defined Group members; or 
· the CPM Group Session Identity for this particular CPM Ad-hoc Group when the CPM Controlling Function invites users to a CPM Ad-hoc Group.
When the SIP/IP core corresponds to 3GPP/3GPP2 IMS, then the authenticated originator's CPM Address is contained in the P-Asserted-Identity header according to the rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] and as described in [RFC3325] and [RFC5876]. The CPM Client MAY insert a P-Preferred-Identity header, which contains the CPM Client’s preferred identity, for the SIP/IP core to be used inside the P-Asserted-Identity header. The P-Preferred-Identity is selected by the CPM Client from the list of CPM Addresses in the P-Associated-URI header received at registration response.
If anonymity is required, the From header SHALL contain an anonymous URI according to [RFC3323] and optionally a Pseudonym or "Anonymous" as the display name, and the Privacy header field values SHALL be set according to [RFC3323] and [RFC3325]. 
NOTE: 
The term “anonymity” in this specification is referring to the term “privacy” used in [RFC3323].
If the CPM Participating Function cannot obtain an authenticated originator's CPM Address for an initial request, it SHALL reject the request with a SIP 403 "Forbidden" response. The CPM Participating Function SHOULD include a Warning header to explain the reason in a human readable textual form.
When the Referred-By header is set to the authenticated originator’s CPM Address, then both the SIP URI and TEL URI values in the P-Asserted-Identity header [RFC3325] SHALL be included in the Referred-By header as described in [draft-referred-by].

6.2 SIP/IP Core

The CPM Functional components SHALL interface to the underlying SIP/IP core in accordance with the rules and procedures for that SIP/IP core as described in [RFC3261].

When the SIP/IP core corresponds with 3GPP/3GPP2 IMS, these rules and procedures are described in [3GPP TS 24.229] / [3GPP2 X.S0013.004]. 

6.3 Display Name and Anonymity
Using a display name in a CPM Conversation serves different purposes. In case anonymity is requested, it provides the user with a Pseudonym, hiding the user’s real identity. In case anonymity is not requested, it is used to display a human readable name for the user. Finally, for a CPM Conversation in a CPM Pre-defined Group, each Participant may be given a group specific display name. This group specific display name is stored in the Group XDMS, as specified in [OMA-XDM-Group].

The CPM Participating Function, CPM Controlling Function and CPM Client MAY send a display name in SIP requests and SIP responses.

The CPM Client MAY support the use of a display name. The CPM Client MAY support the user agent behaviour described in [RFC3323] and [RFC3325].
The CPM Participating Function and CPM Controlling Function SHALL support the use of a display name and the network-provided anonymity/privacy described in [RFC3323] and [RFC3325].

The following text describes the procedures when the CPM Client, the CPM Participating Function and CPM Controlling Function support the use of a display name and anonymity.
A CPM Client MAY provide the inviting CPM User’s Pseudonym (this is a user defined name) in the "display-name" part of the authenticated originator’s CPM Address, i.e. in the P-Preferred-Identity header or, e.g. when the P-Preferred-Identity header is not included, in the From header of the initial SIP INVITE request or SIP REFER request sent towards the CPM Participating Function.

NOTE:
A display name included in the P-Preferred-Identity header is moved to the P-Asserted-Identity header by the underlying SIP/IP core if validation of the CPM Address is successful as described in [RFC3325].

The terminating CPM Client MAY provide the invited CPM User’s display name in the "display-name" part of the To header of a SIP 200 “OK” response to an initial SIP INVITE request.

An originating or terminating CPM Client MAY request anonymity by adding privacy type “id” to the Privacy header as described in [RFC3323] and [RFC3325].
The CPM Participating Function SHALL act on privacy type “id” detected in a Privacy header as described in [RFC3323] and [RFC3325] to provide the CPM User with anonymity when requested.
The CPM Controlling Function SHALL determine the display name to use, according to the following priority order: 

1. In case anonymity is requested, and the CPM Pre-defined Group definition as specified in [OMA-XDM-Group] allows anonymity, the display name as provided by the CPM Client SHALL be used if the display name is allowed by service provider’s policy. If no display name was defined by the CPM Client, or this display name is already in use in the session, the CPM Controlling Functions chooses a display name as defined in 9.2.13 “Pseudonyms in a CPM Group Session”.
2. In case anonymity is not requested, the display name received in the “display-name” part of the authenticated originator’s CPM Address of initial SIP requests and, for display name of the responding side, of SIP 200 “OK” responses to the initial SIP requests from Participants SHALL be used. If no authenticated originator’s CPM Address was provided, the display name received in the “display-name” part of the From header of initial SIP requests and, for display name of responding side, in the “display-name” part of the To header of the SIP 200 “OK” responses to the initial SIP requests from Participants SHALL be used.
A CPM Client receiving a display name (either on the terminating or the originating side) SHALL display the display name to the user. 
6.4 Warning Header

6.4.1 General

The CPM Participating Function or CPM Controlling Function MAY include a free text string in an error response to SIP requests.

When the CPM Participating Function or CPM Controlling Function includes a text string in an error response to a SIP INVITE request or a SIP MESSAGE request the text string SHALL be included in a Warning header as specified in [RFC3261]. When including a text string in an error response, the CPM Participating Function or CPM Controlling Function SHALL include the Warning code set to 399 and MAY include the host name set to the host name of the CPM Participating Function or CPM Controlling Function.

The CPM Client MAY include the preferred language in the Accept-Language header in the SIP INVITE request, SIP MESSAGE request or SIP 2xx response.

The CPM Participating Function or CPM Controlling Function SHOULD choose the language of the warning text in the Warning header depending on the preferred language indicated in the Accept-Language header received from the CPM Client in the SIP INVITE request, SIP MESSAGE request or in the SIP 2xx response. If the warning text is to be translated, only explanatory text of the free text string SHALL be replaced by the preferred language.

6.4.2 Warning Texts

The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the format <xxx> + <explanatory text>, for example “102 Too many participants”. 

The warning texts and codes are defined in Table 1.

	Code
	Explanatory text
	Description

	102
	Too many participants
	The maximum number of Participants allowed in a CPM Session is exceeded.

	105
	Isfocus already assigned
	A conference focus (a CPM Controlling Function) has already been assigned to the CPM Session. 

	119
	Anonymity not allowed
	Anonymity is requested, but anonymity is not allowed.

	122
	Function not allowed
	Function is not allowed, but a detailed description about the reason is not given.

	123
	Session does not exist
	The target session in the Request URI does not exist.

	125
	No messages
	Messages are requested to be retrieved, but there are no messages.

	127
	Service not authorised
	The User is not authorised for this service.

	129
	No destinations
	No destination addresses available for the action.

	132
	Version not supported
	The CPM version indicated in the request is not supported.


Table 1: CPM specific warning texts
6.5 Communicating with the ISF

In order to send a CPM Standalone Message, CPM File Transfer or CPM Session Invitation to the ISF, the CPM Participating Function or the CPM Controlling Function SHALL act as a UAC, as defined in [RFC3261], and send the SIP MESSAGE request (corresponding with a Pager Mode CPM Standalone Message or a CPM Standalone Message Disposition Notification) or SIP INVITE request (corresponding with a Large Message Mode CPM Standalone Message, CPM File Transfer or a CPM Session Invitation) directly to the ISF, without routing the SIP request via the SIP/IP core.
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