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1 Reason for Change

The following CONRR comments are still open against the RD:
	A011
	2010.01.22
	T
	6.1
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Requirements CPM-HLF-016, CPM-HLF-017, CPM-HLF-018, CPM-HLF-019 and CPM-HLF-020 are not realized by the technical specifications.

Proposed Change: Mark them as ‘Future’.
	Status: CLOSED
Closed by CR 2010-0079.

	A015
	2010.01.22
	T
	6.1.1
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Requirements CPM-CONV-004a, CPM-CONV-005, CPM-CONV-011, CPM-CONV-014, CPM-CONV-015, CPM-CONV-028, CPM-CONV-046 and CPM-CONV-034 are not realized by the technical specifications.

Proposed Change: Mark them as ‘Future’. (Delete requirements CPM-CONV-014 & CPM-CONV-015?)
	Status: OPEN
CONV-005, CONV-011, CONV-014, CONV-015, CONV-034 are handled via CR 2010-0079. Disposition of remaining requirements are still open.

	A024
	2010.01.22
	T
	6.1.5
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Requirements CPM-MED-002 and CPM-MED-006 are not realized by the technical specifications.

Proposed Change: Mark them as ‘Future’.
	Status: CLOSED
Closed by CR 2010-0079.

	A025
	2010.01.22
	T
	6.1.5
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Requirements CPM-STOR-025a, CPM-STOR-028 and CPM-STOR-029 are not realized by the technical specifications.

Proposed Change: Mark them as ‘Future’.
	Status: CLOSED
Closed by CR 2010-0079.

	A027
	2010.01.22
	T
	6.1.10
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: None of the requirements of this section have been realized by the technical specifications.

Proposed Change: Mark them as ‘Future’.
	Status: CLOSED
Closed by CR 2010-0079.

	A028
	2010.01.22
	T
	6.1.12
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: Requirements CPM-IWF-013, CPM-IWF-014 and CPM-IWF-015 are not realized by the technical specifications.

Proposed Change: Mark them as ‘Future’.
	Status: CLOSED
Closed by CR 2010-0079.

	A029
	2010.01.22
	T
	6.1.14
	Source: Gertjan van Wingerde

Form: doc #CONR-2010-0007

Comment: None of the requirements of this section have been realized by the technical specifications.

Proposed Change: Mark them as ‘Future’.
	Status: CLOSED
Closed by CR 2010-0079.


This CR handles these CONRR comments as suggested by these comments.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to review the proposed changes and to agree with them.
6 Detailed Change Proposal

Change 1:  Update requirements in section 6.1.
6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-001
	The CPM Enabler SHALL allow an integrated user experience centred around CPM Conversations.
	CPM V1.0

	CPM-HLF-002a
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:

· his addresses

· his devices

· the message type

· the Media Types
	CPM V1.0

	CPM-HLF-002b
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:
· the message priority
	Future


	CPM-HLF-003
	The CPM Enabler SHALL allow the inclusion of URI schemes in a CPM Message.
	CPM V1.0

	CPM-HLF-004
	The CPM Enabler SHALL allow the CPM User to initiate a CPM Conversation using a CPM Address.
	CPM V1.0

	CPM-HLF-005
	The CPM Enabler SHALL allow the CPM User to initiate a CPM Conversation with a non-CPM User using an appropriate address.
	CPM V1.0

	CPM-HLF-006
	The CPM Enabler SHALL allow the CPM User to attach a subject to a CPM Standalone Message or a CPM Session Invitation.
	CPM V1.0

	CPM-HLF-007
	The CPM Enabler SHALL support the indication that the CPM Message is of a sensitive nature. The CPM recipient user may treat the CPM Message accordingly (e.g., not forward it).
	CPM V1.0

	CPM-HLF-008
	The CPM Enabler SHALL support the use of priority indications.
	CPM V1.0

	CPM-HLF-009
	The CPM Enabler SHALL allow an Authorized Principal to request that its identity is not disclosed to the recipient of the CPM Standalone Messages, CPM File Transfers and CPM Sessions initiated by it, if allowed by service provider policies.
	CPM V1.0

	CPM-HLF-010a
	The CPM Enabler SHALL allow a CPM User sending a CPM Standalone Message, to specify one reply-to CPM Address.
	CPM V1.0

	CPM-HLF-010b
	The CPM Enabler SHALL allow a CPM User sending a CPM Standalone Message, to specify one or more reply-to CPM Address(es).
	Future

	CPM-HLF-011
	The CPM Enabler SHALL support identification of the source CPM Address of received CPM Standalone Messages, CPM File Transfers and CPM Session Invitations.
	CPM V1.0

	CPM-HLF-012
	The CPM Enabler SHALL be able to reject a CPM Standalone Message, a CPM File Transfer or a CPM Session Invitation based on the recipient user’s preferences, e.g. originator address (blacklist), undisclosed sender identity, or message type/content.
	CPM V1.0

	CPM-HLF-013
	The CPM User SHALL be able to set and manage his preferences within multiple User Preferences Profiles. User Preferences Profiles may be created according to different scenarios, such as Home, Office, Travel, Sleep, Meeting etc.
	CPM V1.0

	CPM-HLF-014a
	For each of his devices, the CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile, even if the profile was created using a different device.
	CPM V1.0

	CPM-HLF-014b
	The CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as the active profile for address and device combinations.
	Future

	CPM-HLF-015
	The CPM Enabler SHALL allow the CPM User to set his User Communication Preferences.

Examples of scope of settings:
· Settings applying to all the devices that he chooses
· Individual settings per device
· Per contact or category of contacts
The settings can be grouped inside the User Preferences Profiles.
	CPM V1.0

	CPM-HLF-016
	The CPM Enabler SHALL be able to expose a CPM User’s Communication Capabilities to other Principals based on user preferences (e.g. to his contacts in the CPM User’s address book).
	Future

	CPM-HLF-017
	The CPM Enabler SHALL be able to provide an Authorized Principal with the Communication Capabilities information for his contacts. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If Communication Capabilities are available, the Communication Capabilities MAY be made available to the CPM User's address books.
	Future

	CPM-HLF-018
	The CPM Enabler SHALL be able to provide an Authorized Principal with the User Communication Preferences for his contacts. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If User Communication Preferences are available, the User Communication Preferences MAY be made available to the CPM User's address books.
	Future

	CPM-HLF-019
	The CPM Enabler SHALL be able to expose to other Principals (e.g. his contacts in the CPM User’s address book) a CPM User’s preferred communication means. A user’s preferred communication means are based on his User Communication Preferences and his Communication Capabilities.
	Future

	CPM-HLF-020
	The CPM Enabler SHALL be able to provide an Authorized Principal with the preferred communication means that his contacts expose. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If the preferred communication means of a CPM User’s contact are available, the data MAY be made available to the CPM User's address books.
	Future

	CPM-HLF-021
	The CPM Enabler SHALL be allowed to send a CPM Standalone Message or initiate a CPM Session on behalf of a user (e.g. for scheduled conferencing).
	Future

	CPM-HLF-022
	The CPM User SHALL be able to request, on a per-message basis, to be notified of delivery or non-delivery of CPM Messages he/she has sent towards the recipient(s) independent of whether the recipient(s) are CPM Users or Non-CPM Users.
	CPM V1.0

	CPM-HLF-023
	The CPM User SHALL be able to request to be notified when a CPM Standalone Message he/she sent is read by the recipient(s).
	CPM V1.0

	CPM-HLF-024a
	The CPM Enabler SHALL send a delivery notification to the CPM Message originator, on a per-recipient basis, if requested by the CPM Message originator.
	CPM V1.0

	CPM-HLF-024b
	The CPM Enabler SHALL send a read report to the CPM Standalone Message originator, on a per-recipient basis, if requested by the CPM Message originator and authorized by the CPM Message recipient.
	CPM V1.0

	CPM-HLF-025
	The CPM Enabler SHALL support CPM Conversations between a CPM User and at least:

· SMS users
· MMS users
· IMPS users
· SIMPLE IM users
· POC users
· Email users
· PSTN/PLMN voice users
· PSTN/PLMN video users
within the capabilities of the Non-CPM Communication Services.
	CPM V1.0

	CPM-HLF-026
	The CPM Enabler SHALL allow the CPM User to use any type of connectivity, subject to service provider policies and the capabilities of the CPM enabled-network (e.g. to access his/her network-based storage).
	CPM V1.0

	CPM-HLF-027
	The CPM Enabler SHALL provide an interface that would allow, under the control of the service provider, CPM functionality to be accessible by an Application.
	CPM V1.0


Table 1: High-Level Functional Requirements
Change 2:  Update requirements in section 6.1.1.
6.1.1 Conversation

	Label
	Description
	Enabler Release

	
	Stand-alone Messaging:
	

	CPM-CONV-002
	The CPM Enabler SHALL handle an incoming CPM Standalone Message that is to be delivered to a CPM User in accordance with user preferences, registration status and/or service provider policies. The following message handling mechanisms are available:

· Deliver the CPM Standalone Message to the CPM User’s client(s)
· Discard the CPM Standalone Message while providing a notification to the sender based on service provider policies and sender’s preferences
· Defer the CPM Standalone Message
· Store the CPM Standalone Message in the network-based storage
· Deliver the CPM Standalone Message via a Non-CPM Communication Service, via interworking
· Ask the CPM User dynamically which one of the above options should be applied

Note: For the last option it could also be that the CPM User’s device decides on behalf of the CPM User.
	CPM V1.0

	CPM-CONV-001
	The CPM Enabler SHALL be able to deliver CPM Standalone Messages in immediate mode if the recipient is available and his preferences allow it.
	CPM V1.0

	CPM-CONV-003
	The CPM Enabler SHALL defer CPM Standalone Message delivery according to service provider policies (e.g. hold for specific time period, hold only a certain number of messages) and based on user’s preferences.
	Deleted

	CPM-CONV-004a
	The CPM Enabler SHALL be able to support removal of content from a CPM Message based on the recipient’s preferences, Communication Capabilities, and/or service provider’s policies.
	CPM V1.0

	CPM-CONV-004b
	The CPM Enabler SHALL be able to support the content adaptation for a CPM Message based on device capabilities and service provider’s policies.
	CPM V1.0

	CPM-CONV-004c
	The CPM Enabler SHALL be able to support content adaptation for a CPM Message based on the recipient’s preferences.
	Future

	CPM-CONV-005
	The CPM Enabler SHALL be able to re-direct an incoming CPM Standalone Message to any address based on the user defined preference/settings, Communication Capabilities, and service provider policies, relating to Media Types and/or content adaptation.
	CPM V1.0

	CPM-CONV-006
	The CPM Enabler SHOULD allow CPM User to set preferences for storing the CPM Messages based on the Media forms (e.g. store text and voice messages but delete video messages or streams).
	CPM V1.0

	CPM-CONV-007
	A Deferred Message SHALL either be automatically delivered when the CPM User is available, or the CPM User SHALL be notified for possible retrieval by the CPM User.
	CPM V1.0

	CPM-CONV-008
	The CPM Enabler SHALL support the CPM User’s request to be reminded about Deferred Message(s), subject to service provider policy.
	Future

	CPM-CONV-009
	In case of notification of an available CPM Standalone Message sent to the CPM User’s device, the CPM Enabler SHALL allow the CPM User to retrieve all or part of the CPM Standalone Message. 
	CPM V1.0

	CPM-CONV-010
	The CPM Enabler SHALL provide mechanisms so that a CPM User can view CPM Messages in the order they are sent by another CPM User.
	CPM V1.0

	
	File Transfers:
	

	CPM-CONV-044
	The CPM Enabler SHALL allow a Principal to propose the initiation of a CPM File Transfer.
	CPM V1.0



	CPM-CONV-045
	The CPM Enabler SHALL allow a Principal to accept or reject a CPM File Transfer prior to the actual transfer of the file(s)
	CPM V1.0

	
	CPM Sessions:
	

	CPM-CONV-011
	The CPM Enabler MAY support allowing/disallowing the sending of particular Media Types (discrete Media, continuous Media, or both) by individual Participants.
	CPM V1.0

	CPM-CONV-012
	The CPM Enabler SHALL allow a Principal to invite another Principal to start or join a CPM Session by sending a CPM Session Invitation, if allowed by service provider policies.
	CPM V1.0



	CPM-CONV-013
	The CPM Enabler SHALL allow a Principal to accept or reject a CPM Session Invitation he/she received (except for the case covered by CPM-CONV-14 below).
	CPM V1.0



	CPM-CONV-014
	The CPM Enabler SHALL be able, where applicable (e.g. not for full-duplex voice) and upon the terminating service provider policies, to accept a CPM Session Invitation without prompting the invited user for confirmation.
	Future

	CPM-CONV-015
	The CPM Enabler SHALL ensure that the sender of a CPM Session Invitation receives an indication that the CPM Session Invitation was accepted without prompting the invited user for confirmation.
	Future

	CPM-CONV-016
	The CPM Enabler SHALL be able to associate a validity period with a CPM Session Invitation.
	CPM V1.0

	CPM-CONV-017
	The CPM Enabler SHALL leverage the capabilities (when available) of the underlying IP network to manage validity periods associated with a CPM Session Invitation, including notifying the originating and recipient CPM Users about the outcome of the CPM Session Invitation.
	CPM V1.0

	CPM-CONV-018
	The CPM Enabler SHALL allow CPM User to initiate a CPM Session with selected Media. 
	CPM V1.0

	CPM-CONV-019
	The CPM Enabler SHALL allow a CPM User to join or rejoin an ongoing CPM Group Session if the set of CPM Group Membership Rules for the CPM Group are satisfied (e.g. excluding banned users).
	CPM V1.0

	CPM-CONV-020
	The CPM Enabler SHALL provide a mechanism to invite/remove/ban Participants to/from the ongoing CPM Group Session based on the CPM Group Membership Rules (e.g. limitation to conference initiator only).
	CPM V1.0

	CPM-CONV-021a
	The CPM Enabler SHALL provide an Authorized Principal with information about the Participants of a CPM Session (e.g., new Participant joins, Participant leaves, list of current Participants, which Participants are blocked by the Authorized Principal, CPM Session ends), when the Authorized Principal is a current Participant.
	CPM V1.0

	CPM-CONV-021b
	The CPM Enabler SHALL provide an Authorized Principal with information about the Participants of a CPM Session (e.g., new Participant joins, Participant leaves, list of current Participants, CPM Session ends), when the Authorized Principal is not a current Participant.
	Future

	CPM-CONV-022
	The CPM Enabler SHALL allow for participation in a CPM Group Session using a Pseudonym depending on the CPM Group and service provider's policy.
	CPM V1.0

	CPM-CONV-023
	The CPM Enabler SHOULD allow a CPM User to negotiate and use a unique Pseudonym when requesting to join anonymously in a CPM Group Session depending on the CPM Group and service provider's policy. For example, the negotiation process may reject forbidden or sensitive words.
	CPM V1.0

	CPM-CONV-024
	The CPM Enabler SHOULD provide a mechanism for a CPM User to allow CPM Users to contact each other using Pseudonyms assigned to them for a CPM Group Session. 
	Deleted

	CPM-CONV-025
	The CPM Enabler MAY provide the CPM User with a mechanism to renegotiate his/her Pseudonym during a CPM Group Session, subject to service provider policies. For example, the renegotiation process may reject forbidden sensitive words.
	Future

	CPM-CONV-026
	The CPM Enabler MAY allow an Authorized Principal to join a CPM Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other Participants, subject to service provider policies.
	Future

	CPM-CONV-027
	The CPM Enabler SHALL ensure that a Principal who has joined a CPM Session in “hidden mode” becomes a non-hidden Participant prior to sending CPM Messages and/or continuous Media from that Principal to the CPM Session.
	Future

	CPM-CONV-028
	The CPM Enabler SHALL allow a CPM User to get information (e.g. Participants, related Media) on the CPM Sessions (including CPM Group Sessions) he/she is currently participating in.
	CPM V1.0

	CPM-CONV-029
	The CPM Enabler SHALL allow a CPM User to get information (e.g. a list) of the available Public Chat Rooms.
	Future

	CPM-CONV-030
	The CPM Enabler SHALL allow the CPM User to send a CPM Chat Message during a CPM Session.
	CPM V1.0

	CPM-CONV-046
	The CPM Enabler SHALL allow the CPM User to perform a CPM File Transfer during a CPM Session.
	CPM V1.0

	CPM-CONV-031
	The CPM Enabler SHALL allow a CPM User to dynamically add/modify/remove continuous Media during a CPM Session, according to group and service provider policies.
	CPM V1.0

	CPM-CONV-032
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-1 CPM Session received from the other Participant.

In case of “accept”, the CPM Session SHALL be modified accordingly.

In case of “reject”, the CPM Session SHALL be kept unchanged. 
	CPM V1.0

	CPM-CONV-033
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants.

The CPM Session SHALL be modified based on the group and provider’s policies, e.g.:

· CPM Session is only modified if all Participants accepted the request (group policy).
· CPM Session is only modified to those Participants who accepted the request.
	CPM V1.0

	CPM-CONV-034
	The CPM Enabler SHOULD allow the CPM User to automatically accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants based on the Communication Capabilities and user preferences.

In this case, the CPM Session is only modified to those Participants who accepted the request.
	Future

	CPM-CONV-035
	A CPM Enabler MAY allow a CPM User to set a preference for the delivery mechanism in case he is not available (e.g. not registered in the home network) for receiving a CPM Session:

· Reject the CPM Session
· Establish the CPM Session via a Non-CPM Communication Service, via interworking
	CPM V1.0

	CPM-CONV-036
	The CPM Enabler SHALL enable an Authorized Principal (e.g. conference centre recording facility) to store the CPM Session History for his participation in a given CPM Session, and on request, subsequently provide this CPM Session History to another Authorized Principal (e.g. an Authorized Principal who joins the CPM Session halfway through).
	Future

	
	CPM Conversation (general)
	

	CPM-CONV-037
	The CPM Enabler SHALL allow a CPM User to initiate CPM Conversations independently of the status and availability of the user's Presence Information.
	CPM V1.0

	CPM-CONV-038
	The CPM Enabler SHALL support 1-1 and 1-N CPM Conversations.
	CPM V1.0

	CPM-CONV-039
	The CPM Enabler SHALL allow the CPM User to handle several CPM Conversations in parallel according to Communication Capabilities and service provider policies.
	CPM V1.0

	CPM-CONV-040
	The CPM Enabler SHALL provide the means to recognize CPM Standalone Messages, CPM File Transfers and CPM Sessions as part of a CPM Conversation. 
	CPM V1.0

	CPM-CONV-041
	The CPM Enabler SHOULD allow the presentation of CPM Standalone Messages, CPM File Transfers and CPM Sessions belonging to the same CPM Conversation in a conversational view in the CPM-enabled device according to the user’s preferences.
	CPM V1.0

	CPM-CONV-042
	The CPM Enabler SHALL provide for the storage of the CPM Standalone Messages, CPM File Transfers and CPM Sessions belonging to the same CPM Conversation into a CPM Conversation History on behalf of a Participant, limited to those elements associated with the CPM Conversation sent or received by that Participant.
	CPM V1.0

	CPM-CONV-043
	The CPM Enabler SHOULD be able to present the stored CPM Standalone Messages, CPM File Transfers and CPM Session Histories belonging to a CPM Conversation History in a threaded view according to the user’s preferences.
NOTE:
This is the storage representation of the concept defined in CPM‑CONV‑041.
	CPM V1.0


Table 2: High-Level Functional Requirements – Conversation Items

Change 3:  Update requirements in section 6.1.5.
6.1.2 Media Support

	Label
	Description
	Enabler Release

	CPM-MED-001
	The CPM Enabler SHALL support discrete and continuous Media of at least the following kinds:

· Text 
· Images 
· Binary files 
· Audio 
· Video
	CPM V1.0

	CPM-MED-002
	The CPM Enabler SHALL allow the sender of a CPM Message to indicate that a piece of discrete Media (e.g. audio clip or video clip) sent as part of the CPM Message is to be played immediately and automatically upon reception at the recipient end, if supported and enabled by the recipient user.
	CPM V1.0

	CPM-MED-003
	The CPM Enabler SHALL allow an inviting CPM User to indicate a set of offered Media Types at the start of a CPM Session based on the Communication Capabilities of his/her device, user preferences, and service provider policies.
	CPM V1.0

	CPM-MED-004
	The CPM Enabler SHALL allow an inviting CPM User to indicate which offered Media Types are the preferred Media Types in a CPM Session Invitation.
	Future

	CPM-MED-005
	The CPM Enabler SHALL support negotiation of Media Types.
	CPM V1.0

	CPM-MED-006
	The CPM Enabler SHALL support a request from a sending Application not to perform content adaptation.
	Future

	CPM-MED-007
	The CPM Enabler SHALL support the simultaneous exchange of multiple continuous Media and/or CPM Chat Messages in the same CPM Session. 
	CPM V1.0

	CPM-MED-008
	If two or more continuous Media are simultaneously exchanged in the same CPM Session, or if there is more than one CPM Conversation containing continuous Media in parallel, the CPM Enabler SHOULD provide the means to filter the continuous Media based on the user's preferences (e.g. session priority, listen to one voice/audio stream only), Communication Capabilities, and service provider's policy.
	Future


Table 6: High-Level Functional Requirements – Media Support Items

Change 4:  Update requirements in section 6.1.6.

6.1.3 Network-based Storage
	Label
	Description
	Enabler Release

	CPM-STOR-001
	The CPM Enabler SHALL allow CPM User to delete a stored CPM Message, CPM File Transfer History, CPM Session History, CPM Conversation History or Media locally on one of his registered devices and keep the stored item in the network-based storage for later retrieval.
	CPM V1.0

	CPM-STOR-002
	The CPM Enabler SHALL allow CPM Users to suppress automatic synchronization of locally-deleted CPM related content.
	Deleted

	CPM-STOR-003
	The CPM Enabler SHALL be able to store 

· CPM Messages
· CPM File Transfers as CPM File Transfer Histories
· CPM Sessions as CPM Session Histories
· CPM Conversations as CPM Conversation Histories 
· Media
in the user's network-based storage according to the user's preferences and/or service provider's policy.
	CPM V1.0

	CPM-STOR-004
	The CPM Enabler SHALL allow the CPM User to set preferences (e.g. enable/disable, filtering criteria) whether to automatically store CPM Messages, CPM File Transfers, CPM Sessions, CPM Conversations and Media (e.g., when CPM Messages are received and sent) in his/her network-based storage.
	CPM V1.0

	CPM-STOR-005
	The CPM Enabler SHALL allow the CPM User to manually store CPM Messages, CPM File Transfers, CPM Sessions, CPM Conversations and Media from a CPM-enabled device to his/her network-based storage.
	CPM V1.0

	CPM-STOR-006
	The CPM Enabler SHALL provide a CPM User with a mechanism to activate and deactivate on demand the storing of a CPM Session to his/her network-based storage during this CPM Session.
	CPM V1.0 

	CPM-STOR-007
	The CPM Enabler SHALL allow an Authorized Principal to use Media independently of the CPM Messages, CPM File Transfers or CPM Session Histories they were attached to.
	CPM V1.0

	CPM-STOR-008
	The CPM Enabler SHALL support access (select, view, retrieve, etc.) to all 

· CPM Messages
· CPM File Transfers as CPM File Transfer Histories
· CPM Sessions as CPM Session Histories
· CPM Conversations as CPM Conversation Histories 
· Media
stored in the user's network-based storage from any of the user's capable devices.
	CPM V1.0

	CPM-STOR-009
	The CPM Enabler SHALL, according to the user’s preferences (e.g. filtering criteria, enable/disable automatic synchronization) and/or the service provider's policy, support the synchronization of : 

· the stored CPM Messages, CPM File Transfer Histories or CPM Session Histories 
· the CPM Conversation Histories 
· the Media
· the list of stored CPM Messages, CPM File Transfer Histories and/or CPM Session Histories and/or Media 
between the local storage of the CPM User’s device(s) and CPM User’s network-based storage.
	CPM V1.0

	CPM-STOR-010
	The CPM Enabler SHALL allow the CPM User to forward CPM Messages, CPM File Transfer Histories and CPM Session Histories stored in his/her network-based storage (without downloading them to his/her device).
	CPM V1.0

	CPM-STOR-011
	The CPM Enabler SHALL allow the CPM User to download all or part of a CPM Message that is stored in his network-based storage to his/her device.
	CPM V1.0

	CPM-STOR-012
	The CPM Enabler SHALL allow the CPM User to download Media that is stored in his network-based storage to his/her device.
	CPM V1.0

	CPM-STOR-013
	The CPM Enabler SHALL allow the CPM User to download a preview (e.g. a thumbnail) of Media stored in his network-based storage.
	CPM V1.0

	CPM-STOR-014
	The CPM Enabler SHALL allow the management (e.g. creation, renaming, deletion, moving, copying) of folders in a CPM User’s network-based storage by an Authorized Principal.
	CPM V1.0

	CPM-STOR-015
	The CPM Enabler SHALL allow an Authorized Principal to 

· move between folders
· add to folders
· copy between/within folders
· delete
· rename
· list with a filter based on some specific criteria (e.g. recipient, originator, date, stored in a specific folder…)
the following items residing in a CPM User’s network-based storage:

· CPM Conversation Histories 
· stored CPM Messages
· CPM File Transfer Histories 
· CPM Session Histories
· Media
	CPM V1.0

	CPM-STOR-016
	The CPM Enabler SHALL allow the CPM User to select:

· stored CPM Messages, stored CPM File Transfer Histories or CPM Session Histories, and/or
· CPM Conversation Histories 
· Media
from his network-based storage (without downloading them to his device) and/or from his device’s storage and add them to a CPM Message. When the CPM User subsequently requests for the CPM Message to be sent, the CPM Enabler SHALL be able incorporate into the CPM Message, the selected data from the CPM User’s network-based storage (without downloading them to the sender’s CPM User’s device), according to user's preferences and/or service provider's policy.
	CPM V1.0

	CPM-STOR-017
	The CPM Enabler SHALL be able to store incoming CPM Messages and attached Media in the network-based storage, and allow the CPM User to receive CPM Messages without the Media by including a link to access this Media in the network-based storage, based on user’s preferences and service provider’s policies.
	CPM V1.0

	CPM-STOR-018
	The CPM Enabler SHOULD support a search function to allow an Authorized Principal to search in an efficient manner in the network-based storage for Media, stored CPM Messages, CPM Session Histories or CPM Conversation Histories residing in storage space to which he has permission for access.
	CPM V1.0

	CPM-STOR-019
	The CPM Enabler SHALL allow an Authorized Principal to give permission to
· A limited set of Principals (whitelist)
· To everybody
to access specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories and CPM Session Histories), or to access and/or write in folders in his/her network-based storage.
	CPM V1.0

	CPM-STOR-020
	The CPM Enabler SHALL allow an Authorized Principal to give permission over specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories, folders) either at the time of storage of these items to his/her network-based storage or at a later time.
	Future

	CPM-STOR-021
	The CPM Enabler SHALL allow an Authorized Principal to modify or revoke the permissions associated with specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories, folders) in his/her network-based storage.
	CPM V1.0

	CPM-STOR-022
	The CPM Enabler SHALL allow an Authorized Principal to set a deadline after which a sharing permission to specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories, folders) in his/her network-based storage will be revoked automatically.
	Future

	CPM-STOR-023
	The CPM Enabler SHALL allow an Authorized Principal to specify which permission attributes (e.g. read/write access, access deadline, list of Principals who have access permission) associated to specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories, folders) in the network-based storage can be shown to other Principals.
	Future

	CPM-STOR-024
	The CPM Enabler SHALL be able, upon the request of a CPM User who owns a network-based storage, to inform another Principal by notification that he/she has been given/modified/revoked permission to specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories, folders) in his/her network-based storage.
	Future

	CPM-STOR-025a
	The CPM Enabler SHALL be able to record actions being performed on a Principal’s network-based storage.

Actions Example: uploaded/modified/removed some specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories).
	Future

	CPM-STOR-025b
	The CPM Enabler SHALL be able to notify an Authorized Principal about actions being performed on the Principal’s network-based storage.
	Future

	CPM-STOR-026
	The CPM Enabler SHALL allow an Authorized Principal to access specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories) and folders (including the items stored therein) in another user's network-based storage for which the Principal has access permission.
	CPM V1.0

	CPM-STOR-027
	The CPM Enabler SHALL allow an Authorized Principal to upload specific items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories) to folders in a CPM User's network-based storage for which the Principal has write permission.
	CPM V1.0

	CPM-STOR-028
	When a user’s network-based storage quota is close to being exceeded or has been exceeded, the CPM Enabler SHALL be able to send an overflow notification to that user, based on service provider policies.
	Future

	CPM-STOR-029
	The CPM Enabler SHALL be able to delete items (Media, CPM Conversation Histories, CPM Messages, CPM File Transfer Histories, CPM Session Histories) from a user’s network-based storage according to service provider's policy (e.g. CPM Messages older than ‘x’ days).
	Future

	CPM-STOR-030
	The CPM Enabler SHALL allow a CPM User to request to be notified about specific item(s) in the user’s network-based storage before they are going to be deleted as a result of the service provider’s policy.
	Future

	CPM-STOR-031
	When a CPM User requested to be notified about specific item(s) in the user’s network-based storage before they are going to be deleted, the CPM Enabler SHALL be able to send the corresponding notification to that user, based on service provider’s policy.
	Future

	CPM-STOR-032
	The CPM Enabler SHALL allow an Authorized Principal to manage (e.g. include in a CPM Message, delete from network-based storage, forward, upload to the network-based storage from the client, download from the network-based storage to the client) CPM Conversation Histories belonging to a CPM User either as a whole, or partially, i.e. one or more CPM Messages, CPM File Transfer Histories or CPM Session Histories.
	Future


Table 7: High-Level Functional Requirements – Network-based Storage Items

Change 5:  Update requirements in section 6.1.10.

6.1.10 Applications

	Label
	Description
	Enabler Release

	CPM-VAS-001
	The CPM Enabler SHALL allow any CPM Conversation between Applications (including those provided by VASPs) and other Principals regardless of:

· the content of the CPM Message (text or multimedia)
· the desired user experience (e.g. immediate or deferred delivery)
· the number of recipients
· the messaging technologies supported by end user’s device
· whether the intended recipient is a CPM User or not
	Future

	CPM-VAS-002
	The CPM Enabler SHALL provide an interface to Applications (including those provided by VASPs) that supports at least the functionalities provided by existing interfaces (e.g. MM7 between third party Applications and MMS Relay/Server, SMPP between third party Applications and SMS-SC).
	Future

	CPM-VAS-003
	The CPM Enabler SHALL be able to receive CPM Standalone Messages / CPM File Transfers / CPM Session Invitations intended for a VASP from the different non-CPM messaging platforms, in case that the users have sent them from a non CPM-capable device. The CPM Enabler SHALL subsequently forward the CPM Standalone Messages / CPM File Transfers /CPM Session Invitations to the intended VASP.
	Future

	CPM-VAS-004
	The CPM Enabler SHALL support the originator of a CPM Standalone Message, a CPM File Transfer or a CPM Session Invitation to indicate, in that CPM Standalone Message or CPM Session Invitation, the source VAS Application in the CPM-enabled originating entity (device or VASP).
	Future

	CPM-VAS-005
	The CPM Enabler SHALL support the originator of a CPM Standalone Message, a CPM File Transfer or a CPM Session Invitation to indicate, in that CPM Standalone Message or CPM Session Invitation, the target VAS Application in the CPM-enabled receiving entity (device or VASP).
	Future

	CPM-VAS-006
	The CPM Enabler SHALL support generating and sending of event notification with relevant information (e.g. user causing the event, type of event, …) back to the Application so that the Application may take suitable service logic decisions.

Examples of event classes:

· a Participant joining/leaving a communication, including in a hidden mode
· the registration/de-registration of a device with a CPM Service
· the modification of a session (Media addition, switching to another device, …)
· an access to messages or Media in the network-storage, a change in access rights over Media or storage
· content adaptation of a message
· attempts of unidentified and/or unauthenticated Principals to use a CPM Service
	Future

	CPM-VAS-007
	The CPM Enabler SHALL allow the event notification to be set and activated

· on a per user or on a per Application basis
· based on time (e.g. for scheduled event)
	Future

	CPM-VAS-008
	The CPM Enabler SHALL allow an Application with appropriate rights to send a CPM Standalone Message, perform a CPM File Transfer or initiate a CPM Session on behalf of a CPM User (e.g. for scheduled conferencing or when the recipient(s) become(s) available).
	Future

	CPM-VAS-009
	The CPM Enabler SHALL allow an Application with appropriate rights to exercise control over a CPM Conversation including but not limited to starting/stopping a CPM Session (e.g. for time-bound conferencing Applications), listing/searching ongoing CPM Sessions & associated Participants, replaying the recent history of a CPM Conversation (e.g. in case of device switching), adding/removing Participants to a CPM Session (e.g. for a moderated chat room).
	Future

	CPM-VAS-010
	The CPM Enabler SHALL allow an Application with appropriate rights to use moderation functions over Media usage (e.g. for a conferencing Application where only the authorized speaker might be allowed to send his video stream to the CPM Session Participants).
	Future

	CPM-VAS-011
	The CPM Enabler SHALL allow an Application with appropriate rights to use Media handling functions such as adding/removing Media (continuous) to/from a CPM Session, Media redirection (e.g. indicate that a video shall be sent to a specified end point), Media splitting (audio vs. video, …)
	Future

	CPM-VAS-012a
	The CPM Enabler SHALL allow a CPM service provider to enable/disable access by an Application and/or VASP to the CPM Enabler. 
	Future

	CPM-VAS-012b
	The CPM Enabler SHALL allow a CPM service provider to select on a per Application and/or VASP basis which specific CPM Enabler features will be accessible to Applications.
	Future

	CPM-VAS-013
	The CPM Enabler SHALL be able to provide anonymity for the CPM User when communicating with an Application.
	Future


Table 11: High-Level Functional Requirements – Applications Items
Change 6:  Update requirements in section 6.1.12.

6.1.12 Interworking

	Label
	Description
	Enabler Release

	CPM-IWF-001
	The CPM Enabler SHALL support interworking with Non-CPM Communication Services without requiring changes to them.
	CPM V1.0

	CPM-IWF-002
	The CPM Enabler SHALL allow a CPM User to send a CPM Message from a CPM-enabled device to a non-CPM User.
	CPM V1.0

	CPM-IWF-003
	The CPM Enabler SHALL allow a CPM User to receive a message from a non-CPM User.
	CPM V1.0

	CPM-IWF-004
	The CPM Enabler SHALL be able to send messages using an appropriate non-CPM communication technology in case that the intended recipient is not a CPM User or is not available for receiving CPM Messages.
	CPM V1.0

	CPM-IWF-005
	The CPM Enabler SHALL allow a CPM User to attempt to send a continuous Media from a CPM-enabled device to a non-CPM User or to a CPM User who is not available for receiving continuous Media. If the continuous Media cannot be sent, the sender SHALL be notified.
	CPM V1.0

	CPM-IWF-006
	The CPM Enabler SHALL allow a CPM User to receive a continuous Media to a CPM-enabled device from a non-CPM User.
	CPM V1.0

	CPM-IWF-020
	The CPM Enabler SHALL allow a CPM User to perform a CPM File Transfer from a CPM-enabled device to a non-CPM User.
	CPM V1.0

	CPM-IWF-021
	The CPM Enabler SHALL be able to convert a CPM File Transfer towards the appropriate format for the target Non-CPM Communication Service, and accept a response to that file transfer while performing interworking towards a Non-CPM Communication Service that does support file transfer.
	CPM V1.0

	CPM-IWF-022
	When interworking towards a Non-CPM Communication Service that does not support file transfer, depending on user preferences and service provider policies, the CPM Enabler SHALL be able to:

· Accept the CPM File Transfer on behalf of a non-CPM User and convert the transferred file into a message.

· Reject the CPM File Transfer
	CPM V1.0

	CPM-IWF-007
	The CPM Enabler SHALL be able to convert a CPM Session Invitation towards the appropriate format for the target messaging service, and accept a response to that converted invitation while performing interworking towards a Non-CPM Communication Service that does support sessions and invitations.
	CPM V1.0

	CPM-IWF-008
	When interworking towards a Non-CPM Communication Service that does not support sessions or invitations, depending on user preferences and service provider policies, the CPM Enabler SHALL be able to:

· Accept a CPM Session Invitation on behalf of a non-CPM User
· Reject the CPM Session Invitation
· Convert a CPM Session Invitation towards an inviting message, and accept a response from the non-CPM User to the inviting message
	CPM V1.0

	CPM-IWF-009
	The CPM Enabler SHALL be able to convey to a CPM User an invitation request from a Non-CPM Communication Service, and convey the corresponding invitation response back to the non-CPM user.
	CPM V1.0

	CPM-IWF-010
	When a CPM User exchanges messages with a non-CPM User, the CPM Enabler SHOULD be able to identify CPM Messages associated with a CPM Conversation so that they can be displayed in a conversational view in the CPM User’s device if required by the CPM User’s preferences.
	CPM V1.0

	CPM-IWF-011
	The CPM Enabler SHOULD be able to provide the necessary information to Non-CPM Communication Services so that a Non-CPM Communication Service user can view messages in the order they are sent by the CPM User.
	CPM V1.0

	CPM-IWF-012
	The CPM Enabler SHOULD be able to use any information provided and supported by a Non-CPM Communication Service to ensure that a CPM User can view messages in the order they are sent by the non-CPM User.
	CPM V1.0

	CPM-IWF-013
	When provided with presence support, a CPM User MAY be able to subscribe to Presence Information of a user that uses a Non-CPM Communication Service that supports Presence Information exchange.
	Future

	CPM-IWF-014
	For a CPM User provided with presence support, it MAY be possible to make available Presence Information of that CPM User towards Non-CPM Communication Service that supports Presence Information exchange.
	Future

	CPM-IWF-015
	When provided with presence support, a CPM User MAY be provided with information generated by the CPM Enabler about users of a Non-CPM Communication Service that does not support Presence Information exchange (e.g. indication of “non-CPM Service”).
	Future

	CPM-IWF-016
	The CPM Enabler SHALL preserve the request of an originator to not disclose its identity while interworking with a Non-CPM Communication Service.
	CPM V1.0

	CPM-IWF-017
	The CPM Enabler SHALL refrain from interworking with a Non-CPM Communication Service when the originator requested to not disclose its identity and the interworking cannot guarantee this.
	CPM V1.0

	CPM-IWF-018
	The CPM Enabler SHOULD preserve sensitivity indications when interworking.
	CPM V1.0

	CPM-IWF-019
	The CPM Enabler SHOULD preserve priority indications when interworking.
	CPM V1.0


Table 13: High-Level Functional Requirements – Interworking Items

Change 7:  Update requirements in section 6.1.14.

6.1.14 Charging

	Label
	Description
	Enabler Release

	CPM-CHA-001
	The CPM Enabler SHALL support the creation of Charging Events needed for different charging models, e.g. charging for individual events, charging for sessions, charging based on service subscriptions, and to facilitate Charging Correlation.
	Future



	CPM-CHA-002
	The CPM Enabler SHALL support Online Charging.
	Future

	CPM-CHA-003
	The CPM Enabler SHOULD support Offline Charging.
	Future


Table 17: High-Level Functional Requirements – Charging Items
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