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1 Reason for Change

This CR addresses the following CONR comments:

	B028
	2010.01.22
	T
	4.3
	Source: Jerry Shih

Form: OMA-CONR-2010-003-CPM_V1_0_Comments_ATT

Comment: Content Storage has been moved out of CPM 1.0 and should be addressed in future release.

Proposed Change: 

Remove the following bullet point:

· Content storage security
	Status: OPEN

	B029
	2010.01.22
	E
	4.3
	Source: Alcatel-Lucent

Form: INP doc
Comment: The word “storage” in “Message storage” and “Content storage” should be capitalized.

Proposed Change: Make changes as follows:
4.3 Security Considerations

The following security aspects are considered in this document:

· SIP signalling security,

· Media Plane security,

· Interworking Function security,

· Message Storage security,

· Content Storage security.

	Status: OPEN

	B030
	2010.01.22
	T
	4.3
	Source: Alcatel-Lucent

Form: INP doc
Comment: Content Storage is not in this CPMv1.0 release. It’s suggested to delete the text on the Content storage security in section 4.3 (as well as other documents of this release package) as future technologies and corresponding protocols may dictate a different security approach.

Proposed Change: Remove “Content storage security” from this section as follows:
4.3 Security Considerations

The following security aspects are considered in this document:

· SIP signalling security,

· Media Plane security,

· Interworking Function security,

· Message storage security,

· .
The CPM Enabler shall provide at least the same level of confidentiality and integrity as existing Enablers in the area of messaging and communication services.

A CR may be submitted if needed.

	Status: OPEN


In order to avoid different interpretation of and understanding from the definition of the “Deferred Message” in CPM documents, this CR aligns the current definition of CPM “Deferred Message” in the CPM RD with the definition of the Deferred CPM Message in the SD. It reconciles some differences and provides some editorial massaging as well.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

As stated in Comment B028, the Content Storage had been moved out of CPM Release 1.0 and will be addressed in future releases. In order to be consistent with the first paragraph of Section 4.3 of the CPM AD, there is no need for discussing security considerations in CPM Release 1.0 for an entity that will not be in Release 1.0. It is, therefore, recommended to revise the text of Section 4.3 per the proposals in these three CONR comments as presented in Section 6 below. 
6 Detailed Change Proposal

Change 1:  CPM AD Documents Section 4.3 Security Considerations  

4.3
Security Considerations

The following security aspects are considered in this document:

· SIP signalling security,

· Media Plane security,

· Interworking Function security,

· Message Storage security,

· 
The CPM Enabler shall provide at least the same level of confidentiality and integrity as existing Enablers in the area of messaging and communication services.
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