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1 Reason for Change
This CR removes the hard binding of the ‘oma_blockedcontacts’ list to the CPM 2.0 Enabler, allowing any type of blacklist to be used (e.g. RCS defined blacklist). 

Throughout the TS, the ‘oma_blockedcontacts’ is replaced with a ‘{service} blacklist’ (e.g. chat blacklist, file transfer blacklist, etc).
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM 2.0 Conv TS.
6 Detailed Change Proposal
Change 1:  Add 
3.2 Definitions

	Blacklist
	A list of users that are blocked from performing a specific CPM functionality. 

	CPM 1-1 Session
	See [OMA-CPM-SD].

	CPM-based Service
	See [OMA-CPM-AD].

	CPM Ad-hoc Group
	See [OMA-CPM-RD].

	CPM Address
	See [OMA-CPM-RD].

	CPM Chat Message
	See [OMA-CPM-AD].

	CPM Client
	See [OMA-CPM-SD].

	CPM Contribution Identity
	See [OMA-CPM-SD].

	CPM Controlling Function
	See [OMA-CPM-AD].

	CPM Conversation
	See [OMA-CPM-RD].

	CPM Conversation History
	See [OMA-CPM-RD].

	CPM Conversation Identity
	See [OMA-CPM-SD].

	CPM Group Session
	See [OMA-CPM-RD].

	CPM Group Session Identity
	See [OMA-CPM-SD].

	CPM Feature
	A basic feature offered by the CPM Enabler (e.g. Pager Mode messaging, Large Message Mode messaging, session-based messaging, file transfer, deferred messaging, etc).

	CPM Feature Tag
	See [OMA-CPM-SD]

	CPM File Transfer
	See [OMA-CPM-SD].

	CPM Message
	See [OMA-CPM-RD].

	CPM Participating Function
	See [OMA-CPM-AD].

	CPM Pre-defined Group
	See [OMA-CPM-RD].

	CPM Session
	See [OMA-CPM-RD].

	CPM Session Invitation
	See [OMA-CPM-RD].

	CPM User
	See [OMA-CPM-RD].

	Deferred CPM Message
	See [OMA-CPM-SD].

	Device
	See [OMADICT].

	Enabler
	See [OMADICT].

	Large Message Mode
	See [OMA-CPM-AD]

	Interworking Function
	See [OMA-CPM-AD].

	Interworking Selection Function
	See [OMA-CPM-AD].

	Group XDMS
	See [OMA-XDM-AD].

	Join-in Group
	See [OMA-XDM-Group].

	Large Message Mode
	See [OMA-CPM-AD].

	Media
	See [OMA-CPM-RD].

	Media Object
	See [OMA-CPM-AD].

	Media Plane
	See [OMA-CPM-AD].

	Media Stream
	As defined in [RFC3264].

	Message Storage Server
	See [OMA-CPM-AD].

	Pager Mode
	See [OMA-CPM-AD]

	Participant
	See [OMADICT].

	Participant Information
	See [OMA-CPM-SD].

	Principal
	See [OMADICT].

	Pseudonym
	See [OMA-CPM-RD].

	Registration Event Information
	See [OMA-CPM-SD].

	Signalling Path
	See [OMA-CPM-SD].

	Unique User Agent Identifier
	See [OMA-CPM-SD].

	User Preferences Profile
	See [OMA-CPM-RD].


Change 2:  Add in sect. 7.2 
7.2.10.2 Receive Participant Information Notification

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as a previously sent SIP SUBSCRIBE request for subscribing to participation information, the CPM Client:

1. SHALL handle the request according to the rules and procedures of [RFC3265] and [RFC4575];

2. MAY display the Participants of the CPM Group Session by that are included in the  chat Blacklist URI-list stored in [OMA-XDM-List].

Change 3:  Sect 8.3.1
8.3.1 CPM Message Handling
8.3.1.1 Handle a Pager Mode CPM Standalone Message
Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.msg’ included in the Accept-Contact header, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. Check if the Authenticated Originator CPM Address of the SIP MESSAGE request is included in the  standalone message Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
Change 4:  Sect 8.3.1.2 Large Message
8.3.1.2 Handle a Large Message Mode CPM Standalone Message
Upon receiving a SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ included in the Accept-Contact header corresponding to Large Message Mode CPM Standalone Message, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a  SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps; 
3. If the “Session-Expires” header is included, the CPM Participating Function SHOULD handle the header according to procedures of [RFC4028].
4. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the session;

5. Check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the standalone message Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Change 5:  CPM Session sect. 8.3.2.1 

8.3.2.1 Handle a CPM Session Invitation
Upon receiving a SIP INVITE request of a CPM 1-1 Session or a CPM Group Session, the CPM Participating Function: 

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. SHALL check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the  chat Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

END OF CHANGES
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