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1 Reason for Change

Address the following CONRR comments:
	B040
	2013.02.13
	T
	General
	Source: Research In Motion

Form: Review Contribution

Comment: RIM’s earlier inputs about having multiple ‘session info’ and ‘group state’ objects within a session history have been ignored. The specification is still unclear on how these topics are dealt with in CPM.

Proposed Change: Make it clear in the specifications that there can be a maximum of only one group state objects and once stored, these objects cannot be replaced. Otherwise, adopt the changes proposed in CR92 thru CR95. Note: this applies to all three technical specifications.
	Status: OPEN

	C035
	2013.02.13
	T
	General
	Source: Research In Motion
Form: Review Contribution
Comment: RIM’s earlier inputs about having multiple ‘session info’ and ‘group state’ objects within a session history have been ignored. The specification is still unclear on how these topics are dealt with in CPM.
Proposed Change: Make it clear in the specifications that there can be a maximum of only one group state objects and once stored, these objects cannot be replaced. Otherwise, adopt the changes proposed in CR92 thru CR95. Note: this applies to all three technical specifications.
	Status: OPEN


Editor’s notes have been added to highlight obsolete text.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:   (optional)Brief description of specific change

5.2.3.4.2 Long-lived CPM Group Sessions

The CPM Group Sessions are handled as CPM Long-lived Group Sessions, according to service provider policies. 

When CPM Long-lived Group Sessions are re-started by any of the Participants allowed to do so by the policies of the service provider hosting the CPM Long-lived Group Session, the re-started CPM Long-lived Group Session preserves the same features (e.g. a Closed Session remains Closed whenever it is re-started).

The CPM Controlling Function keeps metadata of the CPM Long-lived Group Sessions, such as: CPM Conversation Identity, CPM Session Identity, list of participants to the CPM Group Session at the time of CPM Session inactivity timeout, or the indication of the type of CPM Group Session (e.g. Closed, Ad-hoc, Pre-defined). This metadata is constantly monitored and collected throughout the session until the CPM Group Session is terminated, at which point, provided that a network-based storage exists for the user, all collected metadata is uploaded into the corresponding session history folder as a CPM Group State Object.
Change 2:  (optional)Brief description of specific change

5.2.1.1 Participant Information

The CPM Client SHALL support requesting Participant Information.

The CPM Participating Function SHALL support forwarding a Participant Information subscription request from the CPM Client to the CPM Controlling Function and Participant Information notifications from the CPM Controlling Function to the CPM Client.
CPM Client that is reconnected by the serving CPM Participating Function to an active CPM Group Session after being unavailable (e.g. connection loss) SHALL re-fresh the subscription request to obtain the latest Participant Information. 

If the subscription refresh was successful, the CPM Client SHALL use this latest Participant Information when re-connected into an active CPM Group Session.

The Participants Information is stored in the CPM Group State Object information by the CPM Participating Function at the termination of a CPM Group Session.
If the subscription refresh resulted in an 404 NOT FOUND error, the CPM Group Session in no longer available and the CPM Participating Function will have stored the Participants Information in the CPM Group State Object, therefore CPM Client SHALL use the CPM Group State Object to retrieve the latest Participants Information, provided that the network-based storage is available to the user.
The CPM Controlling Function SHALL support handling of requests for Participant Information. 

In order to receive Participant Information a CPM Client SHALL send a Participant Information subscription request with a CPM Group Session Identity and a corresponding CPM Feature Tag to the SIP/IP core serving the CPM Client. 

The SIP/IP core serving the CPM Client routes the Participant Information subscription request to the CPM Participating Function serving the CPM Client. 

NOTE 1:
The CPM Feature Tag is used by the SIP/IP core to route the Participant Information subscription request to the CPM Participating Function. 

When receiving a Participant Information subscription request, the CPM Participating Function serving the CPM Client SHALL forward the Participant Information subscription request to the SIP/IP core of the network hosting the CPM Group Session identified by the CPM Group Session Identity via the SIP/IP core from which the Participant Information subscription request was received

NOTE 2:
The CPM Group Session Identity is used by the SIP/IP core serving the CPM Client to route the Participant Information subscription request to the SIP/IP core of the network hosting the CPM Group Session.

The SIP/IP core of the network hosting the CPM Group Session routes the Participant Information subscription request to the hosting CPM Controlling Function. 

NOTE 3:
The CPM Feature Tag is used by the SIP/IP core of the network hosting the CPM Group Session to route the Participant Information subscription request to the hosting CPM Controlling Function
When receiving a Participant Information subscription request, the hosting CPM Controlling Function SHALL check that it hosts the targeted CPM Group Session and SHALL check the Participant Information subscription request against the CPM Group policies and service provider policies. If successfully authorized, the CPM Controlling Function SHALL 

· respond with the Participant Information subscription successful response; and, 

· send the initial Participant Information notification to the CPM Client using the reverse path of the Participant Information subscription request; and,

· continue sending the Participant Information notifications to the CPM Client using the reverse path of the Participant Information subscription request whenever the Participant Information changes until the Participant Information subscription becomes invalid.

Otherwise, if the Participant Information subscription request is not authorized, the CPM Controlling Function SHALL send back an error response.

Change 3:  (optional)Brief description of specific change

5.5.1.1 Folders

Within this storage model, the following types of folders can be distinguished:

1. the “default” system folder
, which is the root folder for all CPM Message Store folders and objects. There SHALL be only one such folder per CPM User. This folder SHALL only contain conversation history folders.

2. user folders MAY be created and accessed by the CPM Enabler. They MAY contain any number of sub-folders. User folders MAY contain stand-alone media objects, and conversation history folders which have been moved from the “default” system folder by the CPM User. Once they have been moved, conversation history folders SHALL NOT be moved back to the “default” system folder. There MAY be any number of such folders per CPM User.

3. conversation history folder, which is used to store all items related to a single CPM Conversation. The conversation history objects SHALL be represented towards the end-user as separate threads in a folder and NOT as folders. Conversation history folders MAY be moved, in their entirety, to a user folder in the user folders hierarchy. Conversation history folders SHALL contain zero, one or more of the following items:

a. message object (zero or more)
b. file transfer object (zero or more)
c. session history object Editor’s note: obsolete, another CR is expected to clean it up.
d. stand-alone media object (zero or more)
e. session history folder (one or more)
4. session history folder, which is used to store all items related to a single CPM Session. Session history folders SHALL contain zero, one or more of the following items:

a. chat-message object (zero or more)
b. file transfer object (zero or more)
c. stand-alone media object (zero or more)
d. group state object (zero or one)
e. session info object (zero or one)
Change 4:  (optional)Brief description of specific change

5.5.1.2 
Objects

Within the folders of the CPM Message Storage the following types of stored objects can be distinguished:

1. A message object, which is a container for a CPM Standalone Message (including any Media objects attached to the CPM Standalone Message).

2. A file transfer object, which is a container for a CPM File Transfer History (including the file transferred in the CPM File Transfer).

3. A session history object, which is a container for a CPM Session History. The session history object SHALL include all information to be stored for a CPM Session as described in section 5.2.1.2 in a single object. Editor’s note: obsolete, another CR is expected to clean it up
4. A stand-alone media object, which is stand-alone media wrapped as a MIME formatted object with no requirement to be [RFC2822] conforming, but it may include an indication to its content type.
5. A chat-message object, which is a container for a CPM Chat Message exchanged within a CPM Session. This object may only appear in a session history folder.

6. A group state object, which is a container for the CPM Group State Object, as defined in section 5.2.1.2. This object may only appear once in a session history folder related to a CPM Group Session.
7. A session info object, which is similar to the session history object (Editor’s note: obsolete, another CR is expected to clean it up), but contains only the session information as stated in section 5.2.1.2 when recording the session history. The other parts from the session history object are instead recorded and stored as separate objects, such as chat-message object, file transfer object, and group state object. A session info object may only appear once in a session history folder.
NOTE 1: 
In this release of the CPM Enabler only complete conversation history objects can be moved between folder objects. The individual components of conversation histories such as threaded message objects, file transfer objects or session history objects cannot be moved separately.

NOTE 2:
Message objects, file transfer objects and session history objects can only be so-called “leaf-objects”, meaning that they SHALL NOT contain other message objects, file transfer objects, session history objects, conversation history objects or folder objects as their sub-objects within the storage hierarchy.
NOTE 3: For this release of the CPM Enabler, the session history object SHALL NOT be used for recording or storing CPM Sessions.  Instead the session history folder SHALL be used to record or store CPM Session. Editor’s note: obsolete, another CR is expected to clean it up
Metadata is associated with the message objects, the file transfer objects, the session history objects (Editor’s note: obsolete, another CR is expected to clean it up) and the folder objects. This metadata is used to store data that is associated with the content / folder, but is not part of the real contents of the content / folder. The following are examples of the metadata that is supported:

· Flags associated with the message object, file transfer object or session object (Editor’s note: obsolete, another CR is expected to clean it up) (e.g. read-flag, answered-flag, forwarded-flag)

· Access control lists to determine who has access to a folder and who can modify the folder.

NOTE 4:
Access control lists SHALL be only associated with folder objects, not with individual conversation history objects, message objects, file transfer objects or session history objects (Editor’s note: obsolete, another CR is expected to clean it up).

� Note: in practice, since the CPM Message Store is based on IMAP message storage principles, the folders shown in the model in [Figure 1] are mapped to IMAP mailboxes. The IMAP specification dictates that before any operation can be performed on objects in the message store, a mailbox must be selected using the IMAP SELECT operation, which is analogous to “changing directory” in a computer file system. Strictly speaking, there is no “default” system folder in IMAP, but by convention the “inbox” is often accepted as the default system folder. However, mapping of the “default” system folder to “inbox” or anything else is implementation specific, and out of scope for CPM.
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