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1 Reason for Change

The CR applies error correction in the Conversation TS on the use of sip.instance in the SIP MESSAGE:
Issue 1: 

· SIP MESSAGE doesn’t have a Contact header, so sip.instance of the sender needs to be populated elsewhere. The solution I used aligns with RCS 5.1 chat messages, hence puts it in CPIM From header.

Issue 2: 

· sip.instance cannot be carried in Request-URI (sect. 3.4.4.1.5. and sect. 3.4.4.1.8. of RCS 5.1 UNI are contradictory, but the proper solution is in sect. 3.4.4.1.8.), so I applied it in attached CR throughout the CPM Conv TS.

Issue 3 (minor):

· there is no text claifying how the sender sip.instance is passed in MSRP SEND (i.e. in CPIM From header), so I added the text.

The following issue must also be tracked for correction in RCS 5.1 UNI service specification (contradictory statements) and be corrected upon endorsement of CPM 2.0:
RCS 5.1 - sect. 3.4.4.1.5. :
….If there is no ongoing Group Chat in which to send these notifications, they shall be sent using SIP MESSAGE with Request-URI set to the device identifier of the sender of the original message. Note that the SIP MESSAGE may not arrive at the sending device in a multidevice scenario if a device identifier (i.e. public gruu or sip.instance value) is not included in the Request-URI of the SIP MESSAGE request.

RCS 5.1 - sect. 3.4.4.1.8.:
… When chat messages are sent within a Group Chat, the device identifier is required to be set by the sender in the CPIM From header in the MSRP SEND request.  To do this, the CPIM From header in messages should carry the device identifier, which is either a public gruu or a sip.instance value as defined in section 2.11.3.

As examples: 

· For a public GRUU, the CPIM From header would be set as follows:
From: <sip:mysipuri@example.com;gr=hdg7777ad7aflzig8sf7>

· For a sip.instance value, the CPIM From header would be set as follows:
From: <sip:mysipuri@example.com?Accept-Contact=+sip.instance%3D%22%3Curn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6%3E%22%3Brequire%3Bexplicit>
Note: URI parameters require escaping in the above example 

Note: the placement of the +sip.instance inside the angle brackets is only valid in the CPIM From header. In particular, the +sip.instance shall never be placed in the Request-URI of a SIP request. If it is needed in a SIP request, it shall be carried in a Contact header if identifying the sender or in an Accept-Contact header if identifying the recipient as defined in section 2.11.3.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-CPM WA is recommended to agree on the proposed changes in this CR and incorporate them in the CPM TS Conversation 2.0.
6 Detailed Change Proposal

Change 1:  sect. 5.4
5.4.1.Generate Delivery Notification

Upon receiving a CPM Standalone Message, or a CPM Chat Message, or CPM File Transfer file the receiving entity (e.g. terminating CPM Client, terminating CPM Participating Function or CPM IWF): 
1. SHALL check whether the message contains the request for a successful delivery notification element in a CPIM header as described in [RFC5438];

2. If true and allowed by local device’s settings, the receiving entity SHALL construct a successful delivery notification (IMDN) according to the rules and procedures of [RFC5438] and [RFC5438Errata] with the following additional clarifications:

a. Using SIP MESSAGE method:

i. If an IMDN-Record-Route header field was received in the corresponding CPM Standalone Message, or in the corresponding CPM Chat Message, the CPM Client SHALL include in the Request-URI the topmost entry from the IMDN-Route header field;

ii. If no IMDN-Record-Route header field was received in the corresponding CPM Standalone Message, or in the corresponding CPM Chat Message, the CPM Client SHALL include in the Request-URI one of:

1.  the public GRUU if received in the Contact header field of the received SIP INVITE request, or;

2. 
3. the authenticated originator’s CPM Address of the received SIP MESSAGE request,
iii. If a device identifier was received in the Contact header field of the SIP INVITE, or in the CPIM From header field of the Pager Mode CPM Standalone Message, the receiving entity SHALL set the device identifier value  in the Accept-Contact header field as described in sect. 6.1.2. “ Identifying the recipient device in SIP requests and responses“;
iv. The CPM Client SHALL set the CPIM To header field either to the public GRUU included in the Contact header field of the received SIP INVITE request, or to the authenticated originator’s CPM Address of the received SIP MESSAGE request;

v. The CPM Client SHALL include in the Conversation-ID header field the value received in the original CPM Standalone Message, or of the CPM Chat Message, and a Contribution-ID header field with a newly generated value;
vi. The CPM Client SHALL send the SIP MESSAGE request carrying a successful delivery notification according to the rules and procedures of the SIP/IP core.
Note: CPM File Transfer only supports <delivery-notification> element.

b. Using MSRP procedure during an active CPM Session:

1. It SHALL construct a MSRP SEND toward the requestor of the disposition notification with the following clarifications:

i. the “Content-type” header field SHALL contain a MIME type “message/cpim” as specified in [RFC3862];

ii. The “From” header field SHALL contain the SIP URI address of the CPM User on behalf of which the receiving entity is issuing the disposition notification;

iii. The “To” header field SHALL contain the SIP URI of the notification requestor.
2. It SHALL construct the payload according to [RFC5438] Section 7.2 and [RFC5438Errata]with the following clarification:

a.  the CPIM body [RFC3862] carries a IMDN XML document formatted, as specified in [RFC5438];
b. the Content-Type header field SHALL be set to =” message/imdn+xml “as specified in [RFC5438];

c. the <message-id> element SHALL be set to the IMDN Message-ID value of the CPIM header of the original CPM Chat Message for which this IMDN notification is issued;
d. the <delivery-notification> element SHALL be populated as per the disposition type that the sender requested and is being reported. 
5.4.2.Generate Read Report

Upon receiving a CPM Standalone Message, or a CPM Chat Message and if privacy settings allow it, the CPM Client:

1. SHALL check whether the message contains the request for display notification element in CPIM header, as described in [RFC5438], to generate a read report;

a. If it contains the request for display notification, the CPM Client SHALL check if the message is stored in the CPM User’s network-based Message Storage.

i. If it is stored, the CPM Client SHALL check the “\read-report-sent” status flag attribute as described in [OMA-CPM_TS_MessageStorage]. 

- If it is false, proceed with step 2; 

- Otherwise, no further steps are required.

ii. Otherwise, proceed with step 2.

b. Otherwise, no further steps are required.
2. When the CPM Client determines that the CPM User has read the message (e.g. by user confirmation) and allowed by local device’s settings, the CPM Client SHALL construct a read report according to the rules and procedures of [RFC5438] and [RFC5438Errata], with the following additional clarifications:
· Using SIP MESSAGE method:
1) If an IMDN-Record-Route header field was received in the corresponding CPM Standalone Message, or in the CPM Chat Message, it SHALL include in the Request-URI the topmost entry from the IMDN-Route header field;

2) If no IMDN-Record-Route header field was received in the corresponding CPM Standalone Message, or in the CPM Chat Message, it SHALL include in the Request-URI one of:

a. the public GRUU if received in the Contact header of the received SIP INVITE request, or 

b. 
c. the authenticated originator’s CPM Address of received SIP MESSAGE request;

3) If a device identifier was received in the Contact header field of the SIP INVITE, or in the CPIM From header field of the Pager Mode CPM Standalone Message, the CPM Client SHALL set the device identifier value in the Accept-Contact header field as described in sect. 6.1.2. “ Identifying the recipient device in SIP requests and responses“;
4) SHALL set the CPIM To header field to the public GRUU included in the Contact header field of the received SIP INVITE request or the authenticated originator’s CPM Address of the received SIP MESSAGE request;

5) The CPM Client SHALL include in the Conversation-ID header field the value received in the original CPM Standalone Message, or of the CPM Chat Message, and a Contribution-ID header field with a newly generated value;

6) SHALL send the SIP MESSAGE request carrying a read report according to the rules and procedures of the SIP/IP core;
7) If the message is stored in the Message Storage Server, the CPM Client SHALL send a request to set “\read-report-sent” status flag attribute to true for the corresponding message in the Message Storage Server as described in section 6.6.1 “Metadata Operation” in [OMA-CPM_TS_MessageStorage] to indicate that future retrievals of this message need not to generate a read report. 

NOTE:
The“\read-report-sent” status flag is visible to the CPM Client but masked to the CPM User.

Change 2:  Sect. 6.1.1. and 6.1.2.
6.1.1. Identifying the sending device in SIP requests and responses
If a CPM Client obtains GRUUs from the registrar, as per [RFC5627], the CPM Client SHALL use the public GRUU as the URI to be used in the Contact header field in non-REGISTER SIP requests and responses that it emits. For example, the GRUU URI SHALL be included in the Contact header field of any SIP INVITE request and related SIP 200 OK response. 

Since it is not mandatory for the SIP/IP Core to support GRUU, then if a CPM Client does not obtain a GRUU from the registrar, it SHALL include the +sip.instance feature tag in the Contact header field with the same instance identifier value used at registration in any non-REGISTER SIP request and response that it emits, and which carry a Contact header field.   
For SIP MESSAGE requests, the identity of the sender is populated in the CPIM From header field and can include:

· the public GRUU for the sender, or

· the authenticated originator's CPM Address for the sender CPM User plus the sip.instance value for the sender’s client, or

· the authenticated originator's CPM Address of the sender, when no device identifier is populated. 

In MSRP messages (e.g., in CPM Chat Messages sent within a CPM Session), the sender sets the device identifier (either a public GRUU or a sip.instance value) in the CPIM From header field in the MSRP SEND request.  
Examples: 

· CPIM From header field set to a public GRUU:
From: <sip:mysipuri@example.com;gr=abc12387cb90fgxzd436h>

· CPIM From header field set to a sip.instance value:
From: <sip:mysipuri@example.com?Accept-Contact=+sip.instance%3D%22%3Curn:uuid:a76d4cad-9dab-17d0-f712-00b0d76c9af2%3E%22%3Brequire%3Bexplicit>
Note: URI parameters require percent encoding of the Accept-Contact header field. 

Note: the placement of the +sip.instance inside the angle brackets is only valid in the CPIM From header.
6.1.2. Identifying the recipient device in SIP requests and responses

If a CPM Client received a GRUU as the URI in the Contact header field of an incoming SIP request, then to ensure a generated SIP request is sent back to the same device, the Request-URI of the generated SIP request is set to the Authenticated Originator's CPM Address as specified in section 6.1. “Authenticated Originator's CPM Address”, of the incoming SIP request, and the GRUU related “gr=” URI parameter from the Contact header field of the incoming SIP request is added. 

If a CPM Client did not receive a GRUU but received a +sip.instance feature tag in the Contact header field of an incoming SIP request, ,or in the CPIM From header field (as described  in section 6.1.1., Identifying the sender device in SIP requests and responses) if the SIP request or response did not contain a Contact header field, then to ensure a generated SIP request is sent back to the same device, a new Accept-Contact header field is added carrying only the +sip.instance parameter and instance identifier value as well as the tags explicit;require. 

Change 3:  Sect. 7.2.1.3.
7.2.1.3.Generate a CPM Standalone Message

In order to generate a CPM Standalone Message, a CPM Client SHALL generate a CPIM message as defined in [RFC3862], with the following clarifications:

1. SHALL set the From header field of the CPIM message to the address of the sending CPM User, as described in section 6.1.1. “Identifying the sending device in SIP requests and responses“;
2. SHALL set the To header field of the CPIM message as follows:
a. If the CPM Standalone Message is to be sent to one CPM User or to one non-CPM Principal, the CPM Client SHALL set the To header of the CPIM message to the address of the recipient;
b. If the CPM Standalone Message is to be sent to a CPM Ad-hoc Group, the CPM Client SHALL set the To header fieldof the CPIM message to the address of the CPM Controlling Function provisioned to the CPM Client;
c. If the CPM Standalone Message is to be sent to a CPM Pre-defined Group, the CPM Client SHALL set the To header field of the CPIM message to the address of the target CPM Pre-defined Group;
3. If the CPM user wishes to obtain the disposition-state of the CPM Standalone Message (e.g. whether the message is delivered to the recipients or not, whether the recipients read the message), the CPM Client SHALL set the disposition notification according to the rules and procedures described in section 5.4. “Disposition Notifications”.
Change 4:  Sect. 8.3.1.1
8.3.1.CPM Message Handling
8.3.1.1.Handle a Pager Mode CPM Standalone Message
Upon receiving a SIP MESSAGE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.msg’ included in the Accept-Contact header, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps; 
3. Check if the Authenticated Originator CPM Address of the SIP MESSAGE request is included in the standalone messages Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
4. Check in the recipient’s user preferences retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences” and if there is a rule in [OMA-XDM-Policy in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<standalone-message>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response to the CPM Client. Also the CPM Participating Function SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-delivery-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF without as described in section 6.5 “Communicating with the ISF”.
c. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL remove the Disposition-Notification header field in CPIM header of the received CPM Standalone Message as defined in [RFC5438];
NOTE: If present, the request for read report is not removed by the CPM Participating Function.

ii. SHALL store the message in the user’s message store in the Message Storage Server according to procedures specified in section 6.3.1 “Object Store Operation” of [OMA-CPM_TS_MessageStorage]. 
iii. If the originator of the CPM Standalone Message requested a “positive-delivery” disposition notification as defined in [RFC5438], SHALL generate a “positive-delivery” notification as described in section 8.3.1.5 “Sending a Disposition Notification”; 
iv. SHALL return a SIP 200 “OK” response. 

Otherwise, continue with the rest of the steps;
d. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function SHALL change the address of the recipient to the one provided in the user preferences and send the CPM Standalone Message to that address through the SIP/IP core.
Otherwise, continue with the rest of the steps;
e. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
Otherwise, continue with the rest of the steps; 
5. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response.

6. If in step 4 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true” or an ‘<allow-interworking>’ sub-element set to “true”, the CPM Participating Function SHALL if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-offline-storage>’ sub-element set to “true”. If such a rule exists, it SHALL execute the processing described in section 8.5 “Record CPM Conversation History”.
7. If in step 4 no rule matched or  if the action element of the matching rule included the ‘<allow-deliver-and-interwork>’ sub-element, the CPM Participating Function SHALL:
a. Determine which of the registered CPM Clients are expected to receive the CPM Standalone Message as follows:
i. SHALL check for rules in [OMA-XDM-Policy] satisfying the following criteria:

· The <service-list> element inside the <conditions> element contains a <service> element with the attribute “enabler” set to “CPM”.

· The <upp-list> element inside the <conditions> element contains the active User Preference Profile name of one of the registered CPM Clients of the recipient CPM User.

· Other elements inside the <conditions> element evaluate to true for the CPM Standalone Message.

· The <action> element contains a <allow-reject-invite> element, as defined in [OMA-XDM-Policy], and with its value set to “true”.

ii. SHALL exclude each registered CPM Client whose active User Preference Profile is mentioned in one of the rules found as a result of step i from the list of registered CPM Clients that will receive the CPM Standalone Message;
iii. MAY evaluate other information sources to determine device connectivity and, if evaluated, SHALL exclude those registered CPM Clients whose connectivity does not allow to receive the CPM Standalone Message.

iv. SHALL further exclude those registered CPM Clients whose capabilities (learnt via the registration NOTIFY request as specified in section 8.1.4 “Using the Registration Event Information”, or via other information sources) do not allow to receive the CPM Standalone Message.

v. SHALL further exclude those registered CPM Clients that should not receive the CPM Standalone Message according to service provider policies.

NOTE: 
steps ii, iii, iv, and v implement the notion of a CPM Client being “suitable” (or not) for a request as described in Section 5.2.2.1.3 of [OMA-CPM-SD]. This notion of “suitable” applies equally to other requests, i.e. Large Mode CPM Standalone Message request, CPM Session Invitation request and CPM File Transfer request, see affected sections.
b. MAY replace each Media Object attached to the CPM Standalone Message with a reference, as described in section 8.3.1.3  “Replacing Media with a Reference”
c. SHALL generate a SIP MESSAGE request for each registered CPM Client selected in step a according to the rules and procedures of [RFC3428];
d. SHALL copy the Accept-Contact header(s) of the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request(including the Accept-Contact header with the sip.instance tag and value for the device identifier, if one was provided);
e. SHALL check if in the received SIP MESSAGE:
i. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’. In this case, the CPM Participating Function SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field and set it  to ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’; or
ii. if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.msg’. If another value is found, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response;
f. f.  SHALL include a Request-URI and set its value to the suitable CPM Client’s identity, which is one of:  the public GRUU if one was provided, or recipient CPM User’s Address, 
g. 
obtained in the registration NOTIFY request as specified in the subsection 8.1.2 “Receive Registration Event Information Notifications”;
g. SHALL include the CPM release version in the User-Agent header field as specified in Appendix D “Release Version in User-agent and Server headers”;

h. If the CPM Standalone Message was recorded in step 6, the CPM Participating Function SHALL include the UID information retrieved in section 8.5 “Record CPM Conversation History” in the Message-UID header as specified in Appendix C.1.6 “Message-UID”;

i. SHALL send the request via the SIP/IP core towards each user’s selected CPM Client.

If in step 7 no suitable registered CPM Clients are found to receive the request, then the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response.
With the exception of message forwarded case upon receiving the first SIP 2xx final response from one of the selected CPM Clients, the CPM Participating Function SHALL send the SIP final response along the signalling path towards the originating CPM Client according to the rules and procedures of [RFC3261]; 

If none of the suitable CPM Clients, nor, if applicable, the ISF return a SIP 200 “OK” response, the CPM Participating Function SHALL check the service provider policy about handling undelivered messages. If the service provider policy is:

1. To defer the message then the CPM Participating Function SHALL defer the message as specified in section 8.3.1.6 “Defer CPM Standalone Messages” and SHALL return a SIP 202 “Accepted” response;
2. To deliver the message using a Non-CPM Communication Service, the CPM Participating Function SHALL send the SIP MESSAGE directly to the ISF as described in section 6.5 “Communicating with the ISF.
If the CPM Standalone Message was recorded but could not be delivered to any CPM Client nor could be interworked, the CPM Participating Function SHALL delete that CPM Standalone Message as described in section 6.3.5 "Object Remove Operation” in [OMA-CPM_TS_MessageStorage].
Change 5:  Sect. 8.3.1.2

8.3.1.2Handle a Large Message Mode CPM Standalone Message

Upon receiving a SIP INVITE request with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.largemsg’ included in the Accept-Contact header corresponding to Large Message Mode CPM Standalone Message, the CPM Participating Function SHALL execute the following:

1. If the CPM Participating Function requires a specific User Agent version to be supported, the CPM Participating Function SHALL check the “User Agent” header field to determine if the CPM Participating Function supports the User Agent version and if not, the CPM Participating Function SHALL return a  SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261]. 
Otherwise, continue with rest of the steps;
2. If the CPM Participating Function does not allow anonymity and anonymity is requested, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps; 
3. If the “Session-Expires” header is included, the CPM Participating Function SHOULD handle the header according to procedures of [RFC4028].
4. SHALL behave as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the session;

5. Check if the Authenticated Originator CPM Address of the SIP INVITE request is included in the  standalone message Blacklist URI-list stored in [OMA-XDM-List]. If it is, then the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
6. Check in the recipient’s user preferences retrieved from XDMS as described in 8.4.1 “Retrieving User Preferences” and if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<media-list>’ element of the conditions part of the rule contains the ‘<standalone-message>’ element. If such a rule exists then the CPM Participating Function SHALL handle the value of the ‘<action>’ element as follows:

a. If the action element includes an ‘<allow-reject-invite>’ sub-element set to “true”, the CPM Participating Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. If the action element includes an ‘<allow-interwork>’ sub-element set to “true” or if the action element includes an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL generate a SIP INVITE request for the ISF according to the rules and procedures of [RFC3261];
ii. SHALL copy the Contact header and Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;
iii. SHALL check if in the received SIP INVITE:

1. the P-Preferred-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’, or
2. if P-Asserted-Service header field is present and carries the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.largemsg’. 

1. If another value is found in either of the two header fields, the CPM Participating Function MAY reject the SIP INVITE with a SIP 403 “Forbidden” response;
iv. SHALL insert a URI identifying its own address in the Contact header;

v. SHALL include a User-Agent header to indicate the OMA CPM release version of the Participating Function as specified in Appendix D “Release Version in User-agent and Server headers”;

vi. SHALL include the MIME SDP body received in the SIP INVITE request as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [draft-ietf-simple-msrp-sessmatch] with the following clarification, the CPM Participating Function:

1. SHALL include media line proposing MSRP media parameters;

2. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path:MSRP URI.

3. SHALL set the SDP directional media attribute to a=sendonly;

4. SHALL set the size as a=file-selector:size:actual message size;

5. SHALL set the a=setup attribute as “active” since interworking with a Non-CPM Communication Service has been chosen.
vii. SHALL send the SIP INVITE request directly to the ISF as described in section 6.5 “Communicating with the ISF”.
c. If the action element includes an ‘<allow-store>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL establish an MSRP session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ”;

ii. SHALL remove the Disposition-Notification Header Field in CPIM header of the received CPM Standalone Message as defined in [RFC5438];

NOTE: If present, the request for read report is not removed by the CPM Participating Function.

iii. SHALL store the message in the Message Storage Server according to procedures specified in section 6.3.1 “Object Store Operation” of [OMA-CPM_TS_MessageStorage] and obtain an UID from the Message Storage Server.

iv. If the originator of the CPM Standalone Message requested a “positive-delivery” disposition notification as defined in [RFC5438], SHALL generate a “positive-delivery” notification as described in section 8.3.1.5 “Sending a Disposition Notification”. 

Otherwise, continue with the rest of the steps;
d. If the action element includes an ‘<allow-forward>’ sub-element set to “true”, the CPM Participating Function SHALL change the address of the recipient to the one provided in the user preferences and send the INVITE to that address through the SIP/IP core.

Otherwise, continue with the rest of the steps;
e. If the action element includes an ‘<allow-defer>’ sub-element set to “true”, the CPM Participating Function:
i. SHALL establish an MSRP session to receive the message as described in section 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ”;

ii. SHALL defer the message as described in section 8.3.1.6 “Defer CPM Standalone Messages”.
Otherwise, continue with the rest of the steps;
7. If in step 6 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL check if there is a rule in [OMA-XDM-Policy] in which the “enabler”  attribute of the ‘<service>’ sub-element inside the ‘<service-list>’ element of the conditions part of the rule is set to “CPM” and the ‘<action>’ element of the rule contains an ‘<allow-do-not-disturb>’ sub-element set to “true”. If such a rule exists then the CPM Participating Function SHALL establish an MSRP session to receive the message as described in section 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ” and SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages”.
Otherwise, continue with the rest of the steps;
8. If in step 6 no rule matched or if the action element of the matching rule included an ‘<allow-deliver-and-interwork>’ sub-element set to “true”, the CPM Participating Function SHALL:
a. Determine which of the registered CPM Clients are expected to receive the CPM Standalone Message by evaluating which CPM Clients are suitable, as described in the note of step 7 of section 8.3.1.1 “Handle a Pager Mode CPM Standalone Message”
b. SHALL generate a SIP INVITE request for each selected CPM Client according to the rules and procedures of [RFC3261];
c. SHALL copy the Contact header and Accept-Contact header of the incoming SIP INVITE request to the outgoing SIP INVITE request;

d. SHALL insert a URI identifying its own address in the Contact header;

e. SHALL include a Request-URI header and set its value to the suitable CPM Client’s identity, which is one of;  public GRUU or the recipient CPM User’s Address obtained in the registration NOTIFY request as specified in the subsection 8.1.2 “Receive Registration Event Information Notifications”;  or 
f. SHALL include the CPM release version in the User-Agent header as specified in Appendix D “Release Version in User-agent and Server headers”;

g. SHALL include the MIME SDP body received in the SIP INVITE request as a SDP offer according to the rules and procedures of [RFC3264], [RFC4566], [RFC4975], [RFC6135] and [draft-ietf-simple-msrp-sessmatch] with the following clarification, the CPM Participating Function:

i. SHALL include media line proposing MSRP media parameters;

ii. SHALL prepend its own MSRP URI for the MSRP connection setup as a=path:MSRP URI.

iii. SHALL set the SDP directional media attribute to a=sendonly.

iv. SHALL set the size as a=file-selector:size:actual message size;

v. SHALL set the a=setup attribute as “passive”.
h. SHALL send the request via the SIP/IP core towards each selected CPM Client.
2. If no suitable registered CPM Clients are found to receive the request, then the CPM Participating Function SHALL establish an MSRP Session to receive the message as described in 8.3.1.4 “Establish MSRP Session for Receiving Large Message Mode ” and SHALL defer the message as specified in section 8.3.1.6 ”Defer CPM Standalone Messages” and stop with this procedure.
Change 6:  Sect. 8.3.4

8.3.4Sending a Disposition Notification

The CPM Participating Function SHALL generate and send a disposition notification in the following cases:

1. When failing to deliver a CPM Message(s), CPM File Transfer file(s) and a “negative-delivery” notification was requested by the originator of the CPM Message, or
2. When successfully delivering the CPM Message(s) or CPM File Transfer file(s) (including successful deferred delivery) to a CPM Client that does not support IMDN for that type of CPM Message or CPM File Transfer, as detected in the User-Agent header field (e.g. a CPM v1.0 client does not support IMDN for CPM Chat Messages) or
3. When a CPM Chat Message is discarded after expiry according to user preferences and a “negative-delivery” notification was requested by the originator of the CPM Chat Message.
When having to generate and send a disposition notification, the CPM Participating Function SHALL generate a disposition notification as described in sect. 5.4.1. “Generate Delivery Notification”,  with these clarifications:
1. The CPM Participating Function SHALL set the <status> field within the <delivery-notification> element of the IMDN to the correct value (i.e. <delivered/> for a “positive-delivery” notification and <failed/> for a “negative-delivery” notification).

2. If an IMDN-Record-Route header field was received in the corresponding CPM Chat Message, the CPM Participating Function SHALL include in the Request-URI the topmost entry from the IMDN-Route header field; 

3. If no IMDN-Record-Route header field was received in the corresponding CPM Chat Message, the CPM Participating Function SHALL include in the Request-URI either the public GRUU  of the sender included in the Contact header field of the received SIP INVITE request or response, or the authenticated CPM Address of the sender obtained from the  received SIP INVITE request or response;
4. The CPM Participating Function SHALL set the CPIM To header to either the public GRUU of the sender included in the Contact header of the received SIP INVITE request or response, or to the authenticated CPM Address of the sender obtained from received SIP INVITE request or response;

5. The CPM Participating Function SHALL send the SIP MESSAGE request carrying the disposition notification to the SIP/IP core according to the rules and procedures of the SIP/IP core.

For network optimization purposes, the aggregation of IMDNs as specified in [RFC5438] MAY be supported by the CPM Participating Function. 

If the aggregated IMDNs are supported, a CPM Participating Function MAY aggregate the IMDNs accordingly before delivering them to its own CPM Clients, subject to Service Provider policies.

When IMDNs are sent to a remote network, the CPM Participating Function SHALL send the IMDN for each individual CPM Chat Message or CPM File Transfer file, leaving the target CPM Participating Function to handle them as per its own support and Service Provider policies (i.e. either aggregate them before delivery to clients, or deliver them individually).

When an error occurs  during the MSRP session of the original CPM File Transfer request,  the CPM Participating Function SHALL send a SIP MESSAGE with the delivery notification <status> sub-element of “failed” directly to the original sender or of the CPM File Transfer.

Change 7:  Sect. 9.2.10

9.2.10. Create Session with a Participant
When the CPM Controlling Function needs to set up a session with a CPM Group Session Participant, CPM Controlling Function:

1. SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications:

2. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘3gpp-service.ims.icsi.oma.cpm.session’ if an Accept-Contact header field has been received in the incoming CPM Session Invitation to start the CPM Group Session but does not contain a  ‘3gpp-service.ims.icsi.oma.cpm.session’ CPM Feature Tag, according to the rules and procedures of [RFC3841];

3. SHALL copy the values received in each Accept-Contact header field of the incoming CPM Session Invitation to start the CPM Group Session to a corresponding Accept-Contact header field in the SIP INVITE request, if any Accept-Contact header fields are received; 
4. SHALL include in the Contact header of the SIP INVITE request as CPM Group Session Identity the contact address of the conference and the CPM feature-tag ‘3gpp-service.ims.icsi.oma.cpm.session’ and the "isfocus" feature parameter;
5. SHOULD include the Session-Expires header field with the refresher parameter set to 'uas' according to the rules and procedures of [RFC4028];
6. SHALL include the Supported header field set to "timer";
7. SHALL include value 'id' in a Privacy header field according to the rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header  field in the incoming CPM Session Invitation to start the CPM Group Session;
8. SHALL include a MIME SDP body as a SDP offer based on the received SDP offer as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”
9. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” as follows:

a. with the URI and Display name set to the CPM Group Session Identity in the case of a CPM Group Session for a CPM Ad-hoc Group Session; or,

b. with the URI and Display name set to the CPM Pre-defined Group address in the case of a CPM Group Session for a CPM Pre-defined Group;

10. SHALL set the Request-URI to the CPM Address of the Participant to be invited;
NOTE: 
If the request is extending an existing CPM 1-1 Session to a CPM Group Session, the Request-URI may contain the public GRUU of the CPM Client on which the CPM Session is being extended.

11. SHALL include a Referred-By header field with the authenticated originator’s CPM Address present in the incoming CPM Session Invitation to start the CPM Group Session;

12. SHALL include the Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID header fields and values received in the incoming CPM Session Invitation to start the CPM Group Session;
13. MAY include the “Subject” header field associated with the group if it is a CPM Pre-defined Group;
NOTE: 
The Subject header field of the CPM Pre-defined Group has precedence over the Subject header field received in the incoming CPM Session Invitation to start the CPM Group Session.
14. SHALL send the SIP INVITE request towards the SIP/IP core according to the rules and procedures of the SIP/IP core.

Change 8:  End of changes
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