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1 Reason for Change

This Change Request adds the procedures for the CPM enabler for Participant Information Notifications via the Group State Object. The use of the Group State Object for Participant Information Notifications is regarded as more efficient than via SIP SUBSCRIBE.
2 Impact on Backward Compatibility

The principles for the negotiation of Participant Information Notifications via the Group State Object are to be included in the procedures. The applicability of the Participant Information Notifications via the Group State Object is negotiated via a=accept-types attribute in SDP.
3 Impact on Other Specifications

none identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and Approve CR.
6 Detailed Change Proposal

5.2.1.1 Initiating a CPM Group Session for a CPM Ad-hoc Group

The CPM Client SHALL check that the number of invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in a CPM Group Session for a CPM Ad-hoc Group, as configured to the device. If exceeded, the CPM Client SHALL notify the CPM User and SHALL NOT continue with the procedure below.
The CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:

1. SHALL set the Request-URI of the SIP INVITE request to the CPM Controlling Function URI provisioned in the device;

2. SHALL include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

3. SHALL include a Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address, as described in section 6.1 “Authenticated Originator’s CPM Address”;
5. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
6. SHALL include a MIME resource-list body with the invited CPM Users as specified in [RFC5366];

7. If anonymity is requested by the CPM User, SHALL include value "id" in the Privacy header field according to the rules and procedures of [RFC3325];
8. MAY include a Subject header field containing the text selected for this CPM Group Session;

9. If the CPM Session starts a new CPM Conversation, the CPM Client SHALL include a Conversation-ID header field set to a newly generated value as specified in Appendix C “CPM-defined Header fields”; Otherwise include the Conversation-ID of the existing CPM Conversation;

10. The CPM Client SHALL include a Contribution-ID header field with a newly generated Contribution-ID value as specified in Appendix C “CPM-defined Header fields”;

11. If the CPM Session is in reply to a previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation, the CPM Client SHALL include the InReplyTo-Contribution-ID header field with the value of Contribution-ID in the previously received CPM Standalone Message, CPM File Transfer or CPM Session Invitation;

12. SHALL include a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”;

13. If the CPM User requested the CPM Group Session to be a CPM Closed Group Session, then the CPM Client SHALL populate the SDP attribute a=chatroom defined in [RFC7701] with the CPM reserved chat-token value of ‘org.openmobilealliance.groupchat.closed’ to indicate the CPM Closed Group Session in the SIP INVITE. The SDP attribute value SHALL be: “a=chatroom:org.openmobilealliance.groupchat.closed”;

14. If the CPM Group Session Data management is supported, it SHALL include the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as defined in section 6.8 “CPM Group Session Data Management”;
15. If Participant Information Notifications via Group State Object is supported, it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon in the SDP answer.
16. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receiving a SIP response to the SIP INVITE request, the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261];

2. If a SIP 200 "OK"  response was received:
a) the CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];

b) The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”, with the following addition:

i. If the SDP answer included the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as defined in section 6.8 “CPM Group Session Data Management” and the CPM Client supports also the CPM Group Session Data management , then the CPM Client SHALL consider that the CPM Group Session Data management is supported in this CPM Group Session;
ii. If the SDP answer included in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and if the CPM Client supports Participant Information Notifications via Group State Object, then the CPM Client SHALL consider that Participant Information Notifications via Group State Object is applicable in this CPM Group Session;
c) If Participant Information Notifications via Group State Object is not applicable in this CPM Group Session, then the CPM Client SHALL subscribe to the conference state event package of the CPM Group Session Identity as specified in section 7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session.

5.2.1.2 Joining a CPM Group Session for a Join-in Group

The CPM Client SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] . In this SIP INVITE request the CPM Client:
1. SHALL set the Request-URI to the address of the target CPM Pre-defined Group;

2. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3. SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
5. SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address, as described in section 6.1 “Authenticated Originator’s CPM Address”;

6. SHALL include a User-Agent header field to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release Version in User-agent and Server headers”
7. If anonymity is requested, SHALL include value ''id'' in a Privacy header field according to the rules and procedures of [RFC3325].
NOTE:
If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [OMA-XDM-Group] the CPM Session Invitation will not be allowed by the CPM Controlling Function hosting the CPM Group.

8. SHALL include a Conversation-ID header field set to a newly generated value as specified in Appendix C “CPM-defined Header fields”;

9. SHALL include a Contribution-ID header field with a newly generated Contribution-ID value as specified in Appendix C “CPM-defined SIP Headers”;

10. SHALL include a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”, with the following addition:

a. If the CPM Group Session Data management is supported, it SHALL include the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as specified in section 6.8 “CPM Group Session Data Management” and the Content-Types supported for the representation of the icon in the SDP answer;
b. If Participant Information Notifications via Group State Object is supported, it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon in the SDP answer.
11. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
a) The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function;

b) The CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];
c) The CPM Client SHALL store the CPM Conversation Identity and CPM Contribution Identity, if received, and use them for CPM Conversation identification instead of the newly generated CPM Conversation Identity and CPM Contribution Identity included in the SIP INVITE request;

d) The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”.
e) If the SDP answer included the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type, as specified in section 6.8 “CPM Group Session Data Management” and if the CPM Client supports also the CPM Group Session Data management , the CPM Client SHALL consider that the CPM Group Session Data management is supported in this CPM Group Session.
f) If the SDP answer included in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and if the CPM Client supports Participant Information Notifications via Group State Object, then the CPM Client SHALL consider that Participant Information Notifications via Group State Object is applicable in this CPM Group Session;
If Participant Information Notifications via Group State Object is not applicable in this CPM Group Session, then the CPM Client SHALL subscribe to the conference state event package of the CPM Group Session Identity as specified in section 7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session.

5.2.1.3 Re-joining a CPM Long-lived Group Session

If the CPM Client did not receive the CPM Group Session information via the delivery from CPM Participating Function (e.g. due to connectivity) and therefore has retrieved the CPM Group Session information from the CPM Message Store, then:

A) If a Group State Object is available (i.e. a CPM Group Session Identity is available):

a. it SHALL use the information from the Session Info Object to populate the SIP header fields of the SIP INVITE request to join in the CPM Group Session; and,

b. the last Group State Object information (based on the timestamp) to retrieve the CPM Group Session Identity (focus URI) and to show to the CPM User the last active Participants in the CPM Group Session;
c. SHALL send a SIP SUBSCRIBE to the conference event for that CPM Group Session Identity, and once it received the SIP NOTIFY containing the latest Participants list, subject and icon, it SHALL use that list to inform the CPM User of the latest list of Participants, subject and icon of the CPM Group Session, instead of using the information from Group State Object;

B) If a Group State Object is not available, then the CPM Client MAY start a new CPM Group Session as described in section 7.3.1.2 “Initiating a CPM Group Session for a CPM Ad-hoc Group” with the following clarifications:

a. SHALL compose the Participant list as follows:

i. SHALL add the CPM users extracted from the <invited-participants> element in the body of the Session Info Object; and

ii. SHALL use the From MIME header of the Session Info Object to extract the originator of that CPM Group Session and add him/her to the Participant list;

iii. SHALL remove his/her own address from the Participant list.
The CPM Client SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:
1) SHALL set the Request-URI to the address of the target CPM Group Session of CPM Long-live Group Session;
2) SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3) SHALL include a Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;;
4) SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
5) SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address in Contact header field, as described in section 6.1 “Authenticated Originator’s CPM Address”;
6) SHALL include a User-Agent header field to indicate the OMA CPM release version of the CPM Client as specified in Appendix D “Release Version in User-agent and Server headers”
7) If anonymity is requested, SHALL include value ''id'' in a Privacy header field according to the rules and procedures of [RFC3325].
NOTE: If anonymity is not allowed for the CPM Group indicated with the Request-URI of the SIP INVITE based on the rules specified in the [OMA-XDM-Group] the CPM Session Invitation will not be allowed by the CPM Controlling Function hosting the CPM Group.
8) SHALL include the Conversation-ID header field of the requested CPM Group Session;

9) SHALL include the Contribution-ID header field of the requested CPM Group Session;

10) SHALL include the MIME SDP body of the requested CPM Group Session as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”, with the following addition:
a) If the CPM Group Session Data management is supported, it SHALL include the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as specified in section 6.8 “CPM Group Session Data Management”;
b) If Participant Information Notifications via Group State Object is supported, it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon in the SDP answer.
11) SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
a) The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function;
b) The CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];
c) The CPM Client SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”, with the following clarificaition:
i) If the SDP answer included the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as specified in section 6.8 “CPM Group Session Data Management” and the CPM Client supports also the CPM Group Session Data management , the CPM Client SHALL consider that the CPM Group Session Data management is supported in this CPM Group Session;
ii) If the SDP answer included in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and if the CPM Client supports Participant Information Notifications via Group State Object, then the CPM Client SHALL consider that Participant Information Notifications via Group State Object is applicable in this CPM Group Session;
On receiving SIP 404 “Not Found” or SIP 403”Forbidden“error response to the SIP INVITE request, the CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function. The CPM Client MAY generate and send a new SIP INVITE request as specified in section 7.3.1.2 “Initiating a CPM Group Session for a CPM Ad-hoc Group”, with the following clarifications:

i. SHALL include a MIME resource-list body with the last Participant Information as specified in [RFC5366];
ii. SHALL include the Conversation-ID header field of the requested CPM Group Session;

iii. SHALL include the Contribution-ID header of the requested CPM Group Session.

In the case of CPM Client receives a SIP INVITE of the same CPM Group Session during it own SIP INVITE of re-joint CPM Group Session, CPM Client SHALL use the received SIP INVITE request as specified in section 7.3.2 “Receiving a CPM Session Invitation”, instead of it own initiated SIP INVITE request.

If the CPM Group Session was successfully established with the CPM Client and if Participant Information Notifications via Group State Object is not applicable in this CPM Group Session, then the CPM Client SHALL subscribe to the conference state event package of the CPM Group Session Identity as specified in section 7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Long-lived Group Session.
7.2.1 Receiving a CPM Session Invitation

Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field, the CPM Client:
1. SHALL return:
a. a SIP 480 “Temporarily Unavailable” response if there are not enough resources to handle the CPM Session, or if the CPM User or CPM Client temporarily declines the CPM Group Session invitation (e.g. CPM User is roaming and does not want to take the CPM Group Session at that time) or

b. a SIP 486 "Busy Here" response if the CPM User or CPM Client decides not to take the additional session (e.g. if audio session is requested when audio is already part of another session) or
c. a SIP 302 “Moved Temporarily” response if redirecting the CPM Session Invitation is requested by a local device’s setting or CPM User, or

d. a SIP 603 “Declined” response if the CPM User has rejected the invitation.
Otherwise, continue with the rest of steps;
2. If a Session-Replaces header (as defined in Appendix C “CPM-defined SIP Headers”) is included in the SIP INVITE request, it SHALL determine whether a corresponding CPM 1-1 Session exists. If there is no ongoing CPM 1-1 Session whose Contribution-ID is identical to the value indicated in the Session-Replaces header, the CPM Client SHALL return a SIP 481 “Call/Transaction Does Not Exist” response.
Otherwise, continue with rest of steps:
3. It SHALL check that the SIP INVITE SDP directional media attribute is set to “a= sendrecv”, in which case the CPM Client SHALL use this CPM Session:

a. to receive CPM Chat Messages,

b. to send back any requested disposition notifications via MSRP (i.e. delivery notifications, and if applicable display notifications) as described in sect. 5.4.1 “Generate Delivery Notifications” and sect. 5.4.2 “Generate Read Report”; and

c. to send CPM Chat Messages and to receive their associated disposition notifications, as described in sect. 5.4.3 “Receive Delivery Notifications” and sect. 5.4.4 “Receive Read Report”;

4. Else, if the SDP directional media attribute is not set to “a= sendrecv”, the CPM Client SHALL return SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261] and SHALL not continue with the remaining steps;
5. if the received SIP INVITE request includes a Referred-By header field, the CPM Client SHALL determine that the CPM Group Session invitation was generated following the CPM User addition by another Participant, as described in section 7.3.5 “Invite other Principals to existing CPM Group Session”. The CPM Client MAY use the Referred-By header field value for rendering purposes to the CPM User, to identify the inviting Participant;

6. MAY render the CPM Session Invitation to the CPM User based on a local device settings, with the following clarifications:
a. The CPM Client MAY render the subject header field as part of the CPM Session Invitation, if present;
b. If a Session-Replaces header field is received, the CPM Client MAY render an indication that the CPM Group Session is a replacement for a CPM 1-1 Session;
c. The CPM Client MAY display to the invited CPM User the CPM Address of the inviting CPM User, if privacy rules allow it. The CPM Client SHALL NOT display the CPM address of the inviting CPM User if Privacy header field includes value 'id'.
Otherwise, continue with the rest of the steps;

7. Otherwise, if the CPM Session request is to be accepted (e.g. subject to CPM User acceptance, or to auto-accept type of configurations on the CPM Client), it then the CPM Client:

a. SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];

b. If a Session-Replaces header field is received, it SHALL replace the existing 1-1 CPM Session with the new CPM Group Session;
c. If the SDP offer included the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type, as specified in section 6.8 “CPM Group Session Data Management” the CPM Client SHALL consider that the CPM Group Session Data management is supported in this CPM Group Session;
d. If the SDP offer included in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and if the CPM Client supports Participant Information Notifications via Group State Object, then the CPM Client SHALL consider that Participant Information Notifications via Group State Object is applicable in this CPM Group Session;
8. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261], with the following clarifications:
a. The CPM Client SHALL include an answer SDP as described in section 5.2.1.3 “SDP Handling at Terminating Nodes”, with the following clarification:

i. If the CPM Group Session Data management is supported in this CPM Group Session and the CPM Client also supports the CPM Group Session Data management, then it SHALL include an a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as specified in section 6.8 “CPM Group Session Data Management”;
ii. If Participant Information Notifications via Group State Object is supported, it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon;
b. The CPM Client MAY include a display name as specified in section 6.3 “Display Name”;

c. The CPM Client SHALL include the Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID header fields and values as received in the SIP INVITE request;

d. SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address as described in section 6.1 “Authenticated Originator’s CPM Address”;
9. SHALL send the SIP 200 “OK” response according to the rules and procedures of the SIP/IP core;
Upon receiving a SIP ACK request, the CPM Client:

1. SHALL handle the SIP ACK request according to the rules and procedures of [RFC3261]; and

2. SHALL initiate the Media Plane as in section 7.3.9 “Media Plane Handling for CPM Sessions”.
3. If a Session-Replaces header field is included in the SIP INVITE request, the CPM Client SHALL send a SIP BYE request to end the CPM 1-1 Session identified in the Session-Replaces header field.
If the received SIP INVITE was for a CPM Group Session:

a) once the SIP session is successfully established (i.e. a SIP 200 “OK” response was returned) and if Participant Information Notifications via Group State Object is not applicable in this CPM Group Session, the CPM Client SHALL subscribe to the conference event package as described in section 7.3.10.1 “Subscribe to Receiving CPM Group Session Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session;
b) Once a SIP NOTIFY containing Participant Information was received as described in section 7.3.10.2 “Receive Participant Information Notification”, the CPM Client SHOULD consider that the CPM Group Session to which the CPM User was invited is currently active;
c) Otherwise,
· if a SIP 404 “Not Found” error response is received for the SIP SUBSCRIBE request, the CPM Client SHALL consider that the CPM Group Session is now inactive, or
· if Participant Information Notifications via Group State Object is applicable in this CPM Group Session, then. 
then the CPM Client SHALL consider the last Participant Information received (e.g. via the recipients-list in the SIP INVITE, or via the GSO delivered using MSRP in the CPM Group Session) to contain the last list of Participants left in the CPM Group Session before it became inactive. The CPM Client SHALL use the last Participants list for rendering purposes to inform the CPM User of the Participants left in the CPM Group Session.
7.2.2 Extending a CPM 1-1 Session to a CPM Group Session

When a Participant in a CPM 1-1 Session wants to add one or more users to the session, the CPM Client SHALL check that the number of Invited CPM Users on the URI-list does not exceed the maximum number of Participants allowed in a CPM Group Session for a CPM Ad-hoc Group as configured for the CPM Client. If exceeded, the CPM Client SHALL notify the CPM User.

Otherwise, the CPM Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request the CPM Client:
1. SHALL set the Request-URI of the SIP INVITE request to the URI of the Controlling Function provisioned in the CPM Client;
2. SHALL include an Accept-Contact header field with the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3. SHALL include the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ in the Contact header field percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
4. SHALL set the P-Preferred-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;
5. SHALL include the CPM Address of the CPM User as the preferred originator's CPM Address, as described in section 6.1 “Authenticated Originator’s CPM Address”;

6. SHALL include the CPM release version in the User-Agent header field as specified in Appendix D “Release Version in User-agent and Server headers”;
7. If anonymity is requested, SHALL include value ''id'' in a Privacy header field according to the rules and procedures of [RFC3325];
8. SHALL add the invited user(s) in a MIME resource-list body according to [RFC5366], including also the GRUU of the original invited user that was included in the Contact header field received from that CPM User in the CPM 1-1 Session establishment;
a. SHALL for the originally invited user identity in the MIME resource list, include the Session-Replaces header field as defined in Appendix C “CPM-defined SIP Headers” with the Contribution-ID corresponding to the original session.
9. SHALL insert in the SIP INVITE request a Content-Type header field with multipart/mixed as specified in [RFC2046];
10. SHALL include the Conversation-ID of the ongoing CPM Session and the InReplyTo-Contribution-ID header field used in the initial SIP INVITE request for the CPM 1-1 session and a newly generated Contribution-ID value;
11. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer as described in section 5.2.1.1 “SDP Contents when Initiating or Modifying a CPM Session”. The Media Streams in the SDP offer SHALL be identical to those in the CPM 1-1 Session, with the following differences:
a. If the CPM Group Session Data management is supported by the CPM Client, it SHALL include the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type, as specified in section 6.8 “CPM Group Session Data Management”;
b. If Participant Information Notifications via Group State Object is supported, it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon;
12. SHALL send the SIP INVITE request according to the rules and procedures of SIP/IP core.
On receiving a SIP 200 "OK" response to the SIP INVITE request, the CPM Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The CPM Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response towards the CPM Controlling Function;
2. The CPM Client SHALL store the contents of the Contact header field as the CPM Group Session Identity, as described in [RFC4579];
3. The CPM Client SHALL start the SIP Session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028];
4. If the SDP answer included the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type, as specified in section 6.8 “CPM Group Session Data Management”, and the CPM Client supports also the CPM Group Session Data management , then CPM Client SHALL consider that the CPM Group Session Data management is supported in this CPM Group Session;
5. If the SDP answer included in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and if the CPM Client supports Participant Information Notifications via Group State Object, then the CPM Client SHALL consider that Participant Information Notifications via Group State Object is applicable in this CPM Group Session;
6. If Participant Information Notifications via Group State Object is not applicable in this CPM Group Session, then the CPM Client SHALL subscribe to the conference state event package as specified in section  7.3.10 “Participant Information” and SHALL maintain the subscription throughout the CPM Client’s participation in the CPM Group Session;
7. The CPM Client SHALL reconnect the Media Plane to the CPM Controlling Function via the CPM Participating Function, instead of connecting directly to the peer CPM Client.

5.2.1.4 MSRP-based Media Streams
For MSRP-based Media Streams, the Client SHALL follow the rules and procedures defined in [RFC4975] and in [RFC6714] for the establishment of sessions and the exchange of CPM Chat Messages, with the following clarification:
1. When sending a CPM Chat Message, the CPM Client SHALL set the “To” header field of the CPIM message as follows.
a. If the CPM Chat Message is to be sent to one CPM user or to one non-CPM Principal within a CPM Group Session, the CPM Client SHALL set the “To” header field of the CPIM message to the address of the recipient. This applies for both CPM Chat Messages, “isComposing” notifications and for sending IMDN via MSRP during the CPM Group Session;
b. If the CPM Chat Message is to be sent to a CPM Ad-hoc Group, the CPM Client SHALL set the “To” header field of the CPIM message to the address of the CPM Controlling Function of the on-going CPM Group Session, or to the anonymous URI;
c. If the CPM Chat Message is to be sent to a CPM Pre-defined Group, the CPM Client SHALL set the “To” header field of the CPIM message to the address of the target CPM Pre-defined Group;
2. The CPM Client SHALL request delivery and interworking reports and MAY request read reports for all CPM Chat Messages using IMDN as described in sect. 5.4 “Disposition Notifications”;
3. The CPM Client SHALL send any “isComposing” messages via MSRP as described in section 5.5 “"isComposing" notifications”. In a CPM 1-1 Session the “isComposing” messages shall be sent without a CPIM wrapper;

4. When sending a CPM event, the CPM Client SHALL ensure that only events related to the CPM Session are transmitted;

5. When receiving a CPM event, the CPM Client SHALL process the CPM event accordingly and SHALL send a response back if one is required as specified in section 6.7.3 “Handling of the CPM Event Reporting requests and responses”;

6. The client SHALL take into account the maximum chunk size negotiated according to section 5.2.1, if any;

7. If the CPM Group Session Data management is supported in this CPM Group Session and the CPM Client has to set or delete the icon or to set or delete the subject, then the CPM Client SHALL populate the body of the MSRP SEND as specified in section 6.8 “CPM Group Session Data Management”.
8. When receiving a MSRP SEND request using the MIME type and schema of the Group State Object defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage], then the CPM Client
a. SHALL compare the Participants list of the Group State Object with the locally stored list of Participants. If the Participant lists are different, then the CPM Client SHALL use the delta and the value of the "timestamp" element of the Group State Object to notify the CPM User.
b. SHALL check if the <subject> element is present and if the value is different than the current value of the CPM Group Session subject that the CPM Client has for that CPM Group Session, it SHALL replace it locally with the newly received value.
c. SHALL check if an element <icon> is present and if so, it SHALL check if the value is different than the current value of the CPM Group Session icon that the CPM Client has for that CPM Group Session. If different, the CPM Client SHALL replace it locally with the newly received value.
d. SHALL check if an element <bulletin> is present and if so, it SHALL check if the value is different than the current value of the CPM Group Session bulletin that the CPM Client has for that CPM Group Session. If different, the CPM Client SHALL replace it locally with the newly received value.
5.2.1.4.1 Receive Participant Information Notification
Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as a previously sent SIP SUBSCRIBE request for subscribing to participation information, the CPM Participating Function:

1. SHALL handle the request according to the rules and procedures of [RFC6665] and [RFC4575];
2. when receiving Subscription-State header to "terminated; reason=noresource" indicating that the CPM Group Session is now terminated or inactive, then:
· if the action element includes an ‘<allow-store>’ sub-element set to “true”, or
· a sub-element <allow-offline-storage> set to true,
3. then CPM Participating Function SHALL store the up-to-date Participant Information, <subject> and <icon> values in a new Group State Object in the CPM Message Store Server under the CPM Session folder. This will result in multiple Group State Objects, each of which includes a snapshot state along the course of the CPM Session; The Group State Object with the latest timestamp includes the last state of the CPM Session.
4. if for a CPM Session with a CPM Client Participant Information Notifications via Group State Object is applicable, SHALL generate a MSRP SEND request using the Content-Type type and schema of the Group State Object defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage]. 
For steps 3 and 4 above, the CPM Participating Function SHALL create a Group State Object from the coherent conference state. The Group State Object:
a. SHALL include the "lastfocussessionid” attribute set to the CPM Group Session Identity from the <entity> attribute of the <conference-info> element of the conference event package,
b. SHALL include the timestamp attribute set to current date and time,
c. SHALL include the "group-type” attribute set to the type of CPM Group Session,
d. SHALL include one "participant" element for each <user> element in the conference event package for which the <status> element is not set to “disconnected” with an <disconnection-method> element  set to a value of “failed” or "departed", Each "participant" element:
i. SHALL include the “comm-addr” attribute with the value taken from the <entity> attribute of the <user> element of the conference event package.
ii. SHALL include the "name" attribute with the value taken from the <display-text> element of the <entity> attribute of the <user> element of the conference event package.
iii. SHALL include the "yourown" attribute if present in the <user> element of the conference event package.
iv. SHALL include the "role" attribute if the <role> element is present in the <user> element of the conference event package.
e. SHALL include the "subject" element if the <subject> element is present in the conference event package. The "subject" element 
i. SHALL include in the "text" element the value of the <subject> element of the conference event package

ii. SHALL include the "participant" element with the value of <participant> element of the <subject-ext> element if present in the conference event package.

iii. SHALL the "timestamp" element with the value of <timestamp> element of the <subject-ext> element if present in the conference event package
f. SHALL include the "icon" element if the <icon> element is present in the conference event package. The "icon" element 
i. SHALL include the source information from the <source> element of the conference event package. If the <source> element of the conference event package is empty, then CPM Participating Function SHALL omit the source information in the Group State Object.
ii. SHALL include the "participant" element with the value of <participant> element of the <icon> element if present in the conference event package.

iii. SHALL the "timestamp" element with the value of <timestamp> element of the <icon> element if present in the conference event package.
g. SHALL include the "max-user-count" element if the <maximum-user-count> element is present in the <conference-description> of the conference event package.
h. SHALL include the "policy" element with the value of the <keywords> element, if present in the conference event package.
5.2.1.5 Deferred CPM Session handling

Upon receiving a SIP BYE request associated with an existing CPM Session, the CPM Participating Function SHALL proceed as described in sect. 8.2.2.3 “Handle a SIP BYE Request”.

The CPM Participating Function SHALL stay in the media path of the CPM Group Session with the CPM Controlling Function, in view of a deferred delivery to the CPM User of all further CPM Messages exchanged within the CPM Group Session in the following cases:

1. The SIP BYE was received on the session dialog with the CPM Client with a Reason header field with the reason-protocol set to SIP and a reason-cause set to a value that is different than 200, indicating that the CPM User has not left the session voluntarily;

2. Timeout of the SIP INVITE sent to the CPM user;
3. The MSRP connection towards the CPM Client fails.

If Participant Information Notifications via Group State Object is not supported, the CPM Participating Function SHALL also subscribe to the focus of the CPM Group Session as described 8.2.2.7.2 “CPM Long-lived Group Session”, to obtain the latest Participant Information that will be delivered together with the CPM Group Session data during the deferred delivery.
The deferred delivery of a CPM Group Session is triggered in two ways:

A) CPM Participating Function initiates it when the CPM Client becomes available, i.e. upon receiving 3rd party register;

B) The CPM Client sends a re-join request as soon as it comes back online, and the CPM Participating Function receives the re-join before reacting on the 3rd party register and issuing an invitation to the CPM Client. In this case, the CPM Participating Function:

· SHALL not send any SIP INVITE to the CPM Client for the deferred delivery of the CPM Group Session,

· it SHALL use the session setup following the received re-join request also for deferred delivery purposes. The deferred delivery of the missed CPM Group Session data is performed over MSRP.

When disposition notifications are received from the receiving CPM Client, the CPM Participating Function SHALL either send them in the re-started Long-lived CPM Group Session, or as SIP MESSAGE requests if the Long-lived CPM Group Session is not active. In the latter case, the SIP MESSAGE requests SHALL carry the same CPM Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID (if applicable) as the CPM Group Session so that the CPM Client that receives the disposition notifications  can associate them with the respective CPM Chat Messages from the CPM Group Session.

The CPM Participating Function SHALL close the delivery session as soon as all stored messages are delivered only if the CPM Group Session is not active at the time of the delivery.
5.2.1.5.1.1. CPM Group Session delivery

Upon receiving 3rd party register event notification for a CPM Client, the CPM Participating Function SHALL initiate the deferred delivery of any pending CPM Group Session data (i.e. that the CPM User has missed, or it has incompletely received).

The CPM Participating Function SHALL establish one session per each CPM Group Session delivery, using a SIP INVITE request towards the CPM Client with the Request URI set to the address of the served CPM User, as follows:

a) the SIP INVITE:

i. SHALL contain the same Conversation-ID and Contribution-ID values as the original CPM Group Session, and the latest Participants list known to the CPM Participating Function in the <resource-list> in the body;

ii. the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field and Contact header field, percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI”, and all the original CPM Group Session information;

iii. SHALL add in the Contact header field the CPM Group Session Identity (focus URI) of the CPM Group Session with the ‘isfocus’ feature parameter as described in Appendix C.1.7 “Contact header field values” and the sip.instance value of the CPM Client if available;

iv. SHALL set the P-Asserted-Identity header field to the CPM Group Session Identity (focus URI) of the CPM Group Session;
v. SHALL set the P-Asserted-Service header field with the value of the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session.group’;

vi. SHALL include the Referred-By header field in accordance with RFC 3892 [20] in the SIP  INVITE request, if the CPM Group Session original SIP INVITE request was generated due to a received SIP REFER request from another conference participant and that received SIP REFER request included a Referred-By header field;

b) the SDP body of the SIP INVITE SHALL be set as per the SDP offer of the original CPM Group Session invitation, as specified in step 7.c.iii, including the SDP directional media attribute, which SHALL be set to a=sendrecv indicating bi-directional media being allowed in the CPM Group Session;

c) The CPM Participating Function SHALL handle the response received from the CPM Client and the SIP ACK as per procedures described in sect. 8.3.2.1 “Handle a CPM Session Invitation” for the CPM Participating Function acting as a B2BUA. In addition:

1) Upon receiving SIP “603” response:
i. the CPM Participating Function SHALL discard all deferred CPM Messages and disposition notifications for that CPM Group Session;

ii. if the CPM Group Session is still active, the CPM Participating Function:

a) SHALL send a SIP BYE with Reason code set to SIP protocol and cause=200 (e.g. SIP;cause=200;text="Call completed") to the conference focus of the CPM Group Session and release the media resources;

b) SHALL unsubscribe from the conference event package for that CPM Group Session focus.

2) Otherwise, for any other SIP error responses it MAY re-attempt the deferred delivery (e.g. 480 “Temporary Unavailable” from the CPM Client), based on service provider policies.

d) upon receiving a SIP 200 “OK” response from the CPM Client, it SHALL return a SIP ACK and once the MSRP session is established:

i. the CPM Participating Function SHALL deliver in order the deferred CPM Messages and disposition notifications of that CPM Group Session to the CPM Client;

ii. The CPM Participating Function MAY deliver any interim Group State Object data (e.g. Participants Information and if supported, Group Session Data management updates) using the MIME type and schema of the Group State Object defined in sect. 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] in the MSRP SEND as defined in sect. 8.2.2.6.1 "Receive Participant Information Notification";

iii. if the CPM Group Session is still active at the time of the deferred delivery, then the CPM Participating Function:

1) SHALL re-join the CPM Client with the on-going conference to enable the exchange of live CPM Chat Messages within the CPM Group Session.

2) MAY unsubscribe from the conference event package for the CPM Group Session focus, if such subscription is still active.

iv. if the CPM Group Session is inactive at the time of the deferred delivery, then the CPM Participating Function SHALL re-start the CPM Group Session by generating a SIP INVITE towards the CPM Controlling Function as described in section 8.2.2.7 “CPM Group Re-join Requests” if it receives any IMDNs, “isComposing” or CPM User messages in the deferred delivery session.

v. If during the deferred delivery procedure of a CPM Group Session, the CPM Participating Function receives from the CPM Client a SIP BYE request with a Reason header field containing a cause value of “200”, then the CPM Participating Function SHALL proceed as described in as described in sect. 8.2.2.3 “Handle a SIP BYE Request” and it SHALL also discard all remaining deferred messages for that CPM Group Session.

7.2.3 Procedures upon Receiving MSRP
Upon receiving an MSRP SEND request the CPM Participating Function:

1. If the MSRP SEND is received from the originating CPM Client leg, then it SHALL forward the MSRP SEND request received from the originating leg to the served recipient’s all connected CPM Client(s), according to the rules and procedures of [RFC4975], [RFC6714] and taking into account the maximum chunk size negotiated according to section 5.2.1 “SDP Contents for CPM Sessions”, if any.

2. For CPM Sessions: if the SIP session is setup with more than one of the served CPM User’s Clients, and the MSRP SEND request originated from one of the served CPM User’s Clients:

a. If service provider policy requires to keep only one of the CPM User’s Clients, i.e. the CPM Client from which it received an indication that is being used by the CPM User for this CPM Session, then:

i. SHALL check the MSRP message Content-type to see if this is a CPM Chat Message, or an IMDN carrying a display notification, or an “isComposing” notification which indicates that the CPM Client was chosen by the served CPM User to participate in this CPM Session, out of the multiple CPM User’s Clients. If this is the case:
a) SHALL generate a SIP BYE request to the remaining CPM Clients of the CPM User, with the Reason header field populated with the protocol set to SIP and the protocol-cause set to “200” along with an optional protocol-text (e.g. SIP;cause=200;text="Call completed elsewhere"), according to the rules and procedures of the [RFC3261];
b) Upon receiving the 200 “OK” response to the SIP BYE from a CPM Client, it SHALL proceed with the release of all Media Plane resources with that CPM Client, associated with the CPM Session, according to the rules and procedures of [RFC3261] and [RFC4028];
c) SHALL forward the MSRP SEND request towards the terminating leg, as per procedures in section 8.6.2 “Procedures to Send MSRP”;
b. Otherwise, if service provider policy supports direct delivery of originated CPM Chat Messages to all CPM User’s Clients connected to the CPM Session and the message originated from one of the CPM Clients of the served CPM User:
i. The CPM Participating Function SHALL add the Message-Direction header field as defined in Appendix C.1.9 with the value set to “sent”, to the originating MSRP SEND request that is sent to the other CPM User’s connected Clients using the procedures in section 8.6.2 “Procedures to Send MSRP”.
3. For CPM Group Sessions: when receiving a MSRP SEND request using the Content-Type type and schema of the Group State Object defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and if for a CPM Session with a CPM Client a Subscription to Participant Information is active, then the CPM Participating Function SHALL NOT forward the MSRP SEND request to this CPM Client. Instead the CPM Participating Function SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC6665]. The CPM Participating Function SHALL identify changes of the status of the CPM Group Session by comparison of the content of the received Group State Object with the content of the previous Group State Object received in the CPM Group Session.
a. When reporting changes in the Participant information, the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575]; 
b. The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575]: 
c. SHALL include CPM Group Session Identity in the <entity> attribute of the <conference-info> element of the conference event package taken the "lastfocussessionid” attribute of the Group State Object,
d. SHALL include one <user> element in the conference event package for
i. a "participant" element being present in received Group State Object;
ii. a "participant" element being removed in the received Group State Object.
The <user> element
i. SHALL include the <entity> attribute. The <entity> attribute SHALL include the value of the "comm-addr" attribute of the "participant" element received in a Group State Object;
ii. SHALL include the <display-text> element, if included in the "name" attribute of a Group State Object;
iii. SHALL include a single <endpoint> element. The <endpoint> element
1. SHALL include the <entity> attribute;
2. SHALL include the <status> element. The <status> element SHALL have one of the following values:
a. "connected", for a "participant" element being present in the received Group State Object; or,
b. "disconnected" with the <disconnection-method> element value set to “departed” for a "participant" element being removed in the received Group State Object.
e. SHALL include the <subject> element if the "subject" element is present in the received Group State Object.
f. SHALL include the <subject-ext> element. The <subject-ext> element
i. SHALL include the >participant> element with the value of "participant" element if present in the received Group State Object.

ii. SHALL the <timestamp> element with the value of "timestamp" element if present in the received Group State Object.
g. SHALL include the <icon> element if the "icon" element is present in the received Group State Object. The <icon> element 
i. SHALL include the <source> element with the element of the "source" element of the received Group State Object.
ii. SHALL include the <participant> element with the value of "participant" element of the "icon" element of the received Group State Object.
iii. SHALL the <timestamp> element with the value of "timestamp" element of the "icon" element of the received Group State Object.
h. SHALL include the <maximum-user-count> element if the "max-user-count" element is present in the received Group State Object.

i. SHALL include the <keywords> element with the value of the "policy" element, if present in the received Group State Object.
7.2.4 CPM Group Session Initiation
Upon receiving an initial SIP INVITE request with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header, the CPM Controlling Function SHALL check if the feature tag is supported. If it is not, the CPM Controlling Function SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a SIP Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261]. Otherwise, the CPM Controlling Function:
1. SHALL check whether the authenticated originator’s CPM Address is of a CPM User that is allowed to send the request and if not, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “127 Service not authorized” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the CPM Controlling Function SHALL reject the request with a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “105 isfocus already assigned” in the response according to the rules and procedures of [RFC3261].
3. If the Subject header field is present, it SHALL store it into the <subject> element of the <conference–info> for use as the subject for this CPM Group Session, and SHALL also store the originator Participant authenticated address into the <participant> element of the <subject-ext> extension element;
4. SHALL check if the SDP parameters in the SDP offer are allowed and supported by the CPM Controlling Function according to service provider policy. If the received SDP parameters are not allowed, the CPM Controlling Function SHALL return a SIP 488 “Not Acceptable here” with a description of the supported SDP parameters by the CPM Controlling Function, otherwise:
i. if the SDP attribute a=chatroom defined in [RFC7701] with the CPM reserved chat-token value of ‘org.openmobilealliance.groupchat.closed’ to indicate that a CPM Closed Group Session is present, i.e. the SDP attribute value “a=chatroom:org.openmobilealliance.groupchat.closed” s present, it SHALL handle the CPM Group Session as a CPM Closed Group Session;
ii. if the service provider policies mandate that the CPM Group Session is always Closed, the CPM Controlling Function SHALL handle it as a CPM Closed Group Session and  SHALL add the SDP attribute value “a=chatroom:org.openmobilealliance.groupchat.closed” to the SIP INVITE request sent to all invited participants.
5. If the Request-URI of the SIP INVITE request is set to the address of the CPM Controlling Function, the CPM Controlling Function:
a. SHALL check if the SIP INVITE request received for a CPM Ad-hoc Group has anonymity requested and whether anonymity is allowed by service provider policy. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “119 Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in a CPM Ad-hoc Group is not exceeded. If exceeded, the CPM Controlling Function SHALL return a SIP 486 “Busy Here”  response and SHALL include a SIP Warning header with the warning text set to “102 Too many participants” in the response according to the rules and procedures of [RFC3261].

 Otherwise, continue with the rest of the steps;
c. SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to“129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

d. SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5366]. This list is used as the set of CPM Group members that have to be invited to the CPM Group Session;

6. Otherwise, the CPM Controlling Function:

a. SHALL check that the CPM Pre-defined Group address in the Request-URI, identifying a CPM Pre-defined Group as defined in [OMA-XDM-Group], is specified to support the CPM service by evaluating if the <supported-services> element indicates support for the CPM service. If the CPM service is not supported then the CPM Controlling Function SHALL return a SIP 404 "Not found" response" according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

b. SHALL check if the SIP INVITE request received for a CPM Pre-defined Group has anonymity requested and whether privacy is allowed for the authenticated originator’s CPM Address. Allowing privacy for a specific authenticated originator’s CPM Address is defined using <allow-anonymity> element of the CPM Group’s authorization rules as specified in [OMA-XDM-Group]. If not allowed, the CPM Controlling Function SHALL return a SIP 403 "Forbidden" response and SHALL include a SIP Warning header with the warning text set to “Anonymity not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
c. SHALL determine if the authenticated originator’s CPM Address is allowed the action <allow-initiate-conference> as specified in [OMA-XDM-Group]. If the policy does not allow session initiation or if the requested CPM Feature Tag is not supported by the CPM Controlling Function, then the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261];

Otherwise, continue with the rest of the steps.

d. SHALL validate that the media parameters are acceptable for the CPM Pre-defined Group. If not acceptable, then the CPM Controlling Function SHALL reject the request with a SIP 488 "Not Acceptable Here" response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

e. SHALL check if a CPM Group Session is active for the CPM Pre-defined Group. If there is already an active CPM Group Session, then the CPM Controlling Function SHALL process the request as described in section 9.2.3 “Participant Joining a CPM Group Session”.

Otherwise, continue with the rest of the steps;

f. SHALL determine if the members of the CPM Pre-defined Group have to be invited to the CPM Group Session by checking if the value of the <invite-members> element is ‘true’. If the value is set to ‘true’, then use the members of the CPM Pre-defined Group as the set of CPM Group members that have to be invited to the CPM Group Session.

7. SHALL use the display name described in section 6.3 “Display Name”;

8. SHALL establish a CPM Group Session and allocate a CPM Group Session Identity as described in [RFC4353] and [RFC4579];

9. SHALL invite each of the users listed as the CPM Group members that have to be invited to the CPM Group Session as specified in section 9.2.10 “Create Session with a Participant”. If a Session-Replaces header (as defined in Appendix C “CPM-defined Header fields”) is included in one of the entries in the MIME resource-lists body (when the CPM Group Session is set up for a CPM Ad-hoc Group), the CPM Controlling Function SHALL ensure that the header is added into the SIP INVITE request sent to that entry.
In the case that the CPM Group did not have an active CPM Group Session yet, the CPM Controlling Function SHALL handle the responses from the invited group members as follows:
i. Upon receiving a SIP final response other than 2xx from an invited CPM Group member, the CPM Controlling Function SHALL remove the inviting CPM Group member from the CPM Group Session as specified in section 9.2.11 "Participant Removing Request".
ii. When all invited group members have responded with a SIP final response other than 2xx, the CPM Controlling Function SHALL send an error response along the incoming signalling path.
iii. Upon receiving the first SIP 200 “OK” response for the SIP INVITE request from one of the invited group members, the CPM Controlling Function:
1. SHALL generate a SIP 200 “OK” response to the SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications:
a. SHALL include the Session-Expires header with the refresher parameter set to 'uac' and start supervising the SIP Session according to the rules and procedures of [RFC4028];
b. SHALL include the CPM Group Session Identity with the feature-tag 'isfocus' as described in [RFC4579] and the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ corresponding to CPM Session in the Contact header;

c. SHALL include a User-Agent header to indicate the OMA CPM release version of the CPM Controlling Function as specified in Appendix D “Release Version in User-agent and Server headers”;
d. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” set to the CPM Controlling Function;
e. SHALL copy the Conversation-ID, Contribution-ID from the received SIP INVITE request into the outgoing SIP INVITE response. Also Require and Supported headers with the value “timer” will be included;
2. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer based on the received SDP answer in the SIP 200 “OK” response, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes” and SHALL start listening for incoming MSRP session.
a. For a CPM Closed Group Session, it SHALL also include the SDP attribute value “a=chatroom:org.openmobilealliance.groupchat.closed”in the SIP response;

b. If the CPM Controlling Function supports the CPM Group Session Data management , then it SHALL populate the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as defined in section 6.8 "CPM Group Session Data Management" in the SDP answer. If the value of the CPM Group Session Data Content-Type was included in the a=accept-types attribute of the SDP offer, then CPM Group Session Data is applicable for the session.
c. If the CPM Controlling Function supports Participant Information Notifications via Group State Object, then it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon in the SDP answer. If the value of the Group State Object Content-Type was included in the a=accept-types attribute of the SDP offer, then Participant Information Notifications via Group State Object is applicable for the session.
NOTE: Service provider policy determines how to handle the sessions when different participants accept different media types.
3. SHALL send a SIP 200 “OK” response along the incoming signalling path.
4. SHALL NOT forward any further responses from the remaining group members that had not responded yet.
Upon receiving a SIP ACK request, the CPM Controlling Function:

1. SHALL forward the SIP ACK request towards all Participants that sent a SIP 200 “OK” response.

2. SHALL initiate the Media Plane as in section 9.2.12 “Media Plane Handling”. As soon as the Media Plane is established within the CPM Group Session, the CPM Controlling Function, subject to service provider policies, MAY buffer MSRP messages exchanged in the CPM Group Session for later delivery to a pending Participant.
7.2.5 Rejoining CPM Group Session Request

Upon receipt of a SIP INVITE request that includes an Accept-Contact header with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and a CPM Group Session Identity in the Request-URI, the CPM Controlling Function:

1. SHALL check whether this CPM Group Session Identity exists for an active CPM Group Session, or for an inactive CPM Group Session that was previously handled by the CPM Controlling Function (i.e. a CPM Long-lived Group Session). If it does not exist, the CPM Controlling Function SHALL return a SIP 404 “Not Found” response and SHALL include a SIP Warning header with the warning text set to “123 Session does not exist” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
2. SHALL check whether the Conversation-ID in the INVITE request matches the one stored for the CPM Group Session of the existing  CPM Group Session Identity, either active or inactive. If it does not match, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
3. SHALL check CPM Group rules as specified in [OMA-XDM-Group] whether the authenticated originator's CPM Address of the joining CPM User is allowed to join. If it is not allowed to join the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
4. SHALL check the CPM Group Session rules (e.g. metadata and policies) for a Long-lived CPM Group Session and/or for CPM Closed Group Session, whether the authenticated originator's CPM Address of the joining CPM User is allowed to join (by checking the service provider policies for the CPM User, and by checking the last participants list to ensure that the CPM user is among the participants for the case of inactive CPM Long-lived Group Session or for the case of CPM Closed Group Session). If it is not allowed to join the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
5. SHALL, in the case of a CPM Group Session for a CPM Pre-defined Group, check if the <max-participant-count> as specified in [OMA-XDM-Group] is already reached.  If reached, the CPM Controlling Function SHALL return a SIP 486 “Busy Here” response and SHALL include a SIP Warning header with the text set to “102 Too many participants” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
6. SHALL use the display name, if a display name is included, according to the priority specified in section 6.3 “Display Name and Anonymity”;

7. SHALL accept the SIP request and generate a SIP 200 "OK" response;
8. SHALL include the stored CPM Conversation Identity, CPM Contribution Identity and InReplyTo-Contribution-ID  in the SIP 200 “OK” response;
9. If the CPM Controlling Function supports the CPM Group Session Data management , then it SHALL populate the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as defined in section 6.8 "CPM Group Session Data Management"  in the SDP answer;
10. If the CPM Controlling Function supports Participant Information Notifications via Group State Object, then it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon in the SDP answer.
11. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core;

12. If the re-join request re-starts an inactive CPM Long-lived Group Session, the CPM Controlling Function SHALL use the CPM Group Session rules (e.g. metadata and policies) for a Long-lived CPM Group Session and/or for CPM Closed Group Session, to determine which participants have to be invited  to the re-started CPM Long-lived Group Session and the type of CPM Group Session, then send out the invitations as per step 8 in sect. 9.2.10 “Create Session With a Participant ”.
13. SHALL generate and send a SIP NOTIFY request to the CPM Clients and/or CPM Participating Functions, which have subscribed to the Participant Information as specified in section 9.2.14.3 “Sending Participant Information Notifications”.
Upon receiving a SIP ACK request, the CPM Controlling Function SHALL initiate the Media Plane as specified in section 9.2.12 “Media Plane Handling” for this CPM Client.

7.2.6 CPM Group Session Modification

Upon receiving a SIP re-INVITE request (i.e. an INVITE request with an existing CPM Session Identity in the Request-URI, including a new SDP offer) the CPM Controlling Function:

1. SHALL validate that the new media parameters in the SIP re-INVITE request are acceptable by the CPM Controlling Function according to service provider policy. If not acceptable SHALL return a SIP 488 "Not Acceptable Here" response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
2. In case the CPM Group Session has been established on behalf of a CPM Pre-defined Group, SHALL perform actions to verify that the authenticated originator’s CPM Address of the CPM User who initiated the request is authorized for the request by checking the <allow-media-handling> element as defined in [OMA-XDM-Group] according to CPM Pre-defined Group policy. If not authorized, the CPM Controlling Function SHALL return a SIP 403 “Forbidden” response and SHALL include a SIP Warning header with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of steps;
3. SHALL send a session modification request to the other Participants of the CPM Group Session. The CPM Controlling Function:
a. SHALL generate a SIP re-INVITE request according to the rules and procedures of [RFC3261];

b. SHALL include a MIME SDP body based on the received SDP offer, as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”;
c. SHALL send the SIP re-INVITE request towards the CPM Group Session Participants according to the rules and procedures of SIP/IP core.

4. SHALL determine based on service provider policy the minimum number of Participants that must accept the session modification in order to allow the modification to proceed:
a. If enough Participants have agreed to the session modification, SHALL generate a SIP 200 "OK" response as follows:

i. Include a MIME SDP body as a SDP answer as described in section 5.2.1.3 “SDP Handling at Terminating Nodes” with the following addition:

1. If the CPM Controlling Function supports the CPM Group Session Data management , then it SHALL populate the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as defined in section 6.8 "CPM Group Session Data Management";
2. If the CPM Controlling Function supports Participant Information Notifications via Group State Object, then it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon;
ii. Send the SIP 200 "OK” response to the SIP/IP core along the signalling path.

b. If not enough Participants have accepted the session modification, SHALL send a 488 “Not Acceptable Here” response and send a SIP re-INVITE request to those Participants that had accepted the session modification, in order to bring the session back to the original session media parameters.
NOTE:
Service provider policy determines how to handle the sessions when different participants accept different media types.
Upon receiving a SIP ACK request, the CPM Controlling Function SHALL modify the Media Plane for all CPM Group Session Participants who accepted the CPM Session modification as specified in section 9.2.12 “Media Plane Handling”.

7.2.7 Create Session with a Participant
When the CPM Controlling Function needs to set up a session with a CPM Group Session Participant, CPM Controlling Function:

1. SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications:

2. SHALL include an Accept-Contact header field with the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ if an Accept-Contact header field has been received in the incoming CPM Session Invitation to start the CPM Group Session but does not contain a  ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ CPM Feature Tag, according to the rules and procedures of [RFC3841];

3. SHALL copy the values received in each Accept-Contact header field of the incoming CPM Session Invitation to start the CPM Group Session to a corresponding Accept-Contact header field in the SIP INVITE request, if any Accept-Contact header fields are received;
4. SHALL include in the Contact header of the SIP INVITE request as CPM Group Session Identity the contact address of the conference and the CPM feature-tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and the "isfocus" feature parameter;
5. SHALL include the Session-Expires header field with the refresher parameter set to 'uas' according to the rules and procedures of [RFC4028];
6. SHALL include the Supported header field set to "timer";
7. SHALL include value 'id' in a Privacy header field according to the rules and procedures of [RFC3325], if anonymity is requested with the "Privacy: id" header field in the incoming CPM Session Invitation to start the CPM Group Session;
8. SHALL include a MIME SDP body as a SDP offer based on the received SDP offer as described in section 5.2.1.2 “SDP Handling at Intermediate Nodes”, with the following addition:

a. If the CPM Controlling Function supports the CPM Group Session Data management , then it SHALL populate the a=accept-types attribute set to the value of the CPM Group Session Data Content-Type as defined in section 6.8 "CPM Group Session Data Management", in the SDP offer;
b. If the CPM Controlling Function supports Participant Information Notifications via Group State Object, then it SHALL include in the a=accept-types attribute the value of the Group State Object Content-Type as defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage] and the Content-Types supported for the representation of the icon in the SDP offer.
9. SHALL include the authenticated originator’s CPM Address as specified in section 6.1 “Authenticated Originator’s CPM Address” as follows:

a. with the URI and Display name set to the CPM Group Session Identity in the case of a CPM Group Session for a CPM Ad-hoc Group Session; or,

b. with the URI and Display name set to the CPM Pre-defined Group address in the case of a CPM Group Session for a CPM Pre-defined Group;

10. SHALL set the Request-URI to the CPM Address of the Participant to be invited;
NOTE: 
If the request is extending an existing CPM 1-1 Session to a CPM Group Session, the Request-URI may contain the public GRUU of the CPM Client on which the CPM Session is being extended.
11. SHALL include a Referred-By header field with the authenticated originator’s CPM Address present in the incoming CPM Session Invitation to start the CPM Group Session, as specified in section 6.1 “Authenticated Originator’s CPM Address”;

12. SHALL include the Conversation-ID, Contribution-ID and InReplyTo-Contribution-ID header fields and values received in the incoming CPM Session Invitation to start the CPM Group Session;
13. MAY include the “Subject” header field associated with the group if it is a CPM Pre-defined Group;
NOTE: 
The Subject header field of the CPM Pre-defined Group has precedence over the Subject header field received in the incoming CPM Session Invitation to start the CPM Group Session.
14. SHALL send the SIP INVITE request towards the Participant, via SIP/IP core according to the rules and procedures of the SIP/IP core and consider the Participant in a “pending” state.
15. Subject to service provider policies, the CPM Controlling Function MAY start buffering MSRP messages exchanged by the other Participants in the CPM Group Session until a 2xx final response is received from the pending Participant. In such case, the buffered CPM Chat messages are delivered to the CPM Participant when the MSRP session gets established. If a SIP error response is received instead of a 2xx final response, the CPM Controlling Function SHALL discard any buffered messages for the Participant.
Upon receiving an error response that indicates that the recipient is not a CPM subscriber, e.g. a SIP 488 “Not Acceptable Here” response, the CPM Controlling Function SHALL send the SIP INVITE request to the ISF as described in section 6.5 “Communicating with the ISF and IWF”. Responses coming from the IWF are treated the same way as responses coming from CPM Participants.

Upon receiving SIP 200 "OK" response for the SIP INVITE request the CPM Controlling Function SHALL check whether privacy is allowed in this CPM Group, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the CPM Controlling Function SHOULD release the CPM Client from the CPM Session immediately as specified in 9.2.11 “Participant Removing Request”.  Allowing privacy in the group is defined using <allow-anonymity> element as specified in [OMA-XDM-Group].  If allowed, provide anonymization according to [RFC3323] and [RFC3325] and continue with the rest of the steps;

Upon receiving a SIP ACK request for the SIP INVITE request the CPM Controlling Function:
1. SHALL interact with the Media Plane  as specified in 9.2.12 “Media Plane Handling”. If any MSRP messages have been buffered since the SIP INVITE was sent to the Participant, they SHALL be delivered by the CPM Controlling Function in the Media Plane that is now established with the Participant;

2. SHALL send a notification to the CPM Clients, which have subscribed to the Participant information that an invited CPM User has joined in the CPM Group Session, as specified in section 9.2.14.3 “Sending Participant Information Notifications".
5.2.1.6 Media Plane Handling for MSRP Sessions
The CPM Controlling Function relays MSRP Media Streams between originating network and terminating networks. In general, the CPM Controlling Function:

1. SHALL maintain a MSRP session for each participant who accepted the MSRP session;
2. SHALL distribute received MSRP messages to each participant who accepted the MSRP session, except for the MSRP SEND messages that include the CPM Group Session Data Content-Type.

To establish the MSRP connection, the CPM Controlling Function:

1. SHALL act as MSRP client for sending MSRP SEND request according to [RFC6135];

2. SHALL act as an "active" or “passive” endpoint as negotiated and according to[RFC6135]; and

3. SHALL establish the MSRP connection towards each participant who accepted the MSRP session according to the MSRP connection parameters in the SDP answer received in the 200 “OK” response according to[RFC6135];

Upon establishment of the MSRP connection for a session with a Participant for which Participant Information Notifications via Group State Object is applicable, the CPM Controlling Function SHALL notify the CPM Client about the Participant List, <subject>, <bulletin> and <icon> data via a MSRP SEND request as defined in section 10.2.14.3 "Sending Participant Information Notifications".
Upon receiving an MSRP SEND request, the CPM Controlling Function:

1. SHALL generate and send MSRP 200 OK response to the MSRP SEND request;

2. SHALL, if the received Content-type is CPIM,  duplicate the MSRP SEND request for each CPM Group member with the following modifications according to the rules and procedures of [RFC4975]:

a. SHALL modify the To-Path header according to the MSRP URI(s) received in the answer SDP from the CPM Group member in accordance with rules and procedures of [RFC4975];
b. SHALL modify the From-Path header to the CPM Controlling Function’s own MSRP URI, according to the rules and procedures of [RFC4975];
c. SHALL send the MSRP SEND requests towards each participant who accepted the MSRP session (both CPM Users and/or non-CPM Principals) excluding the one that sent the MSRP SEND request via established MSRP connections taking into account the maximum chunk size negotiated according to section 5.2.1, if any.
3. SHALL, when receiving a CPM Group Session Data Content-Type, check if the management request is valid and if the Participant is authorized to make that CPM Group Session Data operation

a. If the request is valid and authorized, the CPM Controlling Function:

i. SHALL update the conference event package information with the received changes for <subject> or for <icon> data;

ii. SHALL generate notifications containing the updated information to the Participants, as described in section 9.2.14.3 “Sending Participant Information Notifications”;

b. otherwise, if the request is not valid, or is not authorized, the CPM Controlling Function SHALL generate an error response to the CPM Client;

c.  SHALL send a response back to the CPM Client in a MSRP SEND request containg the result of the operation in the <response> element, according to CPM Group Session Data <response> element structure as defined in section 6.8.1 “Data Structure of the CPM Group Session Data Management”;
d. SHALL NOT forward the received MSRP SEND to the other Participants.
5.2.1.7 Sending Participant Information Notifications

When the CPM Controlling Function needs to notify a Participant of changes to the Participant Information and a subscription to the conference state of the CPM Group Session exists for a participant, then it SHALL generate a SIP NOTIFY request according to the rules and procedures of [RFC6665] with the following clarifications:
1. When reporting changes in the Participant information, the CPM Controlling Function SHALL use partial notification according to the rules and procedures of [RFC4575];
2. The CPM Controlling Function SHALL include a MIME application/conference-info+xml body according to the rules and procedures of [RFC4575] with the following limitations:

a. The CPM Controlling Function SHALL include the CPM Group Session Identity in the <entity> attribute of the <conference-info> element;
b. The CPM Controlling Function SHALL include a <user> element. The "user" element:
i. SHALL include the <entity> attribute. The <entity> attribute:
· SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
· SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
· SHALL for an invited CPM Client include the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
· SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
· SHALL include, for each Participant receiving the NOTIFY an extension to the <user> element, “yourown” attribute to identify the Participant’s own information as defined in Appendix M of [OMA-SIMPLE-IM].
ii. MAY include the <display-text> element. If include, the <display-text> element SHALL include the Display Name of the identity which was used in the <entity> attribute as defined in step a;
iii. SHALL include a single <endpoint> element. The <endpoint> element
· SHALL include the <entity> attribute;
· SHALL include the <status> element. The <status> element SHOULD have one of the following values:
a. "connected", when the Participant has joined to the CPM Group Session; or,
b. "disconnected", when the Participant has left the CPM Group Session since the last SIP NOTIFY request was sent with the following <disconnection-method> element values:  “departed”, “booted” or “failed”.
c. “pending”, when the acceptance of the CPM Group Session invitation was not yet received from the Participant as per RFC4575).
iv. If it supports the CPM Group Session Data management, then it SHALL include the:
· The <subject> element and the <subject-ext> element and
· The <icon> element.
Next, The CPM Controlling Function SHALL send the SIP NOTIFY request according to the rules and procedures of the SIP/IP core.
The CPM Controlling Function SHOULD limit the rate of SIP NOTIFY requests sent towards a Participant.
NOTE: How a CPM Controlling Function limits the rate of SIP NOTIFY requests sent towards the CPM Client is out of scope of this specification.
When the CPM Controlling Function needs to notify a Participant of changes to the Participant Information and a subscription to the conference state of the CPM Group Session does not exist and Participant Information Notifications via Group State Object is applicable for the CPM Group Session with a participant, it SHALL generate a MSRP SEND request using the Content-Type type and schema of the Group State Object defined in section 5.2.8 “Group State Object” of [OMA-CPM_TS_MessageStorage]. The Group State Object:
1. SHALL include the "lastfocussessionid” attribute set to the CPM Group Session Identity,

2. SHALL include the timestamp attribute set to current date and time,

3. SHALL include the "group-type” attribute set to the type of CPM Group Session,

4. SHALL include one "participants" elements for each Participant, including the Participant receiving the MSRP SEND. The "participant" element:
a. SHALL include the “comm-addr” attribute. The “comm-addr” attribute:
· SHALL for the originating CPM Client include the authenticated originator’s CPM Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,
· SHALL for the originating CPM Client include the from header, if the Participant has requested privacy; and,
· SHALL for an invited CPM Client include the authenticated originator’s CPM Address of the response to the initial SIP INVITE request, or the identity used in the URI-list for the Invited CPM Client to a CPM Ad-hoc Group Session or the identity used in the CPM Group definition in case of a Predefined Group Session, if the Participant has not requested privacy; or,
· SHALL for an invited CPM Client include an anonymous identity as specified in [RFC4575], if the Participant has requested privacy;
b. MAY include the "name" attribute. If included, the"name" attribute SHALL include the Display Name of the identity which was used in the “comm-addr” attribute as defined in step a.
5. SHALL include the "subject" element. The "subject" element:
a. SHALL include one "text" element set to the current subject of the CPM Group Session. If the CPM Group Session has no subject, then the "text" attribute SHALL have an empty value.
b. if the Participant Information Notifications is sent due to a change of the subject SHALL include one "participant" element set to the authenticated originator’s CPM Address of the participant that has changed the subject, otherwise SHALL NOT include a "participant" element.
c. if the Participant Information Notifications is sent due to a change of the subject SHALL include one "timestamp" element set to the date and time where the subject was changed, otherwise SHALL NOT include a "timestamp" element.
6. if the Participant Information Notifications is sent due to a change of the icon, SHALL include one "icon" element, otherwise SHALL NOT include the "icon" element". If present, the "icon" element:

a. SHALL include one "source" element set to the current icon of the CPM Group Session if the CPM Group Session has an icon, otherwise SHALL NOT include the "source" element.
b. if the Participant Information Notifications is sent due to a change of the icon SHALL include one "participant" element set to the authenticated originator’s CPM Address of the participant that has changed the icon, otherwise SHALLNOT include a "participant" element.
c. if the Participant Information Notifications is sent due to a change of the icon SHALL include one "timestamp" element set to the date and time where the icon was changed, otherwise SHALL NOT include a "timestamp" element.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2015 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 31)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20150101-I]

© 2015 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 30 (of 31)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20150101-I]

