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1. Scope
(Informative)

This document defines the requirements for the Immersive Social Centre (ISC) Enabler.

<< This clause acts as a reminder to contributors of the RD:

The RD has to provide a prose description illustrating what the release is about.

The RD has to provide the requirements necessary for the service release technical specification activity.

The RD has to provide only the requirements in the scope of the work item under which it is created.

Use cases in the Appendix of the RD are additional to the main text in the RD and facilitate clarification of the requirements.

DELETE THIS COMMENT>>

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.9, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_9, URL:http://www.openmobilealliance.org/

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Content View
	A media capturing an area of a physical place (e.g. concert) and provided to the end user.

	Continuous Content View
	The Content View is not standalone, but adjacent with other Content Views (e.g. panoramic view with “left”, “center” and “right” views captured by different cameras).

	Participant
	See [OMADICT].

	Principal
	See [OMADICT].

	Spatial Configuration
	A setting that determines manually or automatically how incoming media streams are distributed to the end-user devices, e.g. based on user preferences, device capabilities, relative device positions.


3.3
Abbreviations

	ISC
	Immersive Social Centre

	OMA
	Open Mobile Alliance

	VOD
	Video On Demand


4. Introduction
(Informative)

<< This clause contains an introduction to this requirements specification, describing the background.

DELETE THIS COMMENT >>

4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

5. ISC V1.0 release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>
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Figure 1: Example Figure
5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT
Editor’s Note: some text may be appropriate here. Otherwise, the section will be deleted.
6. Requirements
(Normative)

<< This section should capture the requirements necessary for service releases to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.

In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.

Each requirement listed in the tables below includes an indication of release.  The value for the release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the release.

Within the requirement description column in the tables of the following sections, “Notes” might be optionally included. These notes will be considered informative material. Notes are intended to be used to include any kind of information that could help to clarify the corresponding requirement (meaning, applicability, implications, etc.).

In order to improve further development it is recommended that the reason for classifying a requirement as "SHOULD" or “MAY”(instead of "SHALL") shall be given as an "Informational Note" for each such requirement.  See the following example:
	Label
	Description
	Release

	FOO-EXMPL-001
	The FOO Enabler MAY be capable to notify users or not based on political affiliations contained in the User Profile.

Informational Note: This requirement is optional because in some markets this functionality could be forbidden due to regulatory aspects.
	FOO V1.0


For each table (i.e. set of requirements) in this chapter, please provide introductory text describing the background to the requirements.

DELETE THIS COMMENT >>

6.1 High-Level Functional Requirements

<< This clause identifies the high level functional requirements for this release.  These requirements will be used to describe and derive the functions and interfaces that the release will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the release specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.

Examples of such requirements are:

The XYZ release SHOULD support content delivery estimation time before and /or during service execution.

The XYZ release MUST be capable of supporting the Service Provider to log information about invocations of this release
The XYZ release MUST allow the end user to terminate a session

The XYZ release MUST allow actor X to perform function Y

If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the release (or feature of the release). In order to get a good readability and quality of RDs, some additional Sections (“Heading 2”) and Subsections should be identified, that group together requirements related to a specific functionality, avoiding to have the most of the requirements as High-Level Functional requirements.
DELETE THIS COMMENT >>

<intro text for High Level requirements here>
	Label
	Description
	Release

	ISC-HLF-001
	ISC Enabler SHALL provide the capabilities to allow ISC Users sharing information of their content viewings, e.g., on ISC User’s addressbook.
	ISC V1.0

	ISC-HLF-002
	ISC Enabler SHALL enable ISC User to get the list of contents available for viewing including the content metadata information, subject to the service provider policy.
	ISC V1.0

	ISC-HLF-003
	ISC Enabler SHALL, based on user preferences and the service provider policy, automatically personalize (based on similarity of content, ISC User history of viewing, capability of devices etc) the list of contents available to ISC User.
	ISC V1.0

	ISC-HLF-004
	ISC Enabler SHALL enable the ISC User to fetch preview of the content(s) when available, subject to the service provider policy.
	ISC V1.0

	ISC-HLF-005
	ISC Enabler SHALL enable ISC Users to provide a rating and comment about the content viewed.
	ISC V1.0


Table 1: High-Level Functional Requirements
6.1.1 Immersive Environment
< intro text for immersive environment requirements here >
	Label
	Description
	Release

	ISC-IMM-001
	ISC Enabler SHALL support publishing and discovering ISC User’s device capability (including spatial relationship with other devices) according to the user preference and the service provider policy.
	ISC V1.0

	ISC-IMM-002
	ISC Enabler SHALL support distribution of Content Views according to Spatial Configuration of the ISC Users devices.
	ISC V1.0

	ISC-IMM-003
	ISC Enabler SHALL support distribution of Continuous Content Views according to Spatial Configuration of the ISC Users devices (e.g. “left” Content View distributed to the left-positioned device).
	ISC V1.0

	ISC-IMM-004
	ISC Enabler SHALL support distribution of the communication media to/between ISC Users according to Spatial Configuration of their devices.
	ISC V1.0

	ISC-IMM-005
	The ISC Enabler SHALL support redistribution of Content Views  and Continuous Content Views according to any modified Spatial Configuration of the ISC Users devices.
	ISC V1.0

	ISC-IMM-006
	The ISC Enabler SHALL support both live and VOD content for ISC user to experience on the ISC User’s device.
	ISC V1.0

	ISC-IMM-007
	The ISC Enabler SHALL allow the ISC User to start viewing a content from a position indicated by another ISC User.
	ISC V1.0


Table 2: High-Level Functional Requirements – Immersive Environment
6.1.2 Multi-Device Support
< intro text for multi-device supporting requirements for the same user here >
	Label
	Description
	Release

	ISC-MDS-001
	ISC Enabler SHALL allow the ISC User in heterogeneous multi-device environment (e.g., on mobile, tablets, television, large displays) to manage his/her content viewing and communication, e.g., viewing content on television and communicating by mobile.
	ISC V1.0

	ISC-MDS-002
	ISC Enabler SHALL provide the capabilities to synchronize content viewing information between multi-devices of the same ISC User when content viewing and communication being distributed on different devices. 
	ISC V1.0

	ISC-MDS-003
	The ISC Enabler SHALL allow ISC User’s device to discover capabilities (e.g. display resolution, codecs, IP address) of the other device(s) in his/her heterogeneous multi-device environment.
	ISC V1.0

	ISC-MDS-004
	The ISC Enabler SHALL provide the capabilities to allow the ISC User to share the metadata of content (e.g. content status, content related information such as URL, EPG, or profiles of actors) between his/her device(s) in heterogeneous multi-device environment, subject to the service provider policy.
	ISC V1.0


Table 3: High-Level Functional Requirements – Multi-Device Support
6.1.3 User Interaction
< intro text for user interaction (activity) requirements here, between users, between the user and service provider, and between the user and content provider >
	Label
	Description
	Release

	ISC-UIC-001
	The ISC Enabler SHALL support social activity (e.g. send invitation, request to join) between ISC Users, subject to the user preference and the service provider policy.
	ISC V1.0

	ISC-UIC-002
	The ISC Enabler SHALL be able to establish unidirectional/bidirectional User Interaction (e.g. voting) between the ISC User and the content provider according to users preferences and the service provider policy.
	ISC V1.0

	ISC-UIC-003
	The ISC Enabler SHALL support unidirectional/bidirectional User Interaction (e.g. content sharing) between ISC Users subject to the user preferences and the service provider policy.
	ISC V1.0

	ISC-UIC-004
	The ISC Enabler SHALL allow the ISC User to delegate his/her content viewing rights to other ISC Users subject to the service provider policy.
	ISC V1.0

	ISC-UIC-005
	The ISC Enabler SHALL allow the ISC User to establish communication session (e.g. voice/video call) with the content provider subject to the user preferences and service provider policy.
	ISC V1.0

	ISC-UIC-006
	The ISC Enabler SHALL allow the content provider to establish communication session (e.g. voice/video call) with the ISC User subject to the user preferences and service provider policy.
	ISC V1.0

	ISC-UIC-007
	The ISC Enabler SHALL allow an ISC User, if authorized, to retrieve another ISC User's presence information (e.g. available/not available for content viewing), subject to the user preferences and service provider policy.
	ISC V1.0

	ISC-UIC-008
	The ISC Enabler SHALL allow the ISC User to provide the auxiliary information (e.g. information related to the content, presentation such as document or photo) to the content provider subject to the user preference and service provider policy.
	ISC V1.0

	ISC-UIC-009
	The ISC Enabler SHALL allow the ISC User to exchange auxiliary information to other ISC User subject to the user preferences and the service provider policy.
	ISC V1.0

	ISC-UIC-010
	The ISC Enabler SHALL allow the ISC User to establish a social relationship (e.g. setting up the ISC User as ‘colleague’, ‘friend’ etc) with other ISC User(s), subject to the user preferences and service provider policy.
	ISC V1.0


Table 4: High-Level Functional Requirements – User Interaction
6.1.4 Synchronization

< intro text for synchronization requirements between users here >
	Label
	Description
	Release

	ISC-SYN-001
	ISC Enabler SHALL enable ISC User to request information about another ISC User’s context (e.g., same view or not, view changed) of the content being viewed subject to the service provider policy.
	ISC V1.0

	ISC-SYN-002
	ISC Enabler SHALL be able to send information to ISC Users (e.g., based on that ISC User request) about the view being changed by another ISC User subject to the ISC Users preferences and the service provider policy.
	ISC V1.0

	ISC-SYN-003
	ISC Enabler SHALL enable ISC User to request to start synchronizing the view of the content being watched to that of another ISC User.
	ISC V1.0

	ISC-SYN-004
	ISC Enabler SHALL enable ISC User to request to stop synchronizing the view of the content being watched to that of another ISC User.
	ISC V1.0


Table 5: High-Level Functional Requirements – Synchronization
6.1.5 Communication
< intro text for communication requirements here >
	Label
	Description
	Release

	ISC-COM-001
	The ISC Enabler SHALL allow the ISC User to use text/image/audio/video/HD-video in 1-1 and 1-N communication with other contact(s), subject to their communication capabilities and the service provider policy.
	ISC V1.0




Table 6: High-Level Functional Requirements – Communication
6.1.6 Content Viewing Group
< intro text for content viewing group requirements here >
	Label
	Description
	Release

	ISC-CVG-001
	ISC Enabler SHALL provide the capabilities to allow the ISC User to manage his/her content viewing group, e.g., creating group, deleting group, inviting participants, processing join requests, and setting his/her preferences.
	ISC V1.0

	ISC-CVG-002
	ISC Enabler SHALL provide the capabilities to allow the participants in a content viewing group to share their content viewing information, according to the ISC User’s preferences and the service provider policy.
	ISC V1.0

	ISC-CVG-003
	ISC Enabler SHALL provide the capabilities to allow the authorized Principals (e.g., ISC User, service provider) to search for content viewing group(s) based on criteria for content being viewed (such as content name, content identifier, pre-defined keyword) in a service provider’s domain, subject to the service provider policy.
	ISC V1.0


Table 7: High-Level Functional Requirements – Content Viewing Group

Editor’s note: need to add definition of “content viewing group”.
6.1.7 Management
< intro text for management requirements here >
	Label
	Description
	Release

	ISC-MAN-001
	ISC Enabler SHALL provide the capabilities to allow the ISC User to store and manage (retrieve, delete, share, etc) his/her viewed contents and communication in his/her device(s) and/or network repository, subject to the content rights of the ISC User.
	ISC V1.0

	ISC-MAN-002
	The ISC Enabler SHALL support to manage associated contents of content viewing, subject to the user preference and the service provider policy.
	ISC V1.0

	ISC-MAN-003
	The ISC Enabler SHALL support storing ISC User’s content viewing information automatically at certain time intervals according to the ISC User’s preferences and service provider’s policy.
	ISC V1.0

	ISC-MAN-004
	The ISC Enabler SHALL allow an ISC User to resume his/her content viewing, if available, from the ISC User’s same or another device.
	ISC V1.0


Table 8: High-Level Functional Requirements – Management
6.1.8 Security

<intro text for Security requirements here>
	Label
	Description
	Release

	ISC-SEC-001
	The ISC Enabler SHALL provide a mechanism to protect ISC User against receiving an unwanted message (by the recipient), according to the user preferences (e.g., black list, block advertisements) and the service provider policy.
	ISC V1.0

	ISC-SEC-002
	The ISC Enabler SHALL provide capabilities of content screening (e.g., blocking, allowing, or amending content) prior to delivery of the content to the ISC User, according to the service provider policy.
	ISC V1.0

	ISC-SEC-003
	The ISC Enabler SHALL provide a security mechanism to deny access by unauthorized Principals. 
	ISC V1.0

	ISC-SEC-004
	The ISC Enabler SHALL be able to provide a security mechanism to preserve the integrity and confidentiality of communication and content viewing when the ISC User accesses the ISC network-based functionality.
	ISC V1.0


Table 9: High-Level Functional Requirements – Security Items

6.1.8.1 Authentication

<intro text for Authentication requirements here>
	Label
	Description
	Release

	ISC-AUC-001
	The ISC Enabler SHALL support a Principal to be authenticated by the service provider’s domain.
	ISC V1.0

	ISC-AUC-002
	The ISC Enabler SHALL support a Principal to authenticate the service provider’s domain.
	ISC V1.0

	ISC-AUC-003
	The ISC Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	ISC V1.0

	ISC-AUC-004
	The ISC Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider’s domain.
	ISC V1.0


Table 10: High-Level Functional Requirements – Authentication Items
6.1.8.2 Authorization

<intro text for Authentication requirements here>
	Label
	Description
	Release

	ISC-AUT-001
	The ISC Enabler SHALL verify, if applicable by the service provider policy, whether a Principal is authorized to perform the action(s) it requested.
	ISC V1.0

	ISC-AUT-002
	The ISC Enabler MAY provide a mechanism to prevent unauthorized access to an ISC User’s related contents/information stored on his/her unavailable registered device(s) (e.g. lost or stolen device).
	ISC V1.0

	ISC-AUT-003
	The ISC Enabler SHALL prevent unauthorized access to ISC User’s related contents/information stored in the network.
	ISC V1.0

	ISC-AUT-004
	The ISC Enabler SHALL allow the ISC User to manage authorisation rules (e.g. to retrieve/search/modify the ISC User’s published contents) that allow others to obtain information from the published contents.
	ISC V1.0

	ISC-AUT-005
	The ISC Enabler SHALL allow the ISC User to manage default authorization rule to be applied to any ISC User that are not explicitly identified within the authorization rules.
	ISC V1.0


Table 11: High-Level Functional Requirements – Authorization Items

6.1.8.3 Data Integrity

<intro text for Data Integrity requirements here>
	Label
	Description
	Release

	ISC-INT-001
	The ISC Enabler SHALL ensure data integrity of the ISC User’s data (e.g. content viewing, communication).
	ISC V1.0


Table 12: High-Level Functional Requirements – Data Integrity Items

6.1.8.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Confidentiality requirements here>
	Label
	Description
	Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 13: High-Level Functional Requirements – Confidentiality Items

6.1.9 Charging Events
<intro text for Charging requirements here>
	Label
	Description
	Release

	ISC-CHG-001
	The ISC Enabler MAY define a set of charging events to support various business models. 
	ISC V1.0


Table 14: High-Level Functional Requirements – Charging Events Items

6.1.10 Administration and Configuration

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release

	ISC-ADM-001
	The ISC Enabler SHALL provide a mechanism for remote provisioning and configuration of the ISC User’s device(s).
	ISC V1.0


Table 15: High-Level Functional Requirements – Administration and Configuration Items

6.1.11 Usability

<< This clause identifies the usability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Usability requirements here>
	Label
	Description
	Release

	ISC-USA-001
	The ISC Enabler SHALL allow the ISC User to make requests for media contents from the content provider to be delivered to his/her device(s), depending on the his/her device capabilities.
	ISC V1.0

	ISC-USA-002 
	The ISC Enabler SHALL allow the ISC User to control (e.g. start, stop) the content viewing delivered by the content provider.
	ISC V1.0 

	ISC-USA-003
	The ISC Enabler SHALL provide the capabilities to allow the ISC User to get the information associated with the viewing/viewed content, e.g., current watchers number, trends, hot topics, bookmarks, content tags, location and popularity, subject to the user preference and the service provider policy. 
	ISC V1.0

	ISC-USA-004
	The ISC Enabler SHALL provide the capabilities to allow the ISC User to send the information associated with the viewing/viewed content (e.g. comment about the content, voting, photo of the ISC User or respond to a survey from the service provider), subject to the ISC User’s preferences and the service provider policy.
	ISC V1.0


Table 16: High-Level Functional Requirements – Usability Items

6.1.12 Interoperability

<intro text for Interoperability requirements here>
	Label
	Description
	Release

	ISC-INT-001
	The ISC Enabler SHALL be able to support content viewing and communication to/between ISC users from different service providers
	ISC V1.0


Table 17: High-Level Functional Requirements – Interoperability Items

6.1.13 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release

	FOO-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 18: High-Level Functional Requirements – Privacy Items
6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.
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<intro text for System requirements here>
	Label
	Description
	Release

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 19: High-Level System Requirements

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-RD-ISC-V1_0


	05 Jul 2012
	All
	Baseline as agreed in:

   OMA-COM-ISC-2012-0001-INP_ISC_v1.0_RD_Baseline

	
	16 Jul 2012
	Section 6.1
	Added  a HLF requirement on sharing content viewing information (CR#2012-0002R01)

Added two HLF requirements for support of multi-device environment (CR#2012-0003R03)

Added a HLF requirement on the storage and management of the viewed contents and communication (CR#2012-0004R01)

Added a HLF requirement on the management of associated contents of content viewing and a HLF requirement for support of social activity (CR#2012-0011R02)

Added two HLF requirements for support of the group communications (CR#2012-0006R02) 

	
	
	Section 6.1.4
	Added two Usability requirements on streaming content management (CR#2012-0013R03)

	
	
	Section 6.1.7
	Added a new section 6.1.7 and added one requirement about delegation of content viewing rights between users (CR#2012-0007R01)

	
	
	Section 6.1.8
	Added a new section 6.1.8 and added three requirements for support of spatial features (CR#2012-0008R02)

	
	
	Section 6.1.9
	Added a new section 6.1.9 and added four requirements about synchronized viewing (CR#2012-0010R01)

	
	
	Section 6.1.10
	Added a new section 6.1.10 and added two requirements about user interaction (CR#2012-0012R03)

	
	
	Section 6.1.11
	Added a new section 6.1.11 and added one requirement about communication (CR#2012-0014R03)

	
	
	Section 6.1.12
	Added a new section 6.1.12 and added one requirement about user participation (CR#2012-0017R03)

	
	30 Jul 2012
	Section 6.1 & its sub-sections
	Restructed of section 6.1 and re-located of the agreed requirement (INP#2012-0021)

	
	19 Sep 2012
	Section 6.1
	Updated one requirement HLF-001 (CR#2012-0030R01)

Added three new high-level requirements about content list (CR#2012-0031R02)

Added one new requirement about comment and feedback (CR#2012-0050R01)

	
	
	Section 3.2

Section 6.1.1
	Added three new definitions to section 3.2, and added two new requirements and updated two agreed requirements about immersive environment (CR#2012-0029R02)

	
	
	Section 3.3

Section 6.1.1
	Added one abbreviation to section 3.3 and added two new requirements about live and VOD content (CR#2012-0047R01)

	
	
	Section 6.1.2
	Added two new requirements to section 6.1.2 about multi-device support (CR#2012-0033R03)

	
	
	Section 6.1.3
	Added a new requirement about presence information (CR#2012-0024R03)
Added two new requirements about auxiliary session support (CR#2012-0032R01)

Added a missed agreed requirement about user interaction (CR#2012-0034R01)

Added a new requirement about social relationship (CR#2012-0035R01)

	
	
	Section 6.1.5
	Updated requirement COM-001 (CR#2012-0025R02)

	
	
	Section 2.2
Section 3.3

Section 6.1.6
	Updated the reference of OMADICT, and added two definitions, and added a new requirement about content viewing group searching (CR#2012-0026R03)

	
	
	Section 6.1.7
	Updated one requirement MAN-001 about management (CR#2012-0036R02)

Added one new requirement about management (CR#2012-0045R01)

Added one new requirement about resuming content viewing (CR#2012-0052R01)

	
	
	Section 6.1.8
	Added two new requirements about unwanted messages and content screening (CR#2012-0027R03)
Added two new requirements about authorized access (CR#2012-0037R02)

	
	
	Section 6.1.8.1
	Added four new requirements about authentication (CR#2012-0038R01)

	
	
	Section 6.1.8.2
	Added five new requirements about authorization (CR#2012-0039R02)

	
	
	Section 6.1.8.3
	Added one new requirement about data integrity (CR#2012-0040R02)

	
	
	Section 6.1.9
	Added one new requirement about charging events (CR#2012-0041R01)

	
	
	Section 6.1.10
	Added one new requirement about administration and configuration (CR#2012-0042R02)

	
	
	Section 6.1.11
	Added a new requirement about active information (CR#2012-0028R02)

Added a new requirement about active information (CR#2012-0053R01)

	
	
	Section 6.1.12
	Added one new requirement about interoperability (CR#2012-0043R02)

	
	
	Appendix B

	Added a new use case about content viewing group (CR#2012-0022R04)
Added a new use case about multi-device support (CR#2012-0023R04)

	
	
	
	


Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements. Use cases are additional to the main text in the RD and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the RD) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.
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<text here>
B.1  Multi-Device Support
This use case shows an end user accesses the service on the multi-device environment and the multi-devices of the same user can exchange their content viewing information. In this use case, the end user has two terminals (a TV and a mobile) at the same time, by which the user can access the service. The two terminals can exchange their content viewing and synchronize the content viewing information when content viewing and communication are distributed on different devices. 

B.1.1 Actors

Network Operator:

Provides the network which carries the service and provides all the infrastructures for authentication, authorization, accounting and service / content adaptation.

Service Provider:

Provides the service with synchronization function for content viewing and communication between the devices of the same end user in multi-device environment. 

Content Provider:

Owner of the content provided as part of the service provided by the service provider. 

End User:

Consumes the service with his/her terminals (a TV and a mobile), e.g., viewing content or chatting with other consumers.

B.1.2 Actor Specific issues

End User:

Wants to access the service with any of his/her terminals, and hopes the two terminals can synchronize content viewing information when content viewing and communication being distributed on different devices.

B.1.3 Actor Specific Benefits

End User:

Flexible to access the service with any of his/her terminals.

Service Provider:

Provides nice user experience to improve the service penetrations.

B.1.4 Pre-conditions

The two terminals of the end user can access the service, and support content viewing and communication functions.

B.1.5 Post-conditions

End user is seamlessly accessing content viewing and communication across his multiple devices.
B.1.6 Normal Flow
1. The end user opens his/her two terminals, TV and mobile.

2. The end user discovers an interesting content using the mobile, then selects the content and require the TV to render the content. The TV gets the request, and then renders the content, after that, the TV sends the content viewing information to the mobile at a certain time interval pre-defined by the end user.

3. The end user discovers another interesting content using the TV, and then starts to render the new content, after that, the TV notifies the mobile the changes and sends the new content viewing information to the mobile at the certain time interval.

4. The end user selects a new content using the mobile and requires the TV and the mobile to render the content at the same time. Then, the TV and the mobile synchronously render the content respectively. 

5. The end user wants to stop the content viewing progress on the TV and/or on the mobile, who can send the request from the TV or the mobile, after that, the TV and the mobile stop the progress.
B.1.7 Alternative Flow
1. Mobile follows TV

Suppose that the end user now is not at home. If the end user wants to know what content is rendered on his/her TV, he/she can open his/her mobile. The mobile will check the status of the TV, if the TV is open and rendering media content, then the mobile can request to synchronize the content viewing information from the TV. And more, the end user’s mobile can render the same media content synchronously with the TV.

2. TV follows mobile

Suppose that the end user is on the road, and rendering a media content using the mobile. When the end user is back to home, he/she can request the TV to render the media content from the current playing time of the mobile, and then, the TV renders the media content from that time, optionally continuing to render on mobile too.

B.1.8 Operational and quality of Experience Requirement

None specified.
B.2 Content Viewing Group
B.2.1  ASK  \* MERGEFORMAT Short Description

This use case shows an end user creates and manages his/her content viewing group, and the participants in the group share their content viewing information.
Editor’s note: need to provide a definition of “content viewing information”, and check usage of this term in the requirements.

Editor’s note: if “content viewing information” is different from “content viewing media”, need to provide a definition for “content viewing media” as well.
B.2.2 Actors

Network Operator:

Provides the network which carries the service and provides all the infrastructures for authentication, authorization, accounting and service / content adaptation.

Service Provider:

Provides the service with functionalities for content viewing group. 

Content Provider:

Owner of the content provided as part of the service provided by the service provider. 

End User:

Four end users, Alice, Claire, Bob, and John.

B.2.3 Actor Specific issues

End User:

Accesses the service and shares the content viewing information in a content viewing group.

B.2.4 Actor Specific Benefits

End User:

Flexible to access the service and share the content viewing information.

Service Provider:

Provides nice user experience to improve the service penetrations.

B.2.5 Pre-conditions

The four end users have subscribed the service.

B.2.6 Post-conditions

The four end users were able to watch and discuss the content together.
B.2.7 Normal Flow
1. Alice opens her terminal, and selects a media content to view. She finds it interesting and wants to watch the content along with her friends. So, she creates a content viewing group including her friends (Bob, Claire, John) she wants to invite.

2. Alice finds her friends Bob and Claire are online, and then she sends an invitation including the content viewing information to Bob and Claire for joining the group.

3. When Bob and Claire receive the invitation, they accept the invitation and joins into the group using their terminals individually. After Bob and Claire join into the group, their terminals synchronize Alice’s content viewing information respectively. Alice, Bob and Claire discuss the content online.

4. John, who was offline before, finds the group (e.g., by searching) and knows his friends Bob, Claire and Alice are in the content viewing group. John sends a message to the group to request joining into the group using his terminal.

5. The request is forwarded to Alice’s terminal, and then Alice welcomes John’s participation. 

6. When John joins into the group, his terminal synchronizes Alice’s content viewing information, and also John joins the discussion with Alice, Claire and Bob.

7. After some time, Bob needs to leave the group. Bob sends a message to the group and leaves the group. The message is forwarded to the content viewing group participants Alice, Claire and John.

8. Alice has to leave the group for some reasons, so she sends a message informing the group. 

9. The service sends Claire and John, a message to notify that the group will be closed. 

10. Claire and John receive the notification, and they continue to watch the content individually.

B.2.8 Alternative Flow
Alice identifies who she would like to be in the viewing group when she is creating the group and sends the invitation to all of them (Bob, Claire, and John). Bob and Claire will respond and accept the invitation and be sync with Alice's viewing content but John will join later when he is aware of the invitation.
B.2.9 Operational and quality of Experience Requirement

None specified.
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