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	Source:
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Reason for Change
This change request updates the Control Plane TS with regard to references to obsolete RFC2976. 
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
Detailed Change Proposal
1. Updating obsolete normative reference RFC2976 to replacement RFC6086


From 2.1, pg. 20:
.
.
	[RFC2976RFC6086]
	IETF RFC 2976 6086 (October 2000January 2011): "Session Initiation Protocol (SIP) The SIP INFO Method and Package Framework"
URL: http://www.ietf.org/rfc/rfc2976rfc6086.txt


.
.
From 6.1.18.1, pg. 91:
.
.
[bookmark: _Toc226889528][bookmark: _Toc235870439][bookmark: _Toc236104493][bookmark: _Toc236107743][bookmark: _Toc236108468][bookmark: _Toc240704333][bookmark: _Toc300323252]6.1.18.1 Initiating PoC Session Control for Crisis Handling
Upon a request from a PoC User to initiate PoC Session Control for Crisis Handling during an ongoing PoC Session a PoC Client supporting PoC Session Control for Crisis Handling:
1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976RFC6086];
2. SHALL include a Priority header set to "crisisevent" in the request as specified in [RFC3261]; and,
3. SHALL send the SIP INFO request according to rules and procedures of SIP/IP Core.
NOTE:	The initialization of PoC Session Control for Crisis Handling at the same time as a PoC Client initiates, joins or re-joins a PoC Session is described in the subclause 6.1.3.3.1 "PoC Client initiatesan Ad-hoc PoC Group Session, a 1-1 PoC Session", 6.1.3.3.2 "PoC Client initiates a Pre-arranged poC Group Session or joins a ChatPoC Group Session" and in the subclause 6.1.5.1 "On-demand Session establishment".
.
.
From 7.2.1.28.2, pg. 169:
.
.
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PoC Session Control for Crisis Handling requested during an ongoing PoC Session
The PoC Server performs the actions in this subclause when receiving a SIP INFO request containing the Priority header set to "crisisevent" or when a PoC Client is joining or rejoining an ongoing PoC Session and the SIP INVITE request included the Priority header set to "crisis event" and the ongoing PoC Session wasn't already using PoC Session Control for Crisis Handling.
The PoC Server supporting PoC Session Control for Crisis Handling :
1. SHALL send a SIP 200 "OK" response to the SIP INFO request according to rules and procedures of [RFC2976RFC6086];
2. SHALL either use
a. the <Crisis Event handling entity address> element in the PoC Group document as the PoC Address to the PoC Crisis Event Handling Entity if available in the case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,
.
.
From 7.2.2.9.2, pg. 188:

7.2.2 [bookmark: _Toc226889630][bookmark: _Toc235870542][bookmark: _Toc236104596][bookmark: _Toc236107846][bookmark: _Toc236108571][bookmark: _Toc240704436][bookmark: _Toc300323355]
7.2.2.1 
7.2.2.2 
7.2.2.3 
7.2.2.4 
7.2.2.5 
7.2.2.6 
7.2.2.7 
7.2.2.8 
7.2.2.9 
Informing about the use of PoC Session Control for Crisis Handling
This procedure is initiated by the PoC Server as the result of an action specified in subclauses of 7.2.1.28.2 "PoC Session Control for Crisis Handling requested during an ongoing PoC Session".
1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976RFC6086];
2. SHALL include the Priority header set to "crisisevent" in the SIP INFO request; 
3. SHALL send the SIP INFO request towards all Participants in the PoC Session (with the exception of the PoC Crisis Event Handling Entity)  to SIP/IP Core according to rules and procedures of SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

From 7.2.2.9.2, pg. 188:
.
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[bookmark: _Toc226889631][bookmark: _Toc235870543][bookmark: _Toc236104597][bookmark: _Toc236107847][bookmark: _Toc236108572][bookmark: _Toc240704437][bookmark: _Toc300323356]Informing about the use of Normal PoC Session Procedures
This procedure is initiated by the PoC Server as the result of an action specified in subclauses of 7.2.1.28.3 "Termination of PoC Session Control for Crisis Handling".
1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976RFC6086];
2. SHALL include the Priority header set to "normal" in the SIP INFO request; and,
3. SHALL send the SIP INFO request towards all Participants in the PoC Session according to rules and procedures of SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
From 7.3.1.19, pg. 225:
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SIP INFO request received
Upon receipt of a SIP INFO request during an ongoing PoC Session from the PoC Client with a Priority header either set to "crisisevent" or set to "normal" a PoC Server supporting PoC Session Control for Crisis Handling and acting as a B2BUA:
1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976RFC6086];
2. SHALL include the Priority header received in the incoming SIP request in the outgoing SIP request;
3. SHALL NOT include a sip.instance feature tag in the Contact header of the SIP INFO request; and,
.
.
From 7.3.1.19, pg. 225:
.
.
4. SHALL send the SIP INFO request to the SIP/IP Core according to rules and procedures of SIP/IP Core.
NOTE:	A PoC Server acting as a proxy will forward the SIP INFO request according to rules and procedures of [RFC2976RFC6086] independent on if PoC Session Control for Crisis Handling is supported or not.
.
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From 7.3.2.12, pg. 256:
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SIP INFO request received
Upon receipt of a SIP INFO request during an ongoing PoC Session from the PoC Server performing the Controlling PoC Function with a Priority header either set to "crisisevent" or set to "normal" a PoC Server supporting PoC Session Control for Crisis Handling and acting as a B2BUA:
1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976RFC6086];
2. SHALL include the Priority header received in the incoming SIP request in the outgoing SIP request; and,
3. SHALL send the SIP INFO request to the SIP/IP Core according to rules and procedures of SIP/IP Core.
NOTE:	A PoC Server acting as a proxy will forward the SIP INFO request according to rules and procedures of [RFC2976RFC6086] independent on if PoC Session Control for Crisis Handling is supported or not.
.
.
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