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Reason for Change
This change request updates the Control Plane TS with regard to references to obsolete RFC3265. 
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
Detailed Change Proposal
1. Updating normative reference RFC3265 to RFC6665
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NOTE 1:	This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.
Upon receiving an initial SIP INVITE request the PoC Box: 
1. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Box and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.
a) when the PoC Box determines that there is not enough resources to handle the PoC Session; or,
b) any other reason outside the scope of this specification.
3. SHALL cache the list of supported SIP methods if received in the Allow header;
4. SHALL cache as the PoC Session Identity the content of the Contact header;
5. SHALL store the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session; 
6. SHALL store the PoC Group Identity obtained from the Authenticated Originator’s PoC Address in case of Pre-arranged PoC Group Session;
7. SHALL store the Session Type information based on the information received in the Session-Type uri-parameter in the Contact header;
8. SHALL discard the MIME bodies containing Included Media Content if included in the SIP INVITE request;
9. MAY store the Subject header if Included Text Content is supported and if the Subject header is included in the SIP INVITE request; and,
10. SHALL discard references in the Alert-Info header or in the Call-Info header or both, if the Alert-Info header and the Call-Info header are included in the SIP INVITE request.
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the PoC Box:
1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 2:	The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the PoC-11 reference point.
2. SHALL include the option tag 'timer' in a Require header;
3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
4. SHALL include the Session-Expires header and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The 'refresher' parameter in the Session-Expires header SHALL be set to 'uas';
5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";
6. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
7. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if the PoC Box supports Discrete Media and  isconfigured to accept Discrete Media;
NOTE 3:	Configuration of PoC Box is out of scope of this specification.
8. SHALL include a the warning text set to '108 Media in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media was removed or if the Subject header was removed or if the Alert-Info header was removed or if the Call-Info header was removed as specified in this subclause.
9. SHALL include the option tag ‘tdialog’ in a Supported header;
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
.
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Upon receipt of a SIP INVITE request the PoC Crisis Event Handling Entity:
1. SHALL Authorize the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session, and if it is not authorized the PoC Crisis Event Handling Entity SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
NOTE 1:	The PoC Crisis Event Handling Entity authorizes the PoC User using a local policy outside the scope of the PoC specifications.
2. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Session with PoC Session Control  and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
3. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.
a) when the PoC Crisis Event Handling Entity determines that there is not enough resources to handle the PoC Session; or,
b) any other reason outside the scope of this specification.
4. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];
5. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2 "SDP answer generation";
6. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 
NOTE 2:	In case of a PoC Dispatch Group Session the PoC Server performing the Controlling PoC Function will invite the PoC Dispatcher on receipt of the SIP 200 "OK" response to the SIP INVITE request.
7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling Entity procedures at PoC Session initialization"; 
8. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];
9. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 
NOTE 3:	The PoC Crisis Event Handling Entity converts TEL URI to SIP URI according to [RFC3261], if needed.
10. SHALL perform the following actions:
a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [RFC5368]; 
b) include a MIME resource-lists body with the list of the PoC Users and PoC Groups to be added according to rules and procedures of [RFC5368]; 
NOTE 4:	The PoC Crisis Event Handling Entity  always includes the PoC Users and PoC Groups received in the MIME resource-list body of the SIP INVITE request in case of a 1-1 PoC Session or an Ad-hoc PoC Session but can add additional PoC Users and PoC Groups according to a local Policy.
NOTE 5:	The PoC Crisis Event Handling Entity obtains PoC Group information as specified in [OMA-PoC-Document-Mgmt] using XDMC in the UE and the XDM-3 reference point.
c) optionally, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [RFC5364]; and,
d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [RFC5368]. 
11. SHALL include the following according to rules and procedures of [RFC4488:
a) the option tag 'norefersub' in the Require header; and,
b) the value 'false' in the Refer-Sub header.
12. SHALL include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,
b) the value 'false' in the Refer-Sub header.
13. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested in the incoming SIP INVITE request; 
14. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the incoming SIP INVITE request included manual answer override or according to local policy; 
NOTE 3: The Refer-To URI can be a PoC Address or a content-ID URL.
15. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] if received in the incoming SIP INVITE request or according to local policy and as specified in subclause 5.8 "QoE Profiles". If included the Resource-Priority header SHALL be included as a header of the REFER request as well as a Refer-to URI parameter;
16. MAY include media content in one or more MIME bodies as specified in [RFC2046] if received in the incoming SIP INVITE request or according to local policy. 
For each included media content, the PoC Crisis Event Handling Entity:
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional".
NOTE 4:	The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Crisis Event Handling Entity in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
17. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] if received in the incoming SIP INVITE request or according to local policy; 
NOTE5:	If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.
18. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC3261] if received in the incoming SIP INVITE request or according to local policy; and, 
19. SHALL include a Target-Dialog header as specified in [RFC4538] identifying the existing dialog from which the PoC Session Identity of the ongoing PoC Session if such a dialog exists and the PoC Session Identity is a GRUU.
1920. SHALL send the SIP REFER request towards the PoC Server within the existing dialog if the PoC Session Identity is not a GRUU, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 
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