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2. Scope
(Informative)

This document describes use cases and requirements for groups and their management that could be used by other OMA service enablers. Group Management was endorsed as Common Function by ARCH WG to support the OMA service enablers.
 Specifications of Common Functions and their dependant services should reflect this. Services enablers should reference their Common Functions but need to identify their domains differences in the GM RD also in their own RD.

Due to the nature of common functions a set function is identified that supports all enablers and a specific part that is dedicated to the needs of a single or only a small number of enablers.  

3. References

3.2 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	<<Remove unused reference rows! >>


3.3 Informative References

	
	

	
	

	
	

	
	

	
	

	
	


4. Terminology and Conventions

4.2 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

4.3 Definitions

	

	

	
	

	
	

	
	

	
	

	
	

	<< Definition >>
	<< explanation >>


4.4 Abbreviations

	GM
	Group Management

	OPS
	Operator and Service provider

	<<abbreviation>>
	<< Explanation >>


4.5 

5. Introduction
(Informative)

< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>



· 
· 




6. Use Cases
(Informative)

<This clause provides a high level description of the requirements identified in this requirements specification.  It does not contain any normative requirements.  This description shall describe the user experience of the requirements subsequently identified>


6.2 

6.2.1 

6.2.1.1 

6.2.1.1.1 

· 
· 
6.2.1.1.2 

· 
· 
6.2.1.1.3 

· 
· 
6.2.1.1.4 

· 
· 
6.2.2 

6.2.2.1 
6.2.2.1.1 
· 
· 
6.2.2.1.2 
· 
· 
6.2.2.2 
· 
· 
6.2.2.3 
· 
· 
6.2.2.4 
· 
· 


· 
· 
· 
· 
· 
· 
6.2.2.5 
· 
· 
6.2.3 
Functions like “Access Control, Addressing, Copy, Create, Delete, Management of Members, Modify Group Properties“ need to be references by the use cases 

6.2.3.1  ASK  \* MERGEFORMAT Short Description

<In one or two sentences, describe the interaction that occurs in this use case. Try not to regurgitate the basic course of events. The short description may provide context that other sections do not contain (mandatory).

Example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered. >

6.2.3.2 Actors

<A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as User, Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).>

6.2.3.2.1 Actor Specific Issues

<A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory)>

6.2.3.2.2 Actor Specific Benefits

<A list of specific benefits for each actor in the defined use-case. Shall be used in the valuation of the defined use-case (mandatory)>

6.2.3.3 Pre-conditions
<Pre-conditions are things that must be in place before the interaction can occur. They are part of the contract between this use case and the outside world (mandatory).>

6.2.3.4 Post-conditions

<Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).>

6.2.3.5 Normal Flow

<This is the meat of the use case. Describe the steps that each actor and the system go through to accomplish the goal of the use case. The normal flow represents the ‘simple, correct path’ through the use case. It is the most common path taken. For example, think of a use case which applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps which describe the actions of the actors and the system behaviour. If it helps, a UML diagram might be added. (Mandatory)>

6.2.3.6 Alternative Flow

<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (Optional)>

6.2.3.7 Operational and Quality of Experience Requirements

<Operational and Quality of Experience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements.

Examples for such requirements are 

· 'The customer contact is always with a sales person' 

· 'The system shall allow for at least 1,000 concurrent transactions' 

· 'The order confirmation shall be sent not later than 1 hour after purchase' 

· 'If 5 items are purchased, there is a special discount on the sixth'

· 'The user shall have full control over his personal data' 

· 'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'>

6.3 

6.3.1 
6.3.2 
6.3.3 
6.3.4 
6.3.5 
6.4 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (Optional)>

7. Requirements
(Normative)

7.2 High-Level Functional Requirements

<This clause identifies the high level requirements to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.2.1 Security

<This clause identifies the high level security needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.2.2 Charging

<This clause identifies the high level charging needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.2.3 Administration and configuration

<This clause identifies the high level administration and configuration needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.2.4 Usability

<This clause identifies the usability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.2.5 Interoperability

<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.2.6 Privacy

<This clause identifies the high level privacy needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

7.3 Generic

7.3.1 
7.3.1.1 

7.3.1.2 

7.3.1.3 

7.3.1.4 

7.3.2 
7.3.2.1 

7.3.2.2 




7.3.2.3 

7.3.3 
7.3.3.1 
7.3.3.2 

7.3.3.3 
7.3.3.4 


7.3.3.5 


7.3.3.6 


7.3.3.7 



7.3.3.8 
7.3.4 
7.3.4.1 



7.3.4.2 



7.3.5 
7.3.5.1 
7.3.5.2 




7.4 Specific

7.4.1 PoC

7.4.2 
7.4.3 
7.4.4 
7.5 Overall System Requirements

<Text>

7.6 System Elements

<This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

7.6.1 System Element A

<This section contains numbered high level requirements on System Element A>

7.6.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.>

7.6.1.2 Interfaces to System Element Y

<Etc>

7.6.2 Network interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

Appendix A. Change History
(Informative)

A.1 Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	OMA-Req-2003-0718-goup_management_cover.doc
	02 Nov 2003
	Initial draft document which started the WID 0086_Group_Mgmt

	
	
	


A.2 Approved Version History

	Reference
	Date
	Description

	
	
	

	
	
	


A.3 Draft/Candidate Version <current version> History

<<This section is available in pre-approved versions – it should be removed in the actual approved versions>>

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-PAG-
	2 Nov 2003
	
	Initial Draft that initiated the WID 0086_Group_Mgmt

	
	
	
	

	
	
	
	


Appendix B. Place holder for future use
(informative)
This appendix includes the temporary storage of material for future use. The part of the contents will be moved to the main body of this specification if it is agreed to be the part of specification. The appendix will be removed when the specification is approved.

B.1 Material which had existed before March 2004
This subclause shows the material which had been found before GM phase 1 materials were included.
8. References

8.2 Informative References

	[3GPP TS 22.141]
	“Presence Service:  - Requirements”

	[3GPP TS 22.250]
	“IP Multimedia Subsystem (IMS) group management; Stage 1”, Source, URL

	[3GPP TS 22.340]
	“IP Multimedia System (IMS) messaging”

	[3GPP TS 23.141]
	“Presence Service:  - Architecture and functional description”

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS)”

	
	


9. Terminology and Conventions

9.2 Conventions

9.3 Definitions

	Group 

	A group is a nested collection of addresses or identifiers such as an address or record.  A group is identified by a single address.

	Group administrator
	Group administrator has the full set of rights for viewing and managing the group identifier, group specific information, service specific group information, member identifiers and group member properties.

	Group content
	Group content includes the group identifier, the group specific information, the service specific group information, and the list of group member identifiers with the associated group member properties.

	Group identifier
	A globally unique, addressable name, which may be suggested during group creation. It is used to refer to a specific group.

	Group member 
	Group member is an entity in the group.

	Group Moderator
	Is a group member having the right to change memberships and restrict information delivery during member’s access. May be he is also a group administrator.

	<< Definition >>
	<< explanation >>


9.4 Abbreviations

9.5 Document Structure

[image: image2.png]Conventions





10. Introduction
(Informative)

Groups were introduced to support applications and users of mobile networks by addressing more then one communication partner with a single reference. The group concept defines a group of persons to be member of a list. They are an effective way reducing the effort necessary for call and behaviour control. A lot of time could be saved using groups for communication (Voice, Instant messaging, Conferencing…), and organisation (privacy, proactive authorization, registration…) purpose. 

Typically groups are used in two different ways:

· Communicate with a group of partners (Conference call, Chat…) 
One -> Many
· Members of a group are all treat in the same way during information processing (Authorization, Push information on event…) 



Many -> One 
A user typically defines groups to easy communicate (conference calls, chat...) with more than one member of his phone book at the same time. (One -> Many)
During information processing groups are used to treat all members the same way. (Many -> One) Therefore the group owner assigns properties to the group to be used during processing for every member.

Different services have different but comparable requirements on group management. They share a common and have a unique set of requirements. Within this specification we identify the common and the unique sets of all other OMA service elements. 

To reduce the users’ effort on group management it is necessary to reuse as much information as possible. All group enabled services the user is subscribed to should use the identified common set of functions. Additionally they should allow to reference parts of its unique attributes for easy linkage with other services for data reuse.  

11. Use Cases
(Informative)

The use cases are separated into two parts to identify the generic and the service specific set of group management functionality.

11.2 Generic use cases

The generic use cases define the behavior, information elements and actors that are common for all services using group management.

11.2.1 Group Models (Types)

Different group models are used to support privacy levels needed during use in trusted and untrusted scenarios. 

11.2.1.1 Moderated

Moderated groups are used in a trusted environment. Moderated group types are used to support different privacy levels.

11.2.1.1.1 Private

A private group is a collection of users that are combined by the group owner who controls membership and group properties. Only members are allowed to join that group. If a member invites someone who is not member he will fail.

· Example: Sports Club (Volleyball team)


· Actors: Open to every member of the moderated group. The group owners have the right to change memberships and restrict the information delivered during member’s access. (Open Identity)

11.2.1.1.2 Externally hosted and managed

Externally hosted and managed groups are controlled by instances like a company or government to support their employees. The security of such groups needs special attention.

· Example: Companies Department

· Actors: Open to every employee (Open Identity)

11.2.1.1.3 Locally

Locally moderated groups support the users of an operator or service provider’s (OPS) community. The OPS wishes to support their customers by communication linked to items. (E.g. chat rooms) They need to take care for content transferred between his subscribers. (E.g. Child protection)

· Example: Limited Chat Rooms to discuss specific items with age or search restrictions

·    Actors: Open to every one that fits in the profile for access (Anonymous & Open Identity)

11.2.1.1.4 Public???

Public groups are hosted and managed by an operator or service provider who has to address legal objectives like child protection.  Therefore he needs to guarantee that groups that are linked to adult contend are not open for children.

· Example: Chat Rooms to discuss specific items without limitations on age or search capabilities

· Actors:  Open to every one

11.2.2 Static Group Functions

Functions like “Create, Delete, Management of Members, Modify Group Properties, Send Group Information“ need to be references by the use cases 

11.2.2.1 Create

11.2.2.1.1 Normal Flow

· Example: During a discussion about a sailing trip Mr. X identities the need to create a group of potential participants of such a trip. This group should help him to communicate with the group of participants. Since he is arranging all the details he can concentrate on the trip and is sure that all are informed appropriately.

· Actors: As organizer Mr. X generates a new group with the name "sailing trip 04".

11.2.2.1.2 Alternative Flow

· Example: May be he can reuse the group information he was delivered by the last year’s event organizer.

· Actors: Since he stored the group information of the crew last year he reuses it as initial list of participants for this year’s trip.

11.2.2.2  Delete

· Example: The sailing trip is over and all are safe at home. The group’s owner Mr. X decides to delete the list since next year another friend of him will do the arrangements as he did this year.

· Actors: Mr. X sends some greetings to all group members with a snap shot of the crew. He sends the groups information to the organizer for next year event and then he deletes the group.

11.2.2.3  Management of Members

· Example: Mr. X wants to include all participants of last years sailing trip into the group and adds some colleagues that were interested to join when he presented the pictures.

· Actors: Mr. X adds some of his colleagues to the group. Before he starts the invitation to this years sailing trip.

11.2.2.4 Modify Group Properties

· Example: Mr. X includes all participants of last years sailing trip into the group and adds some colleagues that were interested to join when he presented the pictures to them. 

· Actors: Due to the events phases he changes the group’s properties to flag the status of the event to all participants. 

He also tries to control properties of other service enablers that simplify the task of the organizer if he is allowed by the individual group member. (E.g. location information for the "Go to the event" phases to identify where the missing participant is.)

Phases could look like:

· Prepare the event

· Go to the event

· The event started

· The event is finished

· Travelling home

· Meet for pictures / share content

11.2.2.5 Send Group Information

· Example: Mr. X was asked by next year’s event organizer to get all the groups details before he deletes the group.

· Actors: Mr. X sends all relevant group information to the next year’s event organizer before he deletes his group entry.

11.2.3 Use Case - Template 
11.3 Specific Use Cases

The service specific use cases define the behaviour, information elements and actors that are common for all OMA services elements using group management.

11.3.1 Use Cases for Push to talk over Cellular

11.3.2 Use Cases for PAG

11.3.3 Use Cases for MWG

11.3.4 Use Cases for Games

11.3.5 Others?

11.4 Open Issues

12. Requirements
(Normative)

12.2 Generic

12.3 Specific

12.3.1 PoC

12.3.2 Games

12.3.3 MWG

12.3.4 PAG
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