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Foreword

This Technical Specification has been produced in collaboration between Comneon, Ericsson, Motorola, Nokia, and Siemens.

Introduction

This document includes all agreed error corrections and clarifications of the latest set of PoC phase 1 specifications. 

When this Errata document contains sufficient changes to justify an update of the specifications, these changes will be implemented in the specifications and a new Errata document will be started.
1 Scope

This document describes the agreed error corrections and clarifications to all Industry Specifications PoC Release 1.0. These specifications are:

· User Requirements V1.1.1
· Architecture V1.1.1

· Signaling Flows V 1.1.4

· List Management and Do-not-Disturb V1.1.4

· Transport Protocols V1.1.1

· (E)GPRS / UMTS Specification V1.1.1.

2 References

[1]. PoC Release 1.0; User Requirements V1.1.1
[2]. PoC Release 1.0; Architecture V1.1.1

[3]. PoC Release 1.0; Signaling Flows V 1.1.4

[4]. PoC Release 1.0; (E)GPRS / UMTS Specification V1.1.1

[5]. PoC Release 1.0; Transport Protocols V1.1.1

[6]. PoC Release 1.0; List Management and Do-not-Disturb V1.1.4

3 Error corrections and clarifications

3.1 General

3.1.1 GEN-1

Description of change: Document File properties of all Industry Specifications PoC Release 1.0 shall be corrected.

3.2 Architecture specification V1.1.1

3.2.1 AD-1

Short description of change (slogan): It is clarified and allowed for use of international and locally significant E.164 numbers on Is and Im interfaces.

Detailed description of changes:

------------ Start of Change -------------------------------------------------------------------

7.2.2 
Phone numbers

A PoC user may address another user by a phone number. 

The UE shall send the phone number to the IMS core network in a TEL URL [23]. 

The phone number may use be in the international E.164 [21] format (prefixed with a ‘+’ sign), or a local format using a local dialing plan and prefix.  

The phone number shall be expressed in the TEL URL as described in [23] with the following clarifications:

· An international E.164 number shall follow the global number scheme with the leading ‘+’.

· A local number shall follow the local number scheme that requires the presence of the phone-context parameter. The UE shall provide in the phone-context parameter its own MSISDN number preceded by ‘+’, or, if its own MSISDN is unknown, the domain of the home operator. The private prefix format of the area specifier shall be used and formed by enclosing the information in double quotation characters. Examples of the local number formats:

· A local number where the UE provides its own MSISDN number: 

tel:2144567890;phone-context=”+12147656734”

· A local number where the UE provides its operator’s domain:

tel:2144567890;phone-context=”operator.com”

· Other local number formats shall not be used.
The method of expressing a phone number in a SIP URI by means of “user=phone” described in [13] shall not be used.

The phone number may be used to identify a user in a contact list, an access list, or a group. In order to unambiguously identify the user by the user’s phone number the network shall internationalize the number.

The phone number may be used to aAddress a user ing by TEL URL  for a PoC session and instant personal alert. This requires that the POC Server network internationalizes the number and can resolves the TEL URL to a SIP URI, for instance by using DNS/ENUM or other local data base. A phone number in a local format shall be converted to the E.164 format before DNS/ENUM is used. 
------------ End of Change -------------------------------------------------------------------

3.2.2 AD-2

Short description (slogan): Correcting early session descriptive text in Architecture document.

Detailed description of change:

------------ Start of Change -------------------------------------------------------------------

8.4 

Early Session dialog establishment

The early session provides the instant personal and ad-hoc group communication for end-user. The early session enables the UE to communicate the IP addresses and ports, which are used for sending the RTP/RTCP packets. 

The early session is used for service negotiation purposes between the end user and his/her home PoC application server.  

The early session is established for service negotiation purposes right after the initial registration, or the UE may request the early session for instant personal and ad-hoc group communication at any later time point (e.g. when the end-user activates the instant personal communication from the UE).

------------ End of Change -------------------------------------------------------------------

3.2.3 AD-3

Short description (slogan): Clarification in Ad-hoc group talk descriptive text in Architecture document.

Detailed description of change: 

------------ Start of Change -------------------------------------------------------------------

Last paragraph in the section below is changed as specified. Other paragraphs in this section remain unchanged. 

8.6

Ad-hoc Instant Group Talk

Note that, according to the description above, an instant personal talk (sub-clause 8.4) is only a special case of an Ad-hoc Instant Group Talk. Therefore, in all cases the user portion of the Request-URI of the initial INVITE will be set to the pre-configured ad-hoc string. The PoC Server will return in the Contact header of the final response for the INVITE a unique identifier for the Instant Personal or Instant Ad-hoc Group Talk.
------------ End of Change -------------------------------------------------------------------

3.2.4 AD-4

Short description (slogan): Clarification of SIP URI resolution in Signalling flows and Architecture specification.

Detailed description of change:

------------ Start of Change --------------------------------------------------------------------------------

8.3.1

SIP URI resolution

The address of the outbound proxy in the IMS core is configured into the UE in the form of a SIP URI. The URI should include the transport protocol (UDP) and the port number the proxy is listening to and an indication that compression should be used (comp=sigcomp).

In order to contact the outbound proxy, the UE performs a DNS query on the host part of the SIP URI of the proxy following the rules described in [14]. Note, however, that if the host part is an IP address rather than an FQDN the UE does not need to consult the DNS. The UE shall resolve the SIP URI of the outbound proxy into an IP address before its registration with the IMS core. This IP address shall be used by the UE for all SIP initial requests during this registration period. The resolution procedure shall follow the procedures described in [14].
Note that if the SIP URI of the outbound proxy that is configured in the UE follows the format recommended above (transport protocol and port number explicitly given), following the procedures in [14], the UE performs an A query. If the recommended format is not followed, the UE might need to perform NAPTR or/and SRV queries.

Example of the recommended format for the SIP URI configured in the UE pointing to the outbound proxy:

sip:outbound-proxy.my-operator.com:5060;transport=udp;comp=sigcomp

------------ End of Change -------------------------------------------------------------------

3.2.5 AD-5

Short description (slogan): Correction of body type.

Detailed description of change:







------------ Start of Change -------------------------------------------------------------------

The paragraph directly after figure 2 is changed as specified below. Other text remains unchanged.

8.5

Instant Personal Talk
User A sends a SIP INVITE to the PoC Server including user B’s address in a body whose type is application/vnd.siemensericssonmotorola.PoC application/vnd.poc.refer-to. When the PoC Server receives this INVITE, it performs an authorization decision based on the Do-not-Disturb setting in the GMLS. If the invitation is authorized, the PoC Server inspects the application/vnd.siemensericssonmotorola.PoC application/vnd.poc.refer-to body to discover user B’s address and, depending on the network configuration, it initiates early media procedures (optional) or late media procedures.

------------ End of Change -------------------------------------------------------------------

3.3 Signaling flows specification V1.1.4

3.3.1 SF-1

Short description of change (slogan): It is clarified and allowed for use of international and locally significant E.164 numbers on Is and Im interfaces.

Detailed description of changes:

------------ Start of Changes -------------------------------------------------------------------------------------

------------ Start of Change 1 ------------------------------------------------------------------------------------

Change the text, before the example, in section 4.10.1 as specified below.

4.10.1

Refer-To
The application/vnd.poc.refer-to content type defines a list of user’s that shall be invited to a talk session.

The application/vnd.poc.refer-to shall be used:

· When initiating a instant a personal group talk or a ad-hoc instant group talk (see sub-clause 0); and,
· When adding users to a talk session (see sub-clause 0).
A message body with the content type = application/vnd.poc.refer-to contains a list of public user identities/ and/or telephone numbers (referred to as “MSISDN”).

Each entry in the list shall be on a separate line and be coded as the Refer-To header defined in the [19].

------------ End of Change 1 -------------------------------------------------------------------------------------------------------------
------------ Start of Change 2 -----------------------------------------------------------------------------------------------------------

Change the reference to “MSISDN” to “phone number” in the following sections:

5.10.4.1
SIP MESSAGE request

Detailed description of change: Row 1 and 2 shall be changed as below:

	Item
	Header
	Mandatory/ optional
	The procedure specific values of the parameter

	
	
	
	

	1
	Request-Uri
	M
	sip:’Alerted user’s Public User Identity’

or

tel:’Alerted user’s MSISDN phone number’

	2
	To
	M
	sip:’Alerted user’s Public User Identity’

or

tel:’Alerted user’s MSISDN phone number’


5.2.6.1

SIP INVITE request

Detailed description of change: Row 14 shall be changed as below:

	14
	Content-Type
	C
	multipart/mixed (Note 4)

	
	Content-Type
	M
	application/sdp

	
	Shall indicate IPv4.

Shall indicate AMR codec see reference [12] and reference [3].

For values of mode-set, ptime, octet-align, and maxptime see reference [3].

Shall include the feature tag +g.poc.talkburst, see sub-clause 4.7.

	
	Content-Type
	C
	application/vnd.poc.refer-to (Note 4)

	
	List of

Refer-To: Public User Identity or MSISDN phone number

4.10.1 (Note 4)


5.2.6.7 SIP NOTIFY request

Detailed description of change: Row 8 shall be changed as below:

	8
	SIP/2.0 200 OK



or

SIP/2.0 ‘reject code, for example: 486 Busy’

	
	To:
	Invited user’s Public User Identity

or

Invited user’s MSISDN phone number


5.5.4.3

SIP NOTIFY request

Detailed description of change: Row 7 shall be changed as below:

	7
	Message body
	M
	SIP/2.0 200 OK



or

SIP/2.0 ‘reject code, for example: 486 Busy’

	
	
	
	To:
	Invited user’s Public User Identity

or

Invited user’s MSISDN phone number


5.4.5.6

SIP NOTIFY request

Detailed description of change: Row 7 shall be changed as below:

	7
	SIP/2.0 200 OK



or

SIP/2.0 ‘reject code, for example: 486 Busy’

	
	To:
	Invited user’s Public User Identity

or

Invited user’s MSISDN phone number


5.5.4.1
SIP REFER request

Detailed description of change: Row 3 and row 4b shall be changed as below:

	3
	Refer-To:
	M
	Public User Identity or MSISDN phone number or group identity

(Note 4)

	4a
	Content-Length
	O
(Note 1)
	‘0’

	4b
	Content-Type
	O

(Note 2)
	application/vnd.poc.refer-to

	
	Content-Length
	O
(Note 2)
	The length of the message body

	
	List of

Refer-To: Public User Identity or MSISDN phone number

4.10.1


------------ End of Change 2 -------------------------------------------------------------------------------------------------------------

------------ End of Changes ---------------------------------------------------------------------------------------------------------

3.3.2 SF-2

Short description (slogan): Clarification of SIP URI resolution in Signalling flows and Architecture specification.

Detailed description of change:
------------ Start of Change -------------------------------------------------------------------------------------

The new text as specified below is added in the end of section 4.1. Existing text remains unchanged.

4.1

SIP routing procedure

The UE shall resolve the SIP URI of the outbound proxy to the outbound proxy’s IP address before executing the initial registration procedure specified in clause 5.1.2. Upon successful registration the UE shall store the IP address of the outbound proxy for use during this registration period. During this registration period, the UE shall send all SIP initial requests to the stored IP address. Before a new initial registration procedure is initiated, the UE shall resolve the SIP URI of the outbound proxy to an IP address. 

If the UE detects the failure of the stored IP address of the outbound proxy (in the definition of [10], section 4.3), the UE shall start a new initial registration procedure. 

Apart from the above clarifications and additions, the resolution of the SIP URI into an IP address shall follow the procedures in [10].

NOTE:
Reference [10] defines procedures to select the transport protocol for the SIP requests; however, in the release 1.0 only UDP is used.

------------ End of change  ------------------------------------------------------------------------------------

3.3.3 SF-3

Short description of change (slogan): The first REGISTER message shall contain the Authorization header field with the username parameter, which contains the private user id.
Detailed description of Change:

------------ Start of Change ----------------------------------------------------------------------------

Row 9 of SIP REGISTER request, in section 5.1.6.1, is added as specified below:

5.1.6.1. SIP REGISTER request (initial)

	9
	Authorization
	M
	Digest username=’SipPrivateUserID configuration parameter’



------------ End of Change ----------------------------------------------------------------------------

3.3.4 SF-4

Short description of change (slogan): Clarification of SigComp procedure during initial registration.
Detailed description of Change:

------------ Start of Change ----------------------------------------------------------------------------

Step 2 after figure 5 in section 4.3.3, is changed as specified below:

4.3.3 
SigComp procedure during initial registration 

2.
Since the IMS Core is unable to authenticate the user it shall send the SIP “401 Unauthorized” response to the UE. The response shall include the challenge or a token as described in sub-clause 4.2. The IMS Core should not create a compartment until the user registration is completed successfully. It should therefore may send the response uncompressed. If the response is sent compressed, it shall include a byte code for decompression.
------------ End of Change ----------------------------------------------------------------------------

3.3.5 SF-5

Short description of change (slogan): Clarification of the use of Public User Identity in SIP REFER request.
Detailed description of Change:


------------ Start of Change ----------------------------------------------------------------------------

Note 4 in section 5.5.4.1 is changed as specified below:

5.5.4.1
SIP REFER request

NOTE 4:
The Public User Identity shall be used if at least one specific user shall be added to add individual specific users. In the case all To add the absent members of the on- going instant group talk, the global group shall be added the identity of the group shall be used instead.

------------ End of Change ----------------------------------------------------------------------------

3.3.6 SF-6

Short description of change (slogan): Clarification of SIP SUBSCRIBE request.
Detailed description of Change:



------------ Start of Change ----------------------------------------------------------------------------

5.11.4.1

SIP SUBSCRIBE request

This sub-clause describes the contents of the SIP SUBSCRIBE request used by UE to subscribe group events.

The SIP SUBSCRIBE request shall include the mandatory parameters defined in the references [9], [18] and [11] with the clarifications and additions described in this sub-clause specific to PoC.

The SIP SUBSCRIBE applies to an existing active dialog. The SUBSCRIBE request shall be sent within the SIP dialog to this group talk (and not establish its own SIP dialog).

When the user leaves the group talk, an existing subscription shall be regarded terminated by the UE and the PoC server. The PoC server shall not send any notifications for the subscription after the reception of BYE from the UE.
------------ End of Change ----------------------------------------------------------------------------

3.3.7 SF-7

Short description of change (slogan): Correction of example of content type for Refer-To.
Detailed description of Change:



------------ Start of Change ----------------------------------------------------------------------------

The example in section 4.10.1 is changed as specified below. Other text remains unchanged.

4.10.1
Refer-To

Example:


Content-Type:application/vnd.poc.refer-to
Content-Length:52
Refer-To:joe.doe@my-operator.com
Refer-To:+1240555222

Content-Type: application/vnd.poc.refer-to
Content-Length: 62

Refer-To: sip:joe.doe@my-operator.com
Refer-To: tel:+1240555222

------------ End of Change ----------------------------------------------------------------------------

3.3.8 SF-8

Short description (slogan): Correction of some ABNF coded parameters.
Detailed description of change:

------------ Start of Change ----------------------------------------------------------------------------

4.9

Release version procedure

This sub-clause describes how the PoC release shall be indicated in SIP requests and SIP responses. The information may be used by the UE or the PoC Server to determine the functionality level of a sender of a SIP request respectively the receiver of a SIP request.

NOTE:
The sub-clause defines the PoC specific coding; however, the UE or the PoC Server may add implementation specific version numbers.

The UE and the PoC Server shall implement the User-Agent/Server header, defined in reference [9], as described in this sub-clause with the clarification in this sub-clause specific for PoC.

The SIP registrar in the IMS Core may implement the User-Agent/Server header, defined in reference [9] as described in this sub-clause with the clarification in this sub-clause specific for PoC.

The User-Agent/Server header is optional in SIP REGISTER request and SIP responses to the SIP REGISTER request.

The User-Agent/Server header is mandatory in SIP requests, different from SIP REGISTER, and SIP responses to those SIP requests.
The User-Agent/Server SIP headers shall be coded as follows:

poc-token = "PoC-" poc-device-token

poc-device-token = "ms" | "fs" | "serv"

poc-product-version = "1.0"

Where

ms=mobile station

fs=fixed station

poc-product-version=PoC release version

Example 1:

User-Agent: PoC-ms/1.0

User-Agent: PoC-serv/1.0

Example 2:

Server: PoC-serv/1.0
The User-Agent and Server headers ABNF are defined in reference [9] and extended as follows:

Server = “Server” HCOLON server-val *(LWS server-val)
User-Agent = “User-Agent” HCOLON server-val *(LWS server-val)
server-val       =  product / comment
product          =  poc-product / token [SLASH product-version]
product-version  =  token

This specification allows having several server-val tags. The first of those server-val tags shall be encoding according to the following ABNF:
poc-product = “PoC-“ poc-device-token (SLASH poc-product-version)
poc-device-token = “ms” | “fs” | “serv”
poc-product-version = “1.0”
Where

ms=mobile station
fs=fixed station
poc-product-version=PoC release version
Example :
Server: Poc-ms/1.0 SonyEricsson User Agent server
------------ End of Change ----------------------------------------------------------------------------

3.3.9 SF-9

Short description (slogan): Modify every SIP request to include the Accept-Contact header with the correct parameters.

Detailed description of change:

------------ Start of Change ----------------------------------------------------------------------------

Modify Accept-Contact header in the following chapters:

5.2.6.1 SIP INVITE request

	2
	Accept-Contact
	M
	Shall include the feature tag *;+g.poc.talkburst=”TRUE”;require;explicit,see sub-clause 4.7.


5.3.4.1 SIP INVITE request

	2
	Accept-Contact
	M
	Shall include the feature tag *;+g.poc.talkburst=”TRUE”;require;explicit,see sub-clause 4.7.


5.4.5.1 SIP INVITE request

	2
	Accept-Contact
	M
	Shall include the feature tag *;+g.poc.talkburst=”TRUE”;require;explicit,see sub-clause 4.7.


5.10.4.1 SIP MESSAGE request

	4
	Accept-Contact
	M
	Shall include the feature tag *;+g.poc.talkburst=”TRUE”;require;explicit,see sub-clause 4.7.


6.1.5.1 SIP INVITE request

	2
	Accept-Contact
	M
	Shall include the feature tag *;+g.poc.talkburst=”TRUE”;require;explicit,see sub-clause 4.7.


6.2.4.1 SIP MESSAGE

	6
	Accept-Contact
	M
	Shall include the feature tag *;+g.poc.talkburst=”TRUE”;require;explicit,see sub-clause 4.7.


------------ End of Change ----------------------------------------------------------------------------

3.3.10 SF-10

Short description (slogan): Correction of group-event body type
Detailed description of change: 

------------ Start of Change ----------------------------------------------------------------------------

In chapter 5.11.4.1 change the item 4 in the table to: application/vnd.poc.group-event+xml

In chapter 5.11.4.3 change the item 4 in the table to: application/vnd.poc.group-event+xml
5.11.4.1
SIP SUBSCRIBE request

	4
	Accept
	M
	application/vnd.poc.group-events.poc+xml


5.11.4.3
SIP NOTIFY request
	4


	Content-Type
	M
	application/vnd.poc.group-events+xml. 

	
	Content-Length
	M
	The length of the message body

	
	For coding details see sub-chapter 4.10.3.


------------ End of Change ----------------------------------------------------------------------------

3.3.11 SF-11

Short description (slogan): Correcting typing errors in SIP Digest procedures.
Detailed description of change:

------------ Start of Changes ----------------------------------------------------------------------------------------

------------ Change 1 ----------------------------------------------------------------------------

4.2.3.3

Traffic related procedure

This sub-clause describes the SIP digest procedure for traffic related procedures.

The SIP and PoC traffic related part of the procedures are described in the clauses 5 and 6.

For the coding of the security related SIP headers and parameters see the signaling parameter sub-clauses to clause 5 and clause 6.
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NOTE: 
The decision to authenticate a SIP request in the IMS Core is based on the local policy.

Figure 4: SIP digest procedure.

1. When the UE sends a SIP request it shall include the Proxy-Authorization header with the following parameters:

a. “Digest” as the authentication scheme

b. “username” with the value of the SipPrivateUserID configuration parameter; 

c. “realm” with the stored value of the “realm” field;

d. “nonce” with the relevant value;

e. “uri” with the Request-URI header in the SIP REGISTER request set to the same value as the Request-URI;

f. “response” with the result of the MD5 hash algorithm; 

g. “cnonce” with a value generated by the UE;

h. “qop” with the stored value of the qop field (i.e. the selected quality of protection mode from the modes received in the WWW-Authentication header);

i.  “nc” with the relevant value;

j. the stored value of the “opaque” field (If received earlier in the WWW-Authenticate header).

If the IMS Core based on the local policy chooses to authenticate the SIP request it shall validate the Proxy-Authorization header and if the validation is successful continue processing as defined in the applicable SIP or PoC procedure.

2. When the SIP “2xx” response shall be returned (as defined in the applicable SIP or PoC procedure) the IMS Core may include the Authentication-Info header in the response, and if included the header shall contain the “nextnonce” parameter. The UE shall store the value of the “nextnonce” as the new “nonce” value. 

------------ End of Change 1 ---------------------------------------------------------------------------------------------------

------------ Start of Change 2 ----------------------------------------------------------------------------------------------------

Replace the header name: Authorization-Info in sub-clause 5.2.6.4 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.2.6.5 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.3.4.3 with the header name: Authentication-Info. 

Replace the header name: Authorization-Info in sub-clause 5.4.5.3 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.4.5.4 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.5.4.2 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.6.4.2 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.7.4.2 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.8.4.2 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.9.4.3 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.10.4.2 with the header name: Authentication-Info.

Replace the header name: Authorization-Info in sub-clause 5.11.4.2 with the header name: Authentication-Info.

------------ End of Change 2 ----------------------------------------------------------------------------------------------

------------ End of Changes -----------------------------------------------------------------------------------------------

3.3.12 SF-12

Short description (slogan): Correcting typing error of Allow-Event parameter.

Detailed description of change:


------------ Start of Change ----------------------------------------------------------------------------

The parameter specified as “Allow-Event” shall be corrected to “Allow-Events” in all places as specified below: 

In row 5 of section 5.2.6.4, SIP “200 OK” response.

In row 5 of section 5.2.6.5, SIP “202 Accepted” response.

In row 6 of section 5.3.4.3, SIP “200 OK” response.

In row 4 of section 5.4.5.3, SIP “200 OK (INVITE)” response.

In row 4 of section 5.4.5.4, SIP “200 Accept” response.

------------ End of Change ----------------------------------------------------------------------------

3.3.13 SF-13

Short description (slogan): Correction of Early Session in the terminating side.

Detailed description of change:


------------ Start of Change ----------------------------------------------------------------------------

Last paragraph in section 5.2.2 is changed as specified below. The other parts of the section remains unchanged.

At the end of the communication the instant personal talk or Ad-hoc instant group talk connection is released with RTCP BYE as described in reference [3].

Correlation points A and B Figure 14 map to the correlation points A and B in Figure 37, Figure 38, Figure 39, Figure 40. And correlation point A in Figure 14 in the User Plane document [3].
------------ End of Change ----------------------------------------------------------------------------

3.3.14 SF-14

Short description (slogan): Aligning text with figure.

Detailed description of change:


------------ Start of Change ----------------------------------------------------------------------------

5.5.2
Procedure

This sub-clause defines the procedures for adding a party to a talk session. For details about the unsuccessful cases see sub-clause 5.5.3 and 7.

The procedure shall be used, when a user (referred to as the “inviting user”) wants to add a user (referred to as the “invited user”) to an established ad-hoc instant group talk, chat group talk or instant group talk session.

The PoC Server applies the rules for adding users to a talk session as described in the sub-clause 4.6.

The procedure may be initiated by UE user actions.
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NOTE:
The UE in the figure may be the originator of the talk session, a user that dialed into a chat group or any user invited to the talk session.

Figure 26: Adding users to a talk session, UE-to-network signaling flow.

1. When the user makes an add-user request the UE shall send a SIP REFER request to the IMS Core within the existing SIP dialog for a talk session and it shall include the information listed in the sub-clause 5.5.4.1. The IMS Core sends the SIP REFER to the PoC Server. 

2. The PoC Server shall:

a. Apply the policy for adding users to an ongoing talk session as per sub-clause 4.6 and authorize the inviting user. If authorization is successful continue processing as per b).

b. Send the SIP “202 OK 202 Accepted (REFER)” response to the IMS Core. The IMS Core shall send the SIP “202 OK 202 Accepted (REFER)” to the UE and shall include the information listed in the sub-clause 5.5.4.2.

3. At correlation point B, the PoC Server sends the SIP NOTIFY request to the IMS Core for all final responses from all invited users . The IMS Core shall send the SIP NOTIFY to the UE and it shall include the information listed in the sub-clause 5.5.4.3.

4. The UE shall:

a. Provide the user with the response indication; and,

b. Send the SIP “200 OK (NOTIFY)” response to the IMS Core and it shall include the information listed in the sub-clause 5.5.4.4. The IMS Core sends the SIP “200 OK (NOTIFY)” to the PoC Server.

NOTE:
Bullet 3 and 4 is repeated for each invited user.

Correlation points A and B in Figure 26 maps to the correlation point A and B in Figure 37 and Figure 38.

------------ End of Change ----------------------------------------------------------------------------

3.3.15 SF-15

Short description (slogan): Server header is removed from the SIP NOTIFY request.

Detailed description of change:




------------ Start of Change ----------------------------------------------------------------------------

The Server header is removed from SIP NOTIFY request. Other text remains unchanged.

5.2.6.7 SIP NOTIFY request

	Item
	Header
	Mandatory/ optional
	The procedure specific values of the parameter

	
	
	
	

	1
	Request-Uri
	M
	sip:’Inviting user’s UE contact address’

	2
	User-Agent
	M
	See sub-clause 4.9 for detailed coding.

	3
	Via
	M
	Shall include the comp=sigcomp parameter

	4
	Event
	M
	Refer

	5
	Server
	M
	See sub-clause 4.9 for detailed coding.

	5
	Subscription-state
	M
	Active

or

Terminated;reason=noresource (Note 1)

	6
	Content-Type
	M
	message/sipfrag;version=2.0

	7
	SIP/2.0 200 OK



or

SIP/2.0 ‘reject code, for example: 486 Busy’

	
	To:
	Invited user’s Public User Identity

or

Invited user’s MSISDN

	NOTE 1:
Subscription is “Active” if there is an outstanding final response from a user being invited. Subscription is “Terminated” if the last final response (considering all the users being invited) has been received.  


------------ End of Change ----------------------------------------------------------------------------

3.3.16 SF-16

Short description (slogan): Accept-Contact header is removed from the SIP SUBSCRIBE request.

Detailed description of change:





------------ Start of Change ----------------------------------------------------------------------------

The Accept-Contact header is removed from SIP SUBSCRIBE request. Other text remains unchanged.

5.11.4.1 SIP SUBSCRIBE request
	Item
	Header
	Mandatory/ optional
	The procedure specific values of the parameter

	
	
	
	

	1
	User-Agent
	M
	See sub-clause [4.9] for detailed coding.

	2
	Via
	M
	Shall include the comp=sigcomp parameter

	3
	Event
	M
	group-event

	4
	Accept
	M
	application/vnd.poc.group-events.poc+xml

	5
	Accept-Contact
	M
	Shall include the feature tag +g.poc.talkburst=”TRUE”, see sub-clause 4.7.

	5
	Proxy-Authorization 
	M

M

M

M

M

M

M

C

M

M
	Digest

username=’SipPrivateUserID configuration parameter’
realm=’operator domain name’

nonce=’Server specific challenge’

qop= qop selected’ (Note 2)

uri=’request-uri in this message’

response=’MD5 check sum, see reference [8]’

Opaque=’a IMS Core specific string’ (Note 3)

cnonce=’a UE specific string’

nc=’previous nonce+1’

(Note 1)

	NOTE 1:
For details about the individual parameters see the sub-clause 4.2.

NOTE 2:
UE shall select one quality of protection mode from the mode list received from the IMS Core.

NOTE 3:
Mandatory if received from the IMS Core during authentication procedures.


------------ End of Change ----------------------------------------------------------------------------

3.3.17 SF-17

Short description (slogan): Replace User-Agent with Server in SIP final response.

Detailed description of change:






------------ Start of Change ----------------------------------------------------------------------------

Replace User-Agent with Server in SIP final response. Other text remains unchanged.

5.11.4.5 SIP final response

	Item
	Header
	Mandatory/ optional
	The procedure specific values of the parameter

	
	
	
	

	1
	Server User-Agent
	M
	See sub-clause 4.9 for detailed coding.


------------ End of Change ----------------------------------------------------------------------------

3.3.18 SF-18

Short description (slogan): Remove Contact header in SIP MESSAGE request.

Detailed description of change:






------------ Start of Change ----------------------------------------------------------------------------

Remove Contact header in SIP MESSAGE request. Other text remains unchanged.

6.2.4.1 SIP MESSAGE request

	Item
	Header
	Mandatory/ optional
	The procedure specific values of the parameter

	
	
	
	

	1
	Request-Uri
	M
	Alerted user’s UE contact address obtained during registration

	2
	To
	M
	Alerted user’s Public User Identity

	3
	From
	M
	Alerting user’s Public User Identity

	4
	User-Agent
	M
	See sub-clause 4.9 for detailed coding.

	5
	Required
	M
	“pref”, see sub-clause 4.7.

	6
	Accept-Contact
	M
	Shall include the feature tag +g.poc.talkburst=”TRUE”, see sub-clause 4.7.

	7
	Contact:
	M
	Alerting user’s UE contact address

	7
	Expires
	M
	The value shall be set to 0 in order to avoid storing the MESSAGE in case of unregistered alerted user.

	8
	Content-Type
	M
	application/vnd.poc.alert+xml

	
	Content-Length
	M
	The length of the message body

	
	For coding details see sub-chapter 4.10.2.


------------ End of Change ----------------------------------------------------------------------------

3.3.19 SF-19

Short description (slogan): Correction of SIP REGISTER request.

Detailed description of change:






------------ Start of Change ----------------------------------------------------------------------------

Row 4 of SIP REGISTER request shall be changed as below:

5.1.6.3 SIP REGISTER request

	4
	Call-ID
	M
	The same call ID value as in the initial SIP REGISTER request A new call id value


------------ End of Change ----------------------------------------------------------------------------

3.3.20 SF-20

Short description (slogan): Clarification of SIP NOTIFY request.

Detailed description of change:






------------ Start of Change ----------------------------------------------------------------------------

Note 1 in section 5.5.3.1 is changed as specified below. Other text remains unchanged.

5.5.3.1

Failure procedure

NOTE 1:
The reject code and text is carried in the SIP NOTIFY request, within the message body.


------------ End of Change ----------------------------------------------------------------------------

3.3.21 SF-21

Short description (slogan): Clarification of the procedure when add party to talk fails.

Detailed description of change:







------------ Start of Change ----------------------------------------------------------------------------

The text directly after figure 27 is changed as specified below. Other text remains unchanged.

5.5.3.1 Failure procedure

The add party to talk procedure is initiated as per sub-clause 5.5.2. The bullet 1) – 2) below describes the procedure when add party talk fails.

1. At the correlation point B, the PoC Server sends a SIP NOTIFY to the IMS Core. The IMS Core shall send the SIP NOTIFY request to the UE. The SIP NOTIFY request shall include the information listed in sub-clause 5.5.4.3.
2. The UE shall:

a. Send a SIP “200 OK (NOTIFY)” response. The SIP “200 OK (NOTIFY)” response shall include the information listed in sub-clause 5.5.4.4. The IMS Core sends the SIP “200 OK (NOTIFY)” response to the PoC Server. The PoC server applies the termination policy for terminating the talk session.

b. Provide the user with a reject-response indication.

Correlation points A and B in Figure 27 maps to the correlation point A and B in Figure 37, Figure 38, Figure 39 and Figure 40.

Correlation point C in Figure 27 maps to correlation point A in Figure 43.

------------ End of Change ----------------------------------------------------------------------------

3.3.22 SF-22

Short description (slogan): Addition of instant personal talk in preconditions for add user to talk.

Detailed description of change:



------------ Start of Change ----------------------------------------------------------------------------

5.5.1 Preconditions

This sub-clause describes the pre-conditions to the procedures described in sub-clauses 5.5.2 and 5.5.3.

-
An ad-hoc instant group, an instant personal talk, an instant group or a chat group talk session is active.

The clause 7 describes the action when a pre-condition is not fulfilled.
------------ End of Change ----------------------------------------------------------------------------

3.4 List Management and Do-not-Disturb specification V1.1.4

3.4.1 LM-1

Short description (slogan): Correction of max_participants parameter value, when not present.

Detailed description of change:




------------ Start of Change ----------------------------------------------------------------------------

7.3.4.12 Modify group attributes

This method shall modify group attributes.

	Parameter
	Value
	Purpose

	Action
	set_group_attributes
	The type of action to be done.

	Owner
	
	A SIP URI of the user performing the action.

	Group_uri
	
	URI of the group to be modified.

	Group_displayname
	
	(optional) New display name of the group.

	Session_type
	« chat » | « instant »
	(optional) A value defining type of the talk session.

	Membership
	“open” | “restricted”
	(optional) A value defining type of a group membership.

	Max_participants
	
	(optional) Maximum number of participants of the session. If not present then value of zero is assumed should not be changed. The number of participants shall be passed as a string representation of the decimal number. If a value of “max” is used, then the value of max_participants shall be the maximum allowed number set by the operator.


As the result of invocation of this method, the GLMS shall set the attributes of an existing group identified by group_uri to their new values as request in the method parameters. If an optional parameter is not present in the request, then the value of the corresponding attribute shall not be changed. If attribute value update executed successfully the GLMS shall respond to the request with an HTTP “200 OK” final response.

The value of group_displayname parameter must not be an empty string.

Note:
This behaviour signaling allows for extensibility of the protocol and allows reuse of this method for changing various other attributes that might be added in future versions of the specification.

Note:
If the user sets the max_participants attribute to value “max” the GLMS shall not store the current maximum allowed value. Instead an information that the user requested the “maximum allowed” number shall be stored. This way it shall be ensured that the max_participants is always set to the maximum operator allowed number if requested by the user.

------------ End of Change ----------------------------------------------------------------------------

3.4.2 LM-2

Short description (slogan): Correction of XML coding.

Detailed description of change:




------------ Start of Change ----------------------------------------------------------------------------

The XML coding in section 7.5.4 shall be replaced with the one specified below: 

7.5.4 Content application/access-lists+xml

<?xml version=”1.0” encoding=”UTF-8”?>

<xs:schema xmlns:xs=“http://www.w3.org/2001/XMLSchema“>

<xs:element name=”access_lists” type=”access_lists”/>

<xs:complexType name=”access_lists”>

    <xs:attribute name=”in_use” type=”yes_no” use=”required”/>

</xs:complexType>

  </xs:element>

  <xs:simpleType name=”yes_no”>

    <xs:restriction base=”xs:string”>

      <xs:enumeration value=”Y”/>

      <xs:enumeration value=”N”/>

    </xs:restriction>
  </xs:simpleType>

</xs:schema>
------------ End of Change ----------------------------------------------------------------------------

3.4.3 LM-3

Short description (slogan): Correcting conflicts on GLMS access and reject lists.

Detailed description of change:




------------ Start of Change ----------------------------------------------------------------------------

7.4.1 Conflicts

The protocol defined in this document allows for conflicts to arise. These conflict result from that not all of the combination of attributes are allowed. In such cases the GLMS server shall respond to the request with HTTP “409 Conflict” response. An example of a conflict is when a user sets type attribute of group being (open, chat) to “instant” since the combination (instant, chat) is not allowed in the PoC service.

In situation when a user wants to add an entry to a list that is already present in the list the GLMS shall assure that the result of the operation is the same as if the entry was not present in the list before.

In situation when a user wants to set an attribute (including “in use” and “Do-not-Disturb”) to the same value as it is set currently, then the GLMS shall not change the value and shall respond with HTTP “200 OK” response.

The protocol allows that GLMS shall not allow an entry with the same URI or “*” exists in to be listed on the user accept list and the user reject list. The response to request which causes such situation shall be HTTP “200 OK”; the details of the response are defined in sub-clauses of clause 7.3. Also in this situation the processing of access lists is done according to on the user reject list at one time. When receiving a request, which would cause such situation, the GLMS shall not change the lists and shall respond with HTTP “409 Conflict”. sub-clause 5.2.5.
------------ End of Change ----------------------------------------------------------------------------

3.5 Transport Protocols specification V1.1.1

3.5.1 TP-1

Short description (slogan): Clarification and correction of “End of RTP media timer”

Detailed description of change: 

------------ Start of Change ----------------------------------------------------------------------------

7.1.1

End of RTP media timer 

This timer shall reside in the PoC server. 

It shall start when the RTP media stops and shall be reset when the RTP media continues or if it expires. When this timer expires it shall be concluded that the RTP media stream, which it was started for, has stopped and that the state of the floor control in the PoC server can be set to idle.

The timer is reset and stopped when a Floor Release packet is received.
The End of RTP media timer shall start when the PoC server transmits the Floor Grant packet. If the Floor Request packet is re-transmitted from the UE that is to be granted the floor (see Section 7.2.2), a new Floor Grant packet shall be sent and then the End of RTP media timer shall be reset and started again. 

The End of RTP media timer shall be reset and started again every time a RTP packet from the UE that is granted the floor reaches the PoC server. 

When the End of RTP media timer expires it shall be concluded that the talk burst, which it was started for, has stopped and that the state of the floor control in the PoC server can be set to idle.

The End of RTP media timer is reset and stopped when the last RTP packet is received in the PoC server, i.e. the sequence number correspond to the information received in the Floor Release message.

The ‘End of RTP media timer’ value shall be configurable by the operator. But the End of RTP media timer length shall not be longer than 6 seconds.

NOTE:
A suitable timeout time for the PoC server may be in the interval of 3 to 5 seconds.

------------ End of Change ----------------------------------------------------------------------------

3.5.2 TP-2

Short description (slogan): Correction of state diagram for floor control. See also section Error! Reference source not found. for another CR on the same state diagram.

Detailed description of changes:

------------ Start of Change ----------------------------------------------------------------------------

The state diagram in Figure 3 is replaced with the state diagram below.

5.2 
Floor control
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NOTE:
The PoC Server shall not send to the UE Floor Idle or Floor Taken messages in the revoke waiting state

NOTE:
Timer T5 is the floor revoke timer, and timer T6 is the retry-after timer, and T7 is the floor revoked grace timer.
Figure 3 : PoC server state transition diagram for normal floor operation to the UE.
------------ End of Change ----------------------------------------------------------------------------

3.5.3 TP-3

Short description (slogan): Correction of state diagram and reason codes for floor control. See also section Error! Reference source not found. for another CR on the same state diagram.

Detailed description of changes:

------------ Start of Changes ----------------------------------------------------------------------------

------------ Change 1 --------------------------------------------------------------------------------------------------------------

The state diagram in Figure 3 is replaced with the state diagram below.

5.2 
Floor control
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NOTE:
The PoC Server shall not send to the UE Floor Idle or Floor Taken messages in the revoke waiting state

NOTE:
Timer T5 is the floor revoke timer and timer T6 is the retry-after timer.
Figure 3: PoC server state transition diagram for normal floor operation to the UE.

------------ End of Change 1 -----------------------------------------------------------------------------------------------------

------------ Start of Change 2 ----------------------------------------------------------------------------------------------------

A missing reason code is corrected by introducing Section 5.2.5.7.1.3 below:

5.2.5.7.1.3

No access to floor

Indicates that the user has no access to the floor even though the UE is in the “has floor state” and transmits media. 

Temporary loss of coverage for the granted UE may result in this case of different states in the UE and the PoC server. This happens when the loss of coverage is longer than the timer value of the “End of RTP media timer” (see Section 7.1.1).  

If the floor is idle when the UE comes back to coverage and transmits speech, the PoC server shall send a Floor Revoke packet to the UE indicating that the UE has no access to the floor. If another user has been granted the floor when the UE comes back to coverage and transmits speech, the PoC server shall send a Floor Revoke packet to UE indicating that the UE has no access to the floor. 

The reason code shall be: 3 (decimal value).

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

------------ End of Change 2 -----------------------------------------------------------------------------------------------------

------------ End of Changes -----------------------------------------------------------------------------------------------------

3.5.4 TP-4

Short description (slogan): Correcting reason codes for Floor Deny message.

Detailed description of change:

------------ Start of Change ----------------------------------------------------------------------------

A missing reason code is corrected by introducing Section 5.2.5.4.1.3 below.


5.2.5.4.1.3

Only one participant in the group 

Indicates that the PoC server cannot grant the floor request, because the requesting party is the only participant in the group. 

The reason code shall be: 3 (decimal value).

Note:  As a response to the Floor Request message the PoC server MAY send Floor Deny (only one participant) message or accept the request by Floor Granted message and revoke the floor later.  In the beginning of the group session, the floor denying in the case of only one participant is not always useful.  

------------ End of Change ----------------------------------------------------------------------------

3.5.5 TP-5

Short description (slogan): Correction of Early Session in the terminating side.

Detailed description of change:


------------ Start of Change ----------------------------------------------------------------------------

Introduce the new section 5.2.5 as specified below.

5.2.5
Incoming Talk session in the Early Session Case

This section defines the incoming talk session indication in the case that the terminating party has made an early session, as shown in Figure x, below. It is assumed that UE#1 initiates the PoC session as described in the Signaling Flows [3] and the UE#2 has made an early session as described in the Signaling Flows [3].

· Step 1 – The PoC server sends the Floor Grant message to the inviting UE#1 as described in the chapter 5.2.1.2.

· Step 2 – The UE#1 may give the Talk Proceeded Notification to the user #1 as described in the chapter 5.2.1.2.

· Step 3 – The PoC server sends the Floor Taken message(s) to all invited UEs (=UE#2) as an indication of the incoming talk session.

· Step 4 – When he UE#2 has received the Floor Taken message, it may indicate to the user #2 that there is an incoming talk burst and the UE#2 may give a Talker ID Notification showing the identity of the inviting user.
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Figure x: Incoming talk session in the case of Early Session.

5.2.5 5.2.6

Floor control packet types

------------ End of Change ----------------------------------------------------------------------------

3.6 (E)GPRS / UMTS Specification V1.1.1

3.6.1 TPG-1

Short description of change (slogan): The intended usage of ptime and maxptime in PoC is clarified.

Detailed description of change:

------------ Start of Changes ----------------------------------------------------------------------------

------------ Change 1 --------------------------------------------------------------------------------------------------------------

5.2 

AMR Speech Codec Initialization at Session Setup

This section specifies how the speech codec should be initialised at session setup.

The UE shall support codec negotiation. The PoC server shall mediate codec negotiation according to operator configuration. AMR parameters shall be negotiated during SIP session establishment. The negotiation occurs between the UE and the PoC server according to [5]. This negotiation procedure is specified in [3]. 

The AMR parameters that are negotiated in the SIP session establishment are mode-set, ptime, maxptime and octet-align. The usage of ptime and maxptime is specified in [4].
------------ End of Change 1 -----------------------------------------------------------------------------------------------------

------------ Start of Change 2 ----------------------------------------------------------------------------------------------------

6.1

Payload format
The AMR payload format described in [5] shall be used.

The AMR payload format shall use the octet-aligned mode without interleaving and without CRCs. 

The AMR RTP payload attributes shall be negotiated during the SIP session creation. 

The decoder shall be able to unpack RTP packets containing any number of frames.

The encoder may pack fewer frames into the last RTP packet of the talk burst, regardless of what has been defined during session negotiation or adaptation.
The maximum amount of media that can be encapsulated in a payload packet is signaled by the UE by using the maxptime parameter. After SDP negotiation, the decoding UE shall be able to unpack RTP packets containing any number of frames up to maxptime.

The amount of media that shall be encapsulated in a payload packet shall be signaled by the ptime value. During the talk session, the UEs shall be able to accept SDP re-negotiations of ptime up to the negotiated maxptime. The encoding UE may pack fewer frames into the last RTP packet of the talk burst, regardless of what has been defined during session negotiation or adaptation.
------------ End of Change 2 -----------------------------------------------------------------------------------------------------

------------ End of Changes ---------------------------------------------------------------------------------------------------
Annex A:  Change history (informative)

	Change history
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	Subject/Comment
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	New

	2004-04-27
	First version
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