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1 Reason for Contribution

At the present the CP document is lacking some references to sections in the UP document.

2 Summary of Contribution

This contribution adds some references to sections in the UP document.

3 Detailed Proposal

7. Procedures at the PoC Server

7.1 Determination of PoC server role

7.2 Controlling PoC Function Procedures

7.2.1 Requests Terminated at the Controlling PoC Function

7.2.1.1 General

On receipt of an initial INVITE request the PoC Server 

1. SHALL store the supported SIP methods if received in the Allow header.

2. SHOULD include supported SIP methods in the Alllow header in the 200 OK response to the initial INVITE request.

3. SHALL include the Session-Expires header in 200 OK response to the INVITE with the refresher parameter set to ‘uac’ and start supervising the SIP Session as defined in [draft-ietf-sip-session-timer].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session Setup Request

Editor’s Note: This clause describes the originating side procedure when INVITE request is received. 

Upon receiving of an initial INVITE request the PoC Server SHALL:

1) check whether the conference-factory-URI is allocated and perform the actions described in sub-clause 7.5.1 “Conference Factory URI does not exist” if it is not allocated;

2) check that the Contact header includes the feature-tag +g.poc.talkburst as a caller capability and if it is not included the PoC Server SHALL return the 4xx error response.

3) perform the actions to verify the PoC address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response.

4) allocate a Group Identity for the PoC session;

5) invite the PoC users listed in the MIME uri-list body as described in the section 7.2.2.2 “PoC Session Invitation Request”.

NOTE: 
How the multiple invited members are conveyed in the INVITE request is described in the reference [exploder-draft].

The PoC Server SHALL interact with the user plane as described in the reference [OMA-POC-UP] section 6.4.1 “Procedures at PoC session initialization”.

7.2.1.3 Pre-arranged PoC Group Session Setup Request

Editor’s Note: This clause describes the originating side procedure when INVITE request is received.

Upon receiving of an initial INVITE request the PoC Server SHALL:

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;

2. check that the Group Identity in the Request-URI identifying the Pre-arranged PoC Group is hosted at this PoC Server if it is not then perform the actions described in sub-clause 7.5.2 “Conference URI does not exist”;

3. check the presence of the “isfocus” feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a 4xx response including “isfocus already assigned” text in the Warning header.
4. perform the actions to verify the Authenticated Originators PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response;

5. if the group does not have already an active session then PoC Server SHALL:
Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.

Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.

a. invite members of the Pre-arranged PoC group as described in the section 7.2.2.2 “PoC Session Invitation Request”;

b. perform talk burst control procedures according to the user plane specification [OMA PoC UP] section 6.4.1 “Procedures at PoC session initialization”.

6. if the group  has already an active session then PoC Server SHALL:
a. perform talk burst control procedures according to the user plane specification [OMA PoC UP] section 6.4.1 “Procedures at PoC session initialization”.

Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.
7.2.1.4 Rejoining PoC Session Request

Editor’s Note: This clause describes the originating side procedure when INVITE request is received.

Upon receipt of an INVITE request that includes a Group Identity of an active PoC Session in the Request-Uri the PoC Server SHALL:

1. perform actions to verify the Authenticated Originators PoC address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response.

2. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;

3. accept the request and send a 200 OK response towards the PoC Client 

The SIP 200 OK response SHALL include a MIME sdp body with the following information:

a. The IP address and port number at the PoC Server for the RTP session;

a. The selected codec; 

b. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

c. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

4. initiate the talk burst control procedures as described in the reference [OMA-POC-UP] section 6.4.1 “Procedures at PoC session initialization”.

NOTE:
A notification may be sent to PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.5 Joining Chat PoC Group Session Request

Upon receipt of an INVITE request that includes a Group Identity, which identifies the Chat PoC Group in the request URI that is hosted in the PoC Server performing the Controlling PoC Function  the PoC Server SHALL: 

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;

2. check whether the Group Identity is allocated and perform the actions described in subclause 7.5.2 “Conference URI does not exist” if it is not allocated;

3. check the presence of the “isfocus” feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a 4xx response including “isfocus already assigned” text in the Warning header.

4. check whether the Authenticated Originators PoC Address of the joining PoC subscriber is allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a 4xx response to the originating network. 

5. check whether the Chat PoC Group session already exists. If it doesn’t exist, the PoC server creates a Chat PoC Group session. 

6. accept the request and respond with a 200 OK response. The response is sent along the signalling path.  The SIP 200 OK response SHALL:
a. Include a MIME sdp body the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol

7. initiate the talk burst control procedures as described in the reference [OMA-POC-UP] section 6.4.1 “Procedures at PoC session initialization”.

8. send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.6 PoC Session Modification

Editor’s note: There are other cases that concern only the sender, e.g. put a session on hold. In these cases other SIP sessins are not modified. It is for further study what these are.

Upon receiving a UPDATE request or a re-INVITE within an existing PoC Session the PoC Server SHALL:

1. examine the version parameter in the MIME sdp body and determine if a change of the media capabilities is requested.

2. validate that the new media capabilities are acceptable by the PoC Server and if not reject the request with a 4xx response.

.

3. update the user plane with the new media capabilities.

4. generate a 200 OK response as follows:

a. include a MIME sdp body with the new media capabilities.

b. send a 200 OK response to the SIP/IP Core along the signalling path.
Note:  The PoC server may determine to update the media capabilities of the other participants according to the local policy.  The modification is described in the section 7.2.2.5.
7.2.1.7 Adding Participants to PoC Session Request

Editor’s Note: This clause describes the originating side procedure when REFER request is received.

Upon receiving a REFER request the PoC Server performing the Controlling PoC Function SHALL: 

· Perform the actions to verify the Authenticated Originators PoC Address of the inviting PoC Client and authorize the request and if  it is not authorized the PoC Server SHALL return the 4xx error response.

· generate a final response to the REFER request in accordance with RFC 3515 [RFC3515] and send it to the SIP/IP core along the signalling path;

· check  the "method" parameter is set to "INVITE" and if it is set; then the PoC Server SHALL extract the PoC Address of the PoC Client to be invited from the Refer-To header and then invite the PoC client by performing the PoC Session Invitation Request Procedures in subclause 7.2.2.2.; 

· generate and send NOTIFY request(s) as specified in this subclause based on the progress of  this invitation. 
Upon receiving a 4xx error with the text “isfocus already assigned” in the Warning header, the PoC server SHALL send the PoC Client a NOTIFY request containing at least SIP response Status-Line, Warning and To headers.

Editor’s note: We need to specify that the content is carried in the sipfraq and it is FFS how it is done.

To generate and send a NOTIFY request the PoC server SHALL

· generate a NOTIFY request according to RFC 3265 [RFC3265], RFC 3515 [RFC3515], and the requirements set by the SIP/IP core;
· send the NOTIFY request towards the SIP/IP Core.
The responses to the NOTIFY request SHALL be handled in accordance with RFC 3265 [RFC3265], RFC 3515 [RFC3515], and the procedures of the SIP/IP core.
PoC Server MAY terminate the implicit subscription created by the REFER request and indicate the termination to the PoC Client according to the RFC 3265 [RFC3265] and RFC 3515 [RFC3515].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.8 Leaving PoC Session Request

Editor’s Note: This clause describes the originating side procedure when BYE request is received.

7.2.1.8.1 Leaving PoC Session Request – on-demand case

Upon receiving a BYE request the PoC Server SHALL:

1. send a 200 OK response towards the PoC client according to the procedures of SIP/IP core;

2. release user plane resource associated with the SIP session;

3. perform necessary procedures towards other PoC clients as described in [OMA POC UP] section 6.4.2 “Procedures at PoC session termination”;
4. check PoC session termination policy;

5. send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has left the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.2.1.8.2 Leaving PoC Session Request – pre-established case

7.2.1.9 Cancel of PoC Session Setup Request

Editor’s note: This clause describes the originating procedure when CANCEL request is received

PoC Session Participant Information RequestUpon receiving of a SUBSCRIBE request with the Event header as specified in draft-ietf-sipping-conference-package-04 [draft-conference-state] the PoC Server SHALL:

1. check whether the PoC Group identified with the Group Identity in the Request-URI is hosted by the PoC server and perform the actions described in sub-clause 7.5.2 “Conference URI does not exist” if it is not hosted;

2. optionally return 202 Accepted response as specified in RFC 3265 [RFC3265] along the signalling path;

3. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;

Editor’s note: It is FFS whether also non-PoC users (i.e. without PoC feature-tag in Accept-Contact header) may subscribe the conference event package of a PoC Group.
4. perform the actions to verify the Authenticated Originators PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response;

5. create a subscription to the conference state of the PoC Group identified with the Group Identity as specified in RFC 3265 [RFC3265] and draft-ietf-sipping-conference-package-04 [draft-conference-state];

Editor’s note: Content of the subscribed information is FFS
6. send a 200 OK response along the signalling path by

a. generating a 200 OK response as specified in RFC 3265 [RFC3265] and draft-ietf-sipping-conference-package-04 [draft-conference-state]; and

b. setting the Contact header of the response to a Group Identity identifying the PoC Group;

7. generate and send an initial NOTIFY request as specified in this subclause.

When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a NOTIFY request as specified in this subclause.

To generate and send a NOTIFY request the PoC server SHALL

8. generate a NOTIFY request according to RFC 3265 [RFC3265], draft-ietf-sipping-conference-package-04 [draft-conference-state], and the requirements set by the SIP/IP core;

9. send the NOTIFY request towards the SIP/IP Core.
Editor’s note: It is FFS what part of the participant information will be sent to the subscriber.

Editor’s note: It is FFS what is set into the mandatory Contact header of the NOTIFY request. One proposal is to set the Contact header of the NOTIFY request to a Group Identity identifying the PoC Group;send the NOTIFY request towards the SIP/IP Core.

Note: PoC server MAY limit the rate of the sent notifications.

Editor’s note: Content of the subscribed information is FFS.
The responses to the NOTIFY request SHALL be handled in accordance with RFC 3265 [RFC3265], draft-ietf-sipping-conference-package-04 [draft-conference-state], and the procedures of the SIP/IP core.
When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client according to the RFC 3265 [RFC3265].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.2.1.10 Group Advertisement Request

Upon receipt of a MESSAGE request containing PoC specific content in form of application/vnd.poc.advertisement+xml the PoC Server SHALL:

Editor’s note: It is FFS whether the feature-tag or the content format is used to identify the group advertisement request..

1. check whether the PoC Group identified with the Group Identity in the Request-URI is hosted by the PoC Server and perform the actions described in sub-clause 7.5.2 “Conference URI does not exist” if it is not hosted;

2. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;
Editor’s note: It is FFS the naming of the PoC feature-tag of the Group Advertisement.

3. perform the actions to verify the Authenticated Originators PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return 4xx error response; 

Editor’s note: Authorization is FFS.

4. obtain the PoC addresses of the members belonging to the PoC Group;

5. send group advertisement towards each PoC address as described in the sub-clause 7.2.2.6 “Group Advertisement Request”;
6. send 200 OK response along the signalling path towards the initiating PoC Client.

Editor’s note: It is FFS whether 202 Accepted may be used.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.11 SIP session refresh procedure

On receipt of a re-INVITE request or an UPDATE request including a Session-Expires value the PoC Server:

· SHALL include the Session-Expires header in the 200 OK response to the SIP request with the refresher parameter set to ‘uac’ and restart the SIP session timer as described in [draft-ietf-sip-session-timer].
On expiry of the SIP session timer the PoC Server SHALL initiated disconnection of the SIP session as described in section 7.2.2.4 “Remove of PoC Participant from PoC Session”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session refresh mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.2 Requests initiated by the Controlling PoC Function

7.2.2.1 General

The PoC Server SHALL generate a SIP request according to RFC3261 [RFC3261]. The PoC Server

· SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst with “require” and “explicit” feature parameters present in all initial requests. 
· SHALL include User-Agent header to indicate the PoC Release version

Editor’s note: The syntax of the User-Agent header is for further study.

· SHOULD not include a ‘precondition’ in a Require header.
· SHOULD not include a ‘100rel’ in a Require header.
· SHALL include Referred-By header with the PoC Address of the inviting PoC Client;

· SHALL include Contact header with the contact address of the conference with the PoC feature-tag +g.poc.talkburst and the isfocus feature parameter. 

· SHOULD include the Session-Expires header with the refresher parameter set to ‘uas’ as defined in [draft-ietf-sip-session-timer] in all initial INVITE requests.
· SHALL include the Supported header set to “timer” in all initial INVITE requests.
If anonymity is requested with the “Privacy: user” header by the inviting PoC Client, the PoC server: 

· SHALL include ‘user’ in a Privacy header [RFC3323] and [RFC3325];

On receipt of the 200 OK response to the initial INVITE request the PoC Server SHALL start the SIP session timer as described in [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.2.2 PoC Session Invitation Request

This section describes the procedures for inviting a PoC user to a PoC session. The procedure is initiated by the PoC Server as the result of an action described in one of the sub sections in section 7.2.1.
The PoC Server  SHALL:

1) generate an INVITE request as described in the section 7.2.2.1 “General”;

2) set the  Request-Uri  to the  PoC Address of the PoC user;

3) include a MIME sdp body as follows:

a. set the IP address and port number for the RTP session;

b. set the supported codecs of the PoC Server; and,
c. Optionally, if another IP address or port number shall be used instead of the default IP address and port number, the IP address and port number at the PoC Server for the RTCP session described in the reference [RFC3605];
d. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

Editor’s note: How to include the manual override answer mode is FFS.

4) send the INVITE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.

5.2.1.1 Cancel of PoC Session Invitation Request

Editor’s Note: This clause describes the terminating side procedure when CANCEL request is sent

5.2.1.2 Remove of PoC Participant from PoC Session

Editor’s Note: This clause describes the terminating side procedure when BYE request is sent

When the PoC participant needs to be removed from the PoC session the PoC server SHALL:

1. interact with user plane as described in [OMA POC UP] section 6.4.2 “Procedures at PoC session termination”;

2. generate and send BYE request towards the PoC client of the PoC participant according to the procedures of the SIP/IP core;

3. checks the PoC session termination policies;

4. send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has left the PoC Group Session.
Upon receiving 200 OK for the BYE request, the PoC server SHALL release user plane resources.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
5.2.1.3 PoC Session Modification

This section describes the procedures for modifying media capabilities for one SIP session in an ongoing PoC Session. The procedure is initiated by the PoC Server as the result of an action described in one of the sub sections in section 7.2.1.
The PoC Server

1. SHALL generate a new media capability offer in either an UPDATE or in an INVITE request. An UPDATE request MAY be used only if the PoC Client has indicated support for the UPDATE method.
2. SHALL send the  request towards PoC Client along the existing signalling path.

Upon receipt of a 200 OK response the PoC Server SHALL:

3. activate the new media capabilities.

Upon receiving a reject response the PoC Server SHALL continue to use the current media capabilities.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

5.2.1.4 Group Advertisement Request

When the PoC Server sends a Group Advertisement to a PoC address, the PoC Server SHALL: 

1. construct a MESSAGE request according to the RFC 3428 [RFC3428];

2. include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst;

Editor’s note: It is FFS the naming of the PoC feature-tag of the Group Advertisement.

3. include PoC specific content in form of application/vnd.poc.advertisement+xml indicating ‘Group Advertisement’. If this procedure has been initiated by a request received from a SIP/IP Core then the content SHALL be the same as in the request received from the SIP/IP Core; 
4. set the Request-URI to the PoC address;

5. forward the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
4 Intellectual Property Rights
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5 Recommendation

It is recommended that the modification in clause 3 is included in the CP specification.
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