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1 Reason for Contribution

JH: JH: Give examples when include SDP.
Tom Hallin wants a MAY when including SDP in a 183.
look in 711r4
This contribution modifies the sub-clause 7.3.2 “Request Terminated at the Served User” according to the agreements made in the contributions:

· OMA-POC-2004-0795R02-Proposal;

· OMA-POC-2004-0752R01-Editorial-cleaning-of-documents; and,

· OMA-POC-2004-0506-PoC-Signalling proposed-agreements.

R02: Updated according to comments during the meeting.
R04: Includes comments received during the meeting.
2 Summary of Contribution

This contributions:

· Cleans up the 7.3.2 in order to align with the style in the rest of the document and according to agreed syntax of SIP requests and responses.

· Includes the use of a P-header for indicating answer mode.

· Aligns with the signaling agreement.

· Aligns with 0752r02

· Includes “MAO”.

3 Proposal

7.3.2      Requests terminated at the Served PoC User

7.3.2.1     General

The PoC Server SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261].

The PoC Server

1. SHALL include value ‘id’ in a Privacy header as specified in [RFC3323] and [RFC3325] if anonymity is requested with the Privacy header containing the tag “id”.
2. SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst with “require” and “explicit” feature parameters present in all initial requests. 

3. SHALL include User-Agent header to indicate the PoC release version

4. 
5. 
NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312] and the option tag ‘100rel’, as specified in [RFC3262] is not defined in the POC-1 reference point.
6. SHOULD include the Session-Expires header in the INVITE with the refresher parameter set to ‘uas’ as defined in [draft-ietf-sip-session-timer].

7. SHALL include the Supported header set to “timer”.
8. include the SIP URI for the Contact header such that the PoC Server can resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function. The SIP URI SHALL include the PoC Feature tag ‘+g.poc.talkburst’ and the Session-Type URI-parameter provided in the SIP INVITE request by the Controlling PoC Function.
On receipt of a non-100 response to the request, and if the privacy is requested with the value ‘id’ in the Privacy header the PoC Server :

1. SHOULD include value ‘id’ in the Privacy header according to [RFC3323] and [RFC3325].

The PoC Server SHALL generate SIP responses according to the rules and procedures in [RFC3261].
On receipt of the SIP 200 “OK” response to the SIP INVITE request or to the SIP UPDATE request the PoC Server

1. SHALL include the Session-Expires header in the SIP 200 “OK” before sending the response towards the PoC Server performing the Controlling PoC function with the refresher parameter set to ‘uas’; and,
2. SHALL start the SIP Session timer as described in [draft-ietf-sip-session-timer].

3. SHALL send the response to the PoC server performing the Controlling PoC Function

4. SHALL start the SIP Session timer as described in [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2      PoC session Invitation request

Upon receiving an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server SHALL: 

1. check that the PoC Address in the Request-URI is served by the PoC Server and if it is not then return the SIP 404 “Not Found” error response without continuing the rest of the steps;

2. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the  SIP 406 “Not Acceptable” error response  without continuing the rest of the steps;

3. check the presence of the “isfocus” feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a  SIP 406 “Not Acceptable” error response including “isfocus not assigned” text in the Warning header without continuing the rest of the steps;

4. check the invited PoC User’s access list (accept and reject lists) associated to the PoC Address received in the Request-URI header. If the policy does not allow to continue the session the PoC Server SHALL respond with a SIP “4xx” error response and do not continue the rest of the steps; 

5. check the invited PoC User’s incoming session barring setting associated to the PoC Address received in the Request-URI header. If the incoming session barring is activated the PoC Server SHALL respond with a SIP “4xx” error response and do not continue the rest of the steps.

6. check the invited POC User’s answer mode associated to the PoC Address received in the Request-URI header. If the invited PoC User is using auto answer mode the PoC Server SHALL perform actions described in sub-clause 7.3.2.2.2 “Automatic Answer using Pre-established Session” or 7.3.2.2.1 “Automatic Answer on Demand” depending on whether the invited user has or has not an ongoing session pre-established with the PoC Address.  Otherwise the PoC Server SHALL perform actions described in sub-clause 7.3.2.2.3 “Manual Answer”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.
7.3.2.2.1 Automatic answer on demand
Upon receiving an initial SIP INVITE request and if the Served PoC User SHALL be invited with automatic Answer Mode using On-demand Signalling the PoC Server SHALL:
1. generate a SIP “183 Session Progress” response to the SIP INVITE request as specified in the subclause 7.3.2.1 “General” and according to the rules and procedures specified in [RFC3261] and [RFC3262].
2. optionally, include a Required header set to ‘100rel’ according to the rules and procedures specified in [RFC3262]
3. optionally, if specified by [RFC3261] and [RFC3262], include a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following contents:
4. 



a. 
5. 
i. The IP address and port number at the PoC Server for the RTP Session;
ii. The selected codec; 
iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in [RFC3605].
iv. The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.
6. include the P-Alerting-State header set to “Confirmed” .
7. send the 183 ‘Session Progress’ response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.
8. generate a SIP INVITE request as specified in the subclause 7.3.2.1 “General”.
9. if a P-Alerting-Mode header is included with the value set to “MAO” the PoC Server SHALL authorize the Originator’s PoC Address to override the Invited PoC User’s Answer Mode setting and if the Originator’s PoC Address is authorized, include a P-Alerting-Mode header with the value “MAO”.

10. if a P-Alerting-Mode header is not included or if the Originator’s PoC Address is not authorized to override the Invited PoC User’s Answer Mode setting include a P-Alerting-Mode header with the value “Auto”.
11. include an MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:
a. The IP address and port number at the PoC Server for the RTP session;
b. The selected codec;
c. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session as described in [RFC3605].
d. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.


12. send the SIP INVITE request towards the PoC Client according to the rules procedures of the SIP /IP Core.

13. 
14. act as a B2BUA according to the rules and procedures of [RFC3261] for the duration of the SIP Session.
Upon receiving a SIP 200 “OK” response to the SIP INVITE request the PoC Server SHALL:
15. generate a 200 “OK” response as described in the sub-clause 7.3.2.1 “General”.
16. included a  MIME SDP body as specified by the rules and procedures of [RFC3264] and [RFC2327] it shall include:

a. The IP address and port number at the PoC Server for the RTP Session;

b. The selected codec; 

c. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in [RFC3605].

d. The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

a. 
b. 
c. 
d. 
17. include the feature-tag ‘+g.poc.talkburst’ in the Contact header.
18. send the SIP 200 “OK” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.
19. interact with the User Plane as described in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2.2      Automatic answer using Pre-established session

Upon receiving an initial SIP INVITE request the PoC server SHALL:

1. generate a SIP “200 OK” response as described in the sub-clause 7.3.2.1 “General”.
2. include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327]with the following information:

a. The IP address and port number at the PoC Server for the RTP session;

b. The selected codec;

c. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

d. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

3. send the SIP “200 OK” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of the SIP/IP Core. 
4. interact with the User Plane as described in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2.3       Manual answer



1. 

2. 
· 
· 
· 
· 
3. 
4. 
5. 

1. 
2. 
3. 
4. 

b) 

Upon receiving an initial SIP INVITE request and if the Invited PoC User SHALL be invited using the manual answer mode procedure the PoC Server SHALL:

1. if the P-Alerting-Mode header is included with the value “MAO” the PoC Server SHALL authorize the Originator’s PoC Address to override the Invited PoC User’s Answer Mode setting if authorized continue in subclause 7.3.2.2.1 “Automatic answer on demand” or in subclause 7.3.2.2.2 “Automatic answer using Pre-established session” depending on if a Pre-established Session exists or not.
2. generate a SIP INVITE request as described in the sub-clause 7.3.2.1 “General”.
3. determine if the PoC Server stays in the media and Talk Burst Control message path or not.

4. If the PoC Server stays in the media path the PoC Server SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:

a. The IP address and port number at the PoC Server for the RTP Session;

b. A list of codecs supported by the PoC Server;

c. Optionally, if another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as specified in [RFC3605].

d. The offered Talk Burst Control Protocols and the port number(s) for the Talk Burst Control Protocol.
e. 
5. If the PoC Server does not stay in the media path and in the Talk Burst Control message path the PoC Server SHALL 
6. include the MIME SDP body received in the SIP INVITE request as the SDP offer.
a. 
7. include the P-Alerting-Mode header set to “Manual”.
8. send the SIP INVITE request towards the PoC Client according to the rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 “Ringing” response to the SIP INVITE request the PoC Server SHALL:

9. generate a SIP 180 “Ringing” response as described in the sub-clause 7.3.2.1 “General”.
10. send the SIP 180 “Ringing” response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core;

Upon receiving a SIP “200 OK” response to the SIP INVITE request the PoC Server SHALL:

11. generate a SIP “200 OK” response as described in the sub-clause 7.3.2.1 “General”.
12. If the PoC Server stays on the media and Talk Burst Control message path then the PoC Server SHALL
a. include a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information:
i. The IP address and port number at the PoC Server for the RTP Session;
ii. The selected Codec;
iii. Optionally, if another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in [RFC3605].
iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.
b. interact with the User Plane as described in [OMA-POC-UP] “Participating PoC Function procedure at initialization”.
Continue, for the duration of the SIP session, acting as a B2BUAas specified in [RFC 3261]. 

13. If the PoC Server does not stay in media path the PoC Server SHALL include the same MIME SDP body as the SDP answer as received in the SIP “200 OK” response.

Continue, for the duration of the SIP Session, acting as a SIP proxyas specified in [RFC 3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed text in chapter 3 is included in the next version of the XX document. 
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