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1 Reason for Contribution

Proposals to add to the PoC Control Plane Spec material that is outside the scope of the PoC and the PoC WG
2 Summary of Contribution

OMA-POC-2004-0954 is the latest contribution that has been submitted to the PoC WG proposing the addition of "IMS SIP/IP core parameters in an Annex in the CP spec". In our view these parameters are outside the scope of the OMA PoC work, not required by compliant 3GPP IMS SIP/IP core or terminals which supports auto discovery of all parameters needed, and not appropriate or useable in a standard anyway since there is no proposed text in any standard that proposes how they are used.
3 Detailed Proposal

The following is the detailed analysis of the issues and what is claimed in OMA-POC-2004-0954:
What the PoC WID states:

"The aim is to utilize the existing specifications from IETF and capabilities of the 3GPP IP Multimedia Subsystem (IMS) as well as 3GPP2 Multimedia Domain (MMD) for enabling IP connections between mobile terminals. The interoperable technology resulting from this work will allow mobile terminals and networks to be used for push to talk communication using a variety of access networks. " Doc# OMA-WID_0043-PoC-V1_0_2-20031010-A

NOTE that the aim is to"utilize the EXISTING specifications from IETF and capabilities of the 3GPP IP Multimedia Subsystem (IMS) as well as 3GPP2 Multimedia Domain (MMD) for enabling IP connections between mobile terminals."

The scope of the work is not to solve the issue of interoperability of proprietary non-IMS network deployments which is not part of the PoC work and is not an issue that is PoC specific but is a common issue impacting other OMA SIP based enablers such as Presence, SIP/SIMPLE Messaging and potentially mobile gaming. 

If the issue of interoperability of proprietary non-IMS network deployments is an issue that needs to be solved by OMA then it requires a separate Work Item and a lot more analysis and specification then a list of OTA provisioning parameters for which there is no specification on how to use the parameters once they are provisioned.
What the IMS BOF TR states about the scope of the OMA enablers with regard to IMS
Fragmentation of specification should be avoided by ensuring that details of the SIP signalling protocol related to IMS are kept under the control of 3GPP/3GPP2 (i.e. in 3GPP TS 24.229 and 3GPP2 X.P0013.4). Whilst IMS is based on IETF protocols, OMA should convey new IMS requirements to 3GPP and 3GPP2. Overlapping activities with IMS relevance shall be minimized.

The OMA Service Environment (OSE), which is being established by OMA, allows commercial services to be built on Service Enablers. The OSE aims at supporting a broad range of, partly yet unknown, commercial services. Thus its focus is more general compared to the IMS Service Provisioning Architecture.

However, from a layered architecture perspective both, the OMA Service Provisioning Architecture, and the 3GPP/3GPP2 IMS Service Provisioning Architecture, to some extent cover the Service Capability Layer as well as the interface towards the Service Layer. This overlap is shown in the following figure
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Layers covered by OSE and IMS Service Provisioning Architecture
Clearly from the IMS BOF TR the scope of OMA enablers (such as PoC) that are based on IMS is at the Application layer. The SIP/IP core parameters are part of the Session Control layer as shown in the above figure and outside the scope of the PoC work.
Analysis of OMA-POC-2004-0954:

OMA-RD_PoC-V1_0-20040916-C states 

· Section 6.1.14 states that “Where device management is supported by the PoC service entity and the PoC subscriber’s terminal and client, it SHALL be possible for the PoC service provider to set up and update PoC communication feature configuration remotely in the terminal device. “

RESPONSE: SIP/IP core parameters are NOT part of the" PoC communication feature configuration". They are part of the underlying SIP/IP core which is part of the Session Control layer and network transport layer  on which the PoC Application runs.
· Section 6.4.2 states that “PoC Client SHALL be able to Incorporate PoC configuration data downloaded by the PoC Application Service Infrastructure (e.g. over-the-air activation).

RESPONSE: SIP/IP core parameters are NOT part of the "PoC configuration data". They are part of the underlying SIP/IP core which is part of the Transport Network  on which the PoC Application runs.
· Section 6.4.4.1 states that “Interfaces between the PoC Client and PoC Application Service Infrastructure MUST support secure provisioning of PoC service parameters and features”

RESPONSE: SIP/IP core parameters are NOT "PoC service parameters or features". They are part of the underlying SIP/IP core which is part of the Transport Network  on which the PoC Application runs.
· Section 6.4.4.4 states that “The PoC application service infrastructure SHALL  be able to connect to PoC application service infrastructures in different service provider domains.”

RESPONSE: There is nothing in the PoC application that prevents the PoC application from being "able to connect to PoC application service infrastructures in different service provider domains". The terminal  needs to implement the SIP/IP core according to the specification of the SIP/IP core. For compliant IMS cores the specification for the terminal is specified by 3GPP and requires NO SIP/IP core parameters to be downloaded.
This requires the provisioning for PoC Application Service Infrastructure. And,

· Section 6.1.16 sets requirements on support in corporate/enterprise environment as “The following requirements applicable to PoC usage in enterprise/corporate environment are in addition to other requirements covered throughout Chapter 6:

The PoC Service Entity SHALL be able to interact with a corporate PoC system, subject to commercial agreement.”
RESPONSE: There is nothing in the PoC application that prevents the PoC application from running in a enterprise/corporate environment. However the terminals that support a enterprise SIP/IP core need to be compliant with a specification for that SIP/IP core. The means to download a set of parameters alone does not solve this issue. IETF is defining a framework for SIP User Agent profile delivery in draft-ietf-sipping-config-framework which is the preferred solution for internet based SIP/IP cores.
This requires the provisioning for PoC corporate/enterprise Environment.

At the moment there is no specification in 3GPP specifying the IMS and early IMS provision, neither any specification available on how to specify corporate/enterprise PoC service. It is clear that these two issues must be resolved to complete the CP. 
RESPONSE: What is clear is that compliant 3GPP IMS networks and terminals do not need any SIP/IP core parameters to be provisioned in the terminal as all parameters are obtained using auto discovery mechanisms. 
It is assumed that "early IMS provision" means PROPRIETARY early NON_STANDARD implementations based loosely on IMS – not 3GPP IMS. Only the vendors of these proprietary networks have the knowledge of what is required by a terminal to interface to them and what parameters if any need to be provisioned in the terminal to make it work . If these vendors wish to publish their PROPRIETARY terminal to network interface specifications for the benefit of the entire mobile industry then that is something that would be welcomed and is the only way to ensure interoperability and an environment where ALL terminal vendors can provide interoperable products on a FAIR basis.
Lets examine the parameters proposed in OMA-POC-2004-0954 and whether they are required for IMS:
APPADDR/ADDR: SIP Proxy-CSCF address, in FQDN or IP address (+Port number)

According to 3GPP TS 23.228 IMS Proxy-CSCF discovery is performed:
5.1.1.0 General

The Proxy-CSCF discovery shall be performed using one of the following mechanisms:

-
As part of the establishment of connectivity towards the IP-Connectivity Access Network, if the IP-Connectivity Access Network provides such means.

-
Alternatively, the P-CSCF discovery may be performed after the IP connectivity has been established. To enable P-CSCF discovery after the establishment of IP connectivity, the IP-Connectivity Access Network shall provide the following P-CSCF discovery option to the UE:
Use of DHCP to provide the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name
So the Proxy-CSCF address can be obtained using a IP-CAN specific mechanism (For GPRS networks this is provided for in the Protocol Configuration Options (PCO) information element in the activate PDP context response message as specified in Table 10.5.154: : (Protocol configuration options information element) of 3GPP TS 24.008)
Alternatively in IMS DHCP and DNS can be used to discover the P-CSCF.
Currently 3GPP IMS networks support only IPv6 addressing,  however 3GPP is investigating issues of interoperability with IPv4 based addressing schemes and 3GPP CN1 is considering whether it is appropriate to provide an IPv4 address of the P-CSCF to the terminal using OTA provisioning. 3GPP CN1 will work with OMA DM if this is needed.
Realm: Home operator's domain name.
Compliant 3GPP IMS terminals obtain their Home operator's domain name from where it is stored in the ISIM or derive it from the IMSI as defined in 3GPP TS 23.003 subclause 13.2
13.2 Home network domain name

The home network domain name shall be in the form of an Internet domain name, e.g. operator.com, as specified in RFC 1035 [19].

If there is no ISIM application, the UE shall derive the home network domain name from the IMSI as described in the following steps:

1.
take the first 5 or 6 digits, depending on whether a 2 or 3 digit MNC is used (see 3GPP TS 31.102 [27]) and separate them into MCC and MNC with ".";

2.
reverse the order of the MCC and MNC. Append to the result: ".IMSI.3gppnetwork.org" 

An example of a home network domain name is:


IMSI in use: 234150999999999;

Where:

MCC = 234;

MNC = 15;

MSIN = 0999999999, which gives

home domain name: 15.234.IMSI.3gppnetwork.org.
Public User Identities: A list of public, one or several, user identities that are previously agreed between service provider and a specific subscriber.
Compliant 3GPP IMS terminals obtain their Public User Identities from where they are stored in the ISIM or derive a Temporary Public User Identity from the IMSI as defined in 3GPP TS 23.003 subclause 13.4

13.4 Public user identity

The public user identity shall take the form of either a SIP URI (see RFC 3261 [26]) or a tel URL (see RFC 2806 [45]). A SIP URI shall take the form "sip:user@domain".

If there is no ISIM application to host the public user identity, a temporary public user identity shall be derived, based on the IMSI. The temporary public user identity shall be of the form "user@domain" and shall therefore be equal to the private user identity. The private user identity is derived as described in subclause 13.2. That is, the private user identity will be appended to the string "sip:" 

EXAMPLE:
"sip:234150999999999@15.234.IMSI.3gppnetwork.org".
3GPP IMS supports through the registration mechanisms defined in 3GPP TS 24.229 a mechanism for a terminal to obtain and register additional Public User Indentities provisioned by the network operator. These are know as Implicitly Registeres Public User Identities. When the terminal registers with a Temporary Public User Identity derived from the IMSI the network provides the Public User Identities to the terminal through this mechanism.
OMA PoC does not use "Public User Identities" it uses "PoC Addresses". Now a PoC Address may be a Public User Indentity when IMS is used but not all Public User Identities are necessarily PoC Addresses. It may be appropriate for OMA as part of the PoC work to provide for the OTA provisioning of PoC Addresses. If so the PoC Addresses should be part of the PoC specific parameters not SIP/IP core parameters.
Signalling PDP context support: A flag to indicate the operators preference whether Signalling PDP context should be used to carry the SIP signalling messages
This is clearly an access network dependent (GPRS) specific issue and not part of the scope of PoC or OMA. If 3GPP considers such a parameter is required then they can work with OMA DM to provide for OTA provisioning of such a parameter.
SIP/IP core type: Whether the core network is compliant with IMS or MMD as defined in [TS24.229] and/or [3GPP2 X.P0013.4]. 
As described above 3GPP IMS does not require provisioning of  these parameters, 3GPP2 MMD may require some parameters to be provisioned but our understanding is that the provisioning of these parameters is already specified by 3GPP2 and does not require additional work in OMA (it has not been requested by 3GPP2). The issues of dual mode terminals supporting different access networks are clearly outside the scope of  PoC and OMA – presumably if you are using a CDMA radio technology for PoC you are using MMD, if you are using  GSM, EDGE or W-CDMA then you are using IMS.
The definition of these parameters by the PoC WG is outside the scope of the work approved by OMA for PoC and the recommendations regarding the use of IMS by IMS based enablers. Specifying these parameters without supporting text that specifies how they are used produces an incomplete PoC specification. These circumstances put at potential risk the candidate approval of the OMA POC enabler.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

In summary the definition of SIP/IP core parameters by the PoC WG as part of the PoC work is: 

· outside the scope of the current PoC WID;

·  not according to the recommendations from the IMS BOF TR on scope of OMA work related to IMS and MMD;

· not required by 3GPP IMS, 3GPP2 MMD or IETF

·  is not a PoC application or even a PoC specific issue;
· does not by itself enable interoperability for PoC Applications from all terminal vendors with Proprietary SIP/IP core networks;
· is not required by OMA as part of the candidate enabler review package;

· potentially puts candidate enabler approval of the OMA PoC enabler at risk .

Proposed way forward.

· OMA PoC does not specify any SIP/IP specific core OTA parameters and focuses only on  PoC Application specific parameters.

· Vendors and Operators of proprietary SIP/IP core networks that wish OMA PoC Applications to operate on them publish specifications themselves for the terminal to network interface and/or work with 3GPP and 3GPP2 to publish reference material for interoperability as part of the 3GPP/3GPP2 work on PoC deployment issues with their networks and their work on early IMS deployments. 
· If it is still felt by companies that early IMS/proprietary SIP/IP core networks is an issue for OMA then a new OMA work item should be produced for this effort.
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