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1 Reason for Contribution

This contribution proposes modifications to the PoC AD, to resolve the following consistency review comments:

	Section
	Summary of proposed resolution
	ID of comment(s) resolved

	5
	Add text to describe PoC interaction with Presence & XDM.
	338: The box is called Group Management in figure 2. In the text something called "Shared XML…. And Pock XML… is mentioned. It does not stated that these two are a part of the box Group Management.

339: Figure 2 has a box PoC Client that talks to GM, Presence and PoC server. Figure 3 has PoC client, Presence User Agent, DM client and XDMC as a part of UE. Chapter 6 talks about a PoC Client , XML client, Presence Source and Watcher. What are the correct terms?

	5 (Figure 3)
	Align Figure 3, reference points, architecture description, and functional entities by doing the following:

· Split “Presence User Agent” into “Presence Source” and “Watcher”

· Fix reference points
	1819, 1829, 2538, 337, 2538, 337, 1836, 1837, 1847, 1849, 1850, 1851, 1865, 1224, 1225

	6.1.3, 6.1.4, 6.1.5
	Move to newly created 6.2.5, 6.2.6 & 6.2.7, respectively.
	1227, 1228, 1229: “Presence Source”, “Watcher”, and “Device Management Client” sections should be moved under 6.2, since they are not PoC functional entities (i.e. inconsistent with Figure 3).

	6.1.3, 6.1.4
	IETF reference removed.
	348, 349: Reference shall be to OMA-Presence and not to IETF

	6.1.6.3
	· Change “presentity” to “Presence Source”.
	1844: The presence handling is performed via the reference points POC-2 and PRS-2. Communication between PoC server and Presence server is accomplished using SIP and the SIP specific event notification mechanism [RFC3261], [RFC3265]. The details are specified in [Presence AD].

This does not map with the description of PRS-2 reference point in Table 1.

	6.1.6.3
	
	1972: Change PRS-2 to PRS-3.

	6.1.6.3
	Text in question is deleted, since it does not make sense and the presence-related functions of the PoC Server are covered by other text.
	1845: The presence-related functions identified are:

MAY provide means for handling of presence information towards a presence service

This doesn’t make sense.

	6.1.6.3
	Text reorganized to separate “presence source” and “watcher” functions.

	366: Split bullet list in two. One for "presence source" and one for "watcher"



	7.9, 7.10
	Change “GLMS” to “Shared XDMS”
	381, 400: What is GLMS??

	7.5
	Change “Group Management” to “XDM”
	395: What is "Group Management client"?

	7.6
	Change “PoC GLMS” to “Shared XDMS”.
	397: What is POC GLMS??

	7.7
	Change “Group Management Client” and “GLMS” to “XDM Client” and “Aggregation Proxy”, respectively.
	398: What is GLMS?? What is Group Management Client?


2 Summary of Contribution

See above.
3 Detailed Proposal
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve for inclusion in the latest version of the PoC AD.
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2Figure 1: Example of a PoC 1-to-many group session (voice transmission)



2Figure 2.  Logical architecture of PoC.



2Figure 3: PoC architecture



2Figure 4: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients



2Figure 5:  Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1 PoC Session



2Figure 6: Direct media flow between Controlling PoC Function and PoC Client



2Figure 7: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session



2Figure 8: Participating PoC Function with simultaneous session support (informative)



2Figure 9.  Architecture for PoC specific charging.



2Figure 10:  Pre-established Session



2Figure 11: Pre-established Session



2Figure 12: Confirmed indication using On-demand Session



2Figure 13: Unconfirmed Indication using On-demand Session



2Figure 14: Confirmed indication using Pre-established Session



2Figure 15: Unconfirmed Indication using Pre-established Session



2Figure 16: Automatic answer using On-demand Session



2Figure 17: Answer using Pre-established Session



2Figure 18: Manual answer



2Figure 19. Manual answer override procedure



2Figure 20: Pre-arranged Group Session Setup, Originating part



2Figure 21.  Unconfirmed Indication using On-demand Session.



2Figure 22: Unconfirmed Indication using Pre-established Session



2Figure 23: Confirmed indication using Pre-established Session



2Figure 24: Automatic answer using Pre-established Session



2Figure 25.  Terminating part, autoanswer case.



2Figure 26. Terminating part, manual answer



2Figure 27. Manual answer override procedure



2Figure 28: Joining the Chat PoC Group Session



2Figure 29:  Leaving the PoC Group Session



2Figure 30 - PoC Client releases from PoC Session (Pre-established Session)



2Figure 31:  The release of the PoC Session.



2Figure 32:  The release of the PoC Session with maintaining the Pre-established Session.



2Figure 33. Rejoining the PoC Group Session



2Figure 34. Rejoining a PoC Session in the case of Pre-established Session.



2Figure 35. Adding a PoC User (procedure at inviting PoC User)



2Figure 36. Adding a PoC User (procedure at invited PoC User)



2Figure 37. Adding a PoC User (procedure at invited PoC User)



2Figure 38. Adding a PoC User (procedure at invited PoC User)



2Figure 39: Simultaneous session setup.



2Figure 40: Setting the session priority and/or locking during the session



2Figure 41: Sending an Instant Personal Alert, originating side.



2Figure 42: Sending an Instant Personal Alert, terminating side.



2Figure 43.  Subscribing to Participant information



2The Figure 44.  “Group advertising; originating part” describes the originating signaling flows in the case that the terminating party is in another network.



2Figure 45.  Group advertising; originating part.



2Figure 46.  Group advertising, terminating part



2Figure 47.  Group advertising; originating part.



2Figure 48.  The controlling PoC Server sends Group Advertisement to one of the group members.



2Figure 49:  One-to-one media flow



2Figure 50:  One-to-many media flow



2Figure 51:  One-to-many-to-one media flow:  Ordinary Participant



2Figure 52:  Media flow in the case of simultaneous sessions



2Figure 53. Talk Burst request procedure at PoC Session initialization



2Figure 54. Talk Burst request confirmed procedure during a PoC Session



2Figure 55. Talk Burst request rejected procedure during a PoC Session



2Figure 56. Talk Burst complete procedure



2Figure 57. Talk Burst stop procedure



2Figure 58: Procedure for Talk Burst request with queued response



2Figure 59: Procedure for Talk Burst request cancellation



2Figure 60: Procedure for Talk Burst complete with transfer to queued request



2Figure 61: Procedure for Talk Burst stop with transfer to queued request



2Figure 62: Procedure for Talk Burst request with preemptive priority



2Figure 63 : Procedure for Talk Burst queue position request



2Figure 64: Changing answer mode setting.
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2Table 1. Reference points and associated protocols.






1. Scope


The scope of the Push to talk over Cellular (PoC) architecture document is to define the architecture for the PoC service enabler. This architecture is based on the requirements listed for the system in the PoC Requirements document [PoC RD V1.0]. 


The architecture of the SIP/IP Core and the underlying access network for PoC is out of scope of this document. When SIP/IP Core corresponds to the 3GPP IMS the architecture the 3GPP enablers for OMA PoC Services are described in [3GPP TR 23.979].

2. References


2.1 Normative References
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		“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1


URL:http://www.openmobilealliance.org/
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URL:http://www.ietf.org/rfc/rfc2119.txt
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		IETF RFC 2234: “Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt



		[RFC2806]

		IETF RFC 2806: “URLs for Telephone Calls”, A. Vähä-Sipilä, April 2000. URL: http://www.ietf.org/rfc/rfc2806.txt?number=2806



		[RFC3261]

		IETF RFC 3261: “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt



		[RFC3265]

		IETF RFC 3265: "Session Initiation Protocol (SIP)-Specific Event Notification", A. B. Roach, June 2002.


URL: http://www.ietf.org/rfc/rfc3265.txt?number=3265



		[3GPP TS 23.228]

		3GPP TS 23.228, IP Multimedia Subsystem (IMS); Stage 2 


URL: http://www.3gpp.org/



		[3GPP2 X.S0013.2]

		3GPP2 X.S0013.2 IP Multimedia Subsystem (IMS); Stage 2 


URL:http://www.3gpp2.org/



		[PoC RD V1.0]

		Push to Talk over Cellular Requirements, OMA-RD_PoC-V1_0-20041115-C URL:http://www.openmobilealliance.com/



		[GM AD V1.0]

		Group Management Architecture V1.0, OMA-XDM_Specification-V1_0-20041118-D


URL:http://www.openmobilealliance.com/



		[ITU-T E.164]

		 “The international public telecommunication numbering plan”, ITU-T Recommendation E.164. URL: http://www.itu.int/rec/recommendation.asp?type=folders&lang=e&parent=T-REC-E.164



		[RFC 3320]

		IETF RFC 3320: “Signaling Compression (SigComp)”, January 2003


URL: http://www.ietf.org/rfc/rfc3320.txt
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		IETF RFC 3323: “A Privacy Mechanism for the Session Initiation Protocol (SIP)”, J. Peterson, November 2002

http://www.ietf.org/rfc/rfc3323.txt
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		IETF RFC 3325: “Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, C. Jennings et al, November 2002


http://www.ietf.org/rfc/rfc3325.txt
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		IETF RFC 3485: “The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, February 2003 URL:http://www.ietf.org/rfc/rfc3485.txt
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		[3GPP2 X.S0011]
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2.2 Informative References


		[WAPARCH]

		“WAP Architecture”. Open Mobile Alliance(. WAP‑210‑WAPArch. URL:http//www.wapforum.org/



		[3GPP TR 23.979]

		3GPP TR 23.979“3rd Generation Partnership Project; Technical Specification Group Services and System Aspects;


3GPP enablers for OMA PoC Services; Stage 2 (Release 6)”



		[3GPP TS 26.XXX]

		Note: This reference will be added, when supplied by 3GPP.



		[3GPP2 X.XXXXX]

		Note: This reference will be added, when supplied by 3GPP2. 





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


For the purposes of the PoC specifications, the following terms and definitions apply.


		1-1 PoC Session

		A feature to establish a PoC Session with another PoC User



		1-many-1 Session

		A PoC Group Session for a Pre-arranged PoC Group in which one Participant is a Distinguished Participant and each other Participant is an Ordinary Participant.



		Access Control

		Each PoC User can define rules that describe who is allowed to contact him using the PoC service. The PoC Server implements the access control policy according to these defined rules



		Access List

		Access lists are used for controlling whether the PoC Server is allowed or not to send PoC Session requests to the PoC User when requested by other PoC User



		Active PoC Session

		One of the Simultaneous Sessions established for a particular PoC User that has both TBCP Messages and RTP media packets relayed by the PoC Server performing the Participating PoC Function between the PoC Client and the PoC Server performing the Controlling PoC function.



		Ad-hoc PoC Group

		A feature enabling a PoC User to establish a PoC Session with multiple PoC Users without first creating  a PoC Group



		Answer Mode

		The current Answer Mode setting preference of the PoC User.



		Answer Mode Indication

		A service attribute that indicates the current Answer Mode setting of the PoC Client.



		Application Server

		In the 3GPP IMS an Application Server is a functional entity that implements service logic for IMS sessions. When the SIP/IP Core used for PoC is 3GPP IMS the PoC Server implements Application Server functionality.



		Authenticated Originator's PoC Address

		The PoC Address of the originating PoC Client that has been authenticated by the SIP/IP Core



		Automatic Answer Mode

		A mode of operation where the PoC Client accepts the PoC Session invitations immediately and plays out the media as soon as it is received without requiring the intervention of the invited PoC User



		Chat PoC Group

		A persistent Group for which each Group member individually joins the PoC Session



		Chat PoC Group Session

		A PoC Session established for a Chat PoC Group



		Conference-factory-URI

		Provisioned SIP URI for the PoC service in the Home PoC Network.



		Confirmed Indication

		The Confirmed Indication is returned by the PoC Server to confirm that it and all  downstream elements are ready to receive media



		Contact List

		A list available to the PoC User containing the addresses of other PoC Users or PoC Groups



		Control Plane

		Signaling and control between the PoC Client and PoC Server for push to talk over cellular (PoC) service.



		Controlling PoC Function

		The Controlling PoC Function provides centralized PoC Session handling, RTP Media distribution, Talk Burst Control including Talker Identification, policy enforcement for participation in Group Sessions and the Participant information.



		Conversation

		A set of Talk Bursts within one PoC Session, which are followed by each other within a given time and typically are associated to each other.    



		Distinguished Participant

		The Participant in a One-many-one Session who is heard by all Ordinary Participants, and who can hear each individual Ordinary Participant.



		Dormant PoC Session

		One of the Simultaneous Sessions established for a particular PoC User, which may have TBCP messages, but not RTP media packets, relayed by the PoC Server performing the Participating PoC Function between the PoC Client and the PoC Server performing the Controlling PoC function.



		Filter Criteria

		Filter Criteria is routing logic used in the 3GPP IMS to trigger the routing of SIP requests to Application Servers



		Group

		Group is a predefined set of Users together with its attributes. The Group is used for convenient and efficient PoC Session establishment and/or for defining PoC Session access policy. Each Group is identified by its SIP URI



		Group Advertisement

		A feature providing the capability to inform other PoC Users of the existence of a PoC Group



		Home PoC Network

		The network comprising of the SIP/IP Core and the PoC Server serving the PoC Client of the Served PoC User



		Home PoC Server

		The PoC Server in the Home PoC Network



		Incoming Instant Personal Alert Barring

		A service attribute, which enables the PoC User to block all incoming Instant Personal Alerts.



		Incoming PoC Session Barring

		A service attribute, which enables the PoC User to block all incoming PoC Session invitations.



		Instant Personal Alert

		A feature providing a PoC User with the capability to send a callback request to another PoC User



		Invited PoC Client

		The PoC Client who has been invited to a PoC Session



		Inviting PoC Client

		The PoC Client inviting other PoC User(s) to a PoC Session



		Manual Answer Mode

		A mode of operation where the PoC Client requires the PoC User to manually accept the session invitation before media is accepted and played.  



		Media Parameters

		An item of information that describes the transport and encoding of the media intended to be used in the session. The information is transmitted between the PoC Servers and the PoC Clients using SIP/SDP messages.



		On-demand Session

		A PoC Session set-up mechanism, where all Media Parameters are negotiated at the same time the PoC Session is set-up.



		Ordinary Participant

		A Participant in a 1-many-1 Session who is only heard by the Distinguished Participant, and who can only hear the Distinguished Participant.



		Participant

		A PoC User in a PoC Session



		Participating PoC Function

		The Participating PoC Function provides PoC Session handling and policy enforcement for incoming PoC Sessions and may provide the media relay function between PoC Client and the PoC Server performing the Controlling PoC Function, and the Talk Burst Control message relay function between the PoC Client and the PoC Server performing the Controlling PoC Function.



		PDP Context

		Packet Data Protocol Context is a logical connection between a terminal and network for 3GPP General Packet Radio Service.  PDP Context, as logical connections, is mapped onto the physical layer radio connections.  A PDP Context may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.



		PoC Address

		Identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 



		PoC Client

		A PoC functional entity on the PoC User Equipment that supports the PoC service



		PoC Group

		A PoC Group is a predefined set of PoC Users together with its attributes.



		PoC Group Identity

		SIP URI of the Pre-arranged PoC Group or Chat PoC Group.



		PoC Group Session

		A Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session



		PoC Server

		The PoC Server implements the application level network functionality for the PoC service. The PoC Server may perform the role of the Controlling PoC Function and Participating PoC Function.



		PoC Session

		A Session established by 1-1 PoC, Ad-hoc PoC Group or Pre-arranged PoC Group Session



		PoC Session Identifier

		An identifier associated with a PoC Session, the value of which uniquely distinguishes the associated PoC Session from all other instances of a PoC Session, both concurrent and non-concurrent.



		PoC Session Identity

		SIP URI received by the PoC Client during the PoC Session establishment in the Contact header.



		PoC Subscriber

		A subscriber whose service subscription includes the PoC service.



		PoC User

		A User using the PoC service.



		Pre-arranged PoC Group

		A persistent Group created for PoC Group Session. 



		Pre-established Session

		A signalling exchange to negotiate Media Parameters between the PoC Client and the Home PoC Server before establishing a PoC Session.



		Primary PoC Session

		The session the PoC User prefers to listen and speech to.  In case of Simulatenous PoC Sessions the Primary PoC Session has a priority over the Secondary PoC Sessions.



		Remote PoC Network

		Network comprising of the SIP/IP Core and the PoC Server of the remote PoC Client.



		RTP Media

		Media carried as an RTP payload



		RTP Session

		A RTP Session is considered as an association that allows exchange of RTP media streams and RTCP messages among as set of PoC functional entities



		Secondary PoC Session

		The session, which the PoC User wants to listen, when there is no voice stream in the Primary PoC Session.



		Served PoC User

		A PoC User who obtains a PoC service from a PoC Server located in the Home PoC Network.



		Service Instance

		The instantiation of a logical connection across the radio interface associated with a particular protocol stack. Service Instances, as logical connections, are mapped onto the physical layer radio connections.  A Service Instance may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.



		SigComp

		Text based signaling compression mechanism specified in [RFC3320]. A mechanism that provides compression of text based application protocols such as SIP



		Simultaneous PoC Session

		When a PoC User is a Participant in more then one PoC Session simultaneously using the same PoC Client.



		SIP Session

		A SIP Session is considered as an exchange of  SIP signaling between two SIP User Agents that establishes and  deletes a SIP dialog.



		SIP URI

		URI used by the SIP protocol to address SIP User Agents



		SIP User Agent

		A SIP endpoint involved in SIP signaling defined in [RFC3261]



		Talk Burst

		The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a media until the permission is released.



		Talk Burst Control

		A control mechanism that arbitrates requests, from the PoC Clients, for the right to send media



		Talk Burst Control Protocol

		A protocol for performing Talk Burst Control.



		Talker Identification

		The procedure by which the current Talker's Identity may be established and made known to other PoC Session Participants.



		Unconfirmed Indication

		The indication of readiness to receive media before PoC Server has received confirmation from downstream elements of readiness to receive media



		Unrestricted group

		A Group that can be joined by any PoC User



		User

		A human using the described features through the User Equipment



		User Accept List

		An Access List where are listed the SIP URIs for accepting the incoming PoC Sessions. 



		User Equipment

		A hardware device e.g. phone



		User Plane

		Media and media control signaling between the PoC Client and PoC Server for push to talk over cellular (PoC) service.



		User Reject List

		An Access List where are listed  the SIP URIs for rejecting the incoming PoC Sessions.





3.3 Abbreviations


For the purposes of the PoC specifications, the following abbreviations apply:


		CCF

		Charging Collection Function



		CDR

		Charging Data Record



		CS

		Circuit-switched



		DM

		Device Management



		DMS

		Device Management Server



		EBCF

		Event Based Charging Function



		GPRS

		General Packet Radio Service



		IMS

		IP multimedia subsystem



		IMSI

		International Mobile Subscriber Identifier



		ISC

		IMS service control interface



		MSISDN

		Mobile Subscriber International Integrated Services Digital Network Number



		OMA

		Open Mobile Alliance



		PDN

		Packet Data Network



		PDP

		Packet Data Protocol



		PoC

		Push to talk over Cellular



		QoS

		Quality of Service



		RTCP

		RTP Control Protocol



		RTP

		Real-time Transport Protocol



		SIP

		Session Initiation Protocol



		UE

		User Equipment



		UP

		User Plane



		URI

		Uniform Resource Identifier



		URL

		Uniform Resource Locator



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMS

		XML Document Management Server



		XML

		Extensible Mark-up Language





4. Introduction


Push to talk over Cellular (PoC) is intended to provide rapid communications for business and consumer customers of mobile networks. PoC will allow user voice and data communications shared with a single recipient, (1-to-1) or between groups of recipients as in a group chat session, (1-to-many) such as in Figure 1 “Example of a PoC 1-to-many group session (voice transmission)“below.
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Figure 1: Example of a PoC 1-to-many group session (voice transmission)


Existing solutions that offer walkie-talkie like services typically consist of mobile terminals with dedicated talk buttons, supported by networks that support the exchange of signalling messages to establish and maintain a push to talk call, report the presence of users, etc.  Such implementations use proprietary messaging protocol among the various entities, such as the mobile terminal and the network.

OMA-PoC seeks interoperability among the network entities to avoid market fragmentation, by realising the PoC Service in a widely-acceptable and standardised manner.

5. Architecture


In PoC 1.0, PoC Client and PoC Server use and interact with certain enablers as shown in the Figure 2 “Logical architecture of PoC.”. 
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Figure 2.  Logical architecture of PoC.


NOTE: New text assumes that “Group Management” box has been changed to “XML Document Management”

The XML Document Management service enabler is described in [XDM AD].  The XDM functional entities are the Aggregation Proxy (as specified in subclause 6.2.3 “Aggregation Proxy”) and Shared XDMS (as specified in subclause 6.2.2 “Shared XML Document Management Server (XDMS)”).  The PoC Server interacts with the Shared XDMS over the POC-2, GM-2, and GM-7 reference points.


The Presence service enabler is described in [Presence AD].  The Presence functional entities are the Presence Server (as specified in subclause 6.2.4 “Presence Server”), Presence Source (as specified in subclause 6.2.5 “Presence Source”), and Watcher (as specified in subclause 6.2.6 “Watcher”).  The PoC Server can assume the role of a Presence Source and/or Watcher, and interacts with the Presence Server over the POC-2 and PRS-3 reference points.  The PoC Service interactions with Presence Service functionality are further specified in subclause 8.16.


Discovery/Registry functionality is described in the subclauses 8.5 “Registration”.  The Authentication/Authorization is described in the subclause 8.7 “Security”.  Charging functionality is described in the subclause 8.14 “Charging”.  Security is described in the subclause 8.7 “Security”.  Provisioning functionality is described in the subclause 8.23 “PoC service provisioning”. 

Figure 3: PoC architecture” describes the functional entities and reference points that are involved in the support of the PoC service.
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NOTE: New text assumes the following changes to Figure 3:


1.  “Presence User Agent” changed to “Presence Source”


2.  “PRS-2” changed to “PRS-3”


3. Additional box added within the UE called “Watcher”, with a PRS-2 reference point connecting it to the SIP/IP Core.

A separate contribution can be submitted, if necessary, with a new architecture diagram.

Note: There are other interfaces in addition to those shown on the figure 


Figure 3: PoC architecture


.


		Reference


Point

		Usage

		Protocol



		POC-1

		PoC Client to SIP/IP Core Session Signaling

		SIP



		POC-2

		SIP/IP Core to PoC Server Session Signaling

		SIP



		POC-3

		Media and Talk Burst Control

		RTP


RTCP


The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.


The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.  



		POC-4

		Media and Talk Burst Control between networks

		RTP


RTCP


The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.  



		GM-1

		XDM Client to SIP/IP Core

		See [GM AD]



		GM-2

		Shared XDMS to SIP/IP Core

		See [GM AD]



		GM-3

		XDMC to Aggregation Proxy 

		See [GM AD]



		GM-4

		Aggregation Proxy to the XDM Administration 

		See [GM AD]



		GM-5

		Shared XDMS to Presence Server

		See [GM AD]



		GM-7

		Shared XDMS to PoC Server

		See [GM AD]



		GM-8

		SIP/IP Core to PoC XDMS

		See [GM-AD]



		GM-10

		Aggregation Proxy to Shared XDMS

		See [GM-AD]



		GM-11

		PoC XDMS to Aggregation proxy

		See [GM-AD]



		GM-14

		PoC Server to PoC XDMS

		See [GM-AD]



		PRS-1

		Presence Source to SIP/IP Core

		See [Presence AD]



		PRS-2

		Watcher to SIP/IP Core

		See [Presence AD]



		PRS-3

		SIP/IP Core to Presence Server

		See [Presence AD]



		IP-1

		Session Signaling between networks

		SIP



		C-5

		PoC Server to Charging Entity

		FFS if needed.



		DM-1

		DM Client to DM Server 

		FFS if needed.





Table 1. Reference points and associated protocols.

PoC SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.S0013.2]). 


6. Description of functional entities


6.1 PoC functional entities


6.1.1 PoC Client


The PoC Client resides on the mobile terminal and is used to access the PoC Service.


The PoC Client SHALL be able to:


· Allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.


· Perform registration with the SIP/IP Core.

· Authentication of the PoC User to the SIP/IP Core.

· Generate and send Talk Bursts by recording and encoding audio.

· Receive Talk Bursts and generate audio by decoding the received Talk Bursts.

· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.


· Incorporate PoC configuration data provided by the DM Client.


· Support the capability of a PoC User to set the Answer Mode Indication (“Manual-Answer”, "Auto-Answer") and the Incoming PoC Session Barring.


The PoC Client MAY:


· Support handling of Instant Personal Alert


· Provide Group Advertisment


· Support multiple Talk Burst Control Protocols.


· Support queuing indicator and request priority level in Talk Burst request.

· Send quality feedback reports after end of Talk Burst.

· Support for Pre-established Sessions.


· Support Simultaneous Sessions (and associated on-hold procedures).

· Request Privacy for User Identity.


6.1.2 XML Document Management Client


The XML Document Management Client (XDMC) is an XCAP client which manages XML documents stored in the network (e.g. PoC-specific documents in the PoC XDMS, URI lists in the Shared XDMS, etc).  Management features include operations such as create, modify, retrieve, and delete.  


The XDMC also can subscribe to changes made to XML documents stored in the network, such that it will receive notifications when those documents change.


This entity is specified in [GM AD].


6.1.3 PoC Server


The PoC Server implements the application level network functionality for the PoC Service.


The PoC Server performs a Controlling PoC Function and/or Participating PoC Function. The Controlling PoC Function and Participating PoC Function are different roles of the PoC Server. The figures in this section show the flow of signaling traffic and media and media-related signaling traffic between Controlling PoC Function and Participating PoC Function in various configurations.  Unless otherwise noted, the traffic flows shown in each figure apply to both signaling traffic and media and media-related signaling traffic in that configuration. 


Figure 4 “Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients “shows the distribution of the functionality during a 1-1 PoC Session in a single Network. A PoC Server MAY perform both a Controlling PoC Function and a Participating PoC Function at the same time. 
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Figure 4: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients

The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC Session setup and lasts for the duration of the whole PoC Session. In case of 1-1 PoC Session and Ad-hoc PoC Group Session the PoC Server of the inviting user shall perform the Controlling PoC Function. In case of the Chat PoC Group and Pre-arranged Group Session the PoC Server owning/hosting the Group Identity shall perform the Controlling PoC Function. 
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Figure 5:  Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1 PoC Session

In a PoC Session there shall be only one PoC Server performing the Controlling PoC Function. There can be one or more PoC Servers performing the Participating PoC Function in the PoC Session.  Figure 5 “Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1” shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.


The PoC Server performing the Controlling PoC Function has N number of SIP sessions and media and Talk Burst Control communication paths in one PoC Session, where N is number of Participants in the PoC Session. The PoC Server performing the PoC Controlling Function will have no direct communication to the PoC Client for PoC Session signaling, but will interact with the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.   


The PoC Server performing the Controlling PoC Function will normally also route media and media-related signaling such as Talk Burst arbitration to the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.  However, local policy in the PoC Server performing the Participating PoC Function may allow the PoC Server performing the Controlling PoC Function to have a direct communication path for media and media-related signaling to each PoC Client.  Figure 6 “Direct media flow between Controlling PoC Function and PoC Client” shows the signaling and media paths in this configuration for a Controlling PoC Function, Participating PoC Function and PoC Client served in the same network. 


A PoC Server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC Server performing the Controlling PoC Function for PoC Session signalling. 
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Figure 6: Direct media flow between Controlling PoC Function and PoC Client


Figure 7 “Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session“ depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group Session.
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Figure 7: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session


6.1.3.1 Controlling PoC Function


The PoC Server performs the following functions when it fulfills the Controlling PoC Function:


· Provides centralized PoC Session handling


· Provides the centralized media distribution


· Provides the centralized Talk Burst arbitration functionality including Talker Identification


· Provides SIP session handling, such as SIP session origination, termination, etc.


· Provides policy enforcement for participation in Group Sessions


· Provides the Participants information 


· Collects and provides centralized media quality information


· Provides centralized charging reports


· Supports User Plane adaptation procedures


· May provide transcoding between different codecs


· Support Talk Burst Control Protocol Negotiation.


6.1.3.2   Participating PoC Function


The PoC Server performs the following functions when it fulfills the Participating PoC Function:

· Provides PoC Session handling 


· Supports the User Plane Adaptation procedures


· May provide the Talk Burst Control message relay function between PoC Client and PoC Server performing the Controlling PoC Function


· Provides SIP Session handling, such as SIP Session origination, termination, etc, on behalf of the represented PoC Client.


· Provides policy enforcement for incoming PoC Session (e.g. access control, Incoming PoC Session Barring, availability status, etc)


· Provides the Participant charging reports


· Supports Talk Burst Control Protocol negotiation


· Stores the current Answer Mode and Incoming PoC Session Barring preferences of the PoC Client.


When the participating PoC Function is on the media path, the PoC Server


· provides the media relay function between PoC Client and PoC Server performing the Controlling PoC Function


· provides the Talk Burst Control message relay function between PoC Client and PoC Server performing the Controlling PoC Function


· collects and provide media quality information


· may provide filtering of the media streams in the case of simultaneous sessions


· may provide transcoding between different codecs


The Participating PoC Function is performed once per PoC Client for all incoming/outgoing PoC Sessions.


The Participating PoC Function may support simultaneous sessions for the PoC Client. The Participating PoC Function  may have 0 to M number of PoC Sessions for the PoC Client, where M is the maximum number of simultaneous PoC Sessions permitted to a single PoC Client. The maximum number of possible simultaneous PoC Sessions can be limited by the operator or the PoC Client configuration. 


Figure 8 “Participating PoC Function with simultaneous session support (informative)” illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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Figure 8: Participating PoC Function with simultaneous session support (informative)

The Composer performs the following functions for the Participating PoC Function:


·  provides policy enforcement for PoC Sessions (e.g. access control, availability status, …)


· controls dynamic session status information for PoC Sessions the user is currently involved in (e.g. listening, speaking, Talk Burts requesting)


· provides support for simultaneous sessions (e.g. storage of multiple-session settings, priority status of all active sessions, media flow control based on priorities (optionally))

6.1.3.3 Presence functionality


The PoC Server performing the Participating PoC Function MAY act as “Presence Source” and “Watcher” towards the Presence Server on behalf of the PoC Client. The presence handling is performed via the reference points POC-2 and PRS-3. Communication between PoC Server and Presence Server is accomplished using SIP and the SIP specific event notification mechanism as specified in [RFC3261] and [RFC3265]. The details are specified in [Presence AD].


The PoC Server MAY perform the following functions when it assumes the role of a Presence Source:

· 

· Mapping of dynamic PoC status information into Presence attributes describing the availability of the user to communicate via PoC Service


· Publish PoC-related presence information to the Presence Service (on behalf of PoC Client) based on this mapping function


The PoC Server MAY perform the following functions when it assumes the role of a Watcher:

· Get/request presence information from Presence Service in order to provide the mediation of presence attributes into meaning for PoC Session setup’s policy enforcement (e.g. PoC Client “not reachable” status,  respecting PoC Clients manually updated PoC presence settings (e.g. appear offline))


The PoC Server MAY support policy enforcement for PoC Session handling based on PoC-related or general presence information (e.g. status “not reachable”).

6.1.4 PoC XML Document Management Server


The PoC XDMS is an XCAP Server that manages XML documents (e.g. PoC Groups) which are specific to the PoC Service enabler. Management features include operations such as create, modify, retrieve, and delete.  


The PoC XDMS also can accept subscriptions and notify watchers of changes to the stored PoC-specific documents.

This entity is specified in [GM AD].


6.2 External Entities Providing Services to PoC System


6.2.1 





6.2.2 





NOTE TO EDITOR: 6.2.1 and 6.2.2 are cut & pasted to 6.2.5 and 6.2.6, respectively, except that the RFC2778 references are deleted.

6.2.3 





· 

· 

6.2.4 SIP/IP Core


The SIP/IP Core includes a number of SIP proxies and SIP registrars. The SIP/IP Core performs the following functions that are needed in support of the PoC service:


Routes the SIP signaling between the PoC Client and the PoC Server


· Provides discovery and address resolution services


· Supports SIP compression


· Performs authentication and authorization of the PoC User at the PoC Client based on the PoC User’s service profile


· Maintains the registration state 


· Provides support for identity privacy on the Control Plane


· Provides charging information


· Provides capabilities to Lawful Interception.    


Part of the Lawful Interception functionality may be supported by the access network.


When SIP/IP Core is based on the 3GPP IMS or 3GPP2 MMD, the SIP/IP Core architecture is specified in [3GPP TS 23.228] or [3GPP2 X.P0013.2] respectively.


6.2.5 Shared XML Document Management Server (XDMS)


The Shared XDMS is an XCAP Server that manages XML documents (e.g. URI lists) that are needed for the PoC service, and which may be shared with other service enablers (e.g. Presence). Management features include operations such as create, modify, retrieve, and delete.  


The Shared XDMS also can accept subscriptions and notify watchers of changes to the stored shared documents.

This entity is specified in [GM AD].


6.2.6 Aggregation Proxy


The Aggregation Proxy acts as the single contact point for the XDMC. The Aggregation Proxy performs authentication of the XDMC and XDM Administration, and routes individual XCAP requests to the correct XDMS.  The Aggregation Proxy may optionally support charging, and compression of XML documents over the radio interface.


This entity is specified in [GM AD].


6.2.7 Presence Server


The Presence Server is an entity that accepts, stores, and distributes presence information about PoC Clients.  The presence information may be published by the Presence Source in the UE, or by the PoC Server on behalf of the PoC Client.  The presence information may be fetched or subscribed to by the Watcher in the UE, or by the PoC Server on behalf of the PoC Client.


NOTE: The address of the Presentity for PoC Presence Information needs to be the same as the PoC Address.


This entity is specified in [Presence AD].

6.2.8 Presence Source


The Presence Source is an entity that provides (publishes) presence information to a Presence Service.  


This entity is specified in [Presence AD].

6.2.9 Watcher


A watcher is an entity that requests presence information about a Presentity, or Watcher Information about a watcher, from the Presence Service.


This entity is specified in [Presence AD].


6.2.10 Charging Entity


This is an external entity, which may reside in the operator's domain. This entity takes various roles, which network operators and/or service providers need to perform the charging activities.

6.2.11 Device Management Client


The DM Client resides on the mobile terminal and is used to access the Device Management Server.


The Device Management Client SHALL be able to:


· update PoC communication feature configurations remotely in the terminal device by using [OMA DM].


· receive the contents sent by service provider. The exact syntax and definition of parameters needed for PoC service are specified in [Provisioning Content]. The bootstrap mechanism defined in [Provisioning Bootstrap] and [OMA-DM] SHALL be used to enhance the security of the provisioning.


6.2.12 Device Management Server


The Device Management Server (DMS) performs the following functions that are needed in support of the PoC service:


· Initializes and updates all the configuration parameters necessary for the PoC Client.


· Supports software update for application upgradeable handsets.


· Supports the details of the protocol, especially the security mechanisms, that depend on the network technology as specified in [OMA-DM]


7. Description of the reference points


7.1 Reference point POC-1: PoC Client – SIP/IP Core


The POC-1 reference point supports the communication between the PoC Client and the SIP/IP Core. The protocol for the POC-1 reference point is SIP. 


This reference point SHALL support the following:


· PoC Session signalling between the PoC Client and the PoC Server


· Provides discovery and address resolution services


· Provides SIP compression


· Performs authentication and authorization of the PoC User at the PoC Client based on the PoC User’s service profile


· Provides PoC client registration


· Transfer of PoC capabilities


· Relaying Answer Mode Indication and Incoming PoC Session Barring


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the POC-1 reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].


7.2 Reference point POC-2: SIP/IP Core – PoC Server


The protocols over POC-2 reference point support the communication between the SIP/IP Core and the PoC Server for SIP Session control. The POC-2 reference point is based on SIP.


The POC-2 reference point SHALL support the following:


· PoC Session signalling between the PoC Client and the PoC Server


· Provides address resolution services


· Provides charging information


· Publication of Presence Information from the PoC Server to the Presence Server


· Subscription to Presence Information by the PoC Server to the Presence Server


· Notification of Presence Information by the Presence Server to the PoC Server


· Transfer of PoC capabilities


· Relaying Answer Mode Indication, Incoming PoC Session Barring and Incoming Instant Personal Alert Barring


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the POC-2 reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.S0013.0].


7.3 Reference point POC-3: PoC Client-PoC Server


The POC-3 reference point is between the PoC Client and the PoC Server. The protocols for the POC-3 reference point are RTP/RTCP [RFC3550]. RTP protocol will be used for media transport, RTCP APP messages shall be supported for the transport of the Talk Burst arbitration procedures. Other protocols for the Talk Burst arbitration procedure may be negotiated.   


The POC-3 reference point SHALL support:


· media transport 


· Talk Burst arbitration procedures 


· feedback of the quality of received media.


The POC-3 reference point SHALL exist between a PoC Client and a PoC Server accessing the SIP/IP Core serving the PoC Client. The POC-3 reference point MAY exist between a PoC Client and a PoC Server accessing different SIP/IP Cores, e.g. to allow direct media flow between the PoC Client and the PoC Server supplying the controlling PoC function.  


NOTE: Provision of a POC-3 reference point between a PoC Client and a PoC Server accessing different SIP/IP Cores, when the SIP/IP Cores are controlled by different operators, may be subject to an inter-operator agreement.     


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the POC-3 reference point SHALL use the services of the Mb reference point [3GPP TS 23.002] and ii reference point [3GPP2 X.P0013.0].  


7.4 Reference point POC-4: PoC Server – PoC Server


The POC-4 reference point supports the User Plane communication between the PoC Servers.  The protocols for the POC-4 reference point are RTP/RTCP [RFC3550].  RTP protocol will be used for media transport, RTCP APP messages shall be supported for the transport of the Talk Burst arbitration procedures. Other protocols for the Talk Burst arbitration procedure may be negotiated.

The POC-4 reference point SHALL support the following:


· media transport 


· Talk Burst arbitration procedures


· feedback of the quality of received media.


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the POC-4 reference point SHALL use the services of the Mb reference point [3GPP TS 23.002], [3GPP2 X.P0013.0].  


7.5 Reference point GM-1: XDM Client – SIP/IP Core


The functionality of the GM-1 reference point is specified in [GM AD]. 

7.6 Reference point GM-2: Shared XDMS – SIP/IP Core


The functionality of the GM-2 reference point is specified in [GM AD].


7.7 Reference point GM-3: XDM Client –Aggregation Proxy

The functionality of the GM-3 reference point is specified in [GM AD].  

7.8 Reference point GM-4: Aggregation Proxy – XDM Administration


The functionality of the GM-4 reference point is specified in [GM AD]. 


7.9 Reference point GM-5: Shared XDMS – Presence Server


The functionality of the GM-5 reference point is specified in [GM AD]. 


7.10 Reference point GM-7: PoC Server – Shared XDMS


The functionality of the GM-7 reference point is specified in [GM AD]. 


7.11 Reference point GM-8: SIP/IP Core – PoC XDMS


The functionality of the GM-8 reference point is specified in [GM AD].

7.12 Reference point GM-10: XDM Client – Aggregation Proxy


The functionality of the GM-10 reference point is specified in [GM AD].


7.13 Reference point GM-11: Aggregation Proxy – PoC XDMS


The functionality of the GM-11 reference point is specified in [GM AD].


7.14 Reference point GM-14: PoC Server – PoC XDMS


The functionality of the GM-14 reference point is specified in [GM AD].

7.15 Reference point PRS-1: Presence Source – SIP/IP Core


The functionality of the PRS-1 reference point is specified in [Presence AD].

7.16 Reference point PRS-2: Watcher - SIP/IP Core 


The functionality of the PRS-2 reference point is specified in [Presence AD].


7.17 Reference point PRS-3: SIP/IP Core – Presence Server


The functionality of the PRS-3 reference point is specified in [Presence AD].  


7.18 Reference point IP-1: SIP/IP Core – SIP/IP Core


The IP-1 reference point supports the communication between the SIP/IP Cores.  The IP-1 reference point is based on SIP.


The IP-1 reference point SHALL support the following:


· communication and forwarding of SIP signalling messaging between SIP/IP Cores


· transfer of inter-provider charging information.


When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the IP-1 reference point SHALL conform to the Mw reference point [3GPP TS 23.002] and [3GPP2 X.P0013.0].  

7.19 Reference point C-5: PoC Server - Charging entity


The C-5 reference point supports the communication between the PoC Server and the Charging entity to perform the PoC-related charging activity.


When SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, then the C-5 reference point SHALL include the functionality provided over the Ro, Rf reference points as described in 3GPP TS 32.200 or the Ro and Rf reference points as described in 3GPP2 X.S0013-007, respectively.


7.20 Reference point DM-1: DM Client – DM Server


The DM-1 reference point supports the communication between the DM Client and the DM Server.  The DM-1 reference point SHALL support


· Transfer of the PoC Client configuration data from the DM Server.


OMA provides a general framework, which shall be used [OMA- DM] for this interface.
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