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1 Reason for Contribution

This contribution tries to solve consistency review comment # 1165 regarding TEL URI and SIP URI handling in the SIP NOTIFY request of the participant information event also including privacy related issues.

As the only information about the ID of divers PoC Session participants, either Tel or SIP URI, know and/or stored at any participating PoC Client is information provided by the initiator of a request, the SIP NOTIFY request always should include the identity used by the originating PoC Client. This allows at least a mapping of information received with the SIP NOTIFY request with possible at the PoC Client stored information for the initiator of a PoC Session. In special that means:

1) for ad-hoc invitations the ID carried in the Refer-to body in the originators INVITE request and used in the TO and R-URI in the INVITE towards the terminating PoC Client should be used. 

2) for pre-arranged groups the identity stored at the XDM and also used in the TO and R-URI in the INVITE towards the terminating PoC Client.

For chat group talks and for the originator’s ID in all use cases as well the identity should be taken from the FROM header or the P-Asserted-Identity in the SIP INVITE request sent from the PoC Client towards the controlling PoC Server.

If privacy is requested by the originating PoC Client with the privacy:id header, according to RFC 3325 the PoC Client should not put any meaningful information in the FROM header, even more the originating PoC Client could use the FROM to propose an anonymous identity used in a specific PoC Session. 

Therefore the PoC Server should also take the information received in the FROM and put it into the “entity” attribute of the SIP NOTIFY request. Additionally the PoC Server, if supported may also include a at the PoC Server pre-defined identity in the case of privacy.

On the terminating side the PoC Client will indicate privacy with a privacy:id header in the 200 OK. At this time it’s not possible to change the FROM and TO anymore as already fixed in the SIP INVITE request. The PoC Server therefore in the case of privacy should insert an “Anonymous” identity as defined in RFC3323 and also referenced in RFC3325 or, if supported, a specific pre-defined identity for the case privacy is requested.

2 Summary of Contribution

This contribution clarifies the handling of privacy and TEL URI in the SIP NOTIFY request of the participant information.

3 Detailed Proposal

7.2.1.12.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALLinclude a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include the Group Identity of the PoC Group in the “entity” attribute of the “conference-info” element.
· 2. for each Participant in the PoC Session the PoC Server SHALL include a "user" element. The "user" element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated Originator’s PoC Address of the initial SIP INVITE, if the Participant has not requested privacy; or,
ii. SHALL for the originating PoC Client include the FROM address, if the Participant has requested privacy; and,
iii. SHALL for an invited PoC Client include the identity used in the URI-list for the invited PoC Client to an ad-hoc PoC Session or the identity used in the Pre-arranged PoC Group definition in case of a Pre-arranged PoC Group Session, if the Participant has not requested privacy; or,
iv. SHALL for an invited PoC Client include an anonymous identity as defined in [RFC3323] and [draft-conference-state], if the Participant has requested privacy.

b) MAY include the "display-text" element. If included, the "display-text" element SHALL include the nick name of the identity which was used in the “entity” attribute as defined in (a).


c) SHALL include a single "endpoint" element. The "endpoint" element

i. SHALL include the "entity" attribute;

ii. SHALL include the “status” element.  The “status” element SHOULD have one of the following values:

A. "connected", when the Participant is added to the PoC Session; and,

B. "disconnected", when the Participant has left the PoC Session since the last SIP NOTIFY request was sent.

C. "on-hold", when the Participant has put the PoC Session on hold

NOTE 1:
The usage of other values of the status-type is not defined for PoC.

NOTE 2:
The usage of other parameters specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text to the CP.
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