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1 Reason for Contribution

During the joint IOP – PoC Meeting it was detected that the case when a user is busy was not covered. This contribution tries to solve that issue.

The contribution” OMA-POC-2005-0197-LATE-Unsolved-issues” also indicates that the case when a user is involved in the CS call and the SIP INVITE request is rejected is missing.

Further, any other error that can happen in the PoC Client need to be added.

2 Summary of Contribution

- Adds the possibility for a PoC Client to reject the SIP request when receiving the SIP INVITE request, SIP MESSAGE request (instant personal alert) and SIP MESSAGE request (Group advertisement).

3 Detailed Proposal

6.2 PoC Client terminating procedures

6.2.1 PoC Client invited to a PoC Session

6.2.1.1 General

On receipt of the initial SIP INVITE request the PoC Client:
·  1. MAY reject the SIP INVITE request with an appropriated reject code specified in [RFC3261] e.g.
· a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous Sessions control procedures”; or,
· b) when the PoC Client is occupied in a CS call; or,
· c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

· d) any other reason outside the scope of this specification.
NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 
· 2. SHALL store the list of supported SIP methods if received in the Allow header;
· 3. SHALL NOT show the PoC Address of the Inviting PoC User, if Privacy header includes value 'id'. 

When generating SIP responses other than the SIP 100 "Trying" to the received SIP request the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 2:
The use of the option tag ‘precondition’, as specified in [RFC3312], and the option tag ‘100rel’, as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with all supported SIP methods; 
· 5. SHALL include value 'id'  in a Privacy header if anonymity is requested by the Invited PoC User according to rules and procedures specified in [RFC3323] and [RFC3325]; 

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request with the refresher parameter set to 'uas' and start the SIP Session timer according to rules and procedures  specified in [draft-ietf-sip-session-timer] 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS  mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.1.2 Auto-answer case

On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "Auto" as specified in [draft-poc-p-headers] and when the PoC Client is set to Auto Answer Mode the PoC Client:

· 1. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause  6.2.1.1 "General".towards the PoC Server; 

· 2. SHALL include in a SIP 200 "OK" response a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Client for the RTP Session;

b) The codec selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port shall be used instead of the default IP address and port number specified by [RFC3550], set the IP address and port number at the PoC Client to be used for RTCP  according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

· 3. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.

· 4. SHALL interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.2.1.3 Manual-answer case

On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "Manual" as specified in [draft-poc-p-headers] or when the PoC Client is set to Manual Answer Mode the PoC Client:

· 1. SHALL generate and send a SIP 180 'Ringing' response towards the PoC Server as specified in the subclause 6.2.1.1 "General". If the user accepts the PoC Session invitation, perform steps 2, 3, and 5. If the user declines the PoC Session invitation, perform step 4;
· 2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 6.2.1.1 "General" if the PoC User accepts the PoC Session invitation  

· 3. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Client for the RTP Session;

b) The codec selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number as specified by [RFC3550], set the IP address and port number at the PoC Client to be used for RTCP  according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number to be used for the Talk Burst Control Protocol.

· 4. SHALL send a SIP 480 "Temporarily Unavailable" response towards the PoC Server if the PoC User declines the PoC Session invitation or a SIP 408 "Request Timeout" response if the invitation times out. 

· 5. SHALL, if the PoC User accepts the PoC Session invitation.

a. send the  SIP 200 "OK" response to the PoC Server 

b. interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.1.4 Manual-answer override case

On receipt of an initial SIP INVITE request containing the P-Alerting-Mode header with the value "MAO" as specified in [draft-poc-p-headers] then if Manual Answer Override is supported by the PoC Client or the Answer Mode of the PoC Client is Automatic Answer then the PoC Client:
· 1. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 6.2.1.1 "General". 

· 2. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] with the following information as follows;

a) The IP address and port number at the PoC Client for the RTP Session: 

b) The codec selected from those in the SDP offer contained in the SIP INVITE request;

c) if another IP address or port is used instead of the default IP address and port number, set the IP address and port number number as specified by [RFC3550] at the PoC Client to be used for RTCP according to rules and procedures of [RFC3605];

d) The selected Talk Burst Control Protocol and the port number to be used for the talk burst control protocol.

· 3. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core

· 4. SHALL interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session initialization”.

NOTE: 
If Manual Answer Override is not supported by the PoC Client and the Answer Mode of the PoC Client is Manual Answer then the PoC Client procedures are as the Manual-answer specified in subclause 6.2.1.3 "Manual-answer case".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this subclause.
6.2.2 PoC Client receiving a PoC Session modification request

Upon receiving a SIP UPDATE request, or a SIP re-INVITE request with a MIME SDP body including a new SDP offer as specified by [RFC3264] and [RFC2327], the PoC Client:

· 1. SHALL validate that the Media Parameters are acceptable to the PoC Client and if not,

a) select a subset of the received Media Parameters; or,

b) reject the request with a SIP 488 "Not Acceptable Here" response towards the PoC Server according to the rules and procedures of  SIP/IP Core;

· 2. SHALL activate new Media Parameters as specified in [OMA-PoC-UP] "User Plane adaptation";

· 3. SHALL generate a SIP 200 "OK" as specified in the subclause 6.2.1.1 "General";

· 4. SHALL include the accepted Media Parameters in a MIME SDP body as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327]; and,

· 5. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of SIP/IPCore 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.3 PoC Client receiving a PoC Session release request

5.2.1.1 PoC Session release request – On-demand Session case

Upon reception of a SIP BYE request, the PoC Client: 

· 1. SHALL send SIP 200 "OK" response towards PoC Server according to rules and  procedures of the SIP/IP Core;

· 2. SHALL interact with the User Plane as specified in [OMA-POC-UP] “PoC Client procedures at PoC Session release”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

5.2.1.2 PoC Session release request – Pre-established Session case

Upon receiving a release request on the User Plane as specified in [OMA-PoC-UP] "PoC Session control state diagram – Pre-established Session", the PoC Client SHALL regard the PoC Session within the Pre-established Session as released and interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

6.2.4 PoC Client receiving an Instant Personal Alert

Upon  receiving a SIP MESSAGE request containing  the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header field,  and a non-anonymous Authenticated Originator’s PoC Address, the PoC Client:

NOTE 1: 
It has not been determined  whether  the content-type needs to be checked.

· 1. MAY reject the SIP MESSAGE request with an appropriated reject code specified in [RFC3428] and [RFC3261] e.g.

· a) when the PoC Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

· b) any other reason outside the scope of this specification.

NOTE 2:
The decision to reject the SIP MESSAGE request can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3428].

· 3. SHALL include Server header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.
NOTE 3:
The PoC Client can indicate to the PoC User that an Instant Personal Alert was received.

The PoC Client MAY use the procedures specified in subclause 6.1.3.2.2 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session" or in subclause 6.1.3.3.1 "PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session" to initiate a 1-1 PoC Session with the PoC User identified in the Authenticated Originator’s PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.2.5 PoC Client receiving a Group Advertisement

Upon receipt of a SIP MESSAGE request containing an Accept-Contact header including the PoC feature-tag '+g.poc. groupad' the PoC Client: 
· 1. MAY reject the SIP MESSAGE request with an appropriated reject code specified in [RFC3428] and [RFC3261] e.g.

· a) when the PoC Client determines that there is not enough resources to handle the SIP MESSAGE request; or,

· b) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject the SIP MESSAGE request can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 
· 2. SHALL generate a 200 "OK" response according to rules and procedures of [RFC3428].

· 3. SHALL include Server header to indicate the PoC release version as specified in subclause C.4.1 “Release version in User-agent and Server headers”.

· 4. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.
NOTE 2:
The PoC Client can act based on the received Group Advertisement e.g. by showing the advertisement to the User.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.2.6 PoC Client receiving a PoC Session SIP CANCEL request

5.2.1.3 PoC Session SIP CANCEL request - On-demand Session case

Upon reception of a SIP CANCEL request, the PoC Client SHALL behave as UAS according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.2.7 Simultaneous Session control procedures

PoC Client MAY use Simultaneous Session control procedures if  Simultaneous PoC Sessions are supported by the PoC Server of the Home PoC Network. The Invited PoC Client MAY change the PoC Session priority and/or PoC Session locking during a PoC Session as specified  in subclauses 6.1.12.1 "PoC Client Setting PoC Session Priority" and 6.1.12.2 "PoC Client handling of PoC Session locking".

NOTE:
The PoC Session locking is automatically released when the PoC Session is ended.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed modifications of the CP shall be included in the next version.
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