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1 Reason for Contribution

Doc to change: OMA-TS-PoC_ControlPlane-V1_0-20050211-D.

The contribution addresses the following open items of the Consistency Review:

	2494
	2004.12.07
	CP 7.2.1.3
	Technical:

In the step 2 Group Session Identity is missing (joining case). Is it possible to recognize Group Session Identity with the specification in step 2c of 7.1?

(OMA-POC-2004-1143)
	[2005.01.10]

"Group Identity" -> "PoC Group Identity", 

Editor will take care of this comment.

NOKIA comment:

2494, 2495 (OPEN):

Is the case where PoC User joins in the Pre-arranged PoC Group Session covered (i.e. couldn’t accept the INVITE but sends an INVITE later by himself to the PoC Group Session. Evidently no. Should be handled in 7.2.1.3.

Change needed in 085 in 7.1.1.

This is the case where the PoC User joins to the Pre-arranged Group with PoC Session Identity (received in the Contact header).

OPEN
	B0


	

	2495
	2004.12.07
	CP 7.1
	Technical:

In the step 2 Group Session Identity is missing (joining case). Is it possible to recognize Group Session Identity with the specification in step 2c of 7.1?

(OMA-POC-2004-1143)
	[2005.01.10]

Nokia will write the contribution.

NOKIA comment:

2494, 2495 (OPEN):

Is the case where PoC User joins in the Pre-arranged PoC Group Session covered (i.e. couldn’t accept the INVITE but sends an INVITE later by himself to the PoC Group Session. Evidently no. Should be handled in 7.2.1.3.

Not covered by 085 in 7.1.1.

OPEN
	B1


	


If the PoC User has received an INVITE but couldn’t accept it, the PoC User has received the contact address of the Pre-arranged PoC Group Session in the Contact header of the INVITE request. Using this contact address to join the Pre-arranged PoC Group Session is handled as a re-joining case by the Controlling PoC Function even if the PoC User has never been joined in the PoC Session. If this is the case the open items 2494 and 2495 can be closed as solved. The current 7.1 also works in this case.

The following errors need to be corrected.

Sub-clause 7.2.1.3:

· sending 200 OK is missing

Subclause 7.2.1.4:

· step 2 duplicates the functionality of the step 4

· step 3 has to be done before step 1

2 Summary of Contribution

Errors mentioned under “Reason for contribution” are corrected. The mentioned open items 2494 and 2495 can be closed if the use can re-join the Pre-arranged PoC Group Session even if he hasn’t been joined it before. 

3 Detailed Proposal

7.2.1.3  Pre-arranged PoC Group Session setup request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return the 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check that the PoC Group Identity in the Request-URI identifying a Pre-arranged PoC Group is hosted at this PoC Server and if it is not then the PoC Server SHALL perform the actions specified in subclause 7.5.2 "Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 3. SHALL check the presence of the Session Type uri-parameter in the Request-URI and if it is present check whether it has the value “prearranged” and if it doesn’t then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 404 "Not Found" response including ‘Correct Session Type of <Request-URI> is ”prearranged”’ text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 403 "Forbidden" response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 5. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 “PoC Session initiation policy” and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 6. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

· 7. SHALL check whether privacy is allowed for the Authenticated originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" error response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [POC XDM Specification].  Otherwise, continue with the rest of the steps;

· 8. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 9. if the group does not have already an active PoC Session then the PoC Server:

a) SHALL invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.2.2 "PoC Session invitation request";

b) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization". Do not continue the rest of the steps.
· 10. if the group  has already an active PoC Session then PoC Server:

a) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

b) SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the following information;

i. the IP address and port number at the PoC Server for the RTP Session;

ii. the selected codec; 

iii. if another IP address or port is used instead of the default IP address and port number, set the IP address and port number as specified in [RFC3550], at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

iv. the selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

c) SHALL send the SIP 200 "OK" response towards the inviting PoC Client according to rules and procedures of the SIP/IP Core;

d) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

e) SHALL send a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Request" the PoC Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and  the SIP final response is not yet sent to the inviting PoC Client, otherwise do not proceed with the rest of the steps;

· 4. SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. the IP address and port number at the PoC Server for the RTP Session;

ii. the selected codec; 

iii. if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

iv. the selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally "tb-granted" indication as specified in C.3 "SDP Extensions".

· 5. SHALL include a P-Answer-State header with the value "Unconfirmed";

· 6. SHALL send the SIP 200 "OK" response towards the inviting PoC Client according to rules and procedures of the SIP/IP Core;

· 7. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation request" and no SIP final response has been sent to the inviting PoC Client, the PoC Server: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.2.1.1 "General";

· 4. SHALL send the SIP 180 "Ringing" response towards the inviting PoC Client according to rules and procedures of the SIP/IP Core if it is the first SIP 180 "Ringing" response.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server: 

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yest sent to the inviting PoC Client otherwise do not proceed with the rest of the steps;

· 4. SHALL include a MIME SDP body in the SIP 200 "OK" response as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as folows:

i. the IP address and port number at the PoC Server for the RTP Session;

ii. the selected codec; 

iii. if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

iv. the selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol and optionally "tb-granted" indication as specified in C.3 "SDP Extensions".

· 5. SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

· 6. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server either: 
· 1. SHALL send the SIP final response towards the inviting PoC Client according to rules and procedures of the SIP/IP Core, if the SIP final response was received from all the invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code with the lowest value received from the Invited PoC User(s); or,

· 2. SHALL remove inviting PoC Client from the PoC Session as specified  in subclause 7.2.2.4 "Removal of Participant from PoC Session", if a SIP final  response other than 2xx or 3xx was received from all the invited PoC Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.4  Rejoining PoC Session request

Upon receipt of a SIP INVITE request that includes a PoC Session Identity in the Request-URI the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 2. SHALL check the presence of the Session Type uri-parameter in the Request-URI and if it is present check whether it matches with the correct Session Type of the Request-URI and if it doesn’t then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 404 “Not Found” response including ‘Correct Session Type of <Request-URI> is ”<correct Session Type>”’ text in the Warning header. Otherwise, continue with the rest of the steps;

· 
· 
· 4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 ”Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check if joining PoC user , if joining a chat or pre-arranged PoC group, is according to the “max-participant-count” parameter as specified in [PoC XDM Specification] allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 6. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" error response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [POC XDM Specification].   Otherwise, continue with the rest of the steps;

· 7. SHALL validate that the Media Parameters are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 8. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.1.1 "General"; 

· 9. SHALL include a MIME SDP body as a SDP answer in the SIP 200 "OK" response according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) the IP address and port number at the PoC Server for the RTP Session;

b) the selected codec; 

c) if another IP address or port is used instead of the default IP address and port number as specified in [RFC3550], set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

d) the selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 10. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

· 11. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization".

· 12. SHALL send a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the changes to the current CP document.
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