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1 Reason for Contribution

This contribution proposes text to the AD Section 8 for the PoC Crisis Handling concept.
R01: E-mail comments taken account.
2 Summary of Contribution

This contribution proposes a system concept for the PoC Crisis Handling.  The requirements in RD 6.1.6.8 are covered (see requirements as blue below):

6.1.6.8  PoC Session Control for Crisis Handling

PoC 2 Service optionally supports special PoC Sessions with a different set of characteristics to be used for Crisis Handling.

	Label
	Description
	Enabler Release

	Conditionality

	FUNC-PSC-CH-001


	The PoC enabler MAY support the “PoC Session Control for Crisis Handling” feature.

Editor’s Note: Conditionality for client  and server to be reviewed.


	PoC 2

	Functionality

	FUNC-PSC-CH-002


	The PoC Service SHALL differentiate the Crisis Handling Request from other PoC requests.
	

	FUNC-PSC-CH-003


	The PoC Service Infrastructure SHALL validate the Crisis Handling Request (i.e., authenticate the source and authorize the PoC Session initiation for Crisis Handling) .
	

	FUNC-PSC-CH-004


	The PoC Service Infrastructure SHALL enforce high enough priority to be able to serve the PoC Session initiated with Crisis Handling Request
	

	FUNC-PSC-CH-005


	The PoC Service Infrastructure SHALL to be able to serve the PoC Session initiated with Crisis Handling Request by using an appropriate access network resource reservation schema.
	

	FUNC-PSC-CH-006


	Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session  such as:

a) sending out PoC Session invitation to one or more pre-arranged PoC group(s)

b) invoking other services (e.g. location, presence)  to determine the dynamic PoC groups to be invited 

c) distributing pre-recorded data (e.g. canned voice) 

d) distributing data received in the received Crisis Handling Request (e.g. images)

e)  invoking other services to complement crisis related data to be distributed (e.g. location information)
	

	FUNC-PSC-CH-007


	The PoC 2 Service Infrastructure MAY apply a pre-defined set of specific PoC Session settings to the PoC Session for Crisis Handling (e.g. characterized by session priority, MAO  to invited PoC users, etc.).
	


Table 20: PoC Session Control for Crisis Handling
3 Detailed Proposal

***** Add bullets to indicate the support of Crises Handling Request *************

6.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access the PoC service.

The PoC Client SHALL be able to:

· Allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release.

· Perform registration with the SIP/IP Core.

· Authentication of the PoC User to the SIP/IP Core.
· Generate and send Talk Bursts by recording and encoding audio.
· Receive Talk Bursts and generate audio by decoding the received Talk Bursts.
· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data provided by the DM Client.

· Support the capability to set the Answer Mode Indication (Manual Answer, Automatic Answer), the Incoming PoC Session Barring and Incoming Instant Personal Alert Barring and Simultaneous PoC Sessions Support.

· Support User Plane adaptation procedures if initiated by the PoC Server.

· Support receiving of Instant Personal Alert.

The PoC Client MAY:

· Support sending of Instant Personal Alert

· Provide Group Advertisement

· Support multiple Talk Burst Control Protocols.

· Support Talk Burst request queuing that may be based on priority or timestamp.
· Send quality feedback reports after end of Talk Burst.
· Support for Pre-established Sessions.

· Support Simultaneous Sessions.
· Support Session on-hold procedures.
· Request privacy for User identity.

· Support indication of Crises Handling Request.

…..

6.1.3  PoC Server

The PoC Server implements the application level network functionality for the PoC service.

The PoC Server performs a Controlling PoC Function and/or Participating PoC Function. The Controlling PoC Function and Participating PoC Function are different roles of the PoC Server. The figures in this subclause show the flow of signalling traffic and media and media-related signalling traffic between Controlling PoC Function and Participating PoC Function in various configurations.  Unless otherwise noted, the traffic flows shown in each figure apply to both signalling traffic and media and media-related signalling traffic in that configuration. 

Figure 4“Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients“ shows the distribution of the functionality during a 1-1 PoC Session in a single network. A PoC Server MAY perform both a Controlling PoC Function and a Participating PoC Function at the same time. 

[image: image1.wmf]PoC  

Client B

Participating

PoC

Function B

Participating

PoC

Function A

1:1 

Controlling

PoC

Function

PoC 

Client A

1:1 

1:1 

1:1 


Figure : Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients

The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC Session setup and lasts for the duration of the whole PoC Session. In case of 1-1 PoC Session and Ad-hoc PoC Group Session the PoC Server of the inviting User SHALL perform the Controlling PoC Function. In case of the Chat PoC Group and Pre-arranged Group Session the PoC Server owning/hosting the Group Identity SHALL perform the Controlling PoC Function. 
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Figure 5:  Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1 PoC Session

In a PoC Session there SHALL be only one PoC Server performing the Controlling PoC Function. There MAY be one or more PoC Servers performing the Participating PoC Function in the PoC Session.  Figure 5 “Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1” shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.

The PoC Server performing the Controlling PoC Function has N number of SIP Sessions and media and Talk Burst Control communication paths in one PoC Session, where N is number of Participants in the PoC Session. The PoC Server performing the PoC Controlling Function will have no direct communication to the PoC Client for PoC Session signalling, but will interact with the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.

The PoC Server performing the Controlling PoC Function will normally also route media and media-related signalling such as Talk Burst Control messages to the PoC Client via the PoC Server performing the Participating PoC Functioning for the PoC Client. However, local policy in the PoC Server performing the Participating PoC Function MAY allow the PoC Server performing the Controlling PoC Function to have a direct communication path for media and media-related signalling to each PoC Client. Figure 6 “Direct media flow between Controlling PoC Function and PoC Client” shows the signalling and media paths in this configuration for a Controlling PoC Function, Participating PoC Function and PoC Client served in the same network. 

A PoC Server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC Server performing the Controlling PoC Function for PoC Session signalling. 
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Figure 6: Direct media flow between Controlling PoC Function and PoC Client

Figure 7“Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session“ depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group Session.
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Figure 7: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session

6.1.3.1 Controlling PoC Function

The PoC Server SHALL perform the following functions when it fulfils the Controlling PoC Function:

· Provides centralized PoC Session handling

· Provides the centralized media distribution

· Provides the centralized Talk Burst Control functionality including Talker Identification

· Provides SIP Session handling, such as SIP Session origination, release, etc.

· Provides policy enforcement for participation in Group Sessions

· Provides the Participants information 

· Provides for privacy of the PoC Addresses of Participants

· Collects and provides centralized media quality information

· Provides centralized charging reports

· Supports User Plane adaptation procedures

· Support Talk Burst Control Protocol negotiation.

The PoC Server MAY perform the following function when it fulfils the Controlling PoC Function:

· Provide transcoding between different codecs.

· Support the Crises Handling Request.

6.1.3.2  Participating PoC Function

The PoC Server SHALL perform the following functions when it fulfils the Participating PoC Function:

· Provides PoC Session handling 

· Supports the User Plane adaptation procedures

· Provides SIP Session handling, such as SIP Session origination, release, etc, on behalf of the represented PoC Client

· Provides policy enforcement for incoming PoC Session (e.g. Access Control, Incoming PoC Session Barring, availability status, etc)

· Provides the Participant charging reports

· Supports Talk Burst Control Protocol negotiation

· Stores the current Answer Mode, Incoming PoC Session Barring and Incoming Instant Personal Barring preferences of the PoC Client.

· Provides for privacy of the PoC Address of the Inviting PoC User on the PoC Session setup in the terminating PoC network 

The PoC Server MAY perform the following functions when it fulfils the Participating PoC Function:

· Provide the Talk Burst Control message transfer function between PoC Client and PoC Server performing Controlling PoC Function

When the Participating PoC Function is on the media path, the PoC Server SHALL:

· relay RTP Media packets between the PoC Client and the PoC Server performing the Controlling PoC Function

· provide the Talk Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function

· collect and provide media quality information

When the Participating PoC Function is on the media path, the PoC Server MAY:

· provide filtering of the media streams in the case of Simultaneous PoC Sessions

· provide transcoding between different codecs

The Participating PoC Function is performed once per PoC Client for all incoming/outgoing PoC Sessions.

The Participating PoC Function MAY support Simultaneous PoC Sessions for the PoC Client. The Participating PoC Function MAY have 0 to M number of PoC Sessions for the PoC Client, where M is the maximum number of Simultaneous PoC Sessions permitted to a single PoC Client. The maximum number of possible Simultaneous PoC Sessions MAY be limited by the operator or the PoC Client configuration. 

Figure 8 “Participating PoC Function with Simultaneous PoC Session support (informative)” illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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Figure 8: Participating PoC Function with Simultaneous PoC Session support (informative)
The composer MAY provide the following functions for the Participating PoC Function:

· policy enforcement for PoC Sessions (e.g. Access Control, availability status, …)

· dynamic session status information for PoC Sessions the User is currently involved in (e.g. listening, speaking, Talk Burst requesting)

· support for Simultaneous PoC Sessions (e.g. storage of multiple-session settings, priority status of all active sessions, media flow control based on priorities (optionally))
******* Add subclause 8.yy ******
8.yy    PoC Session Control for Crisis Handling 
The PoC Server MAY include a logical crises handling entity.  The crises handling entity SHALL be able to handle Crisis Handling Requests. 
In case Crisis Handling Requests are supported the PoC Server SHALL : 

· Differentiate the Crisis Handling Request from other PoC requests. 
· Validate the Crisis Handling Request. 

· Enforce high enough priority to serve the PoC Session initiated with Crisis Handling Request. 

In case Crisis Handling Requests are supported the PoC Server MAY :

· Perform pre-defined procedures according to local policy, based on the information received in the request:
· sending out PoC Session invitation to one or more Pre-arranged PoC Group(s),
· invoking other services (e.g. location, presence), if available,  to determine the Dynamic PoC Groups to be invited, 

· distributing pre-recorded data (e.g. recorded voice), or
· distributing data received in the received Crisis Handling Request (e.g. images). 
· Apply a pre-defined QoE profile to the PoC Session 
· Apply Manual Answer Override to invited PoC Users
· Be able to serve the PoC Session by using an appropriate access network resource reservation schema.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed addition to the AD baseline is discussed and agreed. 
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