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1 Reason for Change

The purpose of this change request is to apply the IETF draft changes between draft-ietf-sipping-conference-package-12.txt and draft-ietf-sipping-conference-package-10.txt. draft-ietf-sipping-conference-package-12.txt requires in addition to draft-ietf-sipping-conference-package-10.txt the following topics:
1. SIP/IP Core MUST ensure message integrity and SHOULD ensure confidentiality

“The mechanism used for conveying the conference information MUST ensure integrity and SHOULD ensure confidentially of the information. In order to achieve these, an end-to-end SIP encryption mechanism, such as S/MIME described in Section 26.2.4 of RFC 3261 [8], SHOULD be used. “

2. Conference focus MUST authorize the SUBSCRIBE requests for conference event package

“As a result, a notification server MUST be capable of generating distinct conference information views to different subscribers, subject to a subscriber's role in a conference, personal access rights, etc. - all subject to local authorization policies and rules.”

2 Impact on Backward Compatibility

The SIP/IP Core MUST ensure message integrity and SHOULD ensure confidentiality.
Conference focus MUST authorize the SUBSCRIBE requests for conference event package.

3 Impact on Other Specifications

The OMA-AD-PoC-V1, OMA-AD-PoC-V2, OMA-TS-PoC-ControlPlane-V2 will need to be updated subsequently, if this change request is agreed.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed addition to the CP baseline is discussed and agreed. 
6 Detailed Change Proposal
Change 1:  Conference event draft reference update
2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process", Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, 

URL:http://www.openmobilealliance.org/

	[RFC2046]
	IETF RFC 2046 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types",

URL:http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	IETF RFC 2119 (March 1997): "Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997,

URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	IETF RFC 2234 (November 1997): "Augmented BNF for Syntax Specifications: ABNF", 

URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2327]
	IETF RFC 2327 (April 1998): "SDP: Session Description Protocol", 

URL:http://www.ietf.org/rfc/rfc2327.txt

	[RFC3108]
	IETF RFC 3108 (May 2001): "Conventions For the Use of The Session Description Protocol (SDP) for ATM Bearer Connections",

URL:http://www.ietf.org/rfc/rfc3108.txt

	[RFC3261]
	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol",

 URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3262]
	IETF RFC 3262 (June 2002): "Reliability of Provisional Responses in the Session Initiation Protocol (SIP)",

URL:http://www.ietf.org/rfc/rfc3262.txt

	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)",

URL:http://www.ietf.org/rfc/rfc3264.txt

	[RFC3265]
	IETF RFC 3265 (June 2002): "Session Initiation Protocol (SIP)-Specific Event Notification",

URL:http://www.ietf.org/rfc/rfc3265.txt

	[RFC3311]
	IETF RFC 3311 "The Session Initiation Protocol (SIP) UPDATE Method",

URL:http://www.ietf.org/rfc/rfc3311.txt

	[RFC3312]
	IETF RFC 3312 (October 2002): “Integration of Resource Management and Session Initiation Protocol (SIP)",

URL:http://www.ietf.org/rfc/rfc3312.txt

	[RFC3320]
	IETF RFC 3320 (January 2003): "Signaling Compression (SigComp)", 

URL:http://www.ietf.org/rfc/rfc3320.txt

	[RFC3321]
	IETF RFC 3321 (January 2003): "Signaling Compression (SigComp) - Extended Operations",

URL:http://www.ietf.org/rfc/rfc3321.txt

	[RFC3325]
	IETF RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks",

URL:http://www.ietf.org/rfc/rfc3325.txt

	[RFC3420]
	IETF RFC 3420 (November 2002): "Internet Media Type message/sipfrag",

URL:http://www.ietf.org/rfc/rfc3420.txt

	[RFC3428]
	IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging",

URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3485]
	IETF RFC 3485 (February 2003): "The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)", 

URL:http://www.ietf.org/rfc/rfc3485.txt

	[RFC3486]
	IETF RFC 3486 (February 2003): "Compressing the Session Initiation Protocol (SIP)", 

URL:http://www.ietf.org/rfc/rfc3486.txt

	[RFC3515]
	IETF RFC 3515 (April 2003): "The Session Initiation Protocol (SIP) REFER Method",

URL:http://www.ietf.org/rfc/rfc3515.txt

	[RFC3550]
	IETF RFC 3550 (July 2003): “RTP: A Transport Protocol for Real-Time Applications.

URL:http://www.ietf.org/rfc/rfc3550.txt

	[RFC3605]
	IETF RFC 3605 (October 2003): "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)",

URL:http://www.ietf.org/rfc/rfc3605.txt

	[RFC3840]
	IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)",

URL:http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)",

URL:http://www.ietf.org/rfc/rfc3841.txt

	[RFC3892]
	IETF RFC 3892 (September 2004): "The Session Initiation Protocol (SIP) Referred-By Mechanism",

URL:http://www.ietf.org/rfc/rfc3892.txt

	[RFC3903]
	IETF RFC 3903 (October 2004): "Session Initiation Protocol (SIP) Extension for Event State Publication",

URL:http://www.ietf.org/rfc/rfc3903.txt

	[draft-answeralert]
	draft-willis-sip-answeralert-01 (August 2005): "Requesting Answering and Alerting Modes for the Session Initiation Protocol (SIP)", expires March 2006,

URL:http://www.ietf.org/internet-drafts/draft-willis-sip-answeralert-01.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-norefersub]
	draft-ietf-sip-refer-with-norefersub-03.txt (July 2005): "Suppression of Session Initiation Protocol REFER Method Implicit Subscription ", expires April 2006.

URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-refer-with-norefersub-03.txt 
Editor's note: The above document cannot be formally referenced until it is published as an RFC. Since the IETF draft document may change the contents at each revision or simply expires without revision, the consistency and technical alignment with the contents of this specification shall be carefully observed and reflected on the reference.

	[draft-URI-list]
	draft-ietf-sipping-uri-list-conferencing-02 (November 2004):  "Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)", expires May 2005,

URL:http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-list-conferencing-02.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-conference-state]
	draft-ietf-sipping-conference-package-12 (July 2005): "A Session Initiation Protocol (SIP) Event Package for Conference State" , expires January 2006,
URL:http://www.ietf.org/internet-drafts/draft-ietf-sipping-conference-package-12.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC. Since the IETF draft document may change the contents at each revision or simply expires without revision, the consistency and technical alignment with the contents of this specification shall be carefully observed and reflected on the reference.

	[draft-ietf-sip-session-timer]
	draft-ietf-sip-session-timer-15 (July 2004): "Session Timers in the Session Initiation Protocol (SIP)", expires January 2005,
URL:http://www.ietf.org/internet-drafts/draft-ietf-sip-session-timer-15.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-multiple-refer]
	draft-ietf-sipping-multiple-refer-02 (November 2004): "Refering to Multiple Resources in the Session Initiation Protocol (SIP)", expires May 2005,

URL:http://www.ietf.org/internet-drafts/draft-ietf-sipping-multiple-refer-02.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-poc-isb-am]
	draft-garcia-sipping-poc-isb-am-03 (July 2005): "Session Initiation Protocol (SIP) Event Package and Data Format for Incoming Session Barring and Answer Mode in support for the Push-to-talk Over Cellular (PoC) service", expires December 2005,

URL:http://www.ietf.org/internet-drafts/draft-garcia-sipping-poc-isb-am-03.txtEditor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-poc-p-headers]
	draft-allen-sipping-poc-p-headers-01 (February 2005): "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the Open Mobile Alliance (OMA) Push to talk over Cellular (PoC)", expires August 2005,

URL:http://www.ietf.org/internet-drafts/draft-allen-sipping-poc-p-headers-01.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[draft-uri-list-message]
	draft-ietf-sipping-uri-list-message-02 (November 2004): “Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)", expires May 2005,

URL:http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-list-message-02.txt
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

	[3GPP2 X.S0013.4]
	3GPP2 X.S0013.4: "All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3",
URL:http://www.3gpp2.com/Public_html/specs/X.S0013-004-0_v1.0_022604.pdf

	[TS24.229]
	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3" (Release 6),

URL:http://www.3gpp.org/ftp/Specs/latest/Rel-6/24_series/


	[OMA ClientProvisioning]
	OMA Client Provisioning v1.1.

	[OMA-PoC-AC]
	OMA Push to talk over Cellular (PoC) Application Characteristics File 

	[OMA-PoC-UP]
	OMA Push to talk over Cellular (PoC) – User Plane

	[PoC-XDM Specification]
	OMA-PoC_XDM_Specification-V1_0.

	[OMA-DM-v1-1-2]
	OMA Device Management, V1.1.2 (based on SyncML DM)

URL:http://www.openmobilealliance.com/

	[OMA-DM-v1-2]
	OMA Device Management, V1.2 (based on SyncML DM)

URL:http://www.openmobilealliance.com/

	[OMA-SyncML-DMStdObj-V1-1-2]
	"SyncML Device Management Standardized Objects"

	[OMA-SyncML-DMTND-V1-1-2]
	"SyncML Device Management Tree and Description".

	[OMA-Pres-Spec]
	OMA SIP/SIMPLE Presence Specification (OMA-PAG-SIMPLE-Spec-V1_0_0)


Change 2:   Subscription to Participant information handling
2.1.1.1 PoC Session Participant information request

7.2.1.11.1 Subscribing to Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header set to “conference” according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL, if the Request-URI contains a PoC Session Identity, check whether the PoC Session identified by the PoC Session Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server;  Otherwise continue with the rest of the steps;

· 2. SHALL, if the request-URI contains a PoC Group Identity, check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server.  Otherwise continue with the rest of the steps;

· 3. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.11.4 “PoC Session Participant information policy” and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.

· 
· 5. SHALL create a subscription to the conference state of the PoC Session according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request according to rules and procedures of  [RFC3265] [draft-conference-state];

· 7. SHALL set the Contact header of the SIP response to the address of the PoC Server;

· 8. SHALL include the Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Group with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of a Pre-arranged or Chat PoC Group respectively.

· 9. SHALL include the option tag "norefersub" in a Supported header in the SIP response;
· 10. SHALL send the SIP response towards the PoC Client according to rules and procedures of the SIP/IP Core;

· 11. SHALL generate an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

· 12. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of the SIP/IP Core.
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" and according to rules and procedures of SIP/IP Core respectively.

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE: 
How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is out of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALL include a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the “entity” attribute of the “conference-info” element.
· 2. for each Participant in the PoC Session the PoC Server SHALL include a "user" element. The "user" element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated originator’s PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating PoC Client include the from header, if the Participant has requested privacy; and,

iii. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged or Restricted Chat PoC Group Session, if the Participant has not requested privacy; or, 

iv. SHALL for an Invited PoC Client include an anonymous identity as specified in [draft-conference-state], if the Participant has requested privacy.

b) MAY include the "display-text" element. If included, the "display-text" element SHALL include the Nick Name of the identity which was used in the “entity” attribute as defined in a).

c) SHALL include a single "endpoint" element. The "endpoint" element

i. SHALL include the "entity" attribute;

ii. SHALL include the “status” element.  The “status” element SHOULD have one of the following values:

A. "connected", when the Participant is added to the PoC Session; or,

B. "disconnected", when the Participant has left the PoC Session since the last SIP NOTIFY request was sent; or,

C. "on-hold", when the Participant has put the PoC Session on hold; or,

D. “alerting”, when the Invited PoC Client has responded by SIP 180 “Ringing”, but not yet accepted the invitation.

NOTE 1:
The usage of other values of the “status-type” element is not defined for PoC.

NOTE 2:
The usage of other elements specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.11.3 Terminating the subscription

The PoC Server

· 1. SHALL terminate all subscriptions for PoC Session Participant information for the PoC Session when the PoC Session is released and not accept any re-subscriptions;

· 2. MAY terminate the subscription for a PoC Client when it leaves the PoC Session;

· 3. for each subscription that shall be terminated the PoC Server:

a) SHALL generate a SIP NOTIFY request according to rules and procedures specified in [RFC3265];

b) SHALL set the Subscription-State header to "terminated;noresources"; and,
c) SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedure of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.11.4 PoC Session Participant information policy

The PoC Server performing the Controlling PoC Function SHALL only allow the subscription to the Participant information of the PoC Session hosted by the PoC Server, to those PoC Users which satisfy any of the following conditions:

· 1. if the PoC Session is Ad-hoc PoC Group Session or 1-1 PoC Session, the Authenticated Originator's PoC Address is 

· a) a PoC Address of a PoC Session Participant of the PoC Session; or
· b) a PoC Address of an Invited PoC User of the PoC Session
2. if the PoC Session is Pre-arranged PoC Group Session or Chat PoC Group Session, the Authenticated Originator’s PoC Address is allowed to subscribe to Participant information according to the <allow-conference-state> action as specified in [PoC-XDM Specification]. 
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