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1 Reason for Change

a) Justification:
PoC XDM is not providing authorization rules for Group Advertisement, which is described in SD. Following is SD text for Group Advertisement.
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b) Clauses affected:
c) Summary of change:
Provides one element <all-advertise> to provide the authorization policy for Group Advertisement according to the SD text.
d) Consequence if not approved:
Potential IOT problem.
e) Reason for revision:

R01:
Issues discussed during the Osaka meeting.

1. WHO (subjects of Group Advertisement) are allowed to send the Group Advertisement message.

2. WHO are allowed to change the subjects.

3. To WHOM (objects) the Group Advertisement message can be sent.

4. WHO are allowed to change the objects.

5. For unrestricted Chat PoC Group, the Group Advertisement message should be possible to be sent to ANY PoC User. In other words, the objects for unrestricted Chat PoC Group is fixed accoding to spec and even the group owner for unrestricted Chat PoC Group is NOT allowed to change the objects for unrestricted Chat PoC Group.

The summary from Osaka meeting discussion is as follows.

Regarding issue #1, only those who are allowed by the group owner can send the Group Advertisement message. In other words, the subjects are not necessarily be group members. Any PoC User, if allowed by group owner, can send the Group Advertisement message.

Regarding issue #2, only the group owner is allowed to change the subjects.

Regarding issue #3, the Group Advertisement messages can be sent only to those who are allowed by the group owner. In other words, the objects are not necessarily be group members. To any PoC Users, if allowed by group owner, the Advertisement message can be sent.

For example, if the group owner said the objects are A, B, C, D, and E, the the one who is sending the Group Advertisement message can select any combination WITHIN the 5 objects but not exceed (no F, G nor H).

Regarding issue #4, only the group owner is allowed to change the objects.

Regarding issue #5, as current spec said, for unrestricted Chat PoC Group, the Group Advertisement message can be sent to ANY PoC User. We need to add one more sub element under <list-service> element in order to distinguish between unrestricted Chat PoC Group and restricted Chat PoC Group.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes be included in next version of the XDM.
6 Detailed Change Proposal
5.1.1. Structure

The PoC Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element

a) SHALL include a “uri” attribute representing the PoC Group Identity;

b) MAY include any other attributes from any other namespaces for the purposes of extensibility;

c) MAY include a <display-name> element containing a human readable name of the group;

d) MAY include a <list> element containing the PoC Group Members;

e) MAY include an <invite-members> element indicating whether the PoC Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this PoC Group;
h) 
i) MAY include a <chat-group-type> element representing whether the Chat PoC Group is unrestricted Chat PoC Group or restricted Chat PoC Group.
j) MAY include any other elements from any other namespaces for the purposes of extensibility.

Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is

a) an <entry> element containing an attribute "uri" that conforms with SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user, and an optional child element <display-name> associated with each element <entry>, containing a human readable name of each PoC Group Member, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared XDMS as defined in [SHAREDXDM]. 

The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element MAY include the following child elements:

a) the <identity> element as described in [COMMONPOL];

b) the <external-list> element as defined in [XDMSPEC] Section 6.6.2;

c) the <other-identity> element as defined in [XDMSPEC] Section 6.6.2;
d) the <is-list-member> element as defined in Section 5.1.3.

Other types of <conditions> elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the PoC Server ignores such elements.

The <actions> child element of any <rule> element MAY include the following child elements defined in Section 5.1.3:

a) the <allow-conference-state> element

b) the <allow-invite-users-dynamically> element

c) the <join-handling> element

d) the <allow-initiate-conference> element

e) the <allow-anonymity> element

f) the <is-key-participant> element
g) the <group-advertisement-subjects> element

h) the <group-advertisement-objects> element
5.1.3. XML Schema

The “group” document SHALL be composed according to the XML schema detailed in this sub‑clause.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema
   targetNamespace="urn:oma:params:xml:ns:list-service"
   xmlns="urn:oma:params:xml:ns:list-service"   xmlns:xs=”http://www.w3.org/2001/XMLSchema”
   xmlns:cr="urn:ietf:params:xml:ns:common-policy"

xmlns:ocr="urn:oma:params:xml:ns:common-policy"  

   xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
   elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- This import brings in the IETF common policy -->

  <xs:import namespace="urn:ietf:params:xml:ns:common-policy"/>

  <!-- This import brings in the common extensions for authorization rules in [XDMSPEC]-->
  <xs:import namespace="urn:oma:params:xml:ns:common-policy"/>

<!-- This import brings in the IETF resource-lists -->

  <xs:import namespace="urn:ietf:params:xml:ns:resource-lists"/>

  <!-- The root "group" element -->

  <xs:element name="group">

    <xs:complexType>

      <xs:sequence maxOccurs="unbounded">

        <xs:element name="list-service" type="list-service-type"/>

      </xs:sequence>

    </xs:complexType>

  </xs:element>

  <xs:complexType name="list-service-type">

    <xs:sequence>

      <xs:element name="display-name" type="rl:display-nameType" minOccurs="0"/>

      <xs:element name="list" type="list-type" minOccurs="0"/>

      <xs:element name="invite-members" type="xs:boolean" minOccurs="0"/>

      <xs:element name="max-participant-count" type="xs:nonNegativeInteger" minOccurs="0"/>

      <xs:element ref="cr:ruleset" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="uri" type="xs:anyURI" use="required"/>

    <xs:anyAttribute namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

  </xs:complexType>

  <xs:complexType name="list-type">

    <xs:sequence>

      <xs:element name="entry" type="rl:entryType" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="external" type="rl:externalType" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>

  <!-- OMA specific "conditions" child elements -->

  <xs:element name="is-list-member" type="emptyType"/>

  <!--OMA specific "actions" child elements -->

  <xs:element name="allow-conference-state" type="xs:boolean"/>

  <xs:element name="allow-invite-users-dynamically" type="xs:boolean"/>

  <xs:element name="join-handling" type="xs:boolean"/>

  <xs:element name="allow-initiate-conference" type="xs:boolean"/>

  <xs:element name="allow-anonymity" type="xs:boolean"/>

  <xs:element name="is-key-participant" type="xs:boolean"/>

<xs:complexType name="emptyType"/>
</xs:schema>

NOTE: This section contains generic XML schema that are applicable to XDMC and XDMS, as well as documents in “users” and “global” tree. For specific validation constraints to either XDMC or XDMS, or both of them, see sub-clause “Validation Constraints” of this specification.
5.1.7. Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a PoC Group Identity.

The <list> element SHALL contain the PoC Group Members:

· The <list > element MAY contain one or several <entry> child elements. The <entry> element SHALL contain an attribute "uri" which contains a valid PoC Address, i.e., either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]), as well as a <display-name> associated with each of the element <entry>, and

· The <list> element MAY contain one or several<external> child elements. The <external-list> element SHALL referencing URI Lists stored in the Shared XDMS (as defined in [SHAREDXDM]). Such referenced URI lists SHALL belong to the same user as that of the PoC Group document.

The <invite-members> element SHALL indicate whether the PoC Server will invite the PoC Group Members to the PoC Group Session. The possible values are:

“false”
represents the Chat PoC Group (see [OMA-PoC-CP]). The PoC Server performing the Controlling PoC Function will not invite the PoC Group members to the PoC Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged PoC Group (see [OMA-PoC-CP]). The PoC Server performing the Controlling PoC Function will invite the members of the <list> element as described in [OMA-PoC-CP] “Pre-arranged PoC Group Session setup request”.

The <max-participant-count> element SHALL indicate the maximum number of Participants allowed by the document owner in the PoC Group Session. The usage of this parameter is described in [OMA-PoC-CP]. 



The <chat-group-type> element SHALL indicate whether the Chat PoC Group is unrestricted Chat PoC Group or restricted Chat PoC Group. The usage of this parameter is described in [OMA-PoC-CP]. The possible values are:
“false”
represents the unrestricted Chat PoC Group. 
“true”
represents the restricted Chat PoC Group.

The <is-list-member> “condition” element SHALL be used to match an identity against the contents of  the <list> element.

The <join-handling> element SHALL define the action that the PoC Server performing the Controlling PoC Function is to take when processing a particular request to join a PoC Group Session. The semantics of the <join-handling> elemenent is defined in [OMA-PoC-CP] section 7.2.1.6. The possible values are:

“false”
instructs the PoC Server to block the access to the PoC Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the PoC Server to accept the access to the PoC Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged PoC Group Session. The semantics of the <allow-initiate-conference> is described in [OMA-PoC-CP] ”PoC Session initiation policy”. The possible values are:
“false”
instructs the PoC Server to prevent the user from initiating the Pre‑arranged PoC Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to allow the user to initiate the pre‑arranged PoC Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate to  the PoC Server performing the Controlling PoC Function that inviting additional participants is allowed. The semantics of the <allow-invite-users-dynamically> element is defined in [OMA-PoC-CP] section 7.2.1.15. The possible values are:

“false”
instructs the PoC Server to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the PoC Server to block an anonymous access to the PoC Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to accept an anonymous access to the PoC Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The semantics of the <allow-conference-state> element is described in [OMA-PoC-CP] section 7.2.1.11.1. The possible values are:

“false”
instructs the PoC Server to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is a ” Distinguished Participant”. The semantics of the “Distinguished Participant” is described in [OMA-PoC-AD]. The The possible values are:

“false”
instructs the PoC Server to treat the user as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to treat the user as Distinguished Participant if the one-to-many-to-one topology is used.

The <group-advertisement-subjects> “action” SHALL be used to indicate that the identity matching this rule is allowed to send the Group Advertisement message. The usage of this parameter is described in [OMA-PoC-CP]. The possible values are:

“false”
instructs the PoC Server to prevent the user from sending Group Advertisement message. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to allow the user to send Group Advertisement message.
The <group-advertisement-objects> “action” SHALL be used to indicate that the identity matching this rule is allowed to receive the Group Advertisement message. The usage of this parameter is described in [OMA-PoC-CP]. The possible values are:

“false”
instructs the PoC Server to prevent the user from receiving Group Advertisement message. This SHALL be the default value taken in the absence of the element.

“true”
instructs the PoC Server to allow the user to receive Group Advertisement message.









5.11 Group Advertisement


…


PoC Server performing the Controlling PoC Function can support delivery of Group Advertisement messages to all PoC Group members and applies authorization rules for who are allowed to send Group Advertisement information to all PoC Group members. The possible authorization rules are:


only the PoC Group owner is allowed to send Group Advertisement information to all Group members


all the PoC Group members are allowed to send Group Advertisement information to all Group members.


…

















































































































































































































































































































































































































































































































































































































































































































NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 7)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

