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1 Reason for Change

a) justification
this contribution fixes the Siemens technical comments from formal review of the PoCv2.0 AD.
	45
	2006.06.13
	T
	4.2.1
	Source: Siemens
Form: OMA-ARC-2006-0204
Comment:  4.2.1 says "PoC Server SHOULD rely on security mechanisms by underlying SIP/IP Core". The nearest architecture diagram is Figure 2. But the Core isn't even shown in this architecture diagram in Figure 2 - rather direct connection between PoC Server and Authentication/Authorization is shown in the Figure 2. This is inconsistent with the authentication paradigm and confusing, despite of the "Logical" attribute of the architecture diagram.

Proposed Change:  add to the sentence a reference to Figure 3
	Status: OPEN 

	46
	2006.06.13
	T
	5
	Source: Siemens
Form: OMA-ARC-2006-0204
Comment:  Figure 2: While it may be useful to have a separate "Logical architecture" (Figure 2) in addition to the "Architecture" (Figure 3), it would be helpful if the arrangement of the components in the two diagrams would match better.
Proposed Change:  align Figure 2 and Figure 3
	Status: OPEN 

	47
	2006.06.13
	T
	5
	Source: Siemens
Form: OMA-ARC-2006-0204
Comment:  PoC Client and PoC Box have direct connection in Figure 2 but no authentication or security functionality is indicated here, although it is mentioned in 4.2.2. In similar case of PoC Server, it is shown in Figure 2 as Authentication/Authorization and it is mentioned in 4.2.1. It is inconsistent.

Proposed Change:  align link to Authentication/Authorization in Figure 2
	Status: OPEN 

	48
	2006.06.13
	T
	6.1.3.2
	Source: Siemens
Form: OMA-ARC-2006-0204
Comment:  The AD states "Support multiple PoC Clients registered with the same PoC Address" is mandatory for Participating PoC Function in PoCv2.0, while RD states in "6.1.19.1 Multiple PoC Clients with the Same PoC Address" that all there requirements are PoCv2.1

Proposed Change:  Remove the sentence from PoCv2.0 AD. 
	Status: CLOSED
Proposed solution: AGREED

Note: not to be removed from the PoC V2.1 AD


it also extends the description of POC-12 so it supports the situation when PoC Box is located in other network operator than Controlling PoC Function.
b) clauses affected
subclause 5, 7.12, 6.1.3.2
c) summary of change
The Figure 2 and associated description is changed.
"Support multiple PoC Clients registered with the same PoC Address" is removed from PF

POC-12 is defined similar way as POC-3 and POC-10
d) consequence if not approved
The formal review comments cannot be closed.
e) reason for revision
2 Impact on Backward Compatibility

No backward compatibility impacts were identified.

3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed addition to the AD baseline is discussed and agreed. 
6 Detailed Change Proposal
5. Architecture

PoC V2.0 architecture is based on the PoC V1.0 architecture. 
The PoC functional entities (PoC Client, PoC Box and PoC Server) use and interact with certain enablers and infrastructure as shown in the Figure 1 "Interaction of PoC functional entities with other enablers and infrastructure."
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Figure 1: Interaction of PoC functional entities with other enablers and infrastructure.
The XML Document Management enabler is described in [XDM AD].  The XDM functional entities are the Aggregation Proxy (as specified in subclause 6.2.3 “Aggregation Proxy”), Shared List XDMS (as specified in subclause Error! Reference source not found. “Error! Reference source not found.”) and Shared Group XDMS (as specific in subclause Error! Reference source not found. "Error! Reference source not found."). The PoC Server interacts with the Shared XDMSs over the POC-2, XDM-2, and POC-5 reference points.

The Presence enabler is described in [Presence AD].  The Presence functional entities are the Presence Server (as specified in subclause 6.2.4 “Presence Server”), Presence Source (as specified in subclause 6.2.5 “Presence Source”), and Watcher (as specified in subclause 6.2.6 “Watcher”).  The PoC Server can assume the role of a Presence Source or Watcher or both, and interacts with the Presence Server over the POC-2 and PRS-3 reference points. The PoC service interactions with Presence service functionality are further specified in subclause [OMA PoC SD] 4.17 “Presence”.
The SIP/IP Core includes a number of SIP proxies and SIP registrars. When SIP/IP Core is based on the 3GPP/3GPP2 IMS, the SIP/IP Core architecture is specified in [3GPP TS 23.228] or [3GPP2 X.P0013.2]. 
Discovery/Registry, Authentication/Authorization and Security are provided in cooperation with SIP/IP Core. Discovery/Registry functionality is described in [OMA PoC SD] “Registration”. The Authentication/Authorization is described in [OMA PoC SD] “Security”. Security is described in the subclause Error! Reference source not found. "Error! Reference source not found.”. 
Charging functionality is described in [OMA PoC SD] “Charging”. 
Provisioning functionality is described in [OMA PoC SD] “PoC service provisioning”. 

Figure 2 “PoC architecture” describes the functional entities and reference points that are involved in the support of the PoC service.
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NOTE: There are other interfaces in addition to those shown on the figure.
Figure 2: PoC architecture
6.1.3.2  Participating PoC Function

The PoC Server SHALL perform the following functions when PoC Server performs the Participating PoC Function:

· Provides PoC Session handling
· Supports application of a QoE Profile for each PoC Session
· 
· Supports the User Plane adaptation procedures

· Provides SIP Session handling, such as SIP Session origination, release, etc, on behalf of the represented PoC Client

· Provides policy enforcement for incoming PoC Session (e.g. Access Control, Incoming PoC Session Barring, availability status, etc)

· Provides the Participant charging reports

· Supports Talk Burst Control Protocol negotiation
· Supports Media Burst Control Protocol negotiation
· Stores the current PoC Service Settings. 
· Provides for privacy of the PoC Address of the Inviting PoC User on the PoC Session setup in the terminating PoC network 
· Support invited parties’ identity information functionality

The PoC Server MAY perform the following functions when PoC Server performs the Participating PoC Function:

· Provides the Talk Burst Control message transfer function between PoC Client and PoC Server performing Controlling PoC Function
· Provides the Media Burst Control message transfer function between PoC Client and PoC Server performing Controlling PoC Function.
· Prioritization and pre-emption of PoC Sessions according to the QoE Profile associated to each PoC Session.
· Supports request with Media content.
· Supports for Simultaneous PoC Sessions.
· Supports PoC Interworking with External P2T Networks.
· Supports PoC Remote Access.
When the Participating PoC Function is on the Media path, the PoC Server SHALL:

· relay Media packets between the PoC Client and the PoC Server performing the Controlling PoC Function

· provide the Talk Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function
· support Talk Burst Control Protocol and Media Burst Control Protocol
· provide the Media Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function
· collect and provide Media quality information

When the Participating PoC Function is on the Media path, the PoC Server MAY:

· provide Media Filtering of the Media streams in the case of Simultaneous PoC Sessions

· provide transcoding between different codecs
· Prioritization of the Media according to the QoE Profile associated to each PoC Session
· provide PoC Media Traffic Optimisation functionality
In a PoC Session there is one Participating PoC Function per PoC Client.
The Participating PoC Function MAY support Simultaneous PoC Sessions for the PoC Client. The Participating PoC Function MAY have 0 to M number of PoC Sessions for the PoC Client, where M is the maximum number Simultaneous PoC Sessions permitted to a single PoC Client. The maximum number of possible Simultaneous PoC Sessions MAY be limited by the operator or the PoC Client configuration. 

Figure 3 “Participating PoC Function with Simultaneous PoC Session support (informative)” illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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 Figure 3: Participating PoC Function with Simultaneous PoC Session support (informative)
The composer MAY provide the following functions for the Participating PoC Function:

· policy enforcement for PoC Sessions (e.g. Access Control, availability status, …)

· dynamic PoC Session status information for PoC Sessions the PoC User is currently involved in (e.g. listening, speaking, Talk Burst requesting)

· support for Simultaneous PoC Sessions (e.g. storage of multiple-session settings, priority status of all active PoC Sessions, Media flow control based on priorities (optionally)
7.12 Reference point POC-12: NW PoC Box – PoC Server
The POC-12 reference point is between the NW PoC Box and the PoC Server. The protocols for the POC-12 reference point are RTP/RTCP [RFC3550] and MSRP. RTP protocol is used for Continuous Media transport, RTCP APP messages SHALL be supported for the transport of the Talk Burst Control and Media Burst Control procedures; MSRP is used for Discrete Media transport as defined in [OMA IM AD], reference point IM-8. Other protocols for the Talk Burst Control or Media Burst Control procedure MAY be negotiated.
The POC-12 reference point SHALL support:

· Media transport 
· Talk Burst Control procedures
· Media Burst Control procedures 
· feedback of the quality of received Media.
· Discrete Media Burst delivery and progress status report procedures.

The POC-12 reference point SHALL exist between a NW PoC Box and a PoC Server accessing the SIP/IP Core serving the NW PoC Box. The POC-12 reference point MAY exist between a NW PoC Box and a PoC Server accessing different SIP/IP Cores, e.g. to allow direct Media flow between the NW PoC Box and the PoC Server performing the Controlling PoC Function.

NOTE: 
Provision of a POC-12 reference point between a NW PoC Box and a PoC Server accessing different SIP/IP Cores, when the SIP/IP Cores are controlled by different operators, can be subject to an inter-operator agreement.

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the POC-12 reference point SHALL use the services of the Mb reference point [3GPP TS 23.002] and ii reference point [3GPP2 X.S0013.2].
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