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1 Reason for Change

a) Justification:
To provide CP the texts for Request with Media.
b) Clause affected:

        6.1.3.1, 6.2.1.1, 7.2.2.1, 7.3.1.1, 7.3.2.1, 6.1.9, 7.2.1.12, 7.3.2.7
c) Summary of change

        See the detail.

d) Consequence if not approved

        CP will not be finished

e) Reason for revision:
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Discuss and accept the proposal.
6 Detailed Change Proposal

	Included Media Content
	 Media content to be included in an invitation to a PoC Session or in a Group Advertisement.

	Referenced Media Content
	 Reference(s) to Media content to be included in an invitation to a PoC Session or in a Group Advertisement.

	Text Content
	 Text to be included in an invitation to a PoC Session or in a Group Advertisement.


Change 1:  PoC Client initiates a session request
6.1.3.1 General

The PoC Client SHALL generate an initial SIP request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of  [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 

· 5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 6. MAY include a Nick Name in the Authenticated Originator’s PoC Address as specified in subclause 5.4 “Nick Name”. 
· 7.MAY include an Included Media Content or Text Content according to rules and procedures of [RFC2046] or Referenced Media Content according to rules and procedures of [RFC4483].
The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of  [RFC3261].  The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; and,
· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028]], “Generating an Initial Session Refresh Request”. It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to ‘uac’.
NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', specified in [RFC3262], is not defined for POC-1 reference point.

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL store the list of SIP methods that the PoC Server supports if received in the Allow header; and,
· 2. SHALL store the contact if received in the Contact header.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], “Processing a 2xx Response”.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  PoC Client invited to a PoC Session

6.2.1.1  General

On receipt of the initial SIP INVITE request the PoC Client: 

· 1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 “Simultaneous PoC Sessions control procedures”; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 1:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL reject the SIP INVITE request with a SIP 403 “Forbidden” response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Mode;
· 3. SHALL store the list of supported SIP methods if received in the Allow header;
· 4. SHALL store as the PoC Session Identity the content of the Contact header;
· 5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; 
· 6. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header; and, 

· 7. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme. 
· 8. SHALL dispose the Included Media Content or Text Content in the SIP INVITE request according to the rules and procedures of [RFC2046] or Referenced Media Content according to the rules and procedures of [RFC4483] if Included Media Content or Text Content is included in the SIP INVITE request. 
When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE 2:
The use of the option tag ‘precondition’, as specified in [RFC3312], and the option tag ‘100rel’, as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 
· 5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request and start the SIP Session timer according to rules and procedures specified in [RFC4028]], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”, if not provided automatically by SIP/IP Core; and,

· 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; and,

· 9. MAY include a Nick Name as specified in subclause 5.4 “Nick Name” in the SIP 200 “OK” response to the initial SIP INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 3:  Request initiated by the Controlling PoC Function
7.2.2.1    General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and “explicit” parameters according to rules and procedures of [RFC3841] in all initial INVITE requests;
· 2.  SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

· 4. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 5. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [draft-norefersub];
· 6. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”
a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 “Session Type uri-parameter” in case of the Pre-arranged or Chat PoC Group respectively;

· 7. SHALL include a Referred-By header with the Authenticated Originator’s PoC Address of the Inviting PoC Client;

· 8. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter “session=1-1”, or “session=adhoc”, or “session=prearranged”, or “session=chat” as appropriate for the type of the PoC Session as specified in E.5.1 “Session Type uri-parameter”; 

· 9. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028]], “Generating an Initial Session Refresh Request”. The refresher parameter SHALL be omitted.
· 10. SHALL include the Supported header set to'timer';

· 11. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

· 12. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; and,

· 13. SHALL include unmodified an Answer-Mode header or Priv-Answer-Mode header if  present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated.
· 14 SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP INVITE request if it meets the Service Provider Policy; or remove the Included Media Content, Text Content or Referenced Media Content if it is included Included Media Content Text Content or Referenced Media Content and it doesn’t meet the service provider policy.
On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:


1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; and,


2. SHALL use the Nick name, if a Nick Name is included, according to the priority specified in subclause 5.4 “Nick Name”. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 4:  PF side----Requests initiated by the served PoC User
7.3.1.1General

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL, if the incoming SIP INVITE or SIP REFER request contained a Privacy header, include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325];

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to the one defined for the PoC User in the PoC Server, if configured; otherwise set the Nick Name in the Authenticated Originator’s PoC Address to the one in the incoming SIP request;

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841];

· 5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 1: 
The use of the option tag'precondition', as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 2:
The use of the option tag'100rel', as specified in [RFC3262] is not defined for the POC-1 reference point.

· 6. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”.  It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to'uac'.

· 7. SHALL include the option tag 'timer' in a Supported header ;

· 8. SHALL store the allowed SIP methods if received in the Allow header;

· 9. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 10. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

· 11. SHALL, if the incoming SIP INVITE request contained an Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header:

a) include an Answer-Mode header unmodified if the received value is set to 'Manual;Require';

b) discard the Answer-Mode header if the received value is set to 'Auto' or 'Manual'; or

c) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to 'Auto;Require';
· 12. SHALL, if the incoming SIP INVITE request contained a Priv-Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with a Priv-Answer-Mode header:

a) include a Priv-Answer-Mode header unmodified if the received value is set to 'Auto';

b) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to anything other than 'Auto';
· 13. SHALL include in the Contact header the PoC feature tag'+g.poc.talkburst'.
· 14 SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP INVITE/REFER request if it is included in the incoming SIP INVITE/REFER request and it meets the Service Provider Policy, or remove the Included Media Content, Text Content or Referenced Media Content in SIP INVITE request if it doesn’t meets the service provider policy or the served PoC Client doesn’t support.
When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator’s PoC Address if received in the incoming SIP response in the outgoing SIP provisional respond; and,

· 4. SHALL if not already sent in a provisional response for this dialog, include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature tag'+g.poc.talkburst';

c) include the feature tag'isfocus';

d) include the Session Type uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers” if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHALL include the Session-Expires header according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uac'. 
· 5. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; 
· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature tag'+g.poc.talkburst';

c) include the feature tag'isfocus'; and,

d) include the Session Type uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

· 8. SHALL include the Authenticated Originator’s PoC Address if received in the incoming SIP 200 “OK” response in outgoing SIP 200 “OK” response.

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested;

· 10. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [draft-norefersub];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 5:  PF SIDE----Requests terminated by the served PoC User
7.3.2.1General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag'id';
· 2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with "require" and "explicit" parameters according to rules and procedures of [RFC3841]; 
· 4. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 5. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], “Generating an Initial Session Refresh Request”. The “refresher” parameter SHALL be omitted.
· 6. SHALL include the option tag 'timer' in the Supported header;
· 7. SHALL include the option tag 'norefersub' in a Supported header;
· 8. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

· 9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag'+g.poc.talkburst';

c) include the feature tag'isfocus'; and,

d) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function.

· 10. SHALL include the Authenticated Originator's PoC Address if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

· 11. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.
· 12. SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP INVITE request if it is included in the incoming SIP INVITE request and it meets the service provider policy and the served PoC Client supports Request with Media functionality, or remove the Included Media Content, Text Content or Referenced Media Content in SIP INVITE request if it doesn’t meets the service provider policy or the served PoC Client doesn’t support.
NOTE:
The use of the option tag'precondition', as specified in [RFC3312] and the option tag'100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

· 5. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP provisional response either
a. the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b. the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 6. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-demand Session establishment; or

b)
the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.

· 7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP 200 “OK” response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP 200 “OK” response in the case of an On-demand Session establishment; or
a) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

· 3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a. the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-demand Session establishment; or

b. the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], “UAS Behavior”. The ‘refresher’ parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.9PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Group Advertisement and if PoC Client supports Group Advertisement, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of  [RFC3428]; 

· 2. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC 3841];

· 3. SHALL include PoC specific content in the form of MIME vnd.poc.group-advertisement+xml body.  The PoC Client:
a) SHALL include the <Group> element with the “type” attribute set to

i. “dialed-in” in the case of a Chat PoC Group; or

ii. “dialed-out” in case of a Pre-arranged PoC Group. 
b) MAY include the <display name> element with the value set to PoC Group Name of the PoC Group; 

c) SHALL include the <uri> element with the value set to the PoC Group Identity of the PoC Group; and,

d) MAY optionally include free text in the <note> element.  
NOTE 1: The vnd.poc.group-advertisement+xml is specified in the subclause E.1.1 "Group Advertisement".

· 4. SHALL set the Request-URI according to the PoC User's selection to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message], if the Exploder-URI is provisioned for PoC Client;

· 5. SHALL include the PoC Address of the PoC User in the Authenticated Originator's PoC Address as specified in subclause 5.2 “Authenticated Originator's PoC Address”;

· 6. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 “Release version in User-agent and Server headers”; and,
· 7. MAY include an Included Media Content or Text Content according to rules and procedures of [RFC2046] or Referenced Media Content according to rules and procedures of [RFC4483].
· 8. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP Core.

NOTE 2:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User, the Group Advertisement should not be sent, because the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 6:  Request terminating at the Controlling PoC Function
7.2.1.12Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether Request-URI contains the PoC Group Identity owned by the PoC Server or a URL identifying the body part containing the MIME resource-list body of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message] and known by the PoC Server. Otherwise perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned. Otherwise, continue with the rest of the steps;  

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response.  Otherwise, continue with the rest of the steps; 

· 4. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 5. SHALL obtain the PoC Addresses of the members belonging to the PoC Group; 
· 6. SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP MESSAGE request if it is included in the incoming SIP MESSAGE request and it meets the service provider policy.
· 7. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request"; and,
· 8. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 7:  Request initiated by the Controlling PoC Function
7.2.2.6Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server : 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with rest of the steps;

· 2. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to rules and procedures of [RFC3841];

· 4. SHALL include PoC specific content in form of application/vnd.poc.group-advertisement+xml indicating Group Advertisement. If this procedure has been initiated by a request received from a SIP/IP Core then the content SHALL be the same as in the request received from the SIP/IP Core; 
· 5. SHALL set the Request-URI to the PoC Address; and,
· 6. SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP MESSAGE request if it meets the service provider policy.
· 7. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 8:  Requests initiated by the served PoC User 
7.3.1.11Group Advertisement request

Upon receiving of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header field and an identity in the Request-URI not owned by this PoC Server the PoC Server: 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with the rest of the steps
· 2. SHALL return a SIP 403 “Forbidden” response, if anonymity is requested. Otherwise, continue with the rest of the steps;
· 3. SHALL check the Authenticated Originator's PoC Address of the PoC User for permission to send a Group Advertisement, and if the PoC User is not allowed to send a Group Advertisement the PoC Server SHALL send a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
· 4. SHALL if the Request-URI contains a SIP URI corresponding to the Exploder URI known by the PoC Server, continue as specified in subclause 7.2.1.12 "Group Advertisement request". Otherwise, continue with the following step; and,
· 5 SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP MESSAGE request if it is included in the incoming SIP MESSAGE request and it meets the service provider policy, or remove the Included Media Content, Text Content or Referenced Media Content in SIP INVITE request if it doesn’t meets the service provider policy or the served PoC Client doesn’t support.
· 6. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 
Upon receiving SIP final response the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 9:  Requests terminated by the served PoC User
7.3.2.7Group Advertisement request

Upon receiving of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header and a PoC Address in the Request -URI served by the PoC Server performing the Participating PoC Function the PoC Server: 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with the rest of the steps;

· 2. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is not  'reject'  in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If it is  'reject' the PoC Server SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;
· 3. SHALL include the Included Media Content or Text Content according to rules and procedures of [RFC2046] or the Referenced Media Content according to rules and procedures of [RFC4483] in the outgoing SIP MESSAGE request if it is included in the incoming SIP MESSAGE request, it meets the service provider policy and the served PoC Client supports or remove the Included Media Content or Text Content if it doesn’t meets the service provider policy or served PoC Client doesn’t support.
· 4. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and procedures of the SIP/IP Core; and,

· 5. SHALL forward the SIP response along the signalling path to the originating network when the Invited PoC Client responds and a SIP response is received from the invited PoC Address.

Upon receiving SIP final response the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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