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1 Reason for Change

a)
Justification: 

Take into account P2T Users and PoC Remote Access Users for PoC Access Control. 

b)
Clauses affected:

Sub clause 4.18
c)
Summary of change:

Updating SD 4.18 to take into account P2T Users and PoC Remote Access Users for PoC Interworking Service. 

d)
Consequence if not approved:

Incomplete specification
e)
Reason for revision:
NA 
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC WG, agree to the changes and incorporate in the next release of PoC SD.
6 Detailed Change Proposal
Change 1:  4.18
4.18 Access Control

4.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the PoC XDMS and PoC Group authorization rules located in the Shared Group XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.     

Access Control list management uses the XML Document Management operations specified in the [XDM AD V2.0].

4.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users, PoC Remote Access Users, P2T Users or PoC Groups. 
The PoC User access policies include: 

· General access rules;
· Media specific access rules; 

· PoC Box criteria access policy; and

· Invited party identity information access rules.
Editor’s Note: The precedence rules for combining different access policies are FFS.
PoC User access policies are superseded by the Incoming PoC Session Barring state.
4.18.2.1 General access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User, PoC Remote Access Users,  P2T Users and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
· Allow PoC Users, PoC Remote Access Users and P2T Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users, PoC Remote Access Users, and P2T Users to override Manual Answer Mode setting, known as MAO.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.
Change 2:  4.18.3
4.18.3 PoC Group authorization rules

The PoC Group owner MAY use authorization rules to control permissions to access a pre-defined PoC Group. The PoC Group authorization rules SHALL support the following actions:

· Allow/block PoC User, PoC Remote Access Users or P2T User initiating the conference

· Allow/block PoC User, PoC Remote Access Users or P2T User joining the conference

· Allow/block PoC User, PoC Remote Access Users or P2T User  adding Participants to the conference

· Allow/block subscription to the conference state

· Allow/forbid the anonymity of certain Participants
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