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1 Reason for Change

a) Justification:  
In PoC 1 the PoC User can release only himself from the PoC Session.  In PoC 2 we need to cover the cases 1)  only the one, who sent the release request, is released, 2) all Participants are released (=whole PoC Session is released) and 3) also everything between these two earlier cases.
b) Clauses Affected:
Subclauses 6.1.6, 6.1.13, 6.1.x, 7.2.1.9.1, 7.1.9.2, 7.1.9.4 and 7.2.1.16. 
c) Summary of Change:
In PoC 1 "PoC Session Idenitty" is used to indicate the leaving of the PoC Session (only own leg).  In this CR is proposed to use in PoC 2 "PoC Session Idenity" to release whole the PoC Session, if the release policy allows.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree this proposal.

6 Detailed Change Proposal

Changes

6.1.6 PoC Client leaving a PoC Session 

6.1.6.1 Leaving a PoC Session – On-demand Session case

When the Participant wants to leave the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 "PoC Client rejoining a PoC Session", the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;
2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
5. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
NOTE:  Depending on the release policy described in subclause 7.2.2.4 "Removal of Participant from the PoC Session"  this procedure either remove the release initiator from the PoC Session or releases whole the PoC Session. 

6.1.6.2 Leaving a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client:  
1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;
2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
5. MAY include the following according to rules and procedures of [RFC4488]:
      a) the option tag  'norefersub' in the Require header; and, 
      b) the value  'false' in the Refer-Sub header.
6. SHALL include the 'method' parameter with the value 'BYE' in the Refer-To header;

7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
8. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :

1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265] 

2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

NOTE:  Depending on the release policy described in subclause 7.2.2.4 "Removal of Participant from the PoC Session"  this procedure either remove the release initiator from the PoC Session or releases whole the PoC Session. 
6.1.13 PoC Client expels Participant(s) from a PoC Session 

Upon receiving a request from the PoC User to expel one or more Participants from an ongoing PoC Session, the PoC Client:

1. SHALL, if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

2.  SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1: If the ongoing PoC Session is established using Pre-established Session but it is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
3. SHALL, if only one Participant is expelled, either
NOTE:  This is either a case when another Participant is expelled from a PoC Session or the release inititor leaves a PoC Session. 
a) set the Refer-To header of the SIP REFER request to the PoC Address of the expelled Participant according to rules and procedures of [RFC3515], and skip the next step; or

b) continue to the next step.

4. a) SHALL, if not all Participants are expelled, include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-list body according to rules and procedures of [draft-multiple-refer]; 
b) SHALL include a MIME resource-lists body with the list of the PoC Users to be expelled according to rules and procedures of [draft-multiple-refer]; and,

c) SHALL include 'multiple-refer' option tag to the Require header according to rules and procedures of [draft-multiple-refer]. 



Editors note:  Tel URI should be taken account here and also in the adding case.

Editors Note:  SCR and ETR should be generated only for Dispatching case. 

6. SHALL include the 'method' parameter with the value 'BYE' in the Refer-To header;

7. SHALL when more than one Participant is expelled, include the following according to rules and procedures of [RFC4488]:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
8. SHOULD when only one Participant is expelled, include the following according to rules and procedures of [RFC4488]:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 2:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [XDM-Shared-Groups] the expelling will be rejected by the PoC Server hosting the PoC Group. 

Editors Note:  Expelling unknown anonymous Participants is FFS. 

10. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
6.1.x PoC Client releases a PoC Session 

Contributor's Note:  This text is copied from 6.1.6 and the changes after that can be seen as revision marked.  

DELETE THIS NOTE BEFORE ADOPTING THIS CR TO SPEC.

6.1.x.1 Releasing a PoC Session – On-demand Session case

When the Participant wants to release the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 "PoC Client rejoining a PoC Session", the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;
2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
5. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.x.2 Releasing a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to release a PoC Session, the PoC Client:  
1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;
2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
5. MAY include the following according to rules and procedures of [RFC4488]:
      a) the option tag  'norefersub' in the Require header; and, 
      b) the value  'false' in the Refer-Sub header.
6. SHALL include the 'method' parameter with the value 'BYE' in the Refer-To header;

7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
8. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.  

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :

3. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265] 

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

3. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
4. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9 Leaving PoC Session request

7.2.1.9.1 SIP BYE request received in a PoC Session 

Upon receiving a SIP BYE request the PoC Server:

1. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of the SIP/IP Core;


2. SHALL check PoC Session release policy as specified in the subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Remove of Participant from the PoC Session", if needed;
3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function Procedures at PoC Session release" for releasing User Plane resource associated with the SIP Session towards the Participating PoC Function;
Contributor's Note:  Only the order of the bullets are changed.  
DELETE THIS NOTE BEFORE ADOPTING THIS CR TO SPEC.
4. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has left the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,.
5. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.2 SIP REFER BYE request received when using a Pre-established Session 

Upon receiving from the PoC Client a SIP REFER request when using a Pre-established Session with the method parameter set to value 'BYE 'in the Refer-To header the PoC Server:

1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;

2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 











Contributor's Note:  This case is covered in the next bullet, because a Participant can be also the initiator of the release request.  

DELETE THIS NOTE BEFORE ADOPTING THIS CR TO SPEC.

Editors Note:  Expelling unknown anonymous Participants is FFS. 

a) if theURI is a PoC Address, which identifies a Participant in the on-going PoC Session, then the PoC Server :

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";
vi. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;
vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,
ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
b) if referred to a URI list, then the PoC Server :

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";
vi. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;
vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,
ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedure of the SIP/IP Core.
c) if the URI is the PoC Session Identity of the on-going PoC Session, then the PoC Server :


3. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488];
iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each Participant in the PoC Session the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

vii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
e) if the URI is else, the PoC Server: 

i. SHALL return SIP 404 "Not Found" response.

3. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client SIP NOTIFY request(s) as specified in subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.3 SIP BYE request received within a Pre-established Session

Upon receiving a SIP BYE request to a Pre-established Session the PoC Server:

1. SHALL check the PoC Session release policy as specified in subclause 7.2.1.16 "PoC Session release policy" and perform according to the applied PoC Session release policy for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 "Remove of Participant from the PoC Session":

2. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.3 " Leaving a PoC Session within Pre-established Session";

3. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

4. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for all PoC Clients terminate the existing subscription to the conference state event package, if needed; and,

5. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.4 SIP REFER BYE request received when using an On-demand Session 

Upon receiving from the PoC Client a SIP REFER request when using an On-demand Session with the method parameter set to value 'BYE' in the Refer-To header the PoC Server:

1. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response;  otherwise, continue with the rest of the steps.

Editors Note:  Expelling unknown anonymous Participants is FFS. 

2. SHALL examine the URI in the Refer-To header of the SIP REFER request and 
a) if the PoC Address identifies a Participant in the on-going PoC Session, then the PoC Server :

i. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

v. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
b) if referred to a URI list, then the PoC Server :

i. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL check the PoC Session termination policy subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

iii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
iv. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

v. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
c) if the PoC Address is the PoC Session Identity of the on-going PoC Session, then the PoC Server :


i. SHALL perform for each Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

ii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

iii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

iv. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.
d) if the URI is else, the PoC Server: 

i. SHALL return SIP 403 "Forbidden" response.

3. SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request(s) as specified in subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the BYE request.
NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.16 PoC Session release policy

To enable the PoC Server to remove Participants from a PoC Session, the PoC Session release policy SHALL support the following operator configurable variables together with the possible values shown in parenthesis:

· auto-release (true/false) 

· if 'true' the PoC Server SHALL remove rest of the Participants from Pre-arranged PoC Group Session and release the PoC Session when the originator leaves the PoC Session

· if 'false' the PoC Server SHALL NOT remove rest of the Participants from Pre-arranged PoC Group Session nor release the PoC Session when the originator leaves the PoC Session

· session-release (true/false) 

· if 'true' the PoC Server SHALL remove rest of the Participants from PoC Session.

· if 'false' the PoC Server SHALL NOT remove rest of the Participants from PoC Session, but release only the initiator of the release request.

· Editor's Note:  It is FFS, how release rights are definied for different PoC Session types.
Contributor's Note:  In PoC 1 behaviour this session-release is assumed to be 'false'.  

DELETE THIS NOTE BEFORE ADOPTING THIS CR TO SPEC.

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are always released when the PoC Session initiator leaves the PoC Session regardless of the value of "auto-release". Chat PoC Group Sessions are unaffected by auto-release.

· session-max-length (seconds)

· if the PoC Session has lasted the specified amount of seconds the PoC Server SHALL release the PoC Session

· number-of-remaining-participants (0/1)

· if a Pre-arranged or Ad-hoc PoC Group Session has as many as or less than specified Participants left the PoC Server SHALL release the PoC Session. The possible values should be 0 or 1.  This does not apply to Chat PoC Group Sessions. 

NOTE 2:  1-1 PoC Sessions are always released whenever there is only one or no members left in the PoC Session regardless of the value of "number-of-remaining-participants".

The release policy SHALL include the following:

NOTE 3:  Local policies may be defined by the operator and these local policies may impact the release policies defined here.

1. The PoC Server performing the Controlling PoC Function SHALL remove the rest of the Participants from the PoC Session it hosts and release the PoC Session:  

1.      a) if the PoC Session is an Ad-hoc or 1-1 PoC Session and the originator of the PoC Session leaves the PoC Session;

2.      b) if the PoC Session is a Pre-arranged PoC Session and the originator of the PoC Session leaves the PoC Session and the auto-release has the value'true';

3.      c) if the PoC Session is a 1-1 PoC Session and there is only one or no Participants in the PoC Session;

4.      d) if the PoC Session is a Pre-arranged or Ad-hoc PoC Group Session and there are as many as or less than "number-of-remaining-participants" Participants in the PoC Session;

5.      e) if the PoC Session has lasted longer than the session-max-length variable specifies;

6.      f) if the PoC Session is Pre-arranged or Chat PoC Group Session and the PoC Group is deleted;

7.     g) if the PoC Session is a Dispatch PoC Session and the PoC Dispatcher leaves the PoC Session; and,

8.    h) if the only Participants in a PoC Session are PoC Boxes.
2. The PoC Server performing the Controlling PoC Function SHALL remove a Participant from the PoC Session:

9.      a) if the PoC Session is Pre-arranged or restricted Chat PoC Group Session and the Participant is removed from the PoC Group.
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