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 FORMCHECKBOX 
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	Source:
	Tapio Paavonen, NOKIA, tapio.paavonen@nokia.com, +358 400 672 937.
Pekka Kuure, NOKIA.
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	n/a


1 Reason for Change

a) Justification:
Bullet clarified.
b) Clauses Affected:
Subclauses 7.3.2.2.
c) Summary of Change:
EN solved by re-structuring the bullet.
d) Consequence if not approved:

Unsolved EN.

e) Reason for revision:

N/A.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree this proposal.

6 Detailed Change Proposal

7.3.2.2 PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

1. SHALL if the PoC Server supports PoC Box functionality and if the PoC Service Settings for the PoC Pox indicates unconditional forward invitations to a PoC Box perform actions in subclause 7.3.2.2.5.1"Unconditional forward all invitations to a PoC Box".
2. SHALL if the PoC Server supports PoC Box functionality and if the PoC Service Settings for the PoC Pox indicates unwillingness to forward invitation to a PoC Box either:

a) the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if the PoC Box an explicit request to be routed to a PoC Boxuri-parameter is included in the Request-URI; or,

Editor’s note: The explicit request to be routed to a PoC Box is FFS.

b) add the Reject-Contact header in the outgoing SIP INVITE request with the feature tag 'automata' along with the parameters "require" and "explicit".

3. SHALL check whether the Accept-Contact header including the PoC feature tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

4. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '106 Isfocus not assigned' without continuing the rest of the steps;

5. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

6. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not  'reject' in the <allow-invite> action associated to the Invited PoC User indicated by the Request-URI stored in the PoC XDMS as described in [PoC-XDM Specification].  If at least one of them is 'reject' then the PoC Server SHALL send SIP 403 "Forbidden" response towards the originating PoC Client according to rules and procedures of SIP/IP Core  and do not continue the rest of the steps; 

7. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server either 

· a) SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps;

if PoC Box functionality is not supported by PoC Server or the PoC User does not subscribe to the PoC Box functionality; 

b) SHALL if PoC Box functionality is supported by the PoC Server and the PoC User subscribes to the PoC Box and if the NW PoC Box is preferred according to an access rule selecting UE PoC Box or NW PoC Box local policy perform the actions in subclause 7.3.2.2.x.2 "Conditionally forward all invitations to a PoC Box".
Editor’s note: the access rule is FFS.

c) SHALL if PoC Box functionality is supported by the PoC Server and the PoC User subscribes to the PoC Box and if the UE PoC Box is preferred according to a local policy include in the Accept-Contact header the feature tag 'automata' along with the parameters 'require' and 'explicit'.

8. SHALL if the PoC Server supports PoC Box functionality and if the PoC Box uri-parameter 'pocbox'an explicit request to be routed to a PoC Box is included either

Editor’s note: The explicit request to be routed to a PoC Box is FFS.

a) perform actions in the subclause 7.3.2.2.x.2 "Conditionally forward all invitations to a PoC Box" if forwarding to a NW PoC Box is preferred according to an access rule selecting UE PoC Box or NW PoC Boxlocal policy; or,

b) include in the Accept-Contact header the feature tag 'automata' along with the parameters 'require' and 'explicit'.

Editor’s note: The access rule selecting UE PoC Box or NW PoC Box is FFS.
9. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media is included in one or more MIME body:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if at least one Media Type is not allowed according to local policy, either

i) send a SIP 415 "Unsupported Media Type" The SIP 415 “Unsupported Media Type” response SHALL include:
1).  the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2).  the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both.
and do not continue with the rest of the steps; or,

ii) remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of MIME bodies containing media and if the total size exceeds a configurable max size and if max size is exceeded, either,
i) send a SIP 413 "Message Too Large" response and do not continue with the rest of the steps; or,

ii) remove all MIME bodies containing media and continue with the rest of the steps.

10. MAY remove the Subject header.
11 MAY remove the Alert-Info or the Call-Info header.
NOTE 1:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
12. SHALL, perform actions to authorize the requested QoE Profile, as specified in subclause 5.8 “QoE Profiles”, if QoE Profiles are enabled and a QoE Profile attribute is included and marked  as mandatory in the received SDP Offer, as specified in subclause E.3.2 “QoE Profile”. If the requested QoE Profile cannot be authorized, the PoC Server SHALL send a SIP 403 “Forbidden” response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core, and do not continue with the rest of the steps. Otherwise, continue.

NOTE 2:
'Official Government Use' QoE Profile is automatically authorized at the terminating PoC Server to the invited PoC Client, if the PoC Server supports this QoE Profile.

13. SHALL check if either:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto'; if the manual answer override functionality is supported, or

b) all the following applies:

i.  the Authenticated Originator's PoC Address indicated by the Request-URI in the initial SIP INVITE request is 'accept';

ii.  the conditions for each offered Media are 'accept' by the <allow-invite> action associated to the Invited PoC User, which is stored in the PoC XDMS as described in [PoC-XDM Specification];

iii.  the Answer Mode setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer; and,

iv.  the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require'; 

and if the PoC Server does not have already a PoC Session with the PoC Client then perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, an ongoing Pre-established Session.  Otherwise the PoC Server SHALL perform actions specified in subclause 7.3.2.2.4 "Manual answer Using Pre-established Session" or 7.3.2.2.3 "Manual answer Using On-demand Session" depending on whether the Invited PoC User has or has not, respectively, a useable Pre-established Session.


Editor’s note: It is FFS, if access rules are checked also in case of PoC Session modification (SIP re-INVITE/SIP UPDATE).
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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