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1 Reason for Change

Justification
B46, B47 and many others.
Scope of change

 Reference updated all over the AD
Impacted subclauses

 See changes
Consequence if not accepted

 Inconsistency.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal

Change 1:  (Modifying reference)

2.1  Normative references
	[OMA XDM V2.0 AD]
	OMA XML Document Management Architecture V2.0

URL: http://www.openmobilealliance.com/ 


Change 2:  (Updating references)

3.2 Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary], [OMA Presence V1.0 AD], [OMA XDM V2.0 AD] and the following terms and definitions apply.

4.2.3  XDM security
The XDM Client SHALL be authenticated prior to accessing XDMS as specified in [OMA XDM V1.0 AD] “Security”.
5.   Architecture

PoC V2.0 architecture is based on the PoC V1.0 architecture. 

The PoC functional entities (PoC Client, PoC Box and PoC Server) use and interact with certain external entities providing services to PoC system as shown in the Figure 2 "Interaction of PoC functional entities with external entities. 
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Figure 2: Interaction of PoC functional entities with external entities.
The XML Document Management enabler is described in [OMA XDM V2.0 AD].  The XDM functional entities are the Aggregation Proxy (as specified in subclause 6.2.3 “Aggregation Proxy”), Shared List XDMS (as specified in subclause 6.2.2.1 “Shared List XML Document Management Server (XDMS)”), Shared Group XDMS (as specific in subclause 6.2.2.2 "Shared Group XML Document Management Server (XDMS)") and 6.2.2.3 "Shared Policy XML Document Management Server (XDMS)". The PoC Server interacts with the Shared XDMSs over the POC-2, XDM-2, and POC-5 reference points.

The Presence enabler is described in [Presence AD].  The Presence functional entities are the Presence Server (as specified in subclause 6.2.4 “Presence Server”), Presence Source (as specified in subclause 6.2.5 “Presence Source”), and Watcher (as specified in subclause 6.2.6 “Watcher”).  The PoC Server can assume the role of a Presence Source or Watcher or both, and interacts with the Presence Server over the POC-2 and PRS-3 reference points. The PoC service interactions with Presence service functionality are further specified in [OMA PoC V2.0 SD] “Presence”.
The SIP/IP Core includes a number of SIP proxies and SIP registrars. When SIP/IP Core is based on the 3GPP/3GPP2 IMS, the SIP/IP Core architecture is specified in [3GPP TS 23.228] or [3GPP2 X.P0013.2].

Discovery/Registry, Authentication/Authorization and Security are provided in cooperation with SIP/IP Core. Discovery/Registry functionality is described in [OMA PoC V2.0 SD] “Registration”. The Authentication/Authorization is described in the subclause 4.2 "Security Considerations”. Security is described in the subclause 4.2 "Security Considerations”. 
Charging functionality is described in [OMA PoC V2.0 SD] “Charging”.
Provisioning functionality is described in [OMA PoC V2.0 SD] “PoC service provisioning”. 
Figure 3 “PoC architecture” describes the functional entities and reference points that are involved in the support of the PoC service.
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NOTE: There are other interfaces  in addition to those shown in the figure.
Figure 3: PoC architecture
5.1 Dependencies
Certain protocol(s) is/are used for each reference point in PoC 2.0 architecture and protocols for some reference points are described in other enablers as shown in the Table 1: Reference points and associated protocols.
	Reference

Point
	Usage
	Protocol

	POC-1
	PoC Client to SIP/IP Core Session signalling
	SIP

	POC-2
	SIP/IP Core to PoC Server Session signalling
	SIP

	POC-3
	Media, Talk Burst Control and Media Burst Control between PoC Server and PoC Client
	RTP

RTCP
MSRP

The Continuous Media transport utilizes RTP protocol.  Talk Burst Control Protocol and Media Burst Control Protocol utilizes RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol as defined in [OMA IM AD].

	POC-4
	Media, Talk Burst Control and Media Burst Control between networks
	RTP

RTCP
MSRP

The Continuous Media transport utilizes RTP protocol.  Talk Burst Control Protocol and Media Burst Control Protocol utilizes RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol as defined in [OMA IM AD].

	POC-5
	Shared XDMS to PoC Server
	XCAP

	POC-6
	SIP/IP Core to PoC XDMS
	SIP

	POC-7
	PoC XDMS to Aggregation proxy
	XCAP

	POC-8
	PoC Server to PoC XDMS
	XCAP

	POC-9
	UE PoC Box to SIP/IP Core
	SIP

	POC-10
	Media, Media Burst Control and Talk Burst Control between PoC Server and UE PoC Box
	RTP

RTCP
MSRP
The Continuous Media transport utilizes RTP protocol. Talk Burst Control Protocol and Media Burst Control Protocol utilizes RTCP APP message protocol.
The Discrete Media transport utilizes the MSRP protocol as defined in [OMA IM AD].

	POC-11
	NW PoC Box to SIP/IP Core
	SIP

	POC-12
	Media, Media Burst Control and Talk Burst Control between PoC Server and NW PoC Box
	RTP

RTCP
MSRP
The Continuous Media transport utilizes RTP protocol. Talk Burst Control Protocol and Media Burst Control Protocol utilizes RTCP APP message protocol. The Discrete Media transport utilizes the MSRP protocol as defined in [OMA IM AD].

	XDM-1
	XDMC to SIP/IP Core
	See [OMA XDM V2.0 AD]

	XDM-2
	Shared XDMS to SIP/IP Core
	See [OMA XDM V2.0 AD]

	XDM-3
	XDMC to Aggregation Proxy 
	See [OMA XDM V2.0 AD]

	XDM-4
	Aggregation Proxy to the Shared XDMS
	See [OMA XDM V2.0 AD]

	PRS-1
	Presence Source to SIP/IP Core
	See [Presence AD]

	PRS-2
	Watcher to SIP/IP Core
	See [Presence AD]

	PRS-3
	SIP/IP Core to Presence Server
	See [Presence AD]

	PRS-5
	Shared XDMS to Presence Server
	See [Presence AD]

	IP-1
	Session signalling between networks
	SIP

	DM-1
	DM Client to DM Server 
	See [OMA-DM]

	PB-1
	Aggregation Proxy to the NW PoC Box
	XCAP


Table 1: Reference points and associated protocols.

The access network used by the PoC architecture includes nodes required to gain IP connectivity.
PoC network SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.S0013.2]). 
6.2.3  Aggregation Proxy

The Aggregation Proxy acts as the single contact point for the XDMC. The Aggregation Proxy performs authentication of the XDMC, and routes individual XCAP requests to the correct XDMS. The Aggregation Proxy MAY optionally support charging and compression of XML documents over the radio interface.

This entity is specified in [OMA XDM V2.0 AD].
7.13 Reference point XDM-1: XDM Client – SIP/IP Core

The functionality of the XDM-1 reference point is specified in [OMA XDM V2.0 AD]. 

7.14 Reference point XDM-2: Shared XDMS – SIP/IP Core

The functionality of the XDM-2 reference point is specified in [OMA XDM V2.0 AD].

7.15  Reference point XDM-3: XDM Client – Aggregation Proxy

The functionality of the XDM-3 reference point is specified in [OMA XDM V2.0 AD].  

7.16  Reference point XDM-4: Aggregation Proxy – Shared XDMS 

The functionality of the XDM-4 reference point is specified in [OMA XDM V2.0 AD].
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