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Change Request

	Title:
	CP Closing D42 D191 D282 D424 D488
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-TS-PoC-ControlPlane-V2_0-20070426-D

	Submission Date:
	2007-04-04

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jan Holm, Ericsson AB, Jan.Holm@ericsson.com

	Replaces:
	n/a


1 Reason for Change

Justification
	D42

	2007.01.11
	T
	3.2 Controlling PoC Function
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The Controlling PoC Function definition mention RTP Media but not MSRP.

Proposed Change: Update to also include MSRP.
	Status: CLOSED

Solved by unknown CR


	D284

	2007.01.11
	T
	7.1.1 bullet 3a
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Contains an editor's note.

Proposed Change: Resolve editor's note as follows:

<Unconditional forward invitations to the NW PoC Box when the PoC User is not registered>

replaced by: 

<allow-unconditional-nwpocbox-routing>
	Status: CLOSED

The CR was solved by OMA-POC-POCv2-2007-0614-CR_CP_D288_7.1.1_Removing_EN but forgotten in the list of closed comments.


	D424

	2007.01.11
	T
	7.2.1.22
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Contains an editor's note regarding Disconnecting of a Media Stream by a Participant who is authorized to remove a Media.

Proposed Change: Resolve editor's note.
	Status: CLOSED

Solved by other unknown CR. 


	D488

	2007.01.11
	E
	7.2.2.2 bullet 11 (INVITE)
	Source: Jan holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Duplication. Bullet 11 is the same as in the general 7.2.2.1.

Proposed Change: Remove bullet 11. Keep bullet in general.

(If this is okay bullet 10 should be moved to general)
	Status: 
Solved by this CR



Scope of change

Closed many already solved CONRR comments

Removed duplicated bullets

Moved an EN to the place where it belongs.
Impacted subclauses
Subclauses 7.2.2.1 and 7.2.2.2 are modified.
Consequence if not accepted
Unresolved CONNR comments and duplicated text in the CP.

2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal

7.2.2.1    General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP INVITE requests;

2. SHALL include Accept-Contact headers with a feature tag 'automata' and the feature tag 'actor' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or SIP REFER request;
Editor's note: It is FFS if automata is the only feature tag to identify a PoC Box.

3. SHALL include Reject-Contact headers with a feature tag 'automata' and the feature tag 'actor' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or SIP REFER request;

4. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

5. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

6. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
7. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488];
8. SHALL include Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address":

a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session as specified in subclause 5.4 "Nick Name"; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

9. SHALL include a Referred-By header with the Authenticated Originator's PoC Address of the Inviting PoC Client;

10. SHALL include in the Contact header as PoC Session Identity the contact address of the PoC Session with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; 

11. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The refresher parameter SHALL be omitted;

12. SHALL include the Supported header set to 'timer';

13. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

14. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

15. SHALL include unmodified Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated;

16. SHALL include unmodified Priv-Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated, if manual answer override is supported; and,

17 SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the priority value assigned for the PoC Session, if the QoE Profile assigned to the PoC Session is 'Official Government Use' and if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:

1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported;
3. SHALL cache the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 "Nick Name"; and,

4. SHALL cache the uri parameter "stay-on-media-path", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.2   PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Requests terminated at the Controlling PoC Function".
The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

2. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network as specified in the subclause 7.2.1.1a "SDP offer generation";

3. SHALL include the remaining MIME bodies with media content contained into the incoming SIP INVITE request, if Included media content is supported by the PoC Server and if a MIME body with media was included and not removed as described in 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" or 7.2.1.3 "Pre-arranged PoC Group Session setup request" and if the SIP INVITE request is the result of an initialization of a PoC Session.

4. MAY proceed the following actions, when establishing an Ad-hoc PoC Group Session;
a) include in the SIP INVITE request the MIME resource-lists body contained in the incoming SIP INVITE request according to rules and procedures of [draft-URI-list]; and,

b) set the "copyControl" attribute to 'to' for the URIs without both the "copyControl" and the "anonymize" attribute values in the list based on the PoC Server local policy. If the URI is to be anonymous set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity].
5. MAY proceed the following actions, when adding Participants to a PoC Session as specified in the subclause 7.2.1.8 "Adding Participants to PoC Session request"; 
a) include in the SIP INVITE request the MIME resource-lists body contained in the incoming SIP REFER request according to rules and procedures of [draft-URI-list];

b) set the "copyControl" attribute to 'to' for the URIs without both the "copyControl" and the "anonymize" attribute values in the list based on the PoC Server local policy. If the URI is to be anonymous, set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity]; and,

c) add to the list the URI(s) of the Invited PoC Client(s) already participating in the ongoing PoC Session along with their "copyControl" and "anonymize" attribute values from the cached information.

6. SHALL include the text content in the Subject header contained into the incoming SIP INVITE request, if Text Content is supported by the PoC Server and if text is received in Subject header and not removed and if the SIP INVITE request is the initialization of a PoC Session;

7. SHALL include the text content in the Alert-Info header or the Call-Info header or both contained into the incoming SIP INVITE request, if Referenced Media Content is supported by the PoC Server and if text content is received in Alert-Info header and not removed and if the SIP INVITE request is the initialization of a PoC Session;

8. SHALL, in case of an invitation to a Dispatch PoC Session, as specified in subclauses 7.2.1.3.1 "Dispatch PoC Session setup request from PoC Dispatcher", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Fleet Member" 7.2.1.24 "PoC Dispatcher role transfer request" and subclause 7.2.1.8 "Adding Participants to PoC Session request", include in the Authenticated Originator's PoC Address and in the Contact header of the SIP INVITE request the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter";
9. SHALL in case the PoC User is invited as PoC Dispatcher for a Dispatch PoC Session, as specified in subclauses 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and 7.2.1.24 "PoC Dispatcher role transfer request", include an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];




12. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the option tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server:

1. SHALL according to rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP Core;

2. SHALL create and cache an Anonymous PoC Address for the Invited PoC User as specified in subclause 5.9 "Anonymous PoC Address", if anonymity is requested via a Privacy header containing the tag 'id' in the SIP response and Anonymous PoC Address has not been created yet for the Invited PoC User;

NOTE 1:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

3. SHOULD generate a notification in case of the first SIP 183 "Session Progress" response and MAY generate a notification in case of the second SIP 183 "Session Progress" response and afterwards to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

4. SHOULD send the SIP NOTIFY request in case of the first SIP 183 "Session Progress" response and MAY send the SIP NOTIFY in case of the second SIP 183 "Session Progress" response and afterwards to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the PoC Server: 

1. SHALL create and cache an Anonymous PoC Address for the Invited PoC User as specified in subclause 5.9 "Anonymous PoC Address", if anonymity is requested via a Privacy header containing the tag 'id' in the SIP response and Anonymous PoC Address has not been created yet for the Invited PoC User;

NOTE 2:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

2. MAY generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User is alerted to join to the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

3. MAY send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header; and
2. SHALL cache the contact received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header; 
2. SHALL cache the contact received in the Contact header;

3. SHALL in the case of an invitation to a Pre-arranged PoC Group Session or to a Chat PoC Group Session, check whether the privacy is allowed for this PoC Group, when anonymity is requested with the Privacy header containing the tag 'id'. If not allowed, the PoC Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the PoC Client from the PoC Session immediately as specified in 7.2.2.4 "Removal of Participant from PoC Session". Allowing privacy in the PoC Group is defined using <allow-anonymity> element as specified in [XDM-Shared-Groups]. If accepted, continue with the rest of the steps;
4. SHALL create and cache an Anonymous PoC Address for the Invited PoC User as specified in subclause 5.9 "Anonymous PoC Address", if anonymity is requested via a Privacy header containing the tag 'id' in the SIP response and Anonymous PoC Address has not been created yet for the Invited PoC User;

NOTE 3:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

4. SHALL check if the feature tag 'automata' along with the feature tag 'actor' with the value of 'msg-taker' or 'principal' is contained in the Contact header and if that is the case the PoC Server SHALL either

a) perform actions in subclause 7.2.24 "Removal of Participant from PoC Session" if more than one PoC User was invited without an explicit request to be routed to a PoC Box; or,

b) continue with the rest of the steps in case of a 1-1 PoC Session or if all PoC Users were invited with the explicit request to be routed to a PoC Box.

NOTE 4:
An Accept-Contact header with the feature tag 'automata' and the feature tag 'actor' with the value of 'msg-taker' or 'principal' along with parameters ' explicit' and 'require' is the explicit request to route an invitation to a PoC Box.

5. SHALL check if the PoC Dispatcher feature tag '+g.poc.dispatcher' is contained in the Contact header, in case the outgoing SIP INVITE request contained an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters. If it is not present, the PoC Server SHALL perform the actions specified in subclause 7.2.2.4 "Removal of Participant from PoC Session" and do not proceed with the rest of the steps. Otherwise, the PoC Server SHALL mark the Invited PoC User as the Active PoC Dispatcher for the Dispatch PoC Session;

6. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering", if included in the SDP offer;

7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

8. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
9. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

NOTE 5: 
Procedures towards Inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK", or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

NOTE 6:
If a SIP 4xx response is received due to media content included in a MIME body or in a Subject header or in an Alert-Info header or in a Call-Info header, the PoC Server does not resend the SIP INVITE request without the MIME bodies or headers or both causing the SIP 4xx response.

Upon receiving SIP 403 "Forbidden" response for the SIP INVITE request with the warning text '105  Isfocus already assigned' included in a Warning header, the PoC Server:

NOTE 7:
In the case the text part is replaced with a text in another language as specified in the subclause 5.6 "Warning header" the PoC Server identifies the warning text using the code 105.
1. SHALL check if the response contains a URI-List according to rules and procedures of [draft-URI-list-handling]. If not, the PoC Server SHALL behave as specified in the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", when receiving a SIP final response other than 2xx or 3xx. Otherwise, continue with the rest of the steps;

2. SHALL check the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, or when the local policy prevents further processing and no final response is yet sent, the first response towards the Inviting PoC Client SHALL include the warning text set to '102 Too many participants' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

Editor's Note: It should be considered whether different warning code is needed, if the PoC Server has a local policy of not allowing too many embedded PoC Groups within the PoC Groups.

NOTE 8:
With regards to 'MAX-ADHOC-GROUP-SIZE' parameter, the initiator of the PoC Session is also counted as a Participant.

3. SHALL invite the PoC Users and/or Pre-arranged PoC Groups listed in the MIME resource-lists body of the SIP 495 response, as specified in the subclause 7.2.2.2 "PoC Session invitation request". During the same Ad-hoc PoC Group Session initiation the PoC Server SHALL issue only one SIP INVITE request per one PoC Address and per one PoC Group Identity.

Upon receiving SIP 415 "Unsupported Media Type" response for the SIP INVITE request and if the only accepted MIME type is "application/sdp", the PoC Server SHOULD re-perform actions described in this subclause only including the MIME bodies indicated in the SIP 415 "Unsupported Media Type" response.

Upon receiving a SIP 408 "Request Timeout", SIP 480 "Temporarily Unavailable", SIP 486 "Busy Here", SIP 503 "Service Unavailable", SIP 504 "Server Timeout", SIP 600 "Busy Everywhere" or SIP 603 "Decline" response to a SIP INVITE request for a Dispatch PoC Session , the PoC Server 
1. SHALL create and cache an Anonymous PoC Address for the Invited PoC User as specified in subclause 5.9 "Anonymous PoC Address", if anonymity is requested via a Privacy header containing the tag 'id' in the SIP response and Anonymous PoC Address has not been created yet for the Invited PoC User;
NOTE 9:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

2. MAY resend the SIP INVITE request at a later time towards the SIP/IP Core according to rules and procedures of the SIP/IP Core, if the Dispatch PoC Session is still on-going.

NOTE 10:
The time that the PoC Server needs to wait before resending the SIP INVITE request is out of the scope of this specification.

Upon receiving other SIP final response to the SIP INVITE request, the PoC Server 
1. SHALL create and cache an Anonymous PoC Address for the Invited PoC User as specified in subclause 5.9 "Anonymous PoC Address", if anonymity is requested via a Privacy header containing the tag 'id' in the SIP response, Anonymous PoC Address has not been created yet for the Invited PoC User and the Invited PoC Client already responded with SIP 180 "Ringing" response;

NOTE 11:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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