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1 Reason for Change
a) Justification:
This CR attempts to close the following CONRR comment:

	C205
	2007-01-19
	T
	4.18.2.4
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: 

The feature does not seem to bring any value to the terminating PoC User. 

The fact that the PoCv2.0 INVITE contains more information usable to the PoC User (IPII) should not result to turning off PoCv1.0 feature (auto answer mode). 

The Invited PoC Client has no way to predict whether it gets the INVITE with IPII or without it. If turned on, the behavior of the Invited PoC Client will be quite unpredictable to the PoC User.

Proposed Change:  Remove the feature.
	Status: CLOSED


The whole "Invited party identity information access rules" feature is very dangerous. If "Invited party identity information access rules" is turned on, the access rule limits the Automatic Answer Mode only to 1-1 PoC Sessions. Since the PoC is mainly about the Automatic Answer Mode, this limitation seems to be inappropriate.
· if PoC User B set up the automatic answer mode for PoC User A, both PoC User A and PoC User B want to get a quick acceptance for the PoC Sessions coming from PoC User A to PoC User B. The pure fact that Inviting PoC User A invites apart from Invited PoC User B also other Invited PoC User(s) C should not result to long response times due to usage of Manual Answer Mode. E.g. PoC User A, B, C are employees of the same company and set up Automatic Answer Mode for mutual calls. If the "Invited party identity information access rules" is turned on by Invited PoC User B and if the IPII are sent by Inviting PoC User A, then 1-1 PoC Session from Inviting PoC User A to Invited PoC User B results to Automatic Answer Mode while Ad-hoc PoC Group Session from Inviting PoC User A to Invited PoC User B + C results to Manual Answer Mode. Why?
· the Invited PoC Client cannot predict whether the Inviting PoC Client uses IPII or not. If "Invited party identity information access rules" is turned on, and if the Inviting PoC Client used not to send IPII and now starts to send IPII (e.g. because of buying a better client) the behaviour of the PoC network suddenly changes without clear reason to the Invited PoC User.
There does not seem to be a requirement for this access rule.
b) Clauses affected:

See justification.
c) Summary of change:
See justification.
The CR suggests removing the "Invited party identity information access rules" from PoCv2.0.
d) Consequence if not approved:
Review comments not closed.

e) Reason for revision:
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

4.18.1 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
The PoC User access policies include: 

· General access rules;
· Media Type specific access rules; 

· PoC Box criteria access rules; and

· 
In case several access rules, described above, are applicable the following main rule applies:

· If any of the access rules indicates 'block' then 'block' is applied to the request.

· If none of the access rules indicates 'block' and any of the access rules indicates 'manual answer' then 'manual answer'  is applied to the request.

· If none of the access rules indicates 'block' or 'manual answer' then 'automatic answer'  is applied to the request.

· If access rule is not defined, then 'manual answer' is applied to the request.

NOTE 1:  PoC User's Answer Mode Indication setting also affects the Answer Mode applied to the request as described in the subclause 4.30 "Answer Mode". 
NOTE 2: PoC User access policies are superseded by the Incoming PoC Session Barring state.
4.18.1.1 General access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode Indication setting, known as MAO.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.

4.18.1.2 Media Type specific access rules
The Media Type specific access rules SHALL support following:

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Video

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Audio
· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Discrete Media.
NOTE: Manual Answer Mode is applied for PoC Speech, Audio and Video and Automatic Answer Mode is appliedfor Discrete Media, if the corresponding access rule is not defined.
The Media Type specific access rules SHALL be PoC User specific.

4.18.1.3 PoC Box criteria access rules
The PoC Server MAY support the PoC Box criteria access rules.

The XDMC MAY support configuration of PoC Box criteria access rule conditions.

If the PoC Server supports PoC Box the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the PoC Box criteria access rule conditions defined by the Invited PoC User. 

The PoC Box criteria access rule SHALL support the following action:

· PoC Server unconditional forwarding of invitations to the NW PoC Box when the PoC User is not registered with a PoC Client and UE PoC Box.
NOTE 1: When the PoC Service Setting is expired because, e.g., the PoC User is not registered, the same access rule is applied.

NOTE 2:  The PoC Server can identify the non-registered PoC User from the incoming INVITE request from the SIP/IP Core. 
· Use the default PoC Box (i.e., UE or NW PoC Box) if both UE and NW PoC Box can be connected.
A local policy MAY be used to determine if all Media Types in an invitation to a PoC Session can be forwarded to the PoC Box or not.
4.18.1.4 


· 

 4.33 Invited Parties Identity Information
The PoC Server SHALL support the invited parties identity information functionality based on Service Provider Policy and configuration. A PoC Client MAY support invited parties identity information functionality.

      NOTE: It is recommended that the Service Provider Policy enables this functionality except in the case where this functionality is prohibited by local regulations.


The PoC Client MAY set ID Notification Indications for each PoC Address of all the Invited PoC Users in the invitation when it establishes an Ad-hoc PoC Group Session. 

When a PoC Server performing the Controlling PoC Function receives a request to initiate an Ad-hoc PoC Group Session with ID Notification Indications:
· the PoC Server performing the Controlling PoC Function MAY, according to the settings of the Service Provider  Policy, modify the ID Notification Indications in the received invitation; and

· the PoC Server performing the Controlling PoC Function SHALL include PoC Addresses of all Invited PoC Users to all terminating PoC Servers performing the Participating PoC Function with the ID Notification Indications of each PoC Address of all the Invited PoC Users.
When a terminating PoC Server performing the Participating PoC Function receives an invitation for an Ad-hoc PoC Group Session with the ID Notification Indications of each PoC Address of all the Invited PoC Users:
· the terminating PoC Server performing the Participating PoC Function MAY, according to the settings of the Service Provider Policy, modify the ID Notification Indications in the received invitation, and

· the terminating PoC Server performing the Participating PoC Function SHALL send the invitation to Invited PoC Client(s) with the ID Notification Indications of each PoC Address of all the Invited PoC Users except in the case that the Invited PoC User has configured the PoC Service setting to indicate the Invited Parties Identity Information Mode is not active. In that case the terminating PoC Server performing the Participating PoC Function SHALL NOT include the invited party identity information in the invitation request.
When a PoC Server performing the Controlling PoC Function and/or the Participating PoC Function receives request to initiate an Ad-hoc PoC Group Session with no ID Notification Indication, the PoC Server performing the Controlling PoC Function and/or the Participating PoC Function SHALL set the ID Notification Indications based on the settings of the PoC Service Provider, where the default setting SHOULD make the ID Notification Indication of the PoC Address of the Invited PoC User be “HIDDEN”.

In case one or more of the Invited PoC Addresses have been indicated as “HIDDEN” in ID Notification Indication(s):
· A PoC Server performing the Controlling PoC Function SHALL inform all terminating PoC Server(s) performing the Participating PoC Function of the all PoC Addresses with ID Notification Indications.

· A terminating PoC Server performing the Participating PoC Function SHALL indicate, in the invitation to the Invited PoC User, the total number of the Invited PoC Users whose PoC Addresses are indicated as “HIDDEN” in the ID Notification Indications and SHALL remove the PoC User Addresses of any PoC User indicated as “HIDDEN” in the ID Notification Indications in the invitation to the Invited PoC Client.
When a terminating PoC Server performing the Participating PoC Function remove identity information from an invitation according to the PoC service provider's settings, the terminating PoC Server performing the Participating PoC Function MAY indicate, in the invitation to the Invited PoC User, the total number of the Invited PoC Users.

The Invited PoC Client MAY support displaying the list of invited parties identity information and the total number of ID Notification Indications set to “HIDDEN” on the User Equipment.

If the invited party identity information is supported, a PoC Client SHALL be able to publish its Invited Parties Identity Information Mode setting for its Home PoC Server. The Home PoC Server handles the identity information according to the setting, when the Home PoC Server receives the invitation request containing the invited parties identity information.

An XDM Client SHOULD be able to set its access rules for its Home PoC Server’s behaviour of overriding Automatic Answer Mode Indication setting when the Home PoC Server receives an invitation containing invited party identity information.
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