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1 Reason for Change
a) Justification:
	D345

	2007-01-19
	T
	7.2.1.3.1 1,  7.2.1.3.1 2
	Source: Siemens

Form: OMA-REL-2007-0005

Comment:  it is not clear to where the inclusion is done ("SHALL include an Anonymous PoC Address"/ "SHALLinclude an Anonymous Nick Name")"

Proposed Change: replace with "create and cache … for the Invited PoC Client"
	Status: Closed


Author thinks the proposed change is quite reasonable and accepts the advice in CONRR.
b) Clauses affected:
7.2.1.3.1, 7.2.1.3.1.2
c) Summary of change:
Resolve consistence review comments D345.
d) Consequence if not approved:
Comments are not covered yet.
e) Reason for revision:

n/a
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes to the PoC2 CP document are discussed and agreed. 
6 Detailed Change Proposal
Change 1                   
7.2.1.3.1 General

Editor’s Note: SCR needs to be updated in order to consider this new subclause for Pre-arranged PoC Group Sessions

Upon receiving an initial SIP INVITE request the PoC Server:

1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the PoC Group does not already have an on-going PoC Session and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Controlling PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261],;
NOTE 1:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.
2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 "PoC Session initiation policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL return a SIP 495 "URI-List Handling Refused" response according to the rules and procedures of [draft-URI-list-handling] containing the list of members of the Pre-arranged PoC Group. Otherwise, continue with the rest of the steps;

NOTE 2:
If the sender of the INVITE request is a Release 1.0 PoC Server, the procedure specified in [OMA-POC-1-CP] is used instead.
5. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create and cache an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and a Nick Name for the PoC User as specified in subclause 5.4 "Nick Name"; Otherwise, continue with the rest of the steps;
=============================SKIPPING=====================================
Change 2                   

7.2.1.1 Rejoining PoC Session request

Upon receiving a SIP INVITE request that includes a PoC Session Identity in the Request-URI the PoC Server:

1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check the presence of the Session Type uri-parameter in the Request-URI and if it is present check whether it matches with the correct Session Type of the Request-URI and if it does not then the PoC Server SHALL reject the request with a SIP 404 "Not Found" response with the warning text '100 Correct Session Type of <Request-URI> is "session=chat"' or '101 Correct Session Type of <Request-URI> is "session=prearranged"' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;
4. SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:
a) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header".  Otherwise, continue with the rest of the steps;
b) apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps;

5. SHALL check for a QoE Profile attribute contained in the SIP request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subsection 5.8 "QoE Profiles" than the QoE Profile assigned to the active PoC Session, and if the QoE Profile assigned to the active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;
6. SHALL in the case a Chat or Pre-arranged PoC Group Session check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached. If reached, 

a) If the PoC Server supports Official Government Use QoE Profile, and if the incoming invitation requests an 'Official Government Use' Local QoE Profile with an associated PoC Session Precedence that is higher than the PoC Session Precedence associated to the Local QoE Profile of at least one of the participants of the PoC Session, then according to Service Provider policy the PoC Server MAY release a participant of lowest Local QoE Profile as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", and skip the next step;

b) PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

7. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the tag 'id' If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create and cache an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and  a Nick Name as specified in subclause 5.4 "Nick Name"; Otherwise, continue with the rest of the steps;
=============================SKIPPING=====================================

Change 3                   

7.2.1.1 Joining Chat PoC Group Session request

Upon receiving a SIP INVITE request that includes a PoC Group Identity, which identifies the Chat PoC Group in the request URI that is owned by the PoC Server, the PoC Server: 

1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the Chat PoC Group Session does not already exist and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Controlling PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261];

NOTE 1:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.
2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '105 Isfocus already assigned' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

5. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the tag 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create and cache an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and SHALL a Nick Name as specified in subclause 5.4 "Nick Name";  Otherwise, continue with the rest of the steps;

=============================SKIPPING=====================================

Change 4                   

7.2.1.1 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the PoC Server: 

1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.1.15 "PoC Session adding policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, if anonymity is requested via a Privacy header containing the tag 'id' in the SIP REFER request, if adding PoC User(s) to a Pre-arranged PoC Group or Chat PoC Group Session. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create and cache an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and SHALL a Nick Name as specified in subclause 5.4 "Nick Name". Otherwise, continue with the rest of the steps;
=============================SKIPPING=====================================
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