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1 Reason for Change

Justification

This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_0-20070618-D : 
	ID
	Open Date
	Type
	Section
	Description
	Status

	D469

	2007.01.18
	T
	7.2.2
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0029
Comment: this copycontrol procedure is very similar to Instant Messaging using IMESSAGE, and a URI-List with attribute  ‘copy control’ according to IETF draft-ietf-sip-uri-list-message-00.txt
Maybe a 2.1 requirement to also specify it for Group Advertisement with Exploder-URI?

Proposed Change: 
	Status: CLOSED
AI for Bert, NTT Docomo
OMA-POC-POCv2-2007-0982-CR_CP_D469_GA_message_with_copy_control



IETF draft has changed name since the CONR comment was written to draft-ietf-sip-uri-list-message-01. It states in section 1 “Introduction” that:
      “REQ-2: It MUST be possible for the recipient of a group instant

      message to send a message to all other participants that received

      the same group instant message (i.e., Reply-To-All).”

To fulfil the requirement and provide this possibility the PoC Server must include the resource-list if the Request-URI contains an Exploder-URI.

The solution idea is taken form  6.1.3.3.1 “PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session”, 7.2.2.2 “PoC Session invitation requests”, 7.3.2.2.1 “Automatic-answer using On-demand Session”, 7.3.2.2.3 “Manual-answer using On-demand Session”. The difference though is that for Group Advertisement the procedure is simplified, e.g. no check of support for invited parties identity information is done. The aim is only to provide the PoC Users with a possibility to reply to all recipients of the message.
Also, an error in indicated MIME type is corrected in subclause 7.2.2.6.

Summary of Change

The use of “copyControl” is added to Group Advertisement request sent by PoC Client and forwarded by the PoC Server performing the Controlling PoC Function if the Request-URI contains an Exploder-URI. Minor impact on the PoC Server performing the Participating PoC Function at the terminating side. 

Scope of Change

Subclauses 2.1, 6.1.9, 7.2.2.6 and 7.3.2.7 are affected.

Consequence if not accepted

PoC Enabler is not compliant to requirement in IETF draft.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  6.1.9 solving D469 
6.1.9 PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Group Advertisement and if PoC Client supports Group Advertisement, the PoC Client: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428]; 

· 2. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.groupad' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC 3841];

· 3. SHALL include PoC specific content in the form of MIME vnd.poc.group-advertisement+xml body as defined in subclause E.1.1 "Group Advertisement ". The PoC Client:

a) SHALL include one <group> element with the "type" attribute set to

i. "dialed-in" in the case of a Chat PoC Group; or

ii. "dialed-out" in case of a Pre-arranged PoC Group. 

b) MAY include the <display name> element with the value set to PoC Group Name of the PoC Group; 

c) SHALL include the <uri> element with the value set to the PoC Group Identity of the PoC Group; 

d) MAY include free text in the <note> element; 

e) MAY include the <group-media> element with the Media Types defined for the PoC Group; and,

f) MAY include in the <group> element the attribute "dispatch" as specified in subclause E.1.2 “Dispatch attribute” set to:

i. "true" in the case the PoC Group is a Dispatch PoC Group; or

ii. "false" in case the PoC Group is not a Dispatch PoC Group. 

· 4. SHALL set the Request-URI according to the PoC User's selection to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message], if the Exploder-URI is provisioned for PoC Client;

· 5. SHALL include the PoC Address of the PoC User in the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 6. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";
· 7. SHALL perform the following actions, if the Request-URI is set to an Exploder-URI:
a) insert in the SIP MESSAGE request a MIME resource-list body with MIME Content-Disposition header set to ‘recipient-list’ as specified in [draft-URI-list-services];

b) include in the MIME resource-lists body the PoC Address(es) of the receiving PoC User(s) and PoC Group Identities of the receiving Pre-arranged PoC Group(s) and restricted Chat PoC Group(s) according to rules and procedures of [draft-URI-list];

c) set, for each URI in the MIME resource-lists body, the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to PoC Users receiving the Group Advertisement, according to rules and procedures of [draft-URI-list-capacity]; and,
d) include an option tag ‘recipient-list-message’ to the Require header as specified in [draft-URI-list-message];
· 8. MAY include media content in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 1:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not set or if "INCLUDED-MEDIA-CONTENT-SIZE" is set to zero a MIME body with a Media Type specified in [RFC2046] can not be included; 

NOTE 2:
Privacy cannot be applied with Group Advertisement. If anonymity is required by the sending PoC User, the Group Advertisement should not be sent, because the PoC Server will reject the request.

· 9. MAY include text content in the Subject header request as specified in [RFC3261];
· 10. MAY include a reference to media content in Call-Info header according to rules and procedures in [RFC3261]; and,
· 11. SHALL send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  7.2.1.12 solving D469 . Note. No change in this subclause!
7.2.1.12 Group Advertisement request
Contributor’s Note: This subclause shall not be changed. This subclause is included only for highlighting the usage of Exploder-URI. This contributor’s Note shall not be included.

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether Request-URI contains a PoC Group Identity or an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message]owned by the PoC Server. If not owned, perform the actions specified in subclause 7.5.2 "Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.20 "Group Advertisement policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps; 

· 4. SHALL return a SIP 403 "Forbidden" response, if anonymity is requested. Otherwise, continue with the rest of the steps;

· 5. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if the media content is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" response , the SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both
and do not continue with the rest of the steps; or,

ii. remove the MIME bodies containing the not allowed media content.

NOTE 1:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,

i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 6. SHALL obtain the PoC Addresses to advertise from the PoC Addresses of the 'uri' attributes of the <entry> elements in the PoC Group document if the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group or from the PoC Addresses of the 'uri' attributes of the <entry> elements in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message];

· 7. MAY remove the Subject header;
· 8. MAY remove the Call-Info header;

NOTE 2:
The reason for removing the Subject header and the reason for removing the Call-Info header may be a local policy in the PoC Server.
· 9. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request"; and,
· 10. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 3:  7.2.2.6 solving D469
7.2.2.6 Group Advertisement request

This subclause describes the procedure that the PoC Server uses when sending a Group Advertisement. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1.12 "Group Advertisement request".

When sending a Group Advertisment request the PoC Server: 

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 2. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.groupad' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];

· 3. SHALL include the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address" with the URI set to the PoC Address of the initiating PoC User;

· 4. SHALL include PoC specific content in form of application/vnd.poc.group-advertisement+xml indicating Group Advertisement. If this procedure has been initiated by a request received from a SIP/IP Core then the content SHALL be the same as in the request received from the SIP/IP Core; 

NOTE 1:
The Group Advertisement request is received from a SIP/IP Core, when generated by Shared Group XDMS.

· 5. SHALL include the remaining MIME bodies with media content contained in the incoming SIP MESSAGE request, if Included media content is supported by the PoC Server and if a MIME body with media was included and not removed as described in 7.2.1.12 "Group Advertisement request";

· 6. SHALL include the text content in the Subject header contained in the incoming SIP MESSAGE request, if Text Content is supported by the PoC Server and if text is received in Subject header and not removed;

· 7. SHALL include the referenced media content in the Call-Info header contained in the incoming SIP MESSAGE request, if Referenced Media Content is supported by the PoC Server and if referenced media content is received in Call-Info header and not removed;
· 8. SHALL perform the following actions, if a MIME resource-list body with MIME Content-Disposition header set to ‘recipient-list’ is received in the incoming SIP MESSAGE request:
a) include a new MIME resource-list body with MIME Content-Disposition header set to ‘recipient-list-history’ with “handling” parameter set to ‘optional’ according to rules and procedures of [draft-URI-list-message];
b) include in the new MIME resource-lists body the PoC Address(es) of the receiving PoC User(s) whose "copyControl" attribute is set to 'to' and "anonymize" attribute is set to 'false' in the received resource-list according to rules and procedures of [draft-URI-list-capacity]; and,
c) include in the new MIME resource-lists body the Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" for those PoC User(s) whose corresponding "copyControl" attribute is set to 'to' and "anonymize" attribute is set to 'true' in the received resource-list according to rules and procedures of [draft-URI-list-capacity];
NOTE 2:
This is the case when the Request-URI contains an Exploder-URI owned by the PoC Server.
· 3. SHALL include the MIME resource-list body received in the incoming SIP MESSAGE request, if a MIME resource-list body with MIME Content-Disposition header set to ‘recipient-list-history’ is received in the incoming SIP MESSAGE request;
NOTE 3:
This is the case when the resource-list body has been forwarded to the PoC Server by the PoC Server owning the Exploder-URI and the Request-URI contains a Group Identity owned by the PoC Server.
· 9. SHALL set the Request-URI to the PoC Address; and,

· 10. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving SIP 415 "Unsupported Media Type" response for the SIP MESSAGE request and if the only accepted MIME type is "application/vnd.poc.group-advertisement+xml", the PoC Server SHOULD re-perform actions described in this subclause only including the MIME bodies indicated in the SIP 415 "Unsupported Media Type" response.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 4:  7.3.2.7 solving D469

7.3.2.7 Group Advertisement request

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header and a PoC Address in the Request-URI served by the PoC Server performing the Participating PoC Function the PoC Server: 

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response if Group Advertisement is not supported by the PoC Server. Otherwise, continue with the rest of the steps;

· 2. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request associated to the Invited PoC User indicated by the Request-URI is not 'true' in the <allow-reject-invite> action as described in [OMA-PoC-Document-Mgmt]. If it is 'true', the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;
· 3. SHALL include the MIME resource-list body received in the incoming SIP MESSAGE request and remove all duplicates of PoC Addresses, if any, from the resource-list according to rules and procedures of [draft-URI-list-message], if a MIME resource-list body with MIME Content-Disposition header set to ‘recipient-list-history’ is received in the incoming SIP MESSAGE request;
· 4. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME bodies:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'true' and if at least one Media Type is not allowed according to local policy, based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" response, the SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both
and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,
i. send a SIP 413 " Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content and continue with the rest of the steps.

c) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if media content was not removed, remove all MIME bodies containing media content and continue with the rest of the steps.

· 5. SHALL remove the Subject header;
· 6. MAY remove the Call-Info header;

NOTE:
The reason for removing the Subject header and the reason for removing the Call-Info header may be a local policy in the PoC Server.

· 7. SHALL, if Text Content is supported by the PoC Server and if Subject header was not removed and if text content is included in the Subject header, check the PoC Service Setting for Text Content Included in a Request Support and if set to 'false' or not set at all remove the text content;

· 8. SHALL, if Referenced Media Content is supported by the PoC Server and if Call-Info header was not removed and if referenced media content is included in the Call-Info header, check the PoC Service Setting for Referenced Media Content Included in a Request Support and if set to 'false' or not set at all remove the referenced media content; and,

· 9. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP response the PoC Server SHALL forward the SIP response according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 5:  2.1 solving D469

2.1 Normative References

	[3GPP TS 24.229]
	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3, (Release 7),
URL: http://www.3gpp.org/ftp/Specs/latest/Rel-7/24_series/

	[3GPP2 X.S0013.4]
	3GPP2 X.S0013.4: "All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3",
URL: http://www.3gpp2.com/Public_html/specs/X.S0013-004-0_v1.0_022604.pdf 
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URL: http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-services-06.txt 

NOTE: The referenced IETF draft is a work in progress.
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URL: http://www.openmobilealliance.org/  
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	[OMA-PoC-Document-Mgmt]
	"OMA PoC Document Management", Version 2.0, Open Mobile Alliance(, OMA-TS-PoC_Document_Management-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-FDCFO]
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