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	CP Solving a large number of CONRR comments
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 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-TS-PoC_Control_Plane-V2_1-20090520-D

	Submission Date:
	2009-06-14

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jan Holm Ericsson AB, Jan.Holm@ericsson.com, +46107197378

	Replaces:
	OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments


1 Reason for Change

R01: This is the agreed version.
Justification
	ID
	Open Date
	Type
	Section
	Description
	Status

	D031
	2009.06.08
	T
	3.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: The Media Type "Media Streaming Control" is missing. 

Proposed Change: Add: Media Streaming Control to the list of media. If necessary define Media Streaming Control.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D033
	2009.06.08
	T
	3.2 National Security
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: Definition shall not start with the definition. 

Proposed Change: Rephrase:

National Security refers to the requirement to maintain the survival of the nation-state through the use of economic, military and political power and the exercise of diplomacy.

(
The requirement to maintain the survival of the nation-state through the use of economic, military and political power and the exercise of diplomacy.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D034
	2009.06.08
	T
	4
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: POC-14 (signalling to PoC Crisis Event Handling Entity) is not in the list of reference points. 

Proposed Change: Add POC-14
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D035
	2009.06.08
	T
	4
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: PoC-10 is a media reference point

Proposed Change: POC-10 ( POC-9
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D036
	2009.06.08
	T
	4
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: POC-12 is a media reference point 

Proposed Change: POC-12 ( POC-11
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D037
	2009.06.08
	T
	4
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: <Short intro och reference till clause 9 is missing. 

Proposed Change: <Recommended action>
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D044
	2009.06.08
	T
	6.1.1.1

step 9
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: Step 9 is missing a condition why this feature tag shall be included.

Proposed Change: Add "…if PoC Crisis Event Handling is supported" or something similar.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D045
	2009.06.08
	T
	6.1.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: The PoC Crisis Event Handling Entity may stay  registered even if the PoC Client is de-registered.

Proposed Change: Add a bullet saying that the PoC Crisis Event Handling can stay registered.
	Status: CLOSED

Closed without action by
OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments

since bullet 4 contains the necessary information. 


	D071
	2009.06.08
	T
	6.19
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: The Note contains references to [OMA CBUS TS] and [draft-cbus-event]. Only a reference to [OMA CBUS TS] is needed. 

Proposed Change: Remove the reference to [OMA CBUS TS].
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D076
	2009.06.08
	T
	6.2.10
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: feature tags shall be included in the contact header. 

Proposed Change: Include supported feature tags in the contact header.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D081
	2009.05.27
	T
	7.2.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: Whether the Reference to Media stored in the EMCS needs to be cached or not is FFS:

Proposed Change: Resolve EN
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D094
	2009.05.27
	T
	7.2.1.18
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Only Participant Information in mentioned in the subclause.

Proposed Change: Mention also inside the subclause also Limited Participant Information

e.g. 

"… allow the subscription to the Participant Information…"

( 

"… allow the subscription to Participant Information or Limited Participant Information …"
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D105
	2009.05.27
	T
	7.2.1.28.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: There is no procedure for INFO after receiving the 200 OK from PoC Crisis Event Handling Entity. Since the 200 OK is already sent there is no procedure. This may be experienced as confusing.

Proposed Change: Insert a NOTE about the handling of INFO case.
200 OK is missing.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D111
	2009.05.27
	T
	7.2.1.30
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: The subclauses to the subclause contains a number of "Otherwise continue with the rest of the steps". Since this the defsult action in a bullet list it is very confusing.

Proposed Change: 

Remove:

Otherwise continue with the rest of the steps.

Add to previous sentence: 

"…and do not continue with the rest of the steps."


	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D117
	2009.05.27
	T
	7.2.1.30.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: The item:

"8. continue according to the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", 7.2.1.3.1 "General", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" or 7.2.1.5 "Joining Chat PoC Group Session request" initiating the procedures in this subclause."

Does not include a normative statemnet

Proposed Change: Add a normative statement.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D119
	2009.05.27
	T
	7.2.1.30.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Does not follow the CP style of having normative statement.

Proposed Change: Some of the lists can be rephrased to have normative statement as the 1st word in the action.
	Status: CLOSED

Closed without actions by

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments

since the chance that this restructuring will create some error is to high. 


	D129
	2009.05.27
	T
	7.2.11.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: The status element shall always be included so the "if  Limited Participant Information" statement on "on-hold", "alerting" and "dialing-out" can not be correct.

Proposed Change: If status is "on-hold", "alerting" and "dialing-out" the NOTIFY shall not be sent at all. This could be clarified in 7.2.11.1.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D130
	2009.05.27
	T
	7.2.11.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: the iv. bullet shall include the restriction to Limit Participant Information instead of iv.A or iv.B

Proposed Change: 

o Move if not receiving subscription to Limited Participating Information to iv.

o Remove statement from iv.A or iv.B
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D143
	2009.05.27
	T
	7.2.2a
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Does not have backward compatibility statements to PoC 2.0

Proposed Change: Include backward compatibility statements about 2.0
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D145
	2009.05.27
	T
	7.3.1.1 bullet 12
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Does no include statement if Outgoing condition based PoC Session barring is active or not

Proposed Change: Include a check on PoC Service Settings
	Status: CLOSED

Closed without action by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments

since bullet 12 b included the requested statement. 


	D149
	2009.05.27
	T
	7.3.1.18
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Feature tags in the Contact header may be missing

Proposed Change: Add if missing.
	Status: CLOSED

Closed without action by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments

since bullet 1-e-vi.2 and 3 included the requested statement. 



	D156
	2009.05.27
	T
	7.3.1.5.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: The interaction with fast PoC Session establishment is FFS.
Proposed Change: Remove EN, there are no interaction in this subclause.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D159
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: The handling of Alert-Info, Call-Info and subject included in the INVITE request that initiated the Pre-established Session is FFS.
Proposed Change: Resolve EN
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D160
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D161
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D162
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D163
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D164
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D165
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D166
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D167
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D168
	2009.05.27
	T
	7.3.1.5.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Interaction with User Plane missing if Fast Setup fails at end of subclause.

Proposed Change: Reference UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D170
	2009.05.27
	T
	7.3.1.8
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: How the sip.instance feature tag is removed if included in the incoming SIP REFER request is FFS.

Proposed Change: Resolved EN
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D172
	2009.05.27
	T
	7.3.1a
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: No backward compatibility statement about 2.0 in the subclause

Proposed Change: Include a backward compatibility statement about 2.0
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D177
	2009.05.27
	T
	7.3.2.11
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Feature tags in the Contact header may be missing

Proposed Change: Add feature tags in contact if missing
	Status: CLOSED

Closed without action by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments

since bullet 1-e-vi.2 and 3 included the requested statement. 



	D186
	2009.05.27
	T
	7.3.2.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor’s note: It is FFS whether different announcements should be played to an Inviting PoC Client compliant only to PoC version 1.0 depending on whether the Invited PoC Client has been redirected because the invitation has been conditionally barred or because the Invited PoC Client is busy.

Proposed Change: Resolve EN
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D190
	2009.05.27
	T
	7.3.2.a
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Backward compatibility statements about 2.0 is missing

Proposed Change: Add Backward compatibility statements about 2.0
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D191
	2009.05.27
	T
	7.4.3
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: It is FFS whether this subsection should be moved to the PoC Document Management specification [OMA-PoC-Document-Mgmt].
Proposed Change: Remove the EN
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D201
	2009.05.27
	T
	9.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unnecessary EN

Editor's note: Interaction with Dispatcher is FFS.

Proposed Change: Already solved in other places in the document. Remove EN.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D203
	2009.05.27
	T
	9.4
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: It is for FFS if there is a better SIP method to be used. 

Proposed Change: Resolve EN by removing the EN. 

(PoC Group may later need to change the name since Push WG also is planning to use some SIP method)
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D204
	2009.05.27
	T
	A
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: The version PoCv2.1 (standard phrase is missing at the end of subclause.

Proposed Change: Add:

· PoCv2.1 - SCR Item that is new in PoCv2.1

· PoCv2.0mod - SCR Item that exists in PoCv2.0, but  modifications in PoCv2.1

etc. copy e.g. from UP.


	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments



	D213
	2009.05.27
	T
	E.3.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unnecessary EN

Editor's note: The exact interval for still-alive is FFS. 

Proposed Change: Remove EN, solved in UP.
	Status: CLOSED 
Solved by:

OMA-MWG-POCv2_1-2009-0296-CR_CP_Solving_a_large_number_of_CONRR_comments




Summary of change

 A number of CONRR comments are solved.
Scope of change

 See chapter 6.
Consequence if not accepted

 Inconsistency.
2 Impact on Backward Compatibility

No impact
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of CP.
6 Detailed Change Proposal

Change 1:  (D031,D033)
3.2 Definitions
	Media Type
	Media Types share a characteristic of human perception. Media Types are either realtime or non-realtime, like:

· PoC Speech

· Audio (e.g. music)
· Video
· Discrete Media (e.g. still image, formatted and non-formatted text, file)
· Media Streaming Control

	Media Streaming Control
	A Media Type allowing a PoC functional entity to control streaming of Media of a controlled Media Stream sent by a different PoC functional entity.


	National Security
	The requirement to maintain the survival of the nation-state through the use of economic, military and political power and the exercise of diplomacy.


Change 2:  (C034,C035,C036,C037)

4. Introduction

This specification contains the Control Plane procedures for the Push to talk over Cellular (PoC) service on the POC-1, POC-2, POC-9, POC-11, POC-14 and IP-1 reference points as specified in [OMA-PoC-AD]. 

The document is structured in the following way:

Clause 5: "Common procedures" defines the common procedures and general principles, which are not described in the 3GPP/3GPP2 specifications. 

Clause 6: "Procedures at the PoC Client" defines the originating and terminating procedures at the PoC Client required to realize these respective features of the PoC service.

Clause 7: "Procedures at the PoC Server" defines the originating and terminating procedures at the PoC Server, when it performs Controlling and Participating PoC Functions and the determination of the PoC Server role. 

Clause 8: "PoC Box" defines the procedures at the NW PoC Box and the UE PoC Box required to realize the PoC Box feature of the PoC service.
Clause 9: "PoC Crisis Event Handling Entity" defines the procedures at the PoC Crisis Event Handling Entity to realize PoC Session Control for Crisis Handling.
Appendix A: "Static conformance requirements (SCR)" is a normative annex containing tables of mandatory and optional features.

Appendix B: "The parameters to be provisioned for PoC service" is a normative annex for PoC provisioning parameters.

Appendix C: "Presence Information Elements and Procedures" is a normative appendix that defines the PoC specific Presence information elements and the Presence procedures, which the PoC functional entities follow in order to perform Presence related actions.

Appendix D: "Initial Filter Criteria" is an informative annex to describe with logic examples the originating and terminating Filter Criteria for the IMS to support the PoC functionality.

Appendix E: "Documentation of SIP, SDP and XML extensions" is an informative annex to describe the needed extensions in SIP, SDP and XML. 

Appendix F: "Examples of Signalling Flows" is an informative annex to describe some of the signaling flows. 

Appendix G: "Change History" describes the document version history.

Change 3:  (D044)

6.1.1.1. PoC service registration and re-registration

The PoC Client PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.

When registering or re-registering for the PoC service, the PoC Client

· 1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];

· 2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

· 3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 

· 4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if receiving of Group Advertisement messages is supported;

· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if Discrete Media is supported;

· 6. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the FDCFO Proceed feature is supported; 

· 7. SHOULD include the parameter 'q' with value between 1 and 0 in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client if UE PoC Box functionality is supported by the UE and enabled by the PoC User.

· 8. SHALL include an additional Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and  'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' along with the parameter 'q' with value between 1 and 0 if UE PoC Box functionality is supported by the UE and enabled by the PoC User;

NOTE 1:
The value of parameter 'q' for the UE PoC Box and the PoC Client Contacts cannot be the same as this would result in parallel forking of the request. 

NOTE 2:
If the value of parameter 'q' for the PoC Client Contact header is greater than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing an Accept-Contact header indicating the UE PoC Box will be routed to the PoC Client.

NOTE 3:
If the value of parameter 'q' for the PoC Client Contact header is less than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing a Reject-Contact header for the UE PoC Box will be routed to the UE PoC Box. Equivalent functionality can be achieved by the PoC Client implementation redirecting locally the PoC Session invitation to the UE PoC Box. 

NOTE 4:
The use of a higher value of parameter 'q' for the UE PoC Box Contact than the PoC Client Contact achieves similar functionality for the UE PoC Box as the use of the SIP 302 "Moved Temporarily" response achieves for the NW PoC Box. 

NOTE 5:
If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact header has to contain the same IP address and port number however they can contain different tokens as URI parameters to differentiate them. 3GPP2 IMS allows additional security mechanisms to be used (e.g TLS and HTTP Digest) as well as the security mechanism specified by 3GPP. Some 3GPP2 security mechanisms do not restrict the UE to use the same IP address and port number for all contact addresses. 

· 9. SHALL include an additional Contact header containing the contact address of the PoC Crisis Event Handling Entity and the feature tag 'g.poc.crisishandling' and the PoC feature tag '+g.poc.talkburst' if the UE contains the PoC Crisis Event Handling Entity;

· 10.  SHALL  include an Instance Identifier URN in each added Contact header as specified in subclause 5.7A "PoC Session association" if the PoC Client supports multiple PoC Addresses and if an Instance Identifier URN is available and used by the PoC Client or, if the PoC Client supports NAT traversal and when the PoC Client is behind NAT;
· 11. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 

· 12. MAY include the User-Agent header in the SIP REGISTER request to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 

· 13. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 

· 14. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 15. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE 7:
The UAC can register clients for several enablers using the same SIP REGISTER request. In case other enabler client(s) are already registered and a new enabler client is registering, the UAC includes in the SIP REGISTER request also the feature tag(s) with which the other enablers are currently registered.

Each time the PoC Client has successfully performed an initial PoC service registration the PoC Client SHALL set the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".
Each time the PoC Crisis Event Handling Entity has successfully performed an initial PoC service registration the PoC Crisis Event Handling Entity SHALL set the PoC Service Setting as specified in subclause 9.1.2 "PoC Service Settings procedure".
NOTE 8: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 

The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outbound] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client.

NOTE 9:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 4:  (D071)

6.1.19. PoC Client subscription to the Dynamic PoC Group member information
A PoC Client that supports Dynamic PoC Groups MAY subscribe to the ‘dynamic group event’ event package by sending a SIP SUBSCRIBE request e.g., in order to invite new Participants matching the Dynamic PoC Group rules to a Dynamic PoC Group Session or to expel Participants no longer matching the rules. 
NOTE:
The subscription can be done to Dynamic PoC Group member information for Pre-arranged and Chat PoC Groups. Subscription to Dynamic PoC Group member information for an Ad-hoc PoC Group is done using a CBUS Client subscribing to the CBUS Server, as specified in [OMA CBUS TS].
When subscribing to the ‘dynamic group event’ event package, the PoC Client: 

· 1. SHALL generate a SIP SUBSCRIBE request and use a new SIP-dialog, as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3265] and [draft-cbus-event]; 
· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the PoC Group Identity;

· 3. MAY include in the SIP SUBSCRIBE request a MIME vnd.cbus.xxx+xml body as defined in [OMA-PoC-Document-Mgmt];
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS.
· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 5. SHALL send the SIP SUBSCRIBE request towards the PoC Server using a new SIP dialog, according to rules and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-cbus-event], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.

Upon receiving a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL cache the address of the CBUS Server received in the Contact header.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-cbus-event];

· 2. SHALL cache the contact if received in the Contact header; and,

NOTE 1:
PoC Server re-directs the subscription to the ‘dynamic group event’ event package to the CBUS Server, as specified in 7.2.1.30.1 "Subscription to Dynamic PoC Group member information request".
· 3. MAY display the members currently matching the Dynamic PoC Group conditions to the PoC User based on the information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

Change 5:  (D076)

6.2.10. PoC Client receiving capability query

NOTE 1: 
Only the terminating side capability query procedures are described since any entity can send the SIP OPTIONS request

Upon receiving a SIP OPTIONS request, the PoC Client:

· 1. SHALL handle the SIP OPTIONS request as an SIP INVITE request as specified in the subclause 6.2.1.2 "Auto-answer case" or in the subclause 6.2.1.3 "Manual-answer case" modified as follows:

a) any procedure checking the offered Media Types, offered the Media-floor Control Entities or the offered Media-floor Control Entity bindings are executed as if a MIME SDP body containing MBCP with bound PoC Speech was received;

b) the interactions with the User Plane are not performed;

c) the PoC User is not alerted and no information is rendered, indicated or displayed to the PoC User; and,

d) if generating the SIP 200 "OK" response, the PoC Client additionally: 

i. SHOULD include in the SIP response an Allow header with the supported SIP methods according to rules and procedures of [RFC3261]; 

ii. SHOULD include in the SIP response an Accept header with the supported MIME body Media Types according to rules and procedures of [RFC3261]; 

iii. SHOULD include in the SIP response an Accept-Encoding header with the supported encoding formats according to rules and procedures of [RFC3261]; 

iv. SHOULD include in the SIP response a Supported header with an option tag 'timer' according to rules and procedures of [RFC3261]; 

v. SHALL either remove the Contact header from the SIP response or SHALL replace the Contact header value in the SIP response with the PoC Address of the PoC User according to rules and procedures of [RFC3261]; 
vi. SHALL include supported feature tags in the Contact header if a Contact header was included in the SIP response; and,

vii. SHALL either remove the MIME SDP body from the SIP response or SHALL replace the MIME SDP body in the SIP response with a MIME SDP body containing the Media Types, the Media-floor Control Entities and the Media-floor Control Entity bindings supported by the PoC Client according to rules and procedures of [RFC3261].

NOTE 2:
The MIME SDP body included in the SIP 200 "OK" response to the SIP OPTIONS request is not an SDP answer.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 6:  (D081)

7.2.1. General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

On receipt of an initial SIP INVITE request the PoC Server 

· 1. SHALL cache the supported SIP methods if received in the Allow header; 

· 2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported; 

· 3. SHALL create and cache the Nick Name as specified in subclause 5.4 "Nick Name"; and,

· 4. SHALL cache the uri-parameter "b2bua", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

Contributor's comment (not to be included in the document): Storing or not storing is an implementation issue and the EN can be removed.
When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include the Server header with the OMA PoC release version  of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"

a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of Pre-arranged or Chat PoC Group respectively.

· 5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter".
· 6. SHALL copy into the Contact header the feature tags 'sip.automata', 'sip.actor' and ‘sip.description’ with their corresponding value if any of these are included in the Contact header of the incoming received SIP response; 

NOTE 2: 
If both UE PoC Box and NW PoC Box take part in the PoC Session and a provisional response other than SIP 100 "Trying" was already sent, the feature tag 'sip.actor' has the same value as in the previous provisional response. If both UE PoC Box and NW PoC Box take part in the PoC Session and no provisional response other than SIP 100 "Trying" has been sent yet, the feature tag 'sip.actor' value is either 'principal' or 'msg-taker' according to the PoC Server local policy.

· 7. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media content was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 8. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the text content in the Subject header was removed; 
· 9. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or the Call-Info header or both was removed; and,
NOTE 3:
The reason for removing the Subject header and the reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

· 10. SHALL include Warning header(s) received in incoming provisional responses to SIP INVITE request with the exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 3. SHALL include the Session-Expires header with and start supervising the SIP Session according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac';

· 4. SHALL include the option tag 'timer' in a Require header;
· 5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"

a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

· 6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter";
· 7. SHALL copy into the Contact header the feature tags, 'sip.automata', 'sip.actor' and ‘sip.description’ with their corresponding value if any of these are included in the Contact header of the incoming received SIP response;

NOTE 4: 
If both UE PoC Box and NW PoC Box take part in the PoC Session and a provisional response other than SIP 100 "Trying" was already sent, the feature tags 'sip.actor' and ‘sip.description’ have the same value as in the previous provisional response. If both UE PoC Box and NW PoC Box take part in the PoC Session and no provisional response other than SIP 100 "Trying" has been sent yet, the feature tag 'sip.actor' value is either 'principal' or 'msg-taker' according to the PoC Server local policy.

· 8. SHALL include the Server header with the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response;

· 9. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media content was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 10. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the text content in the Subject header was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 11.SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or the Call-Info header or both was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 12. SHALL include Warning header(s) received in incoming responses to SIP INVITE request; 

· 13. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488] ; and,

· 14. SHALL include the Moderator feature tag '+g.poc.moderator', assign the Moderator Role to the PoC User and cache that there is a Moderator present in the PoC Session if all the following conditions are fulfilled:

a) the PoC Session is a Pre-arranged PoC Group Session or a Chat PoC Group Session;

b) the PoC Group document includes a <Moderator> element with the PoC User's PoC Address included;
Editor's note: The name of the <Moderator> element is preliminary and is depending on XDM 2.1.  
c) the SIP INVITE request received from the PoC Client included the Moderator feature tag '+g.poc.moderator'; and,

d) no other PoC User in the PoC Session is already assigned the Moderator Role.
When sending a SIP 488 "Not Acceptable Here" response to the initial SIP INVITE request, the PoC Server:

· 1. SHALL generate the SIP 488 "Not Acceptable Here" response according to rules and procedures of [RFC3261]; and,

· 2. SHALL perform one of the following actions:

a) include in the SIP 488 "Not Acceptable Here" response a MIME SDP body, containing the Media Types, the Media-floor Control Entities and the Media-floor Control Entity bindings as currently used in the PoC Session according to rules and procedures of [RFC3261], if the offered Media Types where none of those currently used in the PoC Session; or,

b) include the warning text set to '107 Not authorized to add <Media Type>' as specified in subclause 5.6 "Warning header", if the offered Media Type is not authorized for the PoC User. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 7:  (D094)

7.2.1.18. PoC Session Participant Information policy

The PoC Server performing the Controlling PoC Function SHALL only allow the subscription to the Participant Information or Limited Participant Information of the PoC Session hosted by the PoC Server, to those PoC Users which satisfy any of the following conditions:

· 1. if the PoC Session is Ad-hoc PoC Group Session or 1-1 PoC Session, the Authenticated Originator's PoC Address is 

a) a PoC Address of a Participant of the PoC Session; or

b) a PoC Address of an Invited PoC User of the PoC Session;

· 2. if the PoC Session is Pre-arranged PoC Group Session or Chat PoC Group Session, the Authenticated Originator's PoC Address is allowed to subscribe to Participant Information 

a) according to the <allow-conference-state> action as specified in [OMA-PoC-Document-Mgmt]. 

The PoC Server performing the Controlling PoC Function SHALL allow subscription to the Participant Information from PoC Servers performing the Participant PoC Function if the following conditions are fulfilled: 

· 1. the PoC Servers performing the Participant PoC Function is in the Media path i.e. the "b2bua" was received during the establishment of the PoC Session"; and,

· 2. if the PoC Servers performing the Participant PoC Function can be identified according to rules and procedures of [RFC4538].

Change 8:  (D105)

7.2.1.28.2 PoC Session Control for Crisis Handling requested during an ongoing PoC Session

The PoC Server performs the actions in this subclause when receiving a SIP INFO request containing the Priority header set to "crisis event" or when a PoC Client is joining or rejoining an ongoing PoC Session and the SIP INVITE request included the Priority header set to "crisis event" and the ongoing PoC Session wasn't already using PoC Session Control for Crisis Handling.
The PoC Server supporting PoC Session Control for Crisis Handling :
· 1. SHALL send a SIP 200 "OK" response to the SIP INFO request according to rules and procedures of [RFC2976];

· 1. SHALL either use

a. the <Crisis Event handling entity address> element in the PoC Group document as the PoC Address to the PoC Crisis Event Handling Entity if available in the case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,

b. a local policy in the PoC Server to determine the PoC Address of the PoC Crisis Event Handling Entity if a Crisis Event handling entity address> element in the PoC Group document is not available in the case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,

c. a local policy in the PoC Server to determine the PoC Address of the PoC Crisis Event Handling Entity in the case of a 1-1 PoC Session or an Ad-hoc PoC Session; or,

d. reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" to the originating network if no local policy is available in the PoC Server and do not continue with the rest of the steps.

· 2. SHALL invite the PoC Crisis Event Handling Entity as specified in subclause 7.2.2.2 "PoC Session invitation request" using the PoC Address obtained in previous step; and,

· 3. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.9 "Inviting the PoC Crisis Event Handling Entity the PoC Server:

· 1. SHALL if the Priority header was included in a SIP INVITE request 

a) generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"  before continuing with the rest of the steps;

b) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";  

c) SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

NOTE:
Resulting User Plane processing is completed before the next step is performed.

d) SHALL send a SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

e) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
f) SHALL send the SIP NOTIFY request to the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

· 7. SHALL perform towards all Participants in the PoC Session the actions described in the subclause 7.2.2.9.2 "Informing about the use of PoC Session Control for Crisis Handling"; and,

· 8. SHALL apply PoC Session Control for Crisis handling procedures until Normal PoC Session Procedures applies again.
Upon receiving a SIP final response to the SIP INVITE request other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server either: 

· 1. SHALL send the SIP final response towards the PoC Client sending the join or rejoin request if Priority header was received in a SIP INVITE request; or,

· 2. SHALL perform the actions described in the subclause 7.2.2.9.3 "Informing about the use of Normal PoC Session Procedures" towards the PoC Client sending the SIP INFO request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
Change 9:  (D111, D117)
7.2.1.30. Dynamic PoC Group member information
7.2.1.30.1. Subscription to Dynamic PoC Group member information request
Upon receiving a SIP SUBSCRIBE request with the Event header set to 'dynamic group event' according to rules and procedures of [draft-cbus-event] and when the PoC Server supports Dynamic PoC Groups, the PoC Server:

· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] and not stay on the subscription path;
· 2. SHOULD check if a Resource-Priority header requesting the priority treatment of the 'Official Government Use' QoE Profile is included in the SIP SUBSCRIBE request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the SIP SUBSCRIBE request, as specified in [RFC4412];
· 3. SHALL check whether the Conference-factory-URI in the Request-URI is owned by the PoC Server, if the Request-URI contains a Conference-factory-URI, and perform the actions specified in subclause 7.5.1 "Conference-factory- URI does not exist" if it is not owned by the PoC Server and do not continue with the rest of the steps;
· 4. SHALL reject the SIP SUBSCRIBE request with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header", if the Request-URI contains a Conference-factory-URI owned by the PoC Server and do not continue with the rest of the steps;
Editor’s Note: Whether the PoC User can subscribe to a URI-list via the PoC Server or only via the CBUS Server is FFS.
· 5. SHALL check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server, if the request-URI contains a PoC Group Identity and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server and do not continue with the rest of the steps;
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS. Whether evaluation parameters, e.g., Condition Re-evaluation indication is included in this body type or as a separate block of parameters is FFS.
· 6. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.31 "Dynamic PoC Group member information policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps;

· 7. SHALL send the SIP SUBSCRIBE request to the Dynamic PoC Group member information according to rules and procedures of [RFC3265] and [draft-cbus-event] towards the CBUS Server operated by the PoC User’s Service Provider as specified in 7.2.2.10 "Subscribing to Dynamic PoC Group member information ";

Upon receiving a SIP 200 "OK" or a SIP 202 "Accepted" response, the PoC Server:
· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core.
Upon receiving a SIP final response other than a SIP 200 "OK" or SIP 202 "Accepted", the PoC Server:

· 1. SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.30.2. Receiving notification of Dynamic PoC Group member information
This subclause describes the procedures that the PoC Server follows for reception of Dynamic PoC Group member information when subscribing to Dynamic PoC Group member information during a Dynamic PoC Group Session as specified in subclause 7.2.2.10.2 "Subscription initiated by PoC Server". The PoC Server initiates the subscription during establishment of the Dynamic PoC Group Session. The procedures that initiate the subscription and hence are initiating the procedure in this subclause are listed below.

· Subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", for a Dynamic Ad-hoc PoC Group.

· Subclause 7.2.1.3.1 "General", for a Dynamic Pre-arranged PoC Group.

· Subclause 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher", for a Dynamic Pre-arranged PoC Group that is a Dispatch PoC Group.

· Subclause 7.2.1.5 "Joining Chat PoC Group Session request", for a Dynamic Chat PoC Group.
· Re-subscription to Dynamic PoC Group member information as specified in this subclause. 
Upon reception of a SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request from the PoC Server as a result of an action specified in subclause 7.2.2.10.2 "Subscription initiated by PoC Server", the PoC Server:
· 1. SHALL generate a SIP 200 OK response to the SIP NOTIFY request according to rules and procedures of [RFC3261] and [RFC3265]; 

· 2. SHALL send the SIP 200 "OK" response towards the CBUS Server according to rules and procedures of the SIP/IP Core;

· 3. SHALL check the Subscription-State header value of the received SIP NOTIFY request as specified in [RFC3265] and

a) if the Subscription-State is ‘pending’ as specified in [RFC3265] and this is the first SIP NOTIFY request received in this state of the SIP dialog, the PoC Server:

i. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request received for the Dynamic PoC Group Session as specified in the subclause 7.2.1.1 "General" and include the warning text set to '135 Authorization of Dynamic PoC Group ongoing' as specified in subclause 5.6 "Warning header";

ii. SHALL send a SIP 183 "Session Progress" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core.

NOTE 1:
When the PoC Server has initiated a subscription on behalf the Inviting PoC Client the PoC Server waits for the subscription being authorized at an information source beyond the CBUS Server’s authorization.

b) if the Subscription-State is ‘pending’ as specified in [RFC3265] and this is not the first SIP NOTIFY request received in this state of the SIP dialog, the PoC Server:

i. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request received for the Dynamic PoC Group Session as specified in the subclause 7.2.1.1 "General" and include the warning text set to '135 Authorization of Dynamic PoC Group ongoing' as specified in subclause 5.6 "Warning header";

ii. SHALL send a SIP 183 "Session Progress" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

Editor's note: Whether it is the appropriate action to repeatedly send 183 “Session Progress” if state is still pending and 183 “Session Progress” is already sent is FFS.
c) if the Subscription-State is ‘active’ as specified in [RFC3265] and this is the first SIP NOTIFY request received in this state of the SIP dialog, the PoC Server:

NOTE 2:
The state can be ‘active’ when PoC Server has requested a subscription to CBUS Server with Condition Re-evaluation.

i. SHALL perform the following actions, if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] with at least one PoC Address matching the Dynamic PoC Group rules:

1. cache the PoC Addresses currently matching the Dynamic PoC Group rules;
2. update the list of past Participants as specified in subclause 5.14 "Past Participants", if the PoC Server supports the Ad-hoc PoC Group Session re-initiation functionality; and,
3. continue according to the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", 7.2.1.3.1 "General", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" or 7.2.1.5 "Joining Chat PoC Group Session request" initiating the procedure in this subclause.

ii. SHALL perform the following actions, if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] that does not contain any PoC Addresses matching the Dynamic PoC Group rules:
1. update the list of past Participants as specified in subclause 5.14 "Past Participants", if the PoC Server supports the Ad-hoc PoC Group Session re-initiation functionality;
2. SHALL generate a SIP 200 "OK" response to the SIP INVITE request received for the Dynamic PoC Group Session as specified in the subclause 7.2.1.1 "General" and include the warning text set to '136 No matching members found, Condition Re-evaluation ongoing' as specified in subclause 5.6 "Warning header";

3. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

NOTE 3:
Resulting User Plane processing is completed before the next step is performed.

5. SHALL send a SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core; and,

8. SHALL continue according to the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", 7.2.1.3.1 "General", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" or 7.2.1.5 "Joining Chat PoC Group Session request" initiating the procedures in this subclause.

d) if the Subscription-State is ‘active’ as specified in [RFC3265] and this is not the first SIP NOTIFY request received in this state of the SIP dialog, the PoC Server:

i. SHALL perform the following actions, if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] with at least one PoC Address matching the Dynamic PoC Group rules:

1. cache the PoC Addresses currently matching the Dynamic PoC Group rules;
2. update the list of past Participants as specified in subclause 5.14 "Past Participants", if the PoC Server supports the Ad-hoc PoC Group Session re-initiation functionality;
3. invite the PoC Users, as specified in subclause 7.2.2.2 "PoC Session invitation requests" whose PoC Addresses according to the notification matches the Dynamic PoC Group rules and have not previously been invited or expelled; 

4. remove the Participants, as specified in 7.2.2.4 "Removal of Participant from PoC Session" whose PoC Address according to the notification no longer matches the Dynamic PoC Group rules;

5. check the PoC Session release policy as specified in subclause 7.2.1.6 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released, the PoC Server MAY perform the following:

NOTE 4:
When all PoC Users have been invited or joined already once and all Participants have been removed the PoC Session can be released, unless there are Participants left which are not subject to the Dynamic PoC Group rules.

A. perform for each remaining Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Removal of Participant from PoC Session";

B. generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
C. check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package;

D. send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core; and,

E. terminate the subscription to the Dynamic PoC Group member information of the same SIP dialogue as the received SIP NOTIFY request and indicate it terminated according to rules and procedures of [RFC3265] and do not continue with the rest of the steps.

6. MAY start PoC Session modification with the other PoC Clients as specified in subclause 7.2.2.5 "PoC Session modification", if there is a Media Type and Media-floor Control Entity which is used by no more than one PoC Client and allowed according to removing Media policy as specified in the subclause 7.2.1.22 "Removing Media Streams from a PoC Session policy".
ii. SHALL perform the following actions, if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] that does not contain any PoC Addresses matching the Dynamic PoC Group rules:

1. remove the cached PoC Addresses for the Dynamic PoC Group;
2. remove the Participants, as specified in 7.2.2.4 "Removal of Participant from PoC Session" whose PoC Address according to the notification no longer matches the Dynamic PoC Group rules; and,

3. check the PoC Session release policy as specified in subclause 7.2.1.6 "PoC Session release policy" and if the applied release policy requires that the PoC Session is released, the PoC Server MAY perform the following:

NOTE 5:
When all PoC Users have been invited or joined already once and all Participants have been removed the PoC Session can be released, unless there are Participants left which are not subject to the Dynamic PoC Group rules.

A. perform for each remaining Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Removal of Participant from PoC Session";
B. generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
C. check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and if the subscription termination policy requires that subscriptions are to be terminated for each PoC Client terminate the existing subscription to the conference state event package;

D. send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core; and,

E. terminate the subscription to the Dynamic PoC Group member information of the same SIP dialogue as the received SIP NOTIFY request and indicate it terminated according to rules and procedures of [RFC3265] and do not continue with the rest of the steps.
e) if the Subscription-State is ‘terminated’ as specified in [RFC3265], the PoC Server:

i. SHALL perform the following actions, if Condition Re-evaluation is not applied to the Dynamic PoC Group Session for which the SIP NOTIFY request is received:

1. reject the SIP INVITE request with a SIP 480 "Temporarily Unavailable" response with the warning text set to '137 No matching members found' as specified in subclause 5.6 "Warning header", if the request is received for a Dynamic Ad-hoc or Pre-arranged PoC Group and if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] that does not contain any PoC Addresses matching the Dynamic PoC Group rules. Otherwise, continue with the rest of the steps;
2. reject the SIP INVITE request with a SIP 480 "Temporarily Unavailable" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header", if the request is received for a Dynamic Chat PoC Group and if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] that does not contain any PoC Addresses matching the Dynamic PoC Group rules. Otherwise, continue with the rest of the steps;
3. cache the PoC Addresses matching the Dynamic PoC Group rules, if the notification contains a MIME resource-lists body as specified in [draft-cbus-event] with at least one PoC Address matching the Dynamic PoC Group rules;
4. update the list of past Participants as specified in subclause 5.14 "Past Participants", if the PoC Server supports the Ad-hoc PoC Group Session re-initiation functionality; and,
5. continue according to the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", 7.2.1.3.1 "General", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" or 7.2.1.5 "Joining Chat PoC Group Session request" initiating the procedures in this subclause.

ii. SHALL perform the following actions, if Condition Re-evaluation is applied to the Dynamic PoC Group Session for which the SIP NOTIFY request is received:
1. check "reason" parameter received in the SIP NOTIFY request and if it is not present or if "reason" parameter is other than ‘rejected’, ‘giveup’ or ‘noresource’ as specified in [RFC3265] the PoC Server MAY proceed according to rules and procedures of [RFC3265] and re-subscribe to Dynamic PoC Group member information as specified in 7.2.2.10.2 "Subscription initiated by PoC Server" and do not continue with the rest of the steps;

NOTE 6:
After re-subscribing to the Dynamic PoC Group member information as described in this subclause the PoC Server continues to the perform the Controlling PoC Function for the Dynamic PoC Group Session as if the termination of the subscription never occurred.
2. remove the cached PoC Addresses for the Dynamic PoC Group; and,

3. remove all Participants, as specified in 7.2.2.4 "Removal of Participant from PoC Session".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 10:  (D129,D130)
7.2.11.2.  Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.
If status is "on-hold", "alerting" and "dialing-out" the SIP NOTIFY request SHALL NOT be sent if sending Limited Participating Information only.
The PoC Server MAY support Limited Participant Information.

The PoC Server SHOULD include in the SIP NOTIFY request a Resource-Priority header, according to rules and procedures of [RFC4412], of the same value as the one included in the SIP SUBSCRIBE request that created the subscription, if that SIP SUBSCRIBE request included a Resource-Priority and if the 'Official Government Use' QoE Profile is supported.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE 1:
How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is out of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Media Burst is sent towards the PoC Client or a Media Burst is received from the PoC Client. 

When reporting changes in the Participant Information the PoC Server SHALL use partial output according to rules and procedures of [RFC4575].

The PoC Server SHALL include a MIME conference-info+xml body according to rules and procedures of [RFC4575] with the following limitations:

· 1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the "entity" attribute of the <conference-info> element;

· 2. for each Participant in the PoC Session the PoC Server SHALL include a <user> element. The <user> element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the PoC Client, which initiated, joined or re-joined a PoC Session, include the Authenticated Originator's PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy or if the receiver of the SIP NOTIFY request is another PoC Server authorized as specified in subclause 7.2.1.18 "PoC Session Participant Information policy";

ii. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged PoC Group Session or restricted Chat PoC Group Session, if the Participant has not requested privacy or if the receiver of the SIP NOTIFY request is another PoC Server authorized as specified in subclause 7.2.1.18 "PoC Session Participant Information policy"; or, 

iii. SHALL include the Anonymous PoC Address of the Participant, which has requested privacy unless the receiver of the SIP NOTIFY request is another PoC Server authorized as specified in subclause 7.2.1.18 "PoC Session Participant Information policy".

b) MAY include the <display-text> element. If included, the <display-text> element SHALL include a Nick Name of the identity of the "entity" attribute indicated in a) as collected by the PoC Server performing the Controlling PoC Function according to procedures of subclause 5.4 "Nick Name";
c) SHALL include "yourown" attribute with value "true", if the SIP NOTIFY request is to be sent to the PoC Client of the Participant identified by the "entity" attribute of the <user> element, if the Participant requested privacy;
NOTE 2:
"yourown" attribute is specified in [OMA-IM-TS_Endorsement] "Extensions to Conference Event Package XML Schema" and indicates to the PoC Client which <user> element describes its Participant.
d) SHALL include the "anonymous-id" attribute set to the Anonymous PoC Address of the Participant  in accordance with subclause E.1.2 "Participant Information indications" if the identity in the <user> element is the PoC Address of the Participant and the Participant has requested privacy. 

NOTE 3:
In order to transfer the Anonymous PoC Addresses (e.g. for detailed billing information) the "anonymous-id" attribute is needed to transfer the Anonymous PoC Address when the Participant has requested privacy and the PoC Server performing the Participant PoC Function has requested the full identity of a Participant.
e) SHALL include a single <endpoint> element. The <endpoint> element

i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element indicating the status of the PoC Session. The <status> element SHOULD have one of the following values:

A.'connected' , when the Participant is added to the PoC Session; or,

B.'disconnected' , when the Participant has left the PoC Session or when the Invited PoC Client is disconnected from the PoC Session before the Invited PoC Client has accepted the invitation and the "alerting" notification has been sent; or,

C. 'on-hold' , when the Participant has put the PoC Session on hold ; or,

D. 'alerting' , when the Invited PoC Client has responded by SIP 180 "Ringing", but not yet accepted the invitation.

iii. The <status> element MAY have the following value:
A. 'dialing-out', when the PoC Server performing the Controlling PoC Function receives the SIP 183 "Session Progress" response in case of Automatic Answer Mode and if a Privacy header is included in the SIP 183 "Session Progress" response.

NOTE 4:
The usage of other values of the <status> element is not defined for PoC.

iv. SHALL include the <media> element as specified by [RFC4575] if more than one Media Stream is negotiated in the PoC Session and if not receiving subscription to Limited Participating Information. If included, the <media> element SHALL include negotiated Media Types with the following clarification:

A. SHALL include in the <type> element as specified by [RFC4575;
B. SHALL include the <status> element indicating the sending and receiving status of the Media Stream as specified by [RFC4575].

v. MAY include the "LocalQoE" attribute in accordance with subclause E.1.2 "Participant Information indications" if not receiving subscription to Limited Participating Information; and,

vi. MAY include the "FDCFOSupported" attribute in accordance with subclause E.1.2 "Participant Information indications" if not receiving subscription to Limited Participating Information.

f) MAY include the <roles> element. If included, the <roles> element SHALL include an <entry> element with the value 'dispatcher' when the Participant is the Active PoC Dispatcher in case of a Dispatch PoC Session if not receiving subscription to Limited Participating Information.

NOTE 5:
The usage of other elements specified in [RFC4575] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 11:  (D143)

2.2 Normative references
	[OMA-POC-2-CP]
	"OMA PoC Control Plane", Version 2.0, Open Mobile Alliance™, 
OMA-TS-PoC_ControlPlane-V2.0, 
URL: http://www.openmobilealliance.org/  


7.2.2a
Backward compatibility

When PoC Server performing Controlling PoC Function sends a SIP request towards the terminating PoC Network, the PoC Server SHALL perform the actions according to subclause 7.2.2 "Request initiated by the Controlling PoC Function", if the PoC Server does not know the version of OMA PoC specification supported by the terminating PoC Server or the version supported is the one specified in this specification.

When PoC Server performing Controlling PoC Function has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 1.0 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-1-CP] "Request initiated by the Controlling PoC Function", when sending a SIP request towards the terminating PoC Network.
When PoC Server performing Controlling PoC Function has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 2.0 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-2-CP] "Request initiated by the Controlling PoC Function", when sending a SIP request towards the terminating PoC Network.
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Controlling PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Controlling PoC Function", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 1 specifications.
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Controlling PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2-CP] "Request initiated by the Controlling PoC Function", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 2.0 specifications.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 12:  (D156)

7.3.1.5.1. Receiving a SIP REFER request
Upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-established Session owned by this PoC Server and if the "method" parameter in the Refer-to header is set as "INVITE" or is not present, the PoC Server:

· 1. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Server has exceeded. If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response with the warning text set to '104 Too many Simultaneous PoC Sessions' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Contact header includes the PoC Discrete Media feature tag '+g.poc.discretemedia'. If it is present, and if the Pre-established Session does not include the PoC Discrete Media feature tag '+g.poc.discretemedia’, the PoC Server SHALL reject the incoming SIP REFER request with a SIP 403 "Forbidden" response and not continue with the rest of the steps;

· 3. SHALL authorize according to local policy whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP REFER request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;
· 4. SHALL perform the required actions for Outgoing Condition Based PoC Session Barring as specified in subclause 7.3.1.1 "General", if Outgoing Condition Based PoC Session Barring is supported;
NOTE 1:
How the evaluation of Outgoing Condition Based PoC Session Barring conditions is done is out of scope of this specification. The PoC Server might utilize functionality provided by the OMA CBUS Enabler as specified in [OMA CBUS TS] and [draft-cbus-event] or it might utilize proprietary solutions.
· 5. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header does not include the Session Type uri-parameter "session=adhoc", "session=prearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request" and do not do anything else in this subclause.

· 6. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 7. SHALL generate a final SIP response 2xx according to rules and procedures of [RFC3515];
· 8. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

· 9. SHALL check if a Resource-Priority header is included in the SIP REFER request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header";
b) check that the QoE Profile assigned to the Pre-established session is 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile assigned to the Pre-established session is other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header"; and,
c) apply preferential treatment to the SIP request, as specified in [RFC4412], and proceed with the rest of the steps.

· 10. MAY remove the Subject header from the URI of the Refer-To header;
· 11. MAY remove the Alert-Info or the Call-Info header or both from the URI of the Refer-To header;

· 12. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 13. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 14. SHALL insert a Request-URI using the URI, and possible Session Type and Dispatch Type uri-parameters, out of the Refer-To in the SIP REFER request;
· 15. SHALL insert the Moderator feature tag '+g.poc.moderator' in the Contact header of the outgoing SIP INVITE request if a Moderator '+g.poc.moderator' feature tag is included in Contact header of the incoming SIP REFER request;

· 16. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the value negotiated during the Pre-established Session establishment, if the 'Official Government Use QoE Profile' is supported and if this is the QoE Profile assigned to the Pre-established Session;
· 17. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in the subclause 7.3.1.1b "SDP offer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; 
· 18. SHALL include the Subject header into the outgoing SIP INVITE request, if received in the URI of Refer-To header of the incoming SIP REFER request and if Text Content is supported by the PoC Server;
· 19. SHALL include the Alert-Info header, Call-Info header or both into the outgoing SIP INVITE request, if received in the URI of the Refer-To header of the incoming SIP REFER request and if Referenced Media Content is supported by the PoC Server;
· 20. SHALL include the media content in MIME bodies and associated Content-Disposition headers into the outgoing SIP INVITE request, if received media content in MIME body of the SIP REFER request and Included Media Content is supported by the PoC Server;
· 21. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; and,

NOTE 2:
B2BUA do not forward any SIP provisional nor final responses.

· 22. SHALL generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the invitation, if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request. 

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact if received in the Contact header; and,

· 3. SHALL discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 "OK" response for the SIP INVITE request the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact received in the Contact header; and,

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', or a SIP 503 "Service Unavailable", or a SIP 486 "Busy Here", or a SIP 488 "Not Acceptable Here", or a SIP 417 "Unknown Resource Priority", the PoC Server SHALL generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request", if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request.

Upon receiving a SIP final response other than 2xx, 3xx, or a SIP response other than specifically mentioned above, the PoC Server: 

· 1. SHALL discard the received SIP responses without forwarding them.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 13:  (D159,D160, D161-D168)

7.3.1.5.2. Fast PoC Session establishment request

Upon receiving a fast PoC Session establishment request as specified in [OMA-PoC-UP] "Participating PoC Function fast PoC Session establishment on originating side" the PoC Server:

· 1. SHALL perform the required actions for Outgoing Condition Based PoC Session Barring as specified in subclause 7.3.1.1 "General", if Outgoing Condition Based PoC Session Barring is supported;
NOTE 1:
How the evaluation of Outgoing Condition Based PoC Session Barring conditions is done is out of scope of this specification. The PoC Server might utilize functionality provided by the OMA CBUS Enabler as specified in [OMA CBUS TS] and [draft-cbus-event] or it might utilize proprietary solutions.
· 2. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 3. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 4. SHALL insert a Request-URI using the URI, and possible Session Type and Dispatch Type uri-parameters, out of the Refer-To in the SIP REFER request;
· 5. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the value negotiated during the Pre-established Session establishment, if the 'Official Government Use QoE Profile' is supported and if this is the QoE Profile assigned to the Pre-established Session;
· 6. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in the subclause 7.3.1.1b "SDP offer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; 
· 7. SHALL perform the required actions for Alert-Info, Call-Info header and the Subject header as specified in subclause 7.3.1.1 "General",

· 8. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; and,

NOTE 2:
B2BUA do not forward any SIP provisional nor final responses.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact if received in the Contact header; and,

· 3. SHALL discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 "OK" response for the SIP INVITE request the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact received in the Contact header; and,

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', or a SIP 503 "Service Unavailable", or a SIP 486 "Busy Here", or a SIP 488 "Not Acceptable Here", or a SIP 417 "Unknown Resource Priority", the PoC Server SHALL reject the fast setup request as specified in [OMA-PoC-UP] "Participating procedure at fast PoC Session establishment".

Upon receiving a SIP final response other than 2xx, 3xx, or a SIP response other than specifically mentioned above, the PoC Server: 

· 1. SHALL discard the received SIP responses without forwarding them; and,
· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedure at fast PoC Session establishment".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 14:  (D170)

7.3.1.8. SIP REFER request received

Upon receiving a SIP REFER request containing in the Request-URI a conference URI that identifies a Pre-established Session owned by this PoC Server, the PoC Server:

· 1. SHALL perform the procedures specified in subclause 7.3.1.5 "PoC Session Initiation using Pre-established Session", if the "method" parameter in the Refer-to header is set as "INVITE" or is not present; or

· 2. SHALL perform the procedures specified in subclause 7.3.1.10.2 "SIP REFER BYE request from the PoC Client - Pre-established Session case", if the "method" parameter in the Refer-to header is set as "BYE"; or,

· 3. SHALL perform the procedures specified in subclause 7.2.1.25 "FDCFO Proceed request", if the "method" parameter in the Refer-to header is set to "MESSAGE" and a MIME body with the Content-Type application/vnd.poc.fdcfo+xml body is present in the SIP REFER Request.

Upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a PoC Session not owned by this PoC Server, the PoC Server:

· 1. SHALL insert a Record-Route header containing its own address, if the PoC Server wants to stay on the signalling path; 

· 2. SHALL remove the sip.instance if included in the Contact header of the SIP REFER request; and

· 2. SHALL forward the SIP REFER request towards the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response to the SIP REFER request that the PoC Server forwarded, the PoC Server SHALL forward the SIP final response along the signaling path towards the initiating PoC Client according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 15:  (D172)

7.3.1a
Backward compatibility

When PoC Server performing Participating PoC Function sends a SIP request towards the terminating PoC Network, the PoC Server SHALL perform the actions according to subclause 7.3.1 "Request initiated by the served PoC User", if the PoC Server does not know the version of OMA PoC specification supported by the terminating PoC Server or the version supported is the one specified in this specification.

When PoC Server performing Participating PoC Function in the originating PoC Network has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 1.0 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-1-CP] "Requests initiated by the served PoC User", when sending a SIP request towards the terminating PoC Network.
When PoC Server performing Participating PoC Function in the originating PoC Network has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 2.0 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-2-CP] "Requests initiated by the served PoC User", when sending a SIP request towards the terminating PoC Network..
When sending a SIP request on behalf of a served PoC Client which indicated in the User-Agent header of the SIP PUBLISH request setting the PoC Service Settings that the PoC Client supports only the PoC 1.0 specifications, the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Served PoC User".
When sending a SIP request on behalf of a served PoC Client which indicated in the User-Agent header of the SIP PUBLISH request setting the PoC Service Settings that the PoC Client supports only the PoC 2.0 specifications, the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2-CP] "Request initiated by the Served PoC User".
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Served PoC User", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 1 specifications.
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2-CP] "Request initiated by the Served PoC User", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 2.0 specifications.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 16:  (D186)

7.3.2.2. PoC Session invitation request

Upon receiving an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

· 1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the PoC Server is acting as a B2BUA and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261];

NOTE 1:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.

· 2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '106 Isfocus not assigned' as specified in subclause 5.6 "Warning header". Otherwise continuing the rest of the steps;

· 3. SHALL check if the URI Usage Type uri-parameter is included in the Request-URI and if it is included with a value different from "uriusage=user" the PoC Server SHALL return a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261] with the warning text set to '130 Conflicting URI: <URI>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 4. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not  continue with the rest of the steps;

· 5. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not 'true' in the <allow-reject-invite> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' then the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps;

· 6. SHALL, in case privacy is requested, check if the value associated to the <allow-anonymity> element as described in [OMA-PoC-Document-Mgmt] is not 'false'. If it is 'false', the PoC Server SHALL respond with a SIP 433 "Anonymity Disallowed" response as specified in [RFC5079] and do not  continue with the rest of the steps; 

· 7. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if PoC Box functionality is not supported by PoC Server or the PoC User does not have a valid subscription to the NW PoC Box service;
· 8. SHALL perform the following actions, if Incoming Condition Based PoC Session Barring is supported by the PoC Server:
a) evaluate the Incoming Condition Based PoC Session Barring conditions defined by the Subscriber and stored in the Shared Policy XDMS and associated to the PoC Address received in the Request-URI and if any of the evaluated conditions is satisfied and the PoC Box Use PoC Service Setting is set to "unwillingness" return a SIP 480 "Temporarily Unavailable" response according to the rules and procedures of [RFC3261] with the warning text set to '133 Incoming invitation conditionally barred' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps; and,
b) evaluate the Incoming Condition Based PoC Session Barring conditions defined by the User and stored in the Shared Policy XDMS and associated to the PoC Address received in the Request-URI, if the Incoming Condition Based PoC Session Barring User setting is active and if any of the evaluated conditions is satisfied and if the PoC Box Use PoC Service Setting is set to "unwillingness"  return a SIP 480 "Temporarily Unavailable" response according to the rules and procedures of [RFC3261] with the warning text set to '133 Incoming invitation conditionally barred ' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps. Otherwise continue with the rest of the steps;

NOTE 2:
How the evaluation of Incoming Condition Based PoC Session Barring conditions is done is out of scope of this specification. The PoC Server might utilize functionality provided by the OMA CBUS Enabler as specified in [OMA CBUS TS] and [draft-cbus-event] or it might utilize proprietary solutions.
· 9. SHALL check the total size of text content in the Subject header, if Included Text Content is supported by the PoC Server and if Subject header is included, and if the total size exceeds a configurable max size remove the text content;
· 10. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME body:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if at least one Media Type is not allowed according to local policy, either

i. send a SIP 415 "Unsupported Media Type". The SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both.
and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,
i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content and continue with the rest of the steps.

· 11. MAY remove the Subject header;
· 12. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 3:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server or Referenced Media Content in a Request Support with value ‘false’.

· 13. SHALL perform the following actions, if Incoming Media Content Barring is supported by the PoC Server and if media content is included in one or more MIME body:
a) check the PoC Service Setting for Incoming Media Content Barring and if set to 'active' the PoC Server

i. SHALL check if any of the Media Types of the incoming Media content is not 'true' in the <allow-barring-media-content> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. For each Media Type that is 'true' the PoC Server SHALL perform the following:

1. remove all MIME bodies containing the not allowed Media Type, if no additional condition is associated to the rules for barring incoming media content of that Media Type and skip the next two step. Otherwise, continue with the rest of the steps;

2. check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not 'true' in the <allow-barring-media-content> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' and if no additional condition is associated to the rules for barring incoming media content of that Media Type the PoC Server SHALL remove all MIME bodies containing the not allowed Media Type and skip the next step. Otherwise, continue with the rest of the steps; and,

3. check, in case privacy is requested, if anonymous request is not 'true' in the <allow-barring-media-content> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If it is 'true' the PoC Server SHALL remove all MIME bodies containing the not allowed Media Type.

ii. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not 'true' in the <allow-barring-media-content> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' and if no additional condition is associated to the rules for barring incoming media content the PoC Server SHALL remove all MIME bodies containing the not allowed Media Type and skip the next step. Otherwise, continue with the rest of the steps; and,

iii. SHALL check, in case privacy is requested, if anonymous request is not 'true' in the <allow-barring-media-content> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If it is 'true' the PoC Server SHALL remove all MIME bodies containing the not allowed Media Type.

NOTE 4:
The PoC Server removes only those MIME bodies containing not allowed Media Types according to element <media-list> as defined in [OMA-PoC-Document-Mgmt] and associated to the Invited PoC User. Conditions for removal based on identity of the Inviting PoC User and/or anonymous request can be defined without or in combination with <media-list>..

· 14. SHALL perform the following actions, if Incoming Media Stream Barring is supported by the PoC Server:
 a) check the Invited PoC User’s PoC Service Setting for Incoming Media Stream Barring and if set to 'active' the PoC Server:

i. SHALL perform the actions as specified in 7.3.2.1d "Barring of incoming Media Streams"; and,

ii. SHALL validate that at least one Media Stream is acceptable. If no Media Stream is acceptable the POC Server SHALL reject the request with a SIP 488 "Not Acceptable Here" response and do not continue with the rest of the steps;
· 15. SHALL perform actions to authorize a QoE Profile attribute included in the received SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included and marked as mandatory in the received SDP offer, as specified in subclause E.3.2 "QoE Profile". If the requested QoE Profile cannot be authorized, the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header" and do not  continue with the rest of the steps;

NOTE 5:
'Official Government Use' QoE Profile is automatically authorized at the terminating PoC Server to the Invited PoC Client, if the PoC Server supports this QoE Profile.

· 16. SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.1 "Determination of routing to a PoC Box upon an incoming invitation" if the PoC Server supports PoC Box functionality;

· 17. SHALL route the request to a NW PoC Box as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box" if it was determined to route the invitation to a NW PoC Box and not continue with the rest of the steps;

· 18. SHALL route the request to a UE PoC Box as specified in subclause 7.3.2.2.5.4 "Forward invitations to a UE PoC Box" if it was determined to route the invitation to a UE PoC Box and not continue with the rest of the steps; and

· 19. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client has an existing PoC Session, but does not support Simultaneous PoC Sessions. If true, and if the incoming PoC Session has a higher PoC Session Precedence than the currently existing PoC Session, and if in accordance with Service Provider Policy, the PoC Server SHALL release the PoC Session, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session" and skip to step 22;

· 20. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client has an existing locked PoC Session and supports Simultaneous PoC Sessions. If true, and if the incoming PoC Session has a higher PoC Session Precedence than the locked PoC Session, then if in accordance with Service Provider Policy, the PoC Server SHALL release the locked PoC Session, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session" and skip to step 22;

· 21. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client supports Simultaneous PoC Sessions and has reached the maximum number of PoC Sessions permitted. If true, and if the incoming request has a higher PoC Session Precedence than the lowest currently established PoC Session, and if in accordance with Service Provider Policy, the PoC Server SHALL release the PoC Session of lowest PoC Session Precedence, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session". 

· 22. SHALL authorize whether the Authenticated Originator's PoC Address in the SIP INVITE request is allowed by the action <allow-manual-answer-override> as specified in [PoC-Document-Mgmt], if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;
· 23. SHALL perform the actions specified in subclause 7.3.2.2a "Automatic-answer", if:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto', or

b) all the following applies:

i. the Authenticated Originator's PoC Address in the SIP INVITE request is 'true' by the <allow-auto-answermode> action associated to the Invited PoC User as described in [OMA-PoC-Document-Mgmt];

ii. the result of the <allow-auto-answermode> action for each offered and not barred Media Stream is 'true' according to the <media> condition of the Invited PoC User's User Access Policy as described in [OMA-PoC-Document-Mgmt];

iii. the Answer Mode Indication setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer;

iv. the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require'; and,

v. the PoC Server does not have already a PoC Session with the PoC Client.

Otherwise, continue with the rest of the step; and,

· 24. SHALL perform the actions specified in subclause 7.3.2.2b "Manual-answer"

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 17:  (D190)

7.3.2a
Backward compatibility

When PoC Server performing Participating PoC Function in the terminating PoC Network sends a SIP request towards the terminating PoC Clients, the PoC Server SHALL perform the actions according to the [OMA-PoC-1-CP] "Requests terminated by the served PoC User", if the User-Agent header received from the terminating PoC Client, when setting the PoC Service Settings, indicates the support only to the PoC 1.0 specifications. 
When PoC Server performing Participating PoC Function in the terminating PoC Network sends a SIP request towards the terminating PoC Clients, the PoC Server SHALL perform the actions according to the [OMA-PoC-2-CP] "Requests terminated by the served PoC User", if the User-Agent header received from the terminating PoC Client, when setting the PoC Service Settings, indicates the support only to the PoC 2.0 specifications. 
The PoC Server performing Participating PoC Function SHALL indicate in the Server header the OMA PoC release version supported by the Invited PoC Client, when sending SIP responses back to the PoC Server performing Controlling PoC Function.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 18:  (D191)

7.4.3 PoC Session Search


Change 19:  (D201)

9.1. Invitation to a PoC Session with PoC Session Control for Crisis Handling

Upon receipt of a SIP INVITE request the PoC Crisis Event Handling Entity:

· 1. SHALL Authorize the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session, and if it is not authorized the PoC Crisis Event Handling Entity SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
NOTE 1:
The PoC Crisis Event Handling Entity authorizes the PoC User using a local policy outside the scope of the PoC specifications.
· 2. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Session with PoC Session Control  and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 3. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Crisis Event Handling Entity determines that there is not enough resources to handle the PoC Session; or,

b) any other reason outside the scope of this specification.

· 4. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 5. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2 "SDP answer generation";


· 6. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 
NOTE 2:
In case of a PoC Dispatch Group Session the PoC Server performing the Controlling PoC Function will invite the PoC Dispatcher on receipt of the SIP 200 "OK" response to the SIP INVITE request.
· 7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling Entity procedures at PoC Session initialization"; 
· 8. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 9. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 3:
The PoC Crisis Event Handling Entity converts TEL URI to SIP URI according to [RFC3261], if needed.

· 10. SHALL perform the following actions:

a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 

b) include a MIME resource-lists body with the list of the PoC Users and PoC Groups to be added according to rules and procedures of [draft-multiple-refer]; 
NOTE 4:
The PoC Crisis Event Handling always includes the PoC Users and PoC Groups received in the MIME resource-list body of the SIP INVITE request in case of a 1-1 PoC Session or an Ad-hoc PoC Session but can add additional PoC Users and PoC Groups according to a local Policy.
NOTE 5:
The PoC Crisis Event Handling Entity obtains PoC Group information using the XDM-3 reference point as specified in [OMA-PoC-Document-Mgmt].
c) optionally, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [draft-URI-list-capacity]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 

· 11. SHALL include the following according to rules and procedures of [RFC4488:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 12. SHALL include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 13. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested in the incoming SIP INVITE request; 

· 14. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the incoming SIP INVITE request included manual answer override or according to local policy; 
NOTE 3: The Refer-To URI can be a PoC Address or a content-ID URL.
· 15. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] if received in the incoming SIP INVITE request or according to local policy and as specified in subclause 5.8 "QoE Profiles". If included the Resource-Priority header SHALL be included as a header of the REFER request as well as a Refer-to URI parameter;

· 16. MAY include media content in one or more MIME bodies as specified in [RFC2046] if received in the incoming SIP INVITE request or according to local policy. 

For each included media content, the PoC Crisis Event Handling Entity:
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional".
NOTE 4:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Crisis Event Handling Entity in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
· 17. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] if received in the incoming SIP INVITE request or according to local policy; 
NOTE5:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 18. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC3261] if received in the incoming SIP INVITE request or according to local policy; and, 
· 19. SHALL send the SIP REFER request towards the PoC Server within the existing dialog according to rules and procedures of the SIP/IP Core. 
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9.4. Receiving request for Normal PoC Session Control
Upon receipt of a SIP INFO request with a Priority header set to "normal", the PoC Crisis Event Handling Entity:


· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC2976];

· 2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core; 

· 3. SHALL authorize the PoC User sending the SIP INFO request according to a local policy and if the PoC User is not authorized do not continue with the rest of the steps.

· 4. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976];

· 5. SHALL include a Priority header with the value set to "normal"; and,

· 6. SHALL send the SIP INFO request according to rules and procedures of SIP/IP Core.

Upon receipt of a SIP 200 "OK" response to the SIP INFO request the PoC Crisis Event Handling Entity:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling procedures at PoC Session release";

· 2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
· 5. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] according to a local policy and as specified in subclause 5.8 "QoE Profiles"; and,

· 6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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Appendix A. Static Conformance Requirements (SCR) 
(Normative)

Annex A defines the MANDATORY (M) and OPTIONAL (O) PoC Control Plane (CP) functionality static conformance requirements (SCR). Mandatory Group Management Service Enabler (GMSE) and optional Presence Service Enabler (PRSE) functions, as required for the PoC enabler, are also referenced in these tables. 

The SCRs defined in the following tables include SCR for:

· PoC Client;

· PoC Server performing the Participating PoC Function;

· PoC Server performing the Controlling PoC Function; 
· UE PoC Box and NW PoC Box; and,
· PoC Crisis Event Handling Entity.

The SCRs are defined as described in [OMA_SCR_Rules].

Each SCR table identifies a list of supported features as:

·   Item:
Identifier for a feature. It MUST be of type ScrItem.

·   Function:
Short description of the feature.

·   Reference:
Section(s) of the specification(s) with more details on the feature. 

·   Requirement:
Other features required by this feature, independent of whether those other features are mandatory or optional. The notation in the dependency grammar MUST be used for this column when other features are required; else the column MUST be left empty.

Dependency grammar used in this section is specified in [OMA_SCR_Rules]:

TerminalExpression =
ScrReference
/ NOT TerminalExpression
/ TerminalExpression LogicalOperator TerminalExpression
/ " (" TerminalExpression ")"

ScrReference =
ScrItem
/ ScrGroup

ScrItem =
SpecScrName "–" GroupType "–" DeviceType "–" NumericId "-" Status
/ SpecScrName "–" DeviceType "–" NumericId "-" Status

ScrGroup =
SpecScrName ":" FeatureType
/ SpecScrName "–" GroupType "–" DeviceType "–" FeatureType

SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = "C" / "S"; C – client, S – server

NumericId = Number Number Number 

Status = "M" / "O"; M - Mandatory, O - Optional

LogicalOperator = "AND" / "OR"; AND has higher precedence than OR and OR is inclusive

FeatureType = "MCF" / "OCF" / "MSF" / "OSF";

Character = %x41-5A;

NOTE: The following convention applies for the labels regarding the PoC version:

· 
· 
· 
- PoCv1.0 - SCR Item that is the same in PoCv2.0 and PoCv2.1 as it is in PoCv1.0.
- PoCv2.0 - SCR Item that is the same in PoCv2.1 as it is in PoCv2.0.
- PoCv2.1 - SCR Item that is new in PoCv2.1.
- PoCv1.0mod - SCR Item that exists in PoCv1.0, but modifications in PoCv2.0 and PoC v2.1 or both.
- PoCv2.0mod - SCR Item that exists in PoCv1.0, but modifications in PoC v2.1.
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E.3.1.  Media Burst Control Protocol MIME registration

This MIME registration covers transport over UDP. 

Type name:


Application

Subtype name:

TBCP

Required parameters: 
None

Optional parameters:

multimedia
This parameter is used to negotiate and indicate that the multimedia MBCP extensions in addition to those for Talk Burst Control Protocol are used. Permissible values are 0 and 1. If multimedia=1 is present in a SDP offer or a SDP answer this indicates support for receiving the multimedia extensions specified in [OMA-POC-UP]. If multimedia=0 or if the multimedia parameter is not present in a SDP offer or a SDP answer this indicates that only the functionality supported in [OMA-POC-1-UP] is to be used. The SDP answer contains either the value lower or equal to the SDP offer version value, or no multimedia parameter at all. multimedia=0 or no multimedia parameter can be used only when the SDP offer or SDP answer contains one PoC Speech with Talk Burst Control Protocol only.

mbc_scheme
This parameter is used to negotiate and indicate the Media Burst Control Scheme to be used in the PoC Session. Permissible values are an ASCII character string with the maximum length of 12 characters. If the PoC Client supports the Media Burst Control Scheme, the PoC Client can include the mbc_scheme parameter in the SDP offer in PoC Session establishment. If the mbc_scheme parameter is present in a SDP offer from the PoC Client for the PoC Session, the PoC Client is indicating the Media Burst Control Scheme to be used in the PoC Session. If the mbc_scheme parameter is present in a SDP offer or SDP answer from the PoC Server hosting the PoC Session, the PoC Server is indicating usage of the Media Burst Control Scheme in the PoC Session. If the PoC Server supports the Media Burst Control Scheme, the PoC Server can include the mbc_scheme parameter in the SDP answer if the PoC Group definition contains the Media Burst Control Scheme information. The mbc_scheme parameter can only be included if the multimedia parameter is also included with value 1.
queuing: 
This parameter is used to negotiate the optional Media Burst Request queuing feature. Permissible values are 0 and 1.  If set equal to 1, Media Burst Request queuing operation is supported.  If set equal to 0 or if not present, no Media Burst Request queuing operation is employed. If queuing=1 is present in a SDP offer then the offerer is indicating that it supports and is willing to support Media Burst Request queuing operation. The answerer can include the queuing parameter in a SDP answer if it was present in the SDP offer. If the answerer wishes to indicate that it supports and is willing to perform Media Burst Request queuing operation it includes queuing=1 in the SDP answer. If queuing=0 or no queuing parameter is present in the SDP answer then Media Burst Request queuing operations are not to be performed.

· tb_priority: 
This parameter is used to negotiate that priority levels can be used in Media Burst Request messages and defines the maximum priority that a PoC Client is allowed to specify.  The allowed values for tb_priority are:

"0" – receive only – the PoC Client is not authorised to request to send Media.
"1" – normal priority – the normal priority for Media Burst Requests from PoC Clients and that is granted to PoC Clients that don't support priority queuing.

"2" – high priority – the PoC Client Media Burst Requests are handled with a higher priority than those of the normal priority level.

"3" – preemptive priority – the PoC Client Media Burst Requests pre-empt those in the queue of all other priority levels and any current speaker of a lower priority level Right to Speak is revoked and the PoC Client is granted the Right to Speak immediately.
The offerer can request priority based queuing operation by including the tb_priority parameter in a SDP offer. The answerer can include the tb_priority parameter in the SDP answer if it was present in the SDP offer. The answerer may change the value of the tb_priority parameter to a lower value but does not increase the value. The only exception to this rule is that priority levels and the tb_priority parameter are not supported and the tb_priority parameter is not present, Media Burst Request messages from the PoC Client are handled using the normal priority and then the priority level can be effectively promoted from receive only to normal priority. 

· timestamp:
This parameter is used to negotiate the use of the optional timestamp feature in Media Burst Request messages. Permissible values are 0 and 1.  If set equal to 1, then timestamp based queuing is supported and timestamps can be included in the Media Burst Request messages.  If set equal to 0 or if not present, timestamp based queuing is not supported. If timestamp=1 is present in a SDP offer then the offerer is indicating that it supports and is willing to support timestamp based queuing operation. The answerer can include the timestamp parameter in a SDP answer if it was present in the SDP offer. If the answerer wishes to indicate that it supports and is willing to perform timestamp based queuing operation it includes timestamp=1 in the SDP answer. If timestamp=0 or no queuing parameter is present in the SDP answer then timestamp based queuing operations are not to be performed and timestamps are not included in Media Burst Request messages. When the timestamp parameter is included in SDP the queuing parameter queuing=1 also has to be included.

· tb_granted:     
This optional parameter is used to negotiate and indicate using SDP that permission to send a Media Burst is implicitly granted to the PoC Client.  Permissible values are 0 and 1.  If tb_granted=1 is present in a SDP offer from the PoC Client the PoC Client is indicating support for receiving an indication of Media Burst granted in the SDP answer. If tb_granted=0 or if the tb_granted parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it does not support receiving an indication of Media Burst granted in the SDP answer. The PoC Server performing the Controlling PoC Function can include a tb_granted = 1 in the SDP answer if tb_granted=1 was included in the SDP offer. If the SDP answer contains tb_granted=1, the PoC Client, behaves as if a MBCP Media Burst Granted message had been received. If tb_granted=0 or if no tb_granted parameter is present in the SDP answer, the PoC Client behaves as if no MBCP Media Burst Granted message has been received. The PoC Server does not include the tb_granted parameter in a SDP offer and the PoC Client does not include the tb_granted parameter in a SDP answer, however the PoC Server does forward the tb_granted parameter in forwarded requests and responses.

· tb_compfactor:
This optional parameter can be used in conjunction with the tb_bufsize parameter. tb_compfactor is used to negotiate and indicate that the PoC Client will use Media Time Compression if the Media data is buffered by the PoC Client before sending it to the PoC Server. Permissible values are the compression factor as a floating number. If tb_compfactor is present in an SDP offer from the PoC Client it indicates the maximum compression factor the PoC Client is willing to use for buffering into its transmit buffer. The PoC Server can only include the tb_compfactor parameter in the SDP answer if a tb_compfactor was included in the SDP offer. If the SDP answer contains a tb_compfactor, the PoC Client time compresses RTP Media data by the value of the answered tb_compfactor into its transmit buffer. If the SDP answer does not contain any tb_compfactor parameter, the PoC Client may not time compress RTP Media data. The "tb_compfactor" parameter can only be included if the "multimedia" parameter with value 1 is also included.
NOTE:
The floating number values of tb_compfactor are textually represented according to the ISO 6093 standard.

· tb_seg_preload:     
This optional parameter is used to negotiate and indicate using SDP that the PoC Client has Limited Segment Media Buffer Preload capability. Permissible values are non-negative integers. If tb_seg_preload containing a non zero value is present in a SDP offer from the PoC Client, the PoC Client is indicating support for Limited Segment Media Buffer Preload capability. If tb_seg_preload=0 or if the tb_seg_preload parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it does not support this. 

The PoC Server can only include the tb_seg_preload parameter in the SDP answer if tb_seg_preload was included in the SDP offer. If the SDP answer contains a nonzero value of tb_seq_preload, the PoC Client has permission to transmit prior to MBCP Media Burst Granted message reception a segment of RTP Media limited to the value of tb_seg_preload contained in the SDP answer in octets. If the SDP answer contains a value of tb_seq_preload=0 or no tb_seq_preload parameter, the PoC Client does not use the Limited Segment Media Buffer Preload. The "tb_seg_preload" parameter can only be included if the "multimedia" parameter with value 1 is also included. 

· tb_txbufsize:     
This optional parameter is used to negotiate and indicate using SDP that the PoC Client is capable of buffering RTP Media prior to being sent from the PoC Client to the PoC server. Permissible offered values are maximum buffer size, in octets, or "0" if not supported or requested. If tb_txbufsize is present in a SDP offer from the PoC Client with a nonzero value it is indicating the maximum amount of media in octets it is willing to buffer. The PoC Server can only include the tb_txbufsize parameter in the SDP answer if a tb_txbufsize was included in the SDP offer. If the SDP answer contains a nonzero value of tb_txbufsize equal to the SDP offer, the PoC Client is allowed to buffer RTP Media up to the size in octets of the value of tb_txbufsize in the answer until it receives a Media Burst granted . The PoC Client can expect receipt of MBCP Media Burst Granted before the buffer of size indicated in the answer is full. If the SDP answer contains a value of tb_txbufsize=0 or no tb_txbufsize parameter, the PoC Client should not expect receipt of the TBCP Talk Burst Granted message before potential buffer overflow. The "tb_txbufsize" parameter can only be included if the "multimedia" parameter with value 1 is also included.

· tb_txbw:     
This optional parameter is used to indicate using SDP the bandwidth available to transmit RTP Media from the PoC Client to the PoC Server. Permissible offered values are maximum transmit bandwidth, in kilobits per second. If tb_txbw is present in an SDP offer from the PoC Client with a nonzero value it is indicating the maximum bandwidth available to transmit RTP Media. The tb_txbw is not valid in an SDP answer. The "tb_txbw" parameter can only be included if the "multimedia" parameter with value 1 is also included.

· poc_sess_priority: 
This parameter is used to negotiate and indicate that the optional PoC Session priority is used, as it applies to handling of the RTP Media stream. Permissible values are 0 and 1.  If poc_sess_priority=1, Primary PoC Session priority to this PoC Session.  If poc_sess_priority=0 or if the poc_sess_priority parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it wishes to assign the Secondary PoC Session priority to this PoC Session. The PoC Server can include a poc_sess_priority parameter in the SDP answer if it was present in the SDP offer from the PoC Client. If poc_sess_priority =1 was present in the SDP offer the PoC Server indicates that it has set the priority of this PoC Session to Primary PoC Session priority by including poc_sess_priority=1 in the answer. If poc_sess_priority=0 was present in the SDP offer the PoC Server indicates that it has set the priority of this PoC Session to Secondary PoC Session priority by including poc_sess_priority=0 in the SDP answer. If no poc_sess_priority parameter is included in the SDP answer then Secondary PoC Session priority is assigned for this PoC Session. The PoC Server does not include the poc_sess_priority parameter in a SDP offer and the PoC Client does not include the poc_sess_priority parameter in a SDP answer, however the PoC Server does forward the poc_sess_priority parameter in forwarded requests and responses.

· poc_lock: 
This parameter is used to negotiate and indicate the PoC Session locking priority as it applies to the handling of the RTP Media stream during Simultaneous PoC Sessions.  Permissible values are 0 and 1.  If poc_lock=1 is present in a SDP offer from the PoC Client the PoC Client is indicating support for PoC Session locking priority and that it wishes to lock this PoC Session.  If poc_lock= 0 or if the poc_lock parameter is not present in a SDP offer from the PoC Client the PoC Client is indicating that it wishes to unlock this PoC Session. The PoC Server can include a poc_lock parameter in the SDP answer if it was present in the SDP offer from the PoC Client. If poc_lock=1 was present in the SDP offer the PoC Server indicates that it has locked this PoC Session by including poc_lock=1 in the answer. If poc_lock=0 was present  in the SDP offer the PoC Server indicates that it has unlocked this PoC Session by including poc_lock=0 in the SDP answer. If no poc_lock parameter is included in the SDP answer then this PoC Session is unlocked. The PoC Server does not include the poc_lock parameter in a SDP offer and the PoC Client does not include the poc_lock parameter in a SDP answer, however the PoC Server does forward the poc_lock parameter in forwarded requests and responses.

· local_grant: 
This optional parameter is used to negotiate and indicate using  SDP whether the PoC Client and the PoC Server have the locally granted Talk Burst capability. Permissible values, if parameter is present, are 0 and 1. If local_grant=1 is present in an SDP offer from the PoC Client or from the PoC Server , the PoC Client or the PoC Server, respectively, is indicating that it supports locally granted Talk Burst mode. If local_grant=0 or if local_grant parameter is not present in the SDP offer from the PoC Client or the PoC Server, the PoC Client or the PoC Server, respectively, indicates that it does not support locally granted Talk Burst. The PoC Client and PoC Server can include a local_grant parameter in the SDP answer if it was present in the received SDP offer.  If local_grant=1 is included in the SDP answer, it indicates that PoC Client or PoC Server supports locally granted Talk Burst mode. If local_grant=0 or parameter is not present in the SDP answer, it indicates that locally granted Talk Burst is not supported by the PoC Server or PoC Client. 

· imp_mb_req:     
This optional parameter is used to negotiate and indicate using SDP that Media Burst is implicitly requested. The permissible values are 0 and 1. This parameter is included under the media level definition of the Media-floor Control Entity where implicit Media Burst is requested. This parameter is not needed for Media-floor Control Entity for which only PoC Speech is bound in case of 1-1 PoC Session, Ad-hoc PoC Group Session or Pre-arranged PoC Group Session is established. 

· If imp_mb_req=1 is included in the SDP offer under the media level definition of a Media-floor Control Entity, the PoC Client indicates that it would like to perform an implicit Media Burst request for that Media-floor Control Entity. If imp_mb_req=0 or the parameter is not present in the SDP offer from the PoC Client, the PoC Client either does not support implicit Media Burst request or does not want to perform the implicit Media Burst request  for the particular Media-floor Control Entity . The PoC Server performing the Controlling PoC Function can include imp_mb_req=1 in the SDP answer if imp_mb_req=1 was included in the SDP offer from the PoC Client. If the SDP answer from the PoC Server contains the imp_mb_req=1, the PoC Server indicates that it supports implicit Media Burst request for the particular Media-floor Control Entity and also that PoC Server behaves as if it had received a  Media Burst request from the PoC Client. If imp_mb_req=0 or parameter is not present in the SDP answer from the PoC Server, the PoC Server indicates that the implicit Media Burst request is not supported for that Media-floor Control Entity. 

· The receipt of imp_mb_req=1 from the PoC Server does not mean that Media Burst is granted, but just that PoC Server behaves as if Media Burst request had been received from the PoC Client.

· still_alive
This optional parameter is used to negotiate and indicate in SDP the use of the Still-alive mechanism defined in the [OMA-PoC-UP] during the PoC Session or  during a Pre-established Session or both.

· If still_alive=0 is present in the SDP offer/answer or if still_alive is not present in the SDP offer from the PoC Client it is an indication that the PoC Client will not use the Still-alive mechanism. If still_alive=0 is present in the SDP answer or if still_alive is not present in the SDP answer/offer from the PoC Server it is an indication that the PoC Server either does not support or allow the use of the Still-alive mechanism.

· If still_alive is set to a value greater than 0 in the SDP offer from the PoC Client or the PoC Server it is an indication for the PoC support of the Still-alive mechanism. The value is a proposed interval in seconds as described in [OMA-PoC-UP] "Timers in the PoC Client". The reply in an SDP answer can be a value that is the same, smaller, greater or 0 based on a local policy in the PoC Server. 
· 
mdr_ctrl
This parameter is used to negotiate and indicate the usage of Moderated PoC Session Media Burst Control during PoC Session..The negotiation can be done during the PoC Session establishment or during the PoC Session. Permissible values are 0 and 1. If set the value to 1, the operation of Moderator manner floor control is proposed in the offer, or accepted in the answer. If set the value to 0, the operation of Moderator manner floor control is not enabled in the offer, or not accepted in the answer. 

Encoding considerations:
This type is defined for transfer over UDP and uses the same encoding as RTCP (RFC3550). 

Restrictions on usage:
None

Security considerations:
See Section 14 in RFC3550

Interoperability considerations:
None

Published specification:
OMA-CP-PoC-V2_0

Applications which use this media type:
OMA Push to talk over Cellular applications

Additional information:
None

Intended usage:
COMMON 
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