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	To:
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	Doc to Change:
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	Submission Date:
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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jan Holm, Ericsson AB, +46107197378, Jan.Holm@ericsson.com

	Replaces:
	OMA-POC-POCV2_1-2009-0015-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6


1 Reason for Change

R01: This is the agreed version.
Justification
	A090
	2009.01.23
	T
	6.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Still-alive as an optional feature is missing in PoC Client.

Proposed Change: Add Still-Alive in the list of functions: 

o
support performance enhancements such as Media buffering capability negotiation, Limited Segment Media Buffer preload capability, Media Time Compression of buffered Media, Local Granted Mode and Still-Alive;
	Status: CLOSED 
Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A091
	2009.01.23
	T
	6.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Duplicated bullet for support of performance enhancement;

Proposed Change: Remove the following bullet.

· support performance enhancement;
(The 1st bullet that contains the list of existing performance enhancements shall be kept)
	Status: CLOSED

Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A095
	2009.01.23
	T
	6.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Why is some functions listed in the list (i.e. Incoming Condition PoC Session Barring) while other functions listed as examples i.e.:

· Support configuration of various documents e.g. criteria for PoC Box invocation, conditions for Dynamic PoC Groups, etc.;

Proposed Change: Align: either list all functions or remove the functions listed separately.
	Status: CLOSED

Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A097
	2009.01.23
	T
	6.1.3
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: 3rd paragraph below figure 5 is using Talk Burst Control messages as an example. Media Burst Control message should be used instead.

Proposed Change: 

"…Talk Burst Control messages…"

(
"…Media Burst Control messages…"
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A099
	2009.01.23
	T
	6.1.3.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: The "Search Ongoing PoC Group Session" is missing in the list of optional features.
Proposed Change: Add "Search Ongoing PoC Group Session" to the optional list.
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A101
	2009.01.23
	T
	6.1.3.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Dynamic PoC Group is not required in the Participating PoC Function or …?

Proposed Change: Remove the Dynamic PoC Group function from the list in the Participating PoC Function.
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6


	A102
	2009.01.23
	T
	6.1.3.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Unclear statement about multiple PoC Clients: 

o support multiple PoC Client with the same PoC Address
Proposed Change: 

o support multiple PoC Client with the same PoC Address

(
o support multiple PoC Clients with same PoC Addresses
	Status: CLOSED
Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A103
	2009.01.23
	T
	6.1.3.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: An editor's note below figure 10:

Editor's note: This solution doesn't meet the needs for mission critical applications. End-to-end media security is FFS. When the SEC WG provides a solution for end-to-end security the PoC Group solution will be removed.
can be removed since end-to-end media security is not part of 2.1.
Proposed Change: Remove editor's note and text about end-to end media security.
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A107
	2009.01.23
	T
	6.1.3.5
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: We need to make it clear that the CBUS client is mandatory when e.g. when Dynamic PoC Groups, Incoming/Outgoing Condition PoC Barring is supported. If none of the features are supported CBUS is not required.

Proposed Change: Clarify the relation between the above functions.
	Status: CLOSED
Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A117
	2009.01.23
	T
	6.1.7
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Need to indicate that also individual PoC Users can be invited

Proposed Change: Add to the list the following bullet:

o  sending out PoC Session invitation to one or more PoC User(s).
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A118
	2009.01.23
	T
	6.2.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: The  bullet o
Routes the SIP signalling between the PoC Client and the PoC Server need to be generalized since there are more entities where SIP signalling is used.
Proposed Change: 

· Routes the SIP signalling between the PoC Client and the PoC Server
(
· Routes the SIP signalling

	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A119
	2009.01.23
	T
	6.2.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Align bullet with other bullets 

Proposed Change: 

Use "Provide" instead of support.

	Status: CLOSED
Closed without action by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6 since it can be very tricky to rephrase without changing the intended functionality.

	A120
	2009.01.23
	T
	6.2.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Since there may be several PoC Addresses registered to one PoC Client the target PoC Address need to be included by SIP/IP Core in the invitation from SIP/IP Core to the Invited PoC Client

Proposed Change: Add the following bullet:

Provides the target PoC Address in invitation sent to a PoC Client
	Status: CLOSED

Solved by this Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A121
	2009.01.23
	T
	6.2.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: The subclause describes SIP/IP Core but still put requirements on the Access NEtwork ???

Proposed Change: 

Part of the Lawful Interception functionality can be supported by the access network.

 (
Part of the Lawful Interception functionality can be supported by the SIP/IP Core.
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A127
	2009.01.23
	T
	6.2.12
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Nothing is said about Lawful intercept!!

Proposed Change: Add:
Part of the Lawful Interception functionality can be supported by the access network. 
	Status: CLOSED

Solved by Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6

	A128
	2009.01.23
	T
	6.2.12
	Source: Jan.Holm@ericsson.com

Form: doc #0003

Comment: The intro starts with talking about multicast without explaination.

Proposed Change: 

Add after 1st paragraph something along the lines:
"The Access Network supports unicast or multicast/broadcast or both."

Rephrase 2nd paragraph:

The technology of the unicast access networks can be different than the technology of the multicast/broadcast access networks.

Rephrase 3rd paragraph to:

The unicast access network used for PoC Sessions need to support:
Rephrase the paragraph before 2nd bullet list:

The multicast/broadcast access network need to support:

	Status: Closed
Solved by OMA-POC-POCV2_1-2009-0015r01-CR_AD_Cleaning_my_ADRR_comments_in_Clause_6


Summary of change

 Closes a major part of my ADRR comment in clause 6. The solution is according to the proposed change in almost all cases.
Scope of change

 See chapter 6.
Consequence if not accepted
 A number of ADRR comments will remain unsolved creating confusion, inconsistence, etc.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and include proposed changes in the next revision of the AD.
6 Detailed Change Proposal

Change 1:  ()

	Still-alive
	A feature enabling a PoC Client to indicate to the PoC Server that the PoC Client is still in the PoC Session.


Change 2:  (A090,A091,A095,A097,A099,A101,A102,A103,A107,A117)
6. Description of functional entities

6.26 PoC functional entities

6.26.1 PoC Client

The PoC Client resides on the User Equipment and is used to access the PoC service.

The PoC Client SHALL:

· allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release;
· perform registration with the SIP/IP Core;
· authentication of the PoC User to the SIP/IP Core;
· generate and send Talk Bursts containing PoC Speech;
· receive and decode Talk Bursts containing PoC Speech;
· support Talk Burst Control procedures and Talk Burst Control Protocol negotiation;
· support Talk Burst Control Protocols;
· incorporate PoC configuration data provided by the DM Client;
· support the PoC Service Settings;
· support User Plane adaptation procedures if initiated by the PoC Server;
· support receiving of Instant Personal Alert; and,
· support multiple PoC Clients with the same PoC Address.

The PoC Client SHOULD use QoE Profiles.

The PoC Client MAY:

· allow PoC Session initiation including negotiation of Media other than PoC Speech;
· support sending of Instant Personal Alert;
· provide Group Advertisement;
· support Media Burst Control procedures and Media Burst Control Protocol negotiation;
· support Media Burst Control Protocols;
· support Talk Burst request and Media Burst request queuing that MAY be based on priority or timestamp or both;
· send quality feedback reports after end of Media Burst or after end of Talk Burst;
· support for Pre-established Sessions;
· support Simultaneous PoC Sessions;
· support prioritization and pre-emption of PoC Sessions, according to the applicable QoE Profile;
· support Session on-hold procedures;
· request privacy for PoC User Identity;
· support of Media-floor Control procedures;
· support PoC Box capability;
· support Request with Media Content;
· support PoC Remote Access;
· support Full Duplex Call Follow-on Proceed;
· generate and send Media Bursts containing other Media than PoC Speech;
· receive and decode Media Bursts containing Media other than PoC Speech;
NOTE:
A Media Burst can be generated from content received in realtime or from stored content and the content from received Media Bursts can be rendered to the PoC User in realtime or stored for rendering later.
· support PoC Session modification for adding or removing Media in a PoC Session;
· support the PoC Dispatcher functionality;
· support invited parties identity information functionality;
· support the Advanced Revocation Alert;
· support the browser-based PoC Client invocation functionality;
· support obtaining Participant Information;
· support multiple PoC Group Sessions with Multiple PoC Groups;
· support performance enhancements such as Media buffering capability negotiation, Limited Segment Media Buffer preload capability, Media Time Compression of buffered Media, Local Granted Mode and Still-alive;
· support Media Burst Control Schemes;
· support operator specified warning message;
· support Discrete Media;
· 
· support Moderated PoC Session Media Burst Control procedures;
· support Alert for Unavailable PoC Users;
· support Dynamic PoC Groups functionality;

· support PoC Session control for Crisis Handling;

· support obtaining Limited Participant Information;

· support initiation of sharing of media content from External Media Content Server;
· support Media Streaming Control;
· support Multicast PoC;

· support handling of Simultaneous Media Streams; and,
· support expanding duration of Media Burst transmitting.
6.26.2 XML Document Management Client

The XML Document Management Client (XDMC) is an XCAP client which manages XML documents stored in the network (e.g. URI lists used as e.g. Contact Lists in the Shared List XDMS, etc). Management features include operations such as create, modify, retrieve, and delete.  

The XDMC MAY be implemented in a UE or fixed terminal.

The XDMC SHALL:

· Manage XML documents.
The XDMC MAY:

· Subscribe to changes made to XML documents stored in the network, such that it will receive notifications when those documents change;
· 
· 
· Support configuration of various documents e.g. criteria for PoC Box invocation, conditions for Dynamic PoC Groups, etc.;

· 
· 
6.26.3 PoC Server

The PoC Server implements the application level network functionality for the PoC service.

The PoC Server performs a Controlling PoC Function or Participating PoC Function or both. The Controlling PoC Function and Participating PoC Function are different roles of the PoC Server. The figures in this subclause show the flow of signalling traffic and Media and Media-related signalling traffic between Controlling PoC Function and Participating PoC Function in various configurations.  Unless otherwise noted, the traffic flows shown in each figure apply to both signalling traffic and Media and Media-related signalling traffic in that configuration. 

Figure 4 "Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients" shows the distribution of the functionality during a 1-1 PoC Session in a single network. A PoC Server MAY perform both a Controlling PoC Function and a Participating PoC Function at the same time.
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Figure 4: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients
The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC Session setup and lasts for the duration of the whole PoC Session. 
In case of 1-1 PoC Session and Ad-hoc PoC Group Session the PoC Server of the inviting PoC User SHALL be capable of performing the Controlling PoC Function; in addition, the PoC Server MAY instead select another PoC Server to perform the Controlling PoC Function in accordance with Service Provider Policies. 
In case of the Chat PoC Group and Pre-arranged PoC Group Session the PoC Server hosting the PoC Group SHALL be capable of performing the Controlling PoC Function; in addition, the PoC Server MAY instead select another PoC Server to perform the Controlling PoC Function in accordance with Service Provider Policies: 
· PoC Servers with a lower traffic load can be selected as the PoC Server performing the Controlling PoC Function.
· A PoC Server that serves the greatest number of PoC Users of a PoC Group can be selected as the PoC Server performing the Controlling PoC Function.
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Figure 5: Relationship between the Controlling PoC Function, 
Participating PoC Function and PoC Clients for 1-1 PoC Session
In a PoC Session there SHALL be only one PoC Server performing the Controlling PoC Function. There MAY be one or more PoC Servers performing the Participating PoC Function in the PoC Session.  Figure 5 "Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1PoC Session" shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.

The PoC Server performing the Controlling PoC Function has N number of SIP Sessions and Media, Talk Burst Control and Media Burst Control communication paths in one PoC Session, where N is number of Participants in the PoC Session. The PoC Server performing the Controlling PoC Function will have no direct communication to the PoC Client for PoC Session signalling, but will interact with the PoC Client via the PoC Server performing the Participating Function for the PoC Client.

The PoC Server performing the Controlling PoC Function will normally also route Media and Media-related signalling such as Media Burst Control messages to the PoC Client via the PoC Server performing the Participating PoC Functioning for the PoC Client. However, local policy in the PoC Server performing the Participating PoC Function MAY allow the PoC Server performing the Controlling PoC Function to have a direct communication path for Media and Media-related signalling to each PoC Client. Figure 6 "Direct Media flow between Controlling PoC Function and PoC Client" shows the signalling and Media paths in this configuration for a Controlling PoC Function, Participating PoC Function and PoC Client served in the same network.

A PoC Server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC Server performing the Controlling PoC Function for PoC Session signalling.


[image: image3.emf]Network A

Controlling

POC

Function

POC

Client A

Participating

PoC

Function

1:1 1:1

1:1

Media+Media-related signalling

Signalling


Figure 6: Direct Media flow between Controlling PoC Function and PoC Client
Figure 7 "Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session" depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group Session.
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Figure 7: Relationship between the Controlling PoC Function, 
Participating PoC Function and PoC Clients for the PoC Group Session
NOTE:
In Figure 7 "N" indicates the number of Participants in network A, and "M" indicates the number of Participants in network B.

In case a PoC network interworks with an External P2T Network, any of the networks (network A, network B or network X) in the Figure 7 "Relationship between the Controlling PoC Function, 
Participating PoC Function and PoC Clients for the PoC Group Session" MAY be replaced by an External P2T Network.  An External P2T Network MAY act as originating or terminating Participating PoC Function or as a Controlling PoC Function. Figure 8 "Relationship between the Controlling PoC Function, 
Participating PoC Function and an External P2T Network" describes the case where network B is replaced by an External P2T Network.
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Figure 8: Relationship between the Controlling PoC Function, 
Participating PoC Function and an External P2T Network
6.26.3.1 Controlling PoC Function

The PoC Server SHALL perform the following functions when PoC Server performs the Controlling PoC Function:

· Provides centralized PoC Session handling.
· Supports assignation and application of a QoE Profile for each PoC Session.
· Provides the centralized Media distribution.
· Provides the centralized Talk Burst Control functionality including Talker Identification.
· Provides the centralized Media Burst Control functionality including Sender Identification.
· Supports Talk Burst Control Protocol and Talk Burst Control Protocol negotiation.
· Supports Media Burst Control Protocol and Media Burst Control Protocol negotiation.
· Provides SIP Session handling, such as SIP Session origination, release, etc.
· Provides policy enforcement for participation in PoC Group Sessions.
· Provides the Participant Information.
· Provides for privacy of the PoC Addresses of Participants.
· Collects and provides centralized Media quality feedback information.
· Provides centralized charging reports.
· Supports of Media-floor Control procedures.
· Supports PoC Group Sessions with Multiple Groups.
· Supports invited parties identity information functionality.
· Supports Discrete Media.
· Relays Media Streaming Control messages between the PoC Server performing the Participating PoC Function and the External Media Content Server Retrieval Function, when an External Media Content Server Retrieval Function is utilized.
· Fetches content from the External Media Content Server directly, when an External Media Content Server Retrieval Function is not utilized.
· Act as a Media Streaming Control protocol peer with each PoC Client that has negotiated media streaming control, when an External Media Content Server Retrieval Function is not utilized
The PoC Server MAY perform the following function when PoC Server performs the Controlling PoC Function:

· Supports Talk Burst request and Media Burst request queuing that may be based on priority or timestamp or both.
· Provides transcoding between different codecs.
· Supports PoC Box handling.
· Prioritization and pre-emption of PoC Sessions according to the QoE Profile associated to each PoC Session.
· Supports request with Media Content.
· Supports Full Duplex Call Follow-on Proceed.
· Supports Dispatch PoC Sessions.
· Supports PoC Interworking with External P2T Networks.
· Supports PoC Remote Access.
· Supports Advanced Revocation Alert.
· Supports PoC Media Traffic Optimisation.
· Supports Media Burst Control Schemes.
· Supports the initiation of the User Plane adaptation.
· Support operator specified warning message.
· Supports performance enhancements such as Media buffering capability negotiation, Limited Segment Media Buffer preload capability, Media Time Compression of buffered Media, Local Granted Mode, and PoC Media Traffic Optimisation.
· Supports Moderated PoC Session Media Burst Control procedures.
· Supports Dynamic PoC Groups functionality.
· Supports PoC Session control for Crisis Handling.
· Support providing Limited Participant Information.

· Supports adding/changing Media Content to a request.

· Support handling of Simultaneous Media Streams.
· Supports expanding duration of Media Burst transmitting.
· Supports search ongoing PoC Group Session.
6.26.3.2 Participating PoC Function

When the PoC Server performs the Participating PoC Function the PoC Server SHALL:

· provide PoC Session handling;
· support application of a QoE Profile for each PoC Session;
· provide SIP Session handling, such as SIP Session origination, release, etc, on behalf of the represented PoC Client;
· provide policy enforcement for incoming PoC Session (e.g. Access Control, Incoming PoC Session Barring, availability status, etc);
· provide the Participant charging reports;
· support Talk Burst Control Protocol negotiation;
· support Media Burst Control Protocol negotiation;
· store the current PoC Service Settings;
· provide for privacy of the PoC Address of the inviting PoC User on the PoC Session setup in the terminating PoC network;
· support invited parties identity information functionality;
· support handling of multiple PoC Addresses on one PoC Client;
· support initiation of sharing of media content from an External Media Content Server by selecting an External Media Content Server Retrieval Function, when an External Media Content Server Retrieval Function is utilized; and,
· support multiple PoC Clients the same PoC Addresses.
When the PoC Server performs the Participating PoC Function the PoC Server SHOULD:
· support Incoming Condition Based PoC Session Barring;

· support Outgoing Condition Based PoC Session Barring; 

· support Incoming Media Content Barring; and,

· support Incoming Media Stream Barring.

When the PoC Server performs the Participating PoC Function the PoC Server MAY:

· prioritize and pre-empt PoC Sessions according to the QoE Profile associated to each PoC Session;
· support request with Media content;
· support PoC Interworking with External P2T Networks;
· support PoC Remote Access;
· support the initiation of the User Plane adaptation;
· support PoC Box handling;
· support Operator specified warning message;
· support Alert for Unavailable PoC Users;
· 
· support adding/changing Media Content to a request; and,

· support Multicast PoC.

When the Participating PoC Function is on the Media path, the PoC Server SHALL:

· relay Media packets between the PoC Client and the PoC Server performing the Controlling PoC Function;
· provide the Talk Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function;
· support Talk Burst Control Protocol and Media Burst Control Protocol;
· provide the Media Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function;
· collect and provide Media quality feedback information; and,
· relay Media Streaming Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function.
When the Participating PoC Function is on the Media path, the PoC Server MAY:

· provide Media Filtering of the Media streams in the case of Simultaneous PoC Sessions;
· provide transcoding between different codecs;
· Prioritization of the Media according to the QoE Profile associated to each PoC Session; and,
· provide PoC Media Traffic Optimisation functionality.
In a PoC Session there is one Participating PoC Function per PoC Client.
The Participating PoC Function MAY support Simultaneous PoC Sessions for the PoC Client. The Participating PoC Function MAY have 0 to M number of PoC Sessions for the PoC Client, where M is the maximum number Simultaneous PoC Sessions permitted to a single PoC Client. The maximum number of possible Simultaneous PoC Sessions MAY be limited by the operator or the PoC Client configuration. 

Figure 9 "Participating PoC Function with Simultaneous PoC Session support (informative)" illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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Figure 9: Participating PoC Function with Simultaneous PoC Session support (informative)
The composer MAY provide the following functions for the Participating PoC Function:

· policy enforcement for PoC Sessions (e.g. Access Control, availability status, …);
· dynamic PoC Session status information for PoC Sessions the PoC User is currently involved in (e.g. listening, speaking, Talk Burst requesting); and,
· support for Simultaneous PoC Sessions (e.g. storage of multiple-session settings, priority status of all active PoC Sessions, Media flow control based on priorities (optionally).
The Participating PoC Function MAY support Multicast PoC.

Figure 10 "Multicast PoC Agent structure (informative)" shows how the Participating PoC Function could be modeled to handle Multicast PoC.
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Figure 10: Multicast PoC Agent structure (informative)
When the Participating PoC Function supports Multicast PoC and when Participating PoC Function is modeled as shown in Figure 10 "Multicast PoC Agent structure (informative)" the Multicast PoC Agent:
· SHALL interact with the underlying Multicast PoC Network i.e.:
· SHALL start a Multicast PoC Channel in a PoC Session based on a local policy in the PoC Server;

· SHALL stop distributing Media over the Multicast PoC Channel and stop the multicast/broadcast service in the Multicast Access Network;

· SHALL support sending Continuous Media over the Multicast PoC Channel;

· SHOULD support sending Discrete Media over a Multicast PoC Channel;

· SHALL perform the following tasks:
· generate the keys necessary for encryption and decryption of Media;
· encrypt Media towards the Multicast PoC Network;
· decrypt Media towards the PoC Server performing the Controlling PoC Function.

· SHALL store Discrete Media to be used for file repair when sending Discrete Media over the Multicast PoC Channel is supported; and,
· SHALL generate REPORTS on behalf of the PoC Clients receiving Discrete Media over the Multicast PoC Channel when sending of Discrete Media over the Multicast PoC Channel is supported.
6.26.3.3 Presence functionality

The PoC Server performing the Participating PoC Function MAY act as Presence Source and Watcher towards the Presence Server on behalf of the PoC Client. The presence handling is performed via the reference points POC-2 and PRS-3. Communication between PoC Server and Presence Server is accomplished using SIP and the SIP specific event notification mechanism as specified in [RFC3261] and [RFC3265]. The details are specified in [OMA Presence V1.0 AD].

The PoC Server MAY perform the following functions when it assumes the role of a Presence Source:

· Mapping of dynamic PoC status information into Presence attributes describing the availability of the PoC User to communicate via the PoC service
· Publish PoC-related presence information to the Presence service (on behalf of PoC Client) based on this mapping function
The PoC Server MAY perform the following functions when it assumes the role of a Watcher:

· Get or request presence information from Presence service in order to provide the mediation of presence attributes into meaning for PoC Session setup’s policy enforcement (e.g. PoC Client "not reachable" status, respecting PoC Clients manually updated PoC presence settings (e.g. appear offline))
PoC Server MAY support policy enforcement for PoC Session handling based on PoC-related or general presence information (e.g. status "not reachable").
6.26.3.4 XML Document Management functionality

The PoC Server supports the following XDM functions:

· Retrieval of PoC User access policy documents from the Shared Policy XDMS.
· Retrieval of group definitions from the Shared Group XDMS.
· Retrieval of URI lists (e.g. used as Contact Lists) from the Shared List XDMS.
· Subscription to the modification of XML documents stored in the Shared Policy XDMS, Shared Group XDMS or Shared List XDMS.
· Searching of XML documents for populating Dynamic PoC Groups.
6.26.3.5 Condition Based URIs Selection functionality

If at least one of the functions Dynamic PoC Groups, Incoming Condition PoC Session Barring or Outgoing Condition PoC Session Barring is supported the PoC Server SHALL act as a CBUS Client towards the CBUS Server. The condition based URIs selection handling is performed via the reference points POC-2 and CBUS-2. The communication between PoC Server and CBUS Server is accomplished using SIP and the SIP specific event notification mechanism as specified in [RFC3261] and [RFC3265]. The details are specified in [OMA CBUS V1.0 AD].

The PoC Server MAY perform the following functions when it assumes the role of a CBUS Client:

· Request and receive a condition based URIs selection from the CBUS Server. The request is performed as a one-time request for a selection of the URIs matching the conditions or as a subscription to changes of the URIs selection based on changes to the list of matching URIs.
6.26.4 PoC XML Document Management Server
The PoC XDMS is a PoC 1.0 Enabler XCAP Server that manages XML documents in the PoC 1.0 Enabler Release as specified in [OMA PoC V1.0 AD].

NOTE:
XML document management is described in the Shared Group XDM Specifications and Shared Policy XDM Specifications.
6.26.5 UE PoC Box

The UE PoC Box is an optional function co-located with the PoC Client in the UE.

The UE PoC Box SHALL be able to:

· Support PoC Session signaling;
· Support Talk Burst Control Protocol;
· Support Talk Burst Control procedures;
· Support storage of  PoC Session Data;
· Support storage of PoC Session Control Data; and,
· Provide a PoC Box indication when accepting an invitation to a PoC Session.
The UE PoC Box MAY:
· Support Media Burst Control Protocol;
· Support Media Burst Control  procedures;
· Support retrieval of PoC Session Data;
· Support retrieval of  PoC Session Control Data; and,
· Support management of stored PoC Session Control Data and stored PoC Session Data.
NOTE:
UE PoC Box specific charging is outside of scope of the PoC Box function.
6.26.6 NW PoC Box

The NW PoC Box is an optional entity located in the PoC User’s Home PoC Network.

The NW PoC Box SHALL be able to:

· Support PoC Session signaling;
· Support Talk Burst Control Protocol;
· Support Talk Burst Control procedure;
· Support storage of  PoC Session Data;
· Support retrieval of  PoC Session Data;
· Support storage of  PoC Session Control Data;
· Support retrieval of  PoC Session Control Data;
· Support management  (e.g., deletion) of stored PoC Session Control Data and stored PoC Session Data;
· Support notifications of NW PoC Box stored messages; and,
· Provide a PoC Box indication when accepting an invitation to a PoC Session.
The NW PoC Box MAY:
· Support Media Burst Control Protocol; and,
· Support Media Burst Control procedures.
Stored PoC Session Data MAY be retrieved using one of the Deferred Messaging Enablers (e.g., MMS, email, or IM Deferred Messaging). When a Deferred Messaging Enabler is used for retrieving stored PoC Session Data, retrieval of the associated PoC Session Control Data and management of the PoC Session Control Data and PoC Session Data is achieved using the mechanisms defined for the Deferred Messaging Enabler. These mechanisms are outside the scope of this specification.

Stored PoC Session Data MAY be retrieved in real time using the PoC Session establishment and PoC Session Data transfer mechanisms defined for the PoC Enabler. When PoC Session Data is retrieved in real time, management of the PoC Session Control Data and PoC Session Data is achieved using mechanisms (e.g XDM Enabler using XCAP protocol) defined by local policy.
6.26.6.1 Messaging Interworking Function

Messaging Interworking Function is an abstract function whose realization is out scope of PoC Specifications. It can be part of NW PoC Box.
Stored PoC Session Data which is to be stored in NW PoC Box MAY be converted to network storage of CPM enabler by Messaging Interworking Function. When the Messaging Interworking Function converts Stored PoC Session Data to CPM compliant messages, the Messaging Interworking Function stores Stored PoC Session Data in network storage of CPM enabler. Retrieval of associated PoC Session Data is achieved by receiving Talk Burst or Media Burst, or, by mechanisms to retrieve content stored in CPM network storage defined by CPM specification.
Messaging Interworking Function:
· converting CPM compliant messaging and store to CPM network storage; and,

· converting stored CPM Session data and media to PoC Session data and PoC Session Data (e.g. Talk Burst or Media Burst); and,
· retrieving and sending CPM Session data and media acting as a CPM client through CPM-PF1 interface.
6.26.7 PoC Crisis Event Handling Entity

The main purpose of the PoC Crisis Event Handling Entity is to authorize PoC Users initiating PoC Session Control for Crisis Handling and to provide additional information to Crisis PoC Sessions.

NOTE:
In case an unauthorized PoC User initiates PoC Session Control for Crisis Handling the Crisis Event Handling Entity rejects the initialization of the PoC Session.

The PoC Crisis Event Handling Entity SHALL perform the following functions:

· Provides authorization of PoC Users.
· Provides SIP Session handling, such as SIP Session origination, release, etc.
· Invites PoC User(s) to the PoC Session based on local policy.
The PoC Crisis Event Handling Entity MAY perform the following functions:

· Provides Include Media Content.
· Provides Referenced Media Content.
· Provides Text content.
· Based on the crisis information received in the request to use PoC Session Control for Crisis Handling, performs pre-defined procedures for PoC Session such as:

· sending out PoC Session invitation to one or more Pre-arranged PoC Group(s);

· invoking other services (e.g., location, presence)  to determine Dynamic PoC Groups to be invited;

· distributing pre-recorded data (e.g., canned voice);

· distributing data received in the received request (e.g., images); and,
· invoking other services to complement crisis related data to be distributed (e.g., location information).
Change 3:  (A118,A119,A120)
6.27 External entities providing services to PoC system

6.27.1 SIP/IP Core

The SIP/IP Core includes a number of [RFC3261] compliant SIP proxies and SIP registrars. The SIP/IP Core performs the following functions that are needed to support the PoC Enabler:

· Routes the SIP signalling 
· Provides discovery and address resolution services, including E.164 address resolution.
· Supports SIP compression
· Performs authentication and authorization of the PoC User at the PoC Client based on the PoC User’s service profile
· Maintains the registration state
· Provides support for identity privacy on the Control Plane
· Provides charging information
· Provides capabilities to Lawful Interception.
· Optionally supports the Communications Resource-Priority as specified in [RFC4412].
· Provides a NAT traversal method.
· Supports subscription of registration information and association of implicitly registered PoC Addresses to an explicitly registered PoC Address.

· Supports registration of Multiple PoC Clients with the same PoC Addresses.

· Provides the target PoC Address in invitation sent to a PoC Client.
Contributor's note (not to be included): The additional bullet above is already implemented in PoC 1.0 and PoC 2.0.
Part of the Lawful Interception functionality can be supported by the SIP/IP Core.

When SIP/IP Core is based on the 3GPP/3GPP2 IMS, the SIP/IP Core architecture is specified in [3GPP TS 23.228] or [3GPP2 X.S0013.2].
6.27.2 Shared XML Document Management Servers (XDMSs)

Documents accessed and manipulated via XCAP are stored in logical repositories in the network, called XML Document Management Servers (XDMS). Each XML document stored in an XDMS is described as an XCAP Application Usage, which enables applications to use the document via XCAP.  The XDM Enabler describes Application Usages which can be reused by multiple Enablers (e.g. PoC and IM), and are stored in logical entities called Shared XDMSs.  The PoC enabler uses three types of Shared XDMSs: Shared List XDMS, Shared Group XDMS and Shared Policy XDMS.
6.27.2.1 Shared List XML Document Management Server (XDMS)
The Shared List XDMS supports the Application Usages for the URI List and Group Usage List documents.
This entity is described in [OMA XDM V2.0 AD].

NOTE:
In the PoCv1.0 Enabler, this functional entity is called Shared XDMS.
6.27.2.2 Shared Group XML Document Management Server (XDMS)
The Shared Group XDMS supports the Application Usage for the Group document.
This entity is described in [OMA XDM V2.0 AD].

NOTE:
In the PoCv1.0 Enabler, the User Access Policy document is called PoC User Access Policy and is stored in the PoC XDMS.
6.27.2.3 Shared Policy XML Document Management Server (XDMS)
The Shared Policy XDMS supports the Application Usage for the User Access Policy document.
The Shared Policy XDMS is described in [OMA XDM V2.0 AD].

NOTE:
In the PoCv1.0 Enabler, the User Access Policy document is called PoC User Access Policy and is stored in the PoC XDMS.
6.27.3 Aggregation Proxy

The Aggregation Proxy acts as the single contact point for the XDMC. The Aggregation Proxy performs authentication of the XDMC, and routes individual XCAP requests to the correct XDMS. The Aggregation Proxy MAY optionally support charging and compression of XML documents over the radio interface.

This entity is specified in [OMA XDM V2.0 AD].
6.27.4 Presence Server

The Presence Server is an entity that accepts, stores, and distributes presence information about PoC Clients. The presence information can be published by the Presence Source in the UE, or by the PoC Server on behalf of the PoC Client or by a Location Service on behalf of the PoC Client. The presence information can be fetched or subscribed to by the Watcher in the UE, or by the PoC Server on behalf of the PoC Client.

NOTE:
The address of the Presentity for PoC presence information needs to be the same as the PoC Address.

This entity is specified in [OMA Presence V1.0 AD].
6.27.5 Presence Source

The Presence Source is an entity that provides (publishes) presence information to a Presence Server.

This entity is specified in [OMA Presence V1.0 AD].
6.27.6 Watcher

The Watcher is an entity that requests presence information about a Presentity, or Watcher information about a Watcher, from the Presence Server.

This entity is specified in [OMA Presence V1.0 AD].
6.27.7 Charging Entity

The charging entity is an external entity, which MAY reside in the operator's domain. This entity takes various roles, which network operators or service providers or both need to perform the charging activities.
The Charging Entity provides the functionality of the Charging Enabler as specified in [OMA Charging AD].
6.27.8 Device Provisioning and Management Client

The device provisioning and management client is able to:

· receive the initial parameters needed for PoC service sent by service provider by using mechanisms specified in [OMA Client Provisioning] or [OMA DM Bootstrap].
· update the parameters needed for PoC service sent by service provider by using [OMA DM].
The exact syntax and definition of parameters needed for PoC service are specified in [OMA Client Provisioning] and in [OMA DM].

NOTE:
In cases of networks where the provisioning systems specified in [OMA Client Provisioning] and [OMA DM] are not supported the provisioning system is out of scope of this specification.
6.27.9 Device Provisioning and Management Server

The device provisioning and management server can perform the following functions that are needed for the support of the PoC enabler:

· Initialization and update of all the configuration parameters necessary for the PoC Client.

· Support of software update for application upgradeable handsets.

The device provisioning and management server is the Device Management Server as specified in [OMA DM] and [OMA DM Bootstrap].
NOTE:
In cases of networks where the provisioning systems specified in [OMA Client Provisioning] and [OMA DM] are not supported the provisioning system is out of scope of this specification.
6.27.10 PoC Interworking Function
The PoC Interworking Function, which is part of the optional PoC Interworking Service infrastructure, is an abstract function whose realization is outside the scope of OMA specifications; for example, the PoC Interworking Function can be realized with a single physical entity or a distributed one. The interfaces of the PoC Interworking Function towards the External P2T Networks are proprietary and outside the scope of OMA. The PoC Interworking Function is compliant to the PoC network open interface provided by the PoC Interworking Service, mostly POC-4 and IP-1 reference points.
The PoC Interworking Function:

· provides conversion between PoC network based SIP signaling and External P2T Network based session signaling,
· provides conversion between either Talk Burst Control Protocol or Media Burst Control Protocol or both, and External P2T Network based floor control
· provides conversion between RTP based Media packet transport, and Media transport protocol in the External P2T Network.
· provides transcoding for speech transferred between the PoC network and the External P2T Network
· provides conversion of Instant Personal Alert to or from similar service in the External P2T Network
· supports negotiation of
· either Talk Burst Control Protocol or Media Burst Control Protocol or both in PoC Sessions.
· codec and Media Parameter for PoC Sessions.

· PoC Session modifications,

· either Talk Burst Control Protocol or Media Burst Control Protocol options or both in PoC Sessions.

· User Plane adaptation in PoC Sessions

· supports charging for PoC Sessions involving P2T Users
· supports P2T Address to or from PoC Address mapping
· supports expansion of PoC Group Identities involving P2T Users
Optionally the PoC Interworking Function:

· provides conversion of conference state event information to or from similar service in the External P2T Network
· provides conversion of PoC related presence information to or from similar service in the External P2T Network
· provides mapping of PoC functions to or from similar functions in the External P2T Network (e.g. polite calling)
· provides conversion of Group Advertisement to or from similar function in the External P2T Network
6.27.11 PoC Interworking Agent
The PoC Interworking Agent is an abstract function whose realization is outside the scope of OMA specifications.  It can be part of the PoC Interworking Function, when the PoC Interworking Function is using the POC-1 and POC-3 reference points to connect to the PoC network.
On behalf of the PoC Remote Access User or a P2T User, the PoC Interworking Agent:
· performs PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release
· performs registration with the SIP/IP Core
· authenticates of the PoC User to the SIP/IP Core
· generates and sends Talk Bursts containing PoC Speech
· receives and decodes Talk Bursts containing PoC Speech
· generates and sends Media Bursts containing Media other than PoC Speech
· receives and decodes Media Bursts containing Media other than PoC Speech
· supports Talk Burst Control procedures and Talk Burst Control Protocol negotiation
· supports Media Burst Control procedures and Media Burst Control Protocol negotiation
· supports User Plane adaptation procedures if initiated by the PoC Server
· supports receiving of Instant Personal Alert
On behalf of the PoC Remote Access User or a P2T User, the PoC Interworking Agent optionally:
· supports sending of Instant Personal Alert
· supports sending and receiving Group Advertisement
· supports multiple of either Talk Burst Control Protocols or Media Burst Control Protocols, or both
· supports negotiation of either Talk Burst Control Protocol options or Media Burst Control Protocol options or both
· requests privacy for PoC User identity.
Change 4:  (A127,A128)

6.27.12 Access network

The access network is the network connecting PoC functional entities and external entities providing services to PoC system.

The access network supports unicast or multicast/broadcast or both.
The technology of the unicast access network can be different than the technology of the multicast/broadcast access network.

· The unicast access network used for PoC Sessions needs to:
· Support IP datagram routing; and,

· Support security as specified in subclause 4.2 "Security Considerations". 

The multicast/broadcast access network needed to:
· Support multicast/broadcast functionality;

· Support IP datagram routing; and,

· Support security as specified in subclause 4.2 "Security Considerations".
Part of the Lawful Interception functionality can be supported by the access network.
When SIP/IP Core is based on the 3GPP/3GPP2 IMS, the SIP/IP Core architecture is specified in [3GPP TS 23.228] or [3GPP2 X.S0013.2].
6.27.13 External Media Content Server Retrieval Function

The External Media Content Server Retrieval Function is an abstract function whose realization is outside the scope of OMA specifications. Use of an External Media Content Server Retrieval Function is optional for the External Media Content Server. The External Media Content Server Retrieval Function supports conveying Media from External Media Content Server to Participants of a PoC Session.

NOTE:
The protocol for fetching Media from External Media Content Server is out of scope of PoC specification.
The External Media Content Server Retrieval Function is compliant to the PoC Network open reference points POC-4 and IP-1.

6.27.14 External Media Content Server

The EMCS is an optional entity. The EMCS can be located within the PoC Service provider domain or outside the PoC Service provider domain.

The protocols used over the interface between the EMCS and the PoC Server are outside the scope of PoC specifications.

NOTE:
The protocol, for example, can be RTSP or HTTP.

6.27.15 Condition Based URIs Selection Server

The CBUS Server is a functional entity that on request performs a selection of URIs based on conditions defined for an input of URIs. In a request from PoC Server the input URIs and conditions can either originate from a pre-defined Dynamic PoC Group with pre-defined conditions or from a list of URIs provided ad-hoc by a PoC Client together with a set of one or more conditions. The URIs selection can be subscribed to by the CBUS Client in the UE, or by the PoC Server when acting as a CBUS Client on behalf of a served PoC User.
This entity is specified in [OMA CBUS V1.0 AD].

6.27.16 Condition Based URIs Selection Client

The CBUS Client is able to: 

· Subscribe to a one-time notification of selected URIs based on how the input URIs matches the conditions.

· Subscribe to changes of the URI selection, such that the CBUS Client will receive notifications when the list of selected URIs changes based on how the input URIs matches the conditions.
This entity is specified in [OMA CBUS V1.0 AD].

6.27.17 Search Proxy

The Search Proxy is a server entity that forwards an XDM Client’s search request to other entities requested to perform a search. The Search Proxy receives responses from the other entities and sends the combined results to the XDM Client.

The Search Proxy is specified in [OMA XDM V2.0 AD].
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