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1 Reason for Change

R01: Updated according to received R&A comments.

	
	Mr. González Diego
	Telefonica SA
	No
	In first change, the included text about +g.poc.talkburst should be removed as this feature tag is included in step 1.
	2009-02-06 11:48:13

	 
	Mr. González Diego
	Telefonica SA
	No
	I''m not sure if whole new text for registration, de-registration and poc settings is needed, there are only a couple of differences regarding a normal PoC Client registration. Maybe just referencing to 6.x and a couple of clarifications would be enough. This is just a suggestion, not a hard comment, I''m also happy with current approach.
	2009-02-06 11:50:54

	 
	Mr. González Diego
	Telefonica SA
	No
	Maybe 3rd party register for Crisis Handling entity should be mandatory?
	2009-02-06 11:53:07


· 1st comment: The 1st change does not include the feature tag it just say that the g.poc.crisishandling feature tag shall be included in the g.poc.talkburst feature tag.
· I keep the approach and can later change it
· 3rd party registration is only allowed for trusted entities. By moving the PoC Crisis Event Handling Entity to the UE it is not clear if that mechanism can be used, maybe Presence is a better solution. However, an editor's note is inserted to allow some thinking time.
Justification

During the AD formal review one comment was raised to move the PoC Crisis Event Handling Entity to the UE. The comment was accepted and some work in CP is required.
I have checked if any special treatment is needed in PF on the terminating side and the answer is: "No"! So no changes required in terminating PF. 
Summary of change

· The PoC Session Control now needs a feature tag so that the SIP INVITE request can be routed to the device supporting the feature.
· New feature tag included in the subclause E.2

· The PoC Crisis Event Handling Entity needs to register.

Scope of Change

Subclauses 7.2.2.1, 9 and E.2 are modified.
Consequence if not accepted

Inconsistency with the AD.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No Impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of CP.
6 Detailed Change Proposal

Change 1:  ()

7.2.2.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP INVITE requests;

· 2. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if it was included in the incoming SIP request;
· X. SHALL include in the Accept-Contact header containing the PoC feature tag '+g.poc.talkburst' the feature tag '+g.poc.crisishandling' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]  if the SIP INVITE request is sent towards a PoC Crisis Event Handling Entity;
· 3. SHALL include Accept-Contact headers with a feature tag 'sip.automata' and the feature tag 'sip.actor' and the feature tag 'sip.description' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or in the URI of the Refer-To header of the incoming SIP REFER request;
· 4. SHALL include Reject-Contact headers with a feature tag 'sip.automata' and the feature tag 'sip.actor' and the feature tag 'sip.description' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or in the URI of the Refer-To header of the incoming SIP REFER request;

· 5. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

NOTE 2:
All uri-parameters included in the URI in the MIME resources-list or in the Refer-to header are included by the PoC Server in case of an Ad-hoc PoC Group Session or a 1-1 PoC Session.

· 6. SHALL include the User-Agent header to indicate the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 3:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

· 7. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 8. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488];
· 9. SHALL include Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address":

a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session as specified in subclause 5.4 "Nick Name"; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

· 10. SHALL include a Referred-By header with the PoC Address and the Nick Name of the Inviting PoC Client;

· 11. SHALL include a MIME message/sipfrag body containing a User-Agent header with the value of the User-Agent header of the received SIP request, if the Inviting PoC Client is compliant only to the OMA PoC version 1.0 specification;
· 12. SHALL include in the Contact header as PoC Session Identity the contact address of the PoC Session with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; 

· 13. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The refresher parameter SHALL be omitted;

· 14. SHALL include the Supported header set to 'timer';

· 15. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

· 16. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 17. SHALL include unmodified Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated;

· 18. SHALL include unmodified Priv-Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated, if manual answer override is supported; and,

· 19 SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the priority value assigned for the PoC Session, if the QoE Profile assigned to the PoC Session is 'Official Government Use' and if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:

· 1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported;
· 3. SHALL create and cache the Nick Name, as specified in subclause 5.4 "Nick Name"; and,

· 4. SHALL cache the uri parameter "b2bua", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 2:  ()

9. PoC Crisis Event Handling Entity

This clause describes the action in the PoC Crisis Event Handling Entity.
9.1. Registration
Editor's note: Whether 3rd party registration or Presence is needed by the PoC Crisis Handling entity is FFS.
9.1.1. PoC service registration and re-registration

The PoC Crisis Event Handling Entity PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.

When registering or re-registering for the PoC service, the PoC Crisis Event Handling Entity
· 1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];

· 2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request;

· 3. SHALL include the PoC feature tag '+g.poc.crisishandling' in the Contact header of the SIP REGISTER request; 

· 4.  SHALL  include an Instance Identifier URN in each added Contact header as specified in subclause 5.7A "PoC Session association";
· 5. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 

· 6. MAY include the User-Agent header in the SIP REGISTER request to indicate the OMA PoC release version of the PoC Crisis Event Handling Entity as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 

· 7. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 

· 8. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Crisis Event Handling Entity supports 'Official Government Use' QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 9. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE 1:
The UAC can register clients for several enablers using the same SIP REGISTER request. In case other enabler client(s) are already registered and a new enabler client is registering, the UAC includes in the SIP REGISTER request also the feature tag(s) with which the other enablers are currently registered.

Each time the PoC Crisis Event Handling Entity has successfully performed an initial PoC service registration the PoC Crisis Event Handling Entity SHALL set the PoC Service Setting as specified in subclause 9.1.3 "PoC Service Settings procedure".

NOTE 2: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 

The PoC Crisis Event Handling Entity SHALL send NAT keep-alive messages as specified in [sip-outbound] when the PoC Crisis Event Handling Entity is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Crisis Event Handling Entity.

NOTE 3:
Periodic application level re-registration is initiated by the PoC Crisis Event Handling Entity to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.1.2. PoC service de-registration

When de-registering from the PoC service, the PoC Crisis Event Handling Entity SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.

When PoC service de-registering, the PoC Crisis Event Handling Entity:

· 1. SHALL remove the PoC Service Settings before de-registering from the PoC service as specified in subclause 9.1.3 "PoC Service Settings procedure";
· 2. SHALL generate a SIP REGISTER request;

· 3. SHALL NOT include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Crisis Event Handling Entity;

· 3. SHALL NOT include the PoC feature tag '+g.poc.crisishandling in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Crisis Event Handling Entity;

· 6. SHALL include an Instance Identifier URN as specified in subclause 5.7A "PoC Session association";. 

· 8. MAY include the User-Agent header in the SIP REGISTER request to indicate the OMA PoC release version of the PoC Crisis Event Handling Entity as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 9. SHALL include the expiration value set to 0 according to rules and procedures of [RFC3261], if the User Equipment also needs to de-register from the SIP/IP Core; and,

· 10. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE:
In case several enabler clients are registered from the same UE, the UAC needs to ensure that it only deregisters the PoC Crisis Event Handling Entity and maintains all other enabler clients in the registered state unless the User intends those other clients also to be de-registered. To prevent complete de-registration of all registered enabler clients the SIP REGISTER request does not include an Expires header set to 0 but is a refresh registration without the relevant PoC enabler feature tags (e.g +g.poc.talkburst).
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.1.3. PoC Service Settings procedure

To set, update, remove or refresh the PoC Service Settings, the PoC Crisis Event Handling Entity:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Crisis Event Handling Entity as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL set the Event header to the value 'poc-settings';

· 7. MAY set PoC Service Settings expiration timer in Expires header, if set, SHALL set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

NOTE 1:
Expiration timer value 0 means removal of the PoC Service Settings.

· 8. SHALL include the PoC Service Settings as follows, if setting or updating the PoC Service Setting:

a) Answer Mode Indication setting (auto-answer or manual-answer);

b) Incoming PoC Session Barring setting (ISB not active);

c) Incoming Instant Personal Alert Barring setting (IAB not active); and,

d) Simultaneous PoC Sessions Support setting (SSS not active).

· 9. MAY include the following optional PoC Service Settings, if setting or updating the PoC Service Setting:
a) Invited Parties Identity Information Mode setting ('true' or 'false');

b) Included Media Content in a Request Support setting ('true' or 'false');

c) Referenced Media Content in a Request Support setting ('true' or 'false');

d) Text Content in a Request Support setting ('true' or 'false');

f) Privacy setting (‘none’ or 'id');

g) Incoming Condition Based PoC Session Barring User setting (User ICSB active or User ICSB not active); and,

Editor’s Note: It is FFS whether the boolean ICSB User setting should be replaced by tags identifying different ICSB conditions to be activated.
h) Outgoing Condition Based PoC Session Barring User setting (User OCSB active or User OCSB not active).

Editor’s Note: It is FFS whether the boolean OCSB User setting should be replaced by tags identifying different OCSB conditions to be activated.
· 10. SHALL include an Instance Identifier URN as specified in subclause 5.7A "PoC Session association";
· 11. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Crisis Event Handling Entity subscribes to the 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; and,
· 12. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Crisis Event Handling Entity MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server.
NOTE 2:
If a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" is received as the response to the SIP PUBLISH request.an immediate retransmission of the SIP PUBLISH request or a retransmission of the SIP PUBLISH request according to the value of the Retry-After header field can give a different result.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.2. Invitation to a PoC Session with PoC Session Control for Crisis Handling

Upon receipt of a SIP INVITE request the PoC Crisis Event Handling Entity:

· 1. SHALL Authorize the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session, and if it is not authorized the PoC Crisis Event Handling Entity SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
Editor's note: The authorization is FFS but is most likely based on local policy configured into the PoC Crisis Event Handling Entity by the PoC Service Provider.
· 2. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Session with PoC Session Control  and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 3. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Crisis Event Handling Entity determines that there is not enough resources to handle the PoC Session; or,

b) any other reason outside the scope of this specification.

· 4. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 5. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2 "SDP answer generation";

Editor's note: Interaction with Dispatcher is FFS.

· 6. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 

· 7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling Entity procedures at PoC Session initialization"; 
· 8. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 9. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1:
The PoC Crisis Event Handling Entity converts TEL URI to SIP URI according to [RFC3261], if needed.

· 10. SHALL perform the following actions:

a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 

b) include a MIME resource-lists body with the list of the PoC Users and PoC Groups to be added according to rules and procedures of [draft-multiple-refer]; 
NOTE 2:
The PoC Crisis Event Handling always includes the PoC Users and PoC Groups received in the MIME resource-list body of the SIP INVITE request in case of a 1-1 PoC Session or an Ad-hoc PoC Session but can add additional PoC Users and PoC Groups according to a local Policy.

Editor's note: How the PoC Crisis Event Handling Entity obtains the members of a Pre-arranged PoC Group or the members of a restricted Chat PoC Group is FFS. Alternatives are: 1) reads from XDMS, 2) The group document is included by the PoC Server, 3) ????
c) optionally, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [draft-URI-list-capacity]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 

· 11. SHALL include the following according to rules and procedures of [RFC4488:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 12. SHALL include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 13. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested in the incoming SIP INVITE request; 

· 14. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the incoming SIP INVITE request included manual answer override or according to local policy; 
NOTE 3: The Refer-To URI can be a PoC Address or a content-ID URL.
· 15. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] if received in the incoming SIP INVITE request or according to local policy and as specified in subclause 5.8 "QoE Profiles". If included the Resource-Priority header SHALL be included as a header of the REFER request as well as a Refer-to URI parameter;

· 16. MAY include media content in one or more MIME bodies as specified in [RFC2046] if received in the incoming SIP INVITE request or according to local policy. 

For each included media content, the PoC Crisis Event Handling Entity:
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional".
NOTE 4:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Crisis Event Handling Entity in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
· 17. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] if received in the incoming SIP INVITE request or according to local policy; 
NOTE5:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 18. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC3261] if received in the incoming SIP INVITE request or according to local policy; and, 
· 19. SHALL send the SIP REFER request towards the PoC Server within the existing dialog according to rules and procedures of the SIP/IP Core. 
9.3. SDP answer generation

When PoC Crisis Event Handling Entity receives an initial SDP offer for a PoC Session, the PoC Crisis Event Handling Entity SHALL accept or reject each Media Stream according to rules and procedures of [RFC3264].

When the PoC Crisis Event Handling Entity receives an SDP offer, which removes a Media Stream from the existing PoC Session, the PoC Crisis Event Handling Entity SHALL accept each Media Stream removal in the SDP answer according to rules and procedures of [RFC3264]. The PoC Crisis Event Handling Entity SHALL accept PoC Speech, if offered in the SDP offer.

When PoC Crisis Event Handling Entity receives an SDP offer, which offers adding new Media Stream in the existing PoC Session, the PoC Crisis Event Handling Entity SHALL accept or reject each new Media Stream according to rules and procedures of [RFC3264].

When composing an SDP answer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Crisis Event Handling Entity:

· 1. SHALL set the IP address of the PoC Crisis Event Handling Entity for each accepted Media Stream and for each accepted Media-floor Control Entity;

NOTE 1:
If the PoC Crisis Event Handling Entity is behind NAT the IP address and port can be a different IP address and port than the one of the PoC Crisis Event Handling Entity depending on NAT traversal method used by SIP/IP Core.

· 2. SHALL include the media-level section for each accepted Media from the SDP offer consisting of:

a) the port number for Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters acceptable by the PoC Crisis Event Handling Entity for the PoC Service selected from those in the SDP offer contained in the incoming SIP INVITE request;

NOTE 2:
The Media Parameters of the Discrete Media are defined in [OMA_IM_TS_Endorsement].

b) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity and except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted; 

c) the IP address of the PoC Crisis Event Handling Entity and port number to be used for RTCP selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;
d) the "a=sendonly" attribute;
f) include the "a=setup:active" attribute and the "a=connection:new" attribute according to rules and procedures of [RFC4145] if a "a=setup:passive" or "a=setup:actpass" attribute was received in the SDP offer and if the PoC Crisis Event Handling Entity will establish a new TCP connection for Discrete Media forin this PoC Session, if the PoC Crisis Event Handling Entity supports NAT traversal according to [RFC4145] and;

g) include the "a=setup: active" attribute and the "a=connection:existing" attribute according to rules and procedures of [RFC4145] if a "a=setup:passive" or "a=setup:actpass" attribute was received in the SDP offer and if the PoC Crisis Event Handling Entity will use an existing TCP connection for Discrete Media in this PoC Session, if the PoC Crisis Event Handling Entity supports NAT traversal according to [RFC4145].

· 3. SHALL include for any Media-floor Control Entity, that is offered in the SDP offer and accepted in the SDP answer, the media-level section of each offered Media-floor Control Entity consisting of:

a) the format list field for the Media-floor Control Entity is set to "TBCP";

b) the Media-floor Control Entity parameters selected from those in the SDP offer contained in the SIP INVITE request including if needed theTBCP MIME parameter "multimedia" with the appropriated value as specified in E.3 "SDP Extensions";

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; and,

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted;

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Streams bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is either rejected or not supported;

· 5. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media Streams rejected or not supported;

· 6. SHOULD include a QoE Profile attribute, as specified in subclause E.3.2 "QoE Profile" if received in the incoming SIP INVITE request or according to local policy.

When composing an SDP answer, the PoC Crisis Event Handling Entity:

· 1. SHALL bind the media-level section that identifies PoC Speech to the corresponding Media-floor Control Entity as in the SDP offer, if PoC Speech is accepted;

· 2. SHALL bind the media-level section that identifies Video to the corresponding Media-floor Control Entity as in the SDP offer, if Video is accepted;

· 3. SHALL bind the media-level section that identifies Audio to the corresponding Media-floor Control Entity as in the SDP offer, if Audio is accepted; and

· 4. SHALL bind the media-level section that identifies Discrete Media to the corresponding Media-floor Control Entity as in the SDP offer, if Discrete Media is accepted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

9.4. Receiving request for Normal PoC Session Control

Upon receipt of a SIP INFO request with a Priority header set to "normal", the PoC Crisis Event Handling Entity:

Editor's note: It is for FFS if there is a better SIP method to be used. 

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC2976];

· 2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core; 

· 3. SHALL authorize the PoC User sending the SIP INFO request according to a local policy and if the PoC User is not authorized do not continue with the rest of the steps.

· 4. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976];

· 5. SHALL include a Priority header with the value set to "normal"; and,

· 6. SHALL send the SIP INFO request according to rules and procedures of SIP/IP Core.

Upon receipt of a SIP 200 "OK" response to the SIP INFO request the PoC Crisis Event Handling Entity:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling procedures at PoC Session release";

· 2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
· 5. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] according to a local policy and as specified in subclause 5.8 "QoE Profiles"; and,

· 6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 3:  (Introducing new feature tag)
E.2.X. Crisis Handling
Media feature tag name: g.poc.crisishandling.

ASN.1 Identifier: New assignment by IANA.

Summary of the media feature indicated by this tag: This feature tag indicates that the device supports OMA Push to talk over Cellular (PoC) PoC Session Control for Crisis Handling.

Values appropriate for use with this feature tag: Boolean.

The feature tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: 

This feature tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA or PC.

Examples of typical use: Routing a call to a PC that can support PoC Session Control for Crisis Handling during a PoC Session.

Related standards or documents: OMA-TS-PoC_ControlPlane-V2_1 published at http://www.openmobilealliance.org/.

Security Considerations: Security considerations for this media feature tag are discussed in Section 11.1 of [RFC3840]. 

Name(s) & email address(es) of person(s) to contact for further information:

1. Name : OMA Push to Talk over Cellular (POC) Working Group 

2. Email : technical-comments@mail.openmobilealliance.org

Intended usage: Common

Author/Change controller: The OMA PoC specifications are a work item of the OMA Push to Talk over Cellular (POC) Working Group. The Open Mobile Alliance has change control over these specifications, with mailing list address technical-comments@mail.openmobilealliance.org.
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